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Coneprxanue

IlosicHUTENBbHAS 3aIIUCKA.

TunoBsle KOHTPOJIBHBIE 33JaHUS WK WHBIE MaTepHalIbl Ul OLIEHKH 3HAHWUN, YMEHH, HaBBIKOB U (MJIN)
OTIBITA ICATEIBHOCTH, XapaKTEPU3YIOIIHUX YPOBEHb CHOPMUPOBAHHOCTH KOMITETEHITHA.

Mertoanueckre MaTepHaibl, ONPEAESoINe NPOLEAYPY U KPUTEPUH OLEHUBAHUS CPOPMUPOBAHHOCTH
KOMIIETEHIIUH NPH NIPOBEACHUH IIPOMEKYTOYHOM aTTECTALMH.



oOyueHuss TO JAUCUUIUIMHE,
00pa3oBaTeNbHOM MPOrpaMMBI.

[lens MPOMEKYTOYHOM aTTECTAllMUd — OICHMBAHHWE MPOMEKYTOYHBIX M OKOHYATCIIBHBIX PE3YJIbTAaTOB
00€CIIEUNBAIOIINX JOCTUKECHUAE

1. HosicHuTEALHAA 3AMHCKA

IJIAHUPYEMBIX  pe3yJIbTaTOB

®opmMbI IPOMEXKYTOUHOM arrectaruu: 1,2,3,4,5 ceMecTpsl - 3a4eT, 6 ceMecTp - IK3aMEeH

[lepeuens komMneTeHINH, GOPMUPYEMBIX B IPOLECCE OCBOCHUS TUCIIUTUINHBI

KOII 1 HAUMCHOBAHHUEC KOMIICTCHIITNH

Kox nannkaTopa mocTKeHU
KOMIIETEHIIHH

VYK-4 Crioco6GeH ocymecTBIsATh AETOBYI0 KOMMYHHKAIUIO B YCTHOW M MUCbMEHHOU opMax
Ha rocy/IapcTBeHHOM si3bike Poccuiickoit denepanun 1 ”HOCTpaHHOM(BIX) S3bIKe(ax)

VK-4.3
YK-4.4

Pe3ynbrarel 00yueHus N0 AUCUUILTUHE, COOTHECEHHBIE C INTAHUPYEMbIMU
pe3yJibTaTaMi OCBOEHHS 00pa30BaTEIbHON TPOrpPaMMBI

Kon 1 HanMeHoBaHNe MHIUKATOPA Pe3ynbraTbl 00y4YeHUs 110 AUCIMILINHE O1eHOYHBIE
JOCTHKEHHS KOMITETEHIINU MaTepuabl
1 cemectp
VK-4.3 [IpumeHnsieT coBpeMeHHbIE OO6yuaronuiics 3HaeT: akaJeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKATUBHBIC TEXHOJIOTHH JIJIsI 0a30BbIc rPAaMMATHYECKUE MOJICITH HA HHOCTPAHHOM rpaMMaTHYCCKHUit
aKaJIeMUYECKOTO B3aUMO/ICHCTBUS HA s13bIKe (TI0 COOTBETCTBYIOIIMM pa3fieiaM JUCHUIUIHHBI). | TecT Ne 1
HWHOCTpaHHOM(BIX) S3BIKE(axX) (Bompocsl 1-12)
OOy4aroUMicst yMeeT: CTPOUTH IHATOTHYSCKHE CobecenoBanue

BBICKA3bIBAHHS U MOHOJIOTMYECKHE COOOILEHHS Ha
aKaJIeMHIEeCKUE TeMbI (TI0 COOTBETCTBYIOIIMM pa3jieinam
JIUCITUTUTHAHEI).

(epeyeHb TEM U
BorpocoB Ne 1.1)

OO0y4aromuiics BilaeeT: HaBbIKaMH YTCHHS, TIOHUMaHUS
1 nepeBoaa ayTeHTUYHBIX TCKCTOB HAa MHOCTPAHHOM
SI3BIKE; CIIOCOOCH M3BIEKATh HEOOXOAUMYIO TEKCTOBYIO
nHpopmanuio, aHaJIM3UPOBATh U 00001IATH €€ B LEIsX
aKaJIEeMU4ECKOI0 B3aUMOJCICTBYS B YCTHOU U
MUCBMEHHOHU (hopmax.

Bamanms Ne 1.2, 1.3

YK-4.4 IIpumeHsieT COBpEeMEHHBIE
KOMMYHHUKATHBHBIC TEXHOJIOTHH JJIS
po(eCCHOHATBHOTO B3aHMOICHCTBYS Ha
HHOCTpaHHOM(BIX) S3bIKe(aX)

OOGyuatoniuiicst 3HaeT: MPoQPeCcCHOHANBHYIO JEKCUKY H Jlexcuko-
TEPMHUHOJIOTHIO, a TaKXkKe 0a30BYI0 rPaMMAaTHKY rpaMMaTHYCCKHI
MHOCTPAHHOTO s13bIKa (110 COOTBETCTBYIONIMM pazaenam | TecT Ne 1
JICTIHATUIAHBI). (Bompocsl 13-25)
OO0y4aromuics yMeeT: CTPOUTh JHAOrHISCKUe [penBapuTeIbHO
BBICKa3bIBaHHSl 1 MOHOJIOTHYECKHE COOOIICHHUS Ha HOATOTOBJICHHO®
npogeccHOHaNbHBIE TEMBI (II0 COOTBETCTBYOIIUM COOOMICHHE HITH
paszernaM JUCLUIUTHHBL). Npe3CHTALHS
(mepeueHb TEM
Ne 1.4)

OOGyuaroniuiics BlajieeT: HaBbIKaMHU YTCHUSI, TOHUMAaHHUS
1 IEpeBOaa ayTECHTUYHBIX TECKCTOB HA NHOCTPAaHHOM
SI3BIKE, CIIOCOOEH M3BJIEKATh HEOOXOUMYIO TEKCTOBYIO
nHPOPMALINIO, AaHATU3UPOBATH M 0000IIATh €€ B IeIX
npodeccnoHaTLHOTO B3aUMOICHCTBUS B YCTHON 1
MUCBMEHHOU (hopMax.

3amanne Ne 1.5

Kon 1 HanmMeHOBaHME HHIUKATOPA PesynbraTel 00yueHns 10 JUCIUIUINHE OrneHoYHBIE
JOCTHXKCHUS KOMIICTCHIINN MaTepurabl
2 cemecTp
VYK-4.3 [IpumeHsieT COBpeMEHHBIE OOyJarontuiics 3HaeT: aKaJeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHUKATHUBHBIC TCXHOJIOTUHN IJIA 0a30BEIE TpaMMaTHYCCKHUE MOACIIN HA MHOCTPAHHOM FpaMMaTI/I‘[GCKI/Iﬁ
aKaJIEMUYECKOTO B3aUMOJIEHCTBUS HA S3BIKE (IT0 COOTBETCTBYIONINM pa3ieiaM AUCIUTUTHHEI). TecT Ne 2
MHOCTPaHHOM(BIX) SI3BIKE(aX). (Bompocsl 1-12)
OO0y4arouIuiicst yMeeT: CTPOUTh TUATIOTHUECKUE CobecenoBanue

BBICKA3bIBAHHUS 1 MOHOJIOTHYECKHE COOOIIEHN Ha
aKaJIeMU4ecKre TeMbI (10 COOTBETCTBYIOLIUM pa3ieiaM
JIMCUUILINHBI).

(mepeyeHb TEM U
BorpocoB Ne 2.1)

O6yqa}0m1/1izic;1 BJIaaCCT. HAaBbIKaMUW YTCHUS, IIOHUMAaHUA

Samanmsa Ne 2.2, 2.3

OCBOCHU




U TIePEeBOJIa AyTCHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOCH U3BICKATh HEOOXOIUMYIO TCKCTOBYIO
MHPOPMALIUIO, AaHATM3UPOBATh H 0000IIATh €€ B IEIISIX
aKaJeMUYECKOTO B3aMMOJICHCTBYSI B YCTHOU U
MUCBMEHHOU (hopMax.

VK-4.4 [IpuMeHsieT COBpeMEHHBIE
KOMMYHHUKATUBHBIE TEXHOJIOTHH IS
poeCCHOHAIFHOTO B3aNMOACHCTBUS Ha
HWHOCTPaHHOM(BIX) SI3BIKE(axX).

OO0yuJaroniuiics 3HaeT: MPOPECCHOHATBHYIO JICKCUKY U Jlexcuko-
TEPMHUHOJIOTHIO, a TAKXKe 0a30BYIO IPAMMATHKY rpaMMaTHIECKUH
WHOCTPAHHOTO S3BIKa (TI0 COOTBETCTBYIOIINM pa3ieiaM TecT Ne 2
JIUCITUTUIAHEI). (Bompocsl 13-25)
OOy4arontuiicss yMeeT: CTPOUTH JHAJOTHYECKHUE [IpenBapuTensHO
BBICKA3bIBAaHHS M MOHOJIOTHYECKHE COOOICHNS Ha MOATOTOBJIEHHOE
podeccrOHaNbHBIE TEMBI (IT0 COOTBETCTBYIOIIUM co00IIeHNE WITH
pasnenam AUCLMILUINHEI). Npe3eHTalus
(mepeueHs TeM
Ne 2.4)

OOyuJaronuiics BiIafceT: HaBbIKAMU YTCHUS, IOHUMAaHUS
Y TIePEeBOJIa AyTCHTHYHBIX TEKCTOB HA HHOCTPAaHHOM
SI3BIKE, CITOCOOCH M3BJIEKATh HEOOXOMMYIO TEKCTOBYIO
HHPOPMALIUIO, AHAM3UPOBATH H 0000IIATh €€ B IEIISIX
podeCCHOHANLHOTO B3aUMOICUCTBUS B YCTHOM U
IIUCBMEHHOHU (hopMax.

3amanme Ne 2.5

Kon u HaumeHOBaHME HHIUKATOPa PesynbraTel 00y4eHus 110 AUCIUTUINHE O11eHOYHbIE
JOCTIDKEHHSI KOMIIETEHINH MaTepHabl
3 cemectp
VYK-4.3 IIpumeHsieT cOBpeMEHHBIE OO6yuaroniuiics 3HaeT: akaJeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHUKAaTHBHBIE TEXHOJIOTHH IS 6a30BbIe rpaMMaTHYECKUE MOJETIH Ha HHOCTPAHHOM rpaMMaTHYeCKUN
aKaJIeMU4YECKOI0 B3aMMOJIEHCTBUS HA sI3bIKE (IO COOTBETCTBYIOUIUM pa3JieiaM JTUCIUILTAHBI). TecT Ne 3
HHOCTpaHHOM(BIX) sI3bIKE(aX). (Bompockr 1-12)
OO6yyarouuiicst yMeeT: CTPOUTh TUATIOTHYECKUE CobecenoBanue

BBICKA3bIBAHHS ¥ MOHOJIOTHYECKHE COOOLLEHNS HA
aKaJIeMHIECKUE TEMBI (TI0 COOTBETCTBYIOIIMM pa3zieiam
JTIUCITUTUTHAHEI).

(lepeyeHb TEM U
BompocoB Ne 3.1)

OO0y4aromuiics BilafeeT: HaBbIKaMH YTCHHS, TIOHUMaHUS
Y NIepeBOJia ayTCHTUYHBIX TEKCTOB HAa HHOCTPAaHHOM
SI3BIKE; CIIOCOOCH M3BJIEKATh HEOOXOAUMYIO TEKCTOBYIO
nHpopmanuio, aHaJIM3UPOBATh U 00001IATH €€ B LEIsIX
aKaJIEeMU4ECKOI0 B3aUMOJECICTBYS B YCTHOU U
MUCBMEHHOU (hopmax.

Bamanns Ne 3.2, 3.3

VYK-4.4 [IpumeHsieT COBpeMEHHEBIE
KOMMYHHUKATHBHBIE TEXHOJIOTHH IS
podeCCHOHANBLHOTO B3aUMOCHCTBUS Ha
HHOCTPaHHOM(BIX) sI3bIKE(aX).

OOGyuaroniuiicst 3HaeT: NMPoQPeCcCHOHANBHYIO JEKCUKY H Jlexcuko-
TEPMHHOJIOTHIO, a TAKXKE 0a30BYI0 IPAMMAaTHKY rpaMMaTHYeCKHii
HMHOCTPAHHOTO SI3BIKa (110 COOTBETCTBYIOIINM pasfenam | TecT Ne 3
JUICHIUIUINHEL). (Bompockr 13-25)
OO0yyarouIuiicst yMeeT: CTPOUTh TUAIOTHUECKUE [IpenBaputenbHO
BBICKA3bIBAHHS 1 MOHOJIOTHYECKHE COOOIIEHNUS Ha MOATOTOBJIEHHOE
npodeccroHabHBIE TEMBI (TI0 COOTBETCTBYOLINM cooOreHue,
paszenam AUCLMIUINHEI). Mpe3eHTaIus
(mepeueHb TEM
Ne 3.4)

OOyJaroniuiics BiIafceT: HaBbIKaMU YTCHHUS, IIOHIMAaHUS
Y NIepeBO/Ia Ay TeHTHYHBIX TEKCTOB HA HHOCTPAaHHOM
SI3BIKE, CIIOCOOEH M3BJIEKATh HEOOXOUMYIO TEKCTOBYIO
MHPOPMALINIO, AaHATM3UPOBATH B 0000MIaTh €€ B IEeIX
npodeccnoHaTLHOTO B3aUMOJICHCTBUS B YCTHON 1
MMMCbMEHHOU (hopMax.

3amanne Ne 3.5

Kon 1 HanmeHOBaHUE HHAMKATOpA Pe3ynbraTel 00yueHns 10 JUCIUIIINHE OneHouHbIe
JOCTHKEHHsI KOMIETEHIH MaTepHaIIbI
4 cemecTp
VYK-4.3 [IpumensieT COBpeMEHHBbIE OOyyaronuiicst 3HaeT: aKaJIeMUIECKYIO JIEKCHKY U Jlexcuxo-
KOMMYHUKATHBHBIE TEXHOJIOTHH IS 6a30BbIe rpaMMaTHYECKNE MOIETH HAa HHOCTPAHHOM rpaMMaTHYEeCKUN
aKaJeMUIEeCKOTO B3aMMOACHCTBIS Ha S3bIKE (IT0 COOTBETCTBYIONINM pa3jieiaM AUCIUIUINHBI). | TecT Ne 4
MHOCTPaHHOM(BIX) SI3BIKE(aX). (Bompocsl 1-12)
OO0y4arouIuiicst yMEeT: CTPOUTh TUATIOTHUECKUE CobecenoBanue

BBICKA3bIBAHHS ¥ MOHOJIOTHYECKHE COOOLIEHHS HA
aKaZIeMUIEeCKHUE TeMBbI (II0 COOTBETCTBYIOIIMM Pa3aeiaM
JIUCITUTUIAHEI).

(mepedeHp TeM U
BompocoB Ne 4.1)




OOyuaronuiicst BiIaJeeT: HaBbIKaMH YTCHHSI, IOHUMaHUs
Y NePEeBO/Ia Ay TeHTHYHBIX TEKCTOB HA HHOCTPAaHHOM
S3bIKE; CIIOCOOEH M3BJIEKAaTh HEOOXOANMYIO TEKCTOBYIO
nHpopmanuio, aHaIM3UPOBaTh U 0000IIaTh ee B LEIsX
aKaJIEeMMYECKOT0 B3aMOJICHCTBHS B YCTHOU U
MMMCBMEHHON (hopMax.

Bamanusa Ne 4.2, 4.3

VYK-4.4 [IpumeHsieT COBpeMEHHBIE
KOMMYHHUKATHBHBIC TEXHOJIOTHH JIJIsI
podeCCHOHAILHOTO B3aUMOICHCTBUS Ha
HWHOCTPaHHOM(BIX) SI3BIKE(axX).

OOyJatontuiics: 3HaeT: MPOPECCHOHATIBHYIO JIEKCHKY U Jlexcuko-
TEPMHUHOJIOTHIO, a TaKXkKe 0a30BYI0 IPaMMAaTHKY rpaMMaTHYCCKHI
WHOCTPAHHOTO S3BIKa (TI0 COOTBETCTBYIOIINM pazfenam | TectT Ne 4
JTIUCITUTUIAHEI). (Bompocsl 13-25)
OOy4aronuiics yMeeT: CTPOUTH JHAJOTHYECKHUE [IpenBapuTensHO
BBICKA3bIBaHHS 1 MOHOJIOTHYECKIE COOOIICHUS Ha HOATOTOBJICHHOE
npodeccroHabHBIE TEMBI (TI0 COOTBETCTBYOLINM cooOIIeHNe HiH
pasnenam AUCIMIUINHEI). Npe3eHTalus
(mepeueHs TEM
Ne 4.4)

OOyJaronuiics BIafceT: HaBbIKAMU YTCHUS, IOHUMAaHUS
U TIePEeBOJIa AyTCHTHYHBIX TEKCTOB Ha HHOCTPAaHHOM
SI3BIKE, CIIOCOOCH M3BJICKATh HEOOXOJMMYIO TEKCTOBYIO
WHPOPMALINIO, aHAIM3UPOBATh H 0000IIATh e¢ B IEeJIIX
podeCCHOHAILHOTO B3aUMOCHCTBUS B YCTHOM 1
IIUCBMEHHOHU (opMax.

3amanue Ne 4.5

Kon 1 HaumeHOBaHME HHIUKATOPa Pe3ynbraTel 00y4eHUs 110 AUCIUTUINHE O11eHOYHbIE
JOCTIDKEHHS] KOMIIETECHITNH MaTepHabl
5 ceMmecTp
VK-4.3 IIpumeHsieT coBpeMEHHBIe OO6yuaronuiics 3HaeT: akaJeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHUKAaTHBHbIE TEXHOJOTHH IS 6a30BbIe rpaMMaTHYECKUE MOIETIH HAa HHOCTPAHHOM rpaMMaTHYEeCKUN
aKaJIEMUYECKOr0 B3aUMOJICHCTBUS HA sI3BIKE (110 COOTBETCTBYIOIUM pa3ziesiaM JUCLUUIUINHBI). TecT Ne 4
HHOCTPaHHOM(BIX) S3BIKe(axX). (Bompocsl 1-12)
OOyJaronuicst yMeeT: CTPOUTH AUATOTHIECKHE CobecenoBanne

BBICKA3bIBAHHS ¥ MOHOJIOTHYECKHE COOOLEHNS HA
aKaJIeMHIECKUE TEMBI (TI0 COOTBETCTBYIOIIMM pa3zieiam
JTIUCITUTUTHAHEI).

(epeyeHb TEM U
BompocoB Ne 5.1)

OO0yyaromuiics BilaieeT: HaBbIKAMH YTCHHS, TIOHUMaHUSI
Y NIepeBOJia ayTCHTUYHBIX TEKCTOB HAa HHOCTPAHHOM
SI3BIKE; CIIOCOOCH M3BIEKATh HEOOXOAUMYIO TEKCTOBYIO
nHpopmanuio, aHaJIM3UPOBaTh U 0000IIATH €€ B LEIsX
aKaJIEeMU4ECKOI0 B3aUMOJCICTBYS B YCTHOU U
MUCBMEHHOHU (hopMax.

Bamanms Ne 5.2, 5.3

YK-4.4 [IpumeHsieT COBpeMEHHBIE
KOMMYHHUKATHBHBIE TEXHOJIOTHH JIJIsI
podeCCHOHAIILHOTO B3aUMOICHCTBUS Ha
HHOCTpaHHOM(BIX) S3bIKe(aX).

OOGyuatoniuiicst 3HaeT: NPOoQPeCCHOHANBHYIO JEKCUKY H
TEPMUHOJIOTHIO, a TAK)KE 0a30BYIO TPAMMATHKY
HHOCTPAHHOT'O 5I3bIKa (TI0 COOTBETCTBYIOIIMM Pa3/ieiiaM
JIUCITUTUTAHEI ).

IIpenBapurensHO
MOJIrOTOBJIEHHOE
COOOIIEHNE UITH
Mpe3eHTaIus
(mepeueHb TEM
Ne 5.4)

OOyyaronuicst yMeeT: CTPOUTH AUAIOTHUECKHE
BBICKA3bIBAHHS 1 MOHOJIOTHYECKHE COOOIICHNUS Ha
npodeccroHaIbHBIE TEMBI (TI0 COOTBETCTBYOLINM
pasjiesiaM AUCIMILUINHBEL).

[IpakTuueckoe
3aganue Ne 1

OOyyaronuiicst BiIaJeeT: HaBbIKaMH YTCHHSI, TOHUMAaHUS
1 IEpeBOaa ayTECHTUYHBIX TEKCTOB HA NHOCTPAaHHOM
S3BIKE, CIOCOOEH M3BIIEKAaTh HEOOXOANMYIO TEKCTOBYIO
MHPOPMALINIO, AaHATU3UPOBATH B 0000MIaTh €€ B IEeTIX
npodeccnoHaTLHOTO B3aUMOICHCTBUS B YCTHON U
MMMCbMEHHON (hopMax.

3amanne Ne 5.5

Kon 1 HanmMeHOBaHME MHIUKATOPA Pe3ynbraTel 00yueHus 10 JUCIUIUINHE OrneHoYHBIE
JOCTHYKEHHS KOMITETEHIINT MaTepHaIIbI
6 cemectp
VYK-4.3 [IpumeHsieT COBpeMEHHBIE OOyJatontuiics 3HaeT: aKaJeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHUKATHUBHBIC TCXHOJIOTUHN IJIA 0a30BbIE TpaMMaTHYCCKHUE MOACIIN HA MHOCTPAHHOM FpaMMaTI/I‘IGCKI/Iﬁ
aKaJIeMU4EeCKOro B3aMMOJICHCTBUS HA s3bIKE (110 COOTBETCTBYIOIIMM pa3fiesiaM AUCIUTIINHBI). TecT Ne 6
HMHOCTPaHHOM(BIX) SI3bIKE(aX). (Bompocsr 1-12)
OO0yJaronIuiicst yMeeT: CTPOUTh TUATIOTHUECKUE CobecenoBanue

BBICKa3BIBAaHMS ¥ MOHOJIOTHUECKUE COOOIICHNS Ha
aKaJIeMHUYeCKHEe TeMBI (110 COOTBETCTBYIOIIMM Pa3ieiaM

(mepedeHp TeM U
BompocoB Ne 6.1)




JIMCUUILINHBI).
OOy4aroniuiics BIaJceT: HaBBIKAMHU YTCHHS, TOHUMaHus | 3amanus Ne 6.2, 6.3
Y MePEeBOJIa AyTCHTHYHBIX TEKCTOB HA HHOCTPAaHHOM
SI3BIKE; CIIOCOOCH U3BIICKATh HEOOXOIUMYIO TCKCTOBYIO
HHPOPMALIUIO, AHAM3UPOBATH M 0000IIATh €€ B IEIISIX
aKaJIeMU4eCKOr0 B3aUMOJICHCTBHS B YCTHOM U
MMMCBMEHHON (hopMax.

VYK-4.4 TIpumeHsieT COBpeMEHHBIE OOydatontuiics: 3HaeT: MPOPECCHOHATIBHYIO JIEKCHKY U Jlexcuko-
KOMMYHHKAaTUBHBIE TEXHOJIOTHH IJIS TEPMHUHOJIOTHIO, a TaKXkKe 0a30BYI0 IPaMMAaTHKY rpaMMaTHYCCKHI
npo(hecCHOHAIBHOTO B3aUMOJCHCTBUS HA | MHOCTPAHHOTO SI3bIKa (110 COOTBETCTBYIOLIIMM pazfenam | TecT Ne 6
HWHOCTPaHHOM(BIX) SI3BIKE(axX). JIUCITUTUTAHEI). (Bompocsl 13-25)
OO0y4aromuiics yMeeT: CTPOUTh IHAIOTHUSCKUEe [IpenBapuTensHO
BBICKA3bIBAaHMS 1 MOHOJIOTHYECKHE COOOIICHHUS Ha HOATOTOBJICHHO®
npodeccroHabHBIE TEMBI (TI0 COOTBETCTBYOLINM cooOIIeHNe HiH
pasnenam AUCIMIUINHEI). Npe3eHTalus
(mepeueHs TEM
Ne 6.4)

OO6yuatouiuiics BlajeeT: HaBbIKaMH YTeHUsI, MOHUMaHusg | 3amanue Ne 6.5
U TIePEeBOJIa AyTCHTHYHBIX TEKCTOB Ha HHOCTPAaHHOM
SI3BIKE, CITOCOOEH U3BJIEKATh HEOOXOAUMYIO TEKCTOBYIO
WHPOPMALINIO, aHAIM3UPOBATh H 0000IIATh e¢ B IeJIIX
PO eCCHOHATFHOTO B3aNMOACHCTBISI B yCTHOU U
MMMCBMEHHON (hopMax.

[TpomexyTouHas aTTecTanus (IK3aMeH) IPOBOAUTCS B OJTHOM U3 creayouux Gopm:
1) oTBeT Ha OWJIET, COCTOSIIUIN M3 TEOPETHUECKUX BOMPOCOB U MPAKTUYCCKUX 3a/IaHU;
2) Beinoanenue 3aaanuii B DMMOC CamI VIIC.

[IpomexxyTrouHast aTTecTanus (3a4eT) NPOBOAUTCS B OJHOM U3 cienyomux Gopm:
1) cobecenoBanue;

2) BeimonHeHue 3ananuii B OMMOC Caml YIIC.

2. Tunosbie! KOHTPOJILHBIE 32AHUS WM HHbIE MATEPUAJIBI /151 OLEHKH 3HAHMIA, yMEHMIi,
HABBIKOB M (MJIM) ONBITA AeSATeJIbHOCTH, XaPAKTEPU3YIOIINX YPOBEHb C(POPMUPOBAHHOCTH KOMIETEH U

2.1 TunoBblie BONPOCHI (TECTOBBIE 3aaHUs1) 1JIsl OLIEHKH 3HAHHEBOT0 00Pa30BaTEJILHOI0
pe3yJbTara

ITpoBepsieMslii 00pa3oBaTeNbHBINA pe3ynbTaT (1 cemecTp):

Kon n HanMeHoBaHME HHIUKATOPA OO6pa3oBarenbHbIN pe3yabTaT
JIOCTIDKEHUS] KOMIETESHITHH
VYK-4.3 [Ipumensier coBpemennble | OOydaromuiics 3HaeT: akaJeMHUUECKYIO JIEKCHKY U 0a30BbIe I'paMMaTH4ECKHe MOJIEIN Ha
KOMMYHHUKAaTHBHBIE TEXHOJIOTHH MHOCTPAHHOM SI3BIKE (TI0 COOTBETCTBYIOIINUM pa3/iesiaM JTUCIUIIINHEI).
JUTA AKaJeMHUYECKOTO
B3aUMO/ICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).
Ipumepwi sonpocos/3adanuii

Test Ne 1 (Bompocsr 1-12)

1. The computer ___ data, i.e. performs specific mathematical and logical operations on the data.

a) processes b) stores c) calculates d) outputs
2. ls software a set of application programs installed on the computer?
a) No, itisn't. b) Yes, theyare. c) Yes, itis. d) No, it doesn't.
3. Anerror code will be ___if any invalid information has been entered.
a) displayed b) determined c) deleted d) developed
4. According to Sun Microsystems' estimation, _ more than 700,000 developers using Java technology today.
a) there are b) thereis c) there were d) there was

! HpI/IBO,Z[HTCH THUIIOBBIC BOIIPOCBI W 3aJaHUA. OHCHO‘IHBIG CpeACTBa, IpEAHA3HAYCHHBIC JI1 IMPOBCACHUA AaATTCCTALIMOHHOI'O
MEPOIIPUATHA, XPAHATCA HaA Kaq)ezlpe B J0CTATOYHOM I HNPOBCACHHS OLCHOYHBIX MPOLUEAYP KOJIUYCCTBE BApHAHTOB. OHGHO‘JHLIC
CpCACTBa MOMJICIKAT AKTyalinu3alluhd C Y4YETOM pa3BUTHUA HAYKH, 06pa30}3aH1/I;{, KYJbTYpbl, DKOHOMHKH, TEXHHKHU, TEXHOJIOTUH H
COIII/IEU'ILHOﬁ C(bepm. OTBETCTBEHHOCTb 3a HEPACIIPOCTPAHCHUEC COACPIKAHNA OLICHOYHBIX CPCACTB CpeAr 06yqa}0u11/1xc51 YHUBCPCUTECTA
HECYT 3aB€[[yl0HIHﬁ Ka(bezlpoﬁ U npenogaBaTeiib — pa3pa6OT'-H/IK OLICHOYHBIX CPCACTB.



5. Iloobepume cnosa, nooxoosugue no KOHMEKCMY .
convert  attached determined access  predictions accept
a) The copies of the documents are ___ to the e-mail.
b) lcan't___ my Yahoo email because someone has changed my password.
c) Todigitize meansto __information into a digital form.
d) Itistoo early to make any precise __ about the results of the experiment.
e) Before installing the program, the user must ___ the terms of the license agreement.
f) The programmer has quickly _ the cause of the system crash.

VK-4.4 [IpumeHsieT cOBpeMeHHbIE
KOMMYHUKaTHBHbBIE TEXHOJIOTUH
JUIsl TIPO(ECCUOHATTBHOTO
B3aUMO/ICHCTBUS Ha
MHOCTPaHHOM(BIX) sI3bIKE(aX).

06yqa}0m1/1171051 3HACT: npo@eccnonanLHy}o JICKCUKY U TCPMUHOJIOTHIO, 4 TAKKE 6a3OBy}O
T'paMMAaTHUKy MHOCTPAHHOTO sA3bIKa (HO COOTBETCTBYIOIIIUM pa3acjiaM ):[I/ICHI/IHJ'H/IHLI).

Tpumepwr sonpocos/z3adanuii

b) performance

Test Ne 1 (Bonpocsr 13-25)

13. The term "softcopy" refersto . (Choose all that apply)
a) information displayed on a monitor screen
b) sound produced by a speaker
c) text documents stored on the flash drive
d) handwritten reports and essays
14. The most important hardware component is a tiny integrated circuit called the .
a) Central Processing Unit  ¢) CRU
b) Central Processed Unit d) Center Process Unit
15. The physical parts of the computer system, which you can't see and touch, are called hardware.
a) TRUE b) FALSE
16. __ makes it easier for the user to control the computer.
a) advanced features
b) rechargeable battery d) an operating system with a graphical user interface
17. Programmable computers differ greatly in their ___. (Choose all that apply)
a) processing power

C) proprietary operating system

C) memory capacity
d) physical size

[IpoBepsiemblil 00pa3oBaTeNbHbBIN pe3ynbTat (2 ceMecTp):

KOI[ U HAUMCHOBAHUEC UHAMUKATOPA
JOCTHXKCHUA KOMIICTCHIIUN

O0pa3oBaTeNbHBIN pe3yNbTaT

VYK-4.3 [IpumeHsieT COBpeMEHHBIC
KOMMYHUKaTHBHBIE TEXHOJIOTHH
JUISl aKaJIEeMHUIECKOTO
B3aUMOJICHCTBUS HA
HHOCTPaHHOM(BIX) sI3bIKe(aX).

O6y‘IaIOH.[I/II\/’IC$I 3HACT: aKaACMHNYCCKYIO JICKCUKY U 0a3oBbIe I'paMMAaTHYICCKHUEC MOACIIN Ha
HWHOCTPAHHOM S3bIKC (1'[0 COOTBETCTBYIOIIUM pa3aciiaM Z[I/ICL[I/IHJ'II/IHBI).

Tlpumepwvr 6onpocoe/3adanuii

1. Alldatainthe RAMis
a) rewritten b) deleted c) stored d) converted
2. Hanuwume kpamkuii omeem Ha 00wutl 60npoc.
Does the PSU receive direct current from an external source, and convert it into the alternating current?
3. All components of a computer ____electricity to operate.
a) replace b) prevent C) require d) respond
4. RAM holds data while your PC ___it, but loses this data when the power is switched off.
a) isprocessing b) processes c¢) will process d) has processed
5.  Ilodbepume cnoea, nooxoosuue no KOHMEKCMY.
respond reliability assess capacity  considerable  generate
a) If your tablet has a frozen screen and doesn't ___ to touch, you need to restart the device.
b) Semiconductor integrated circuits helped to improve the _ of electronic devices.
c) There are various utilities used to ___ the performance of the CPU.
d) In 1986, the most high-end hard disk drives had only 40 MB in ___.
e) The overheating can cause ___ damage to the internal components of the computer.
f)  The faster disks consume more power, make more noise, and ___ more heat.

Test Ne 2 (Bompocsi 1-12)

when a computer is restarted or turned off.

VK-4.4 [IpumeHnsieT cOBpeMeHHbIE
KOMMYHUKaTHBHbBIE TEXHOJIOTUH
JUIsl TIPO(ECCHOHATBHOTO
B3aMMOJIEHCTBHS HA

OOyuaronuiicst 3HaeT: NPOo(ECCHOHAIBHYIO JIEKCUKY U TEPMUHOJIOTHIO, & TaKkKe 0a30BYIO
rpaMMaTHKy MHOCTPAHHOTO 53bIKa (110 COOTBETCTBYIOIIUM pa3AenaM AUCLHUILINHBL).




MHOCTPaHHOM(BIX) SI3bIKE(aX).

Tlpumepwvl 6onpocoe/3adanuii
Test Ne 2 (Bompocsr 13-25)

13. Two main characteristics determine the performance of the processor: .
a) theclockrate c) the number of cores
b) the form factor d) revolutions per minute

14. Which device allows several computers on a local network to share the Internet connection?
a) adapter b) amplifier c) router d) mail server

15. Conocmasbme 0ge uacmu npeonoNceHUs..

1) Low or high temperature in the computer system A. SSDs will most likely replace hard disks.
may cause

2) Motherboards usually contain a number of B. they don't contain any moving parts.
expansion slots

3) A video card can either be integrated into a C. the amount of heat generated by them has increased as
computer's motherboard, or well.

4) USB flash drives are more reliable than external D. unexpected malfunctions during the operation of
hard drives because computers.

5) Due to their advantages and constantly lowering E. plugged into one of the slots on the motherboard.
prices,

6) As internal components of the computer have F. used to attach additional components like video cards
increased in speed and power consumption, or sound cards.

16. You can change the __ of the screen to make text and other items larger or smaller.
a) resolution b) brightness c) capacity d) surface

17. If the touchpad is not working properly, you cantry .
a) to update the drivers c) to press it harder
b) to reinstall the operating system d) to sell the laptop

[TpoBepsiemblii 00pazoBaTeNbHBIN pe3ynbTat (3 ceMecTp):

Koz u HaumeHoBaHME UHIUKATOPA OO6pa3oBareibHBIN pe3yabTaT
JOCTHXKCHUS KOMIICTCHIINN
YK-4.3 [IpuMeHseT COBpEMEHHbBIE OOy4aroIMics 3HACT: aKaJIeMHUIECKYIO JIEKCHKY 1 0a30BbIe IPaMMaTHICCKUE
KOMMYHHUKATUBHBIC TEXHOJIOTHH JIJIsI MO/ICTIH Ha HHOCTPAHHOM $I3bIKe (10 COOTBETCTBYIOIINM pa3/ieliaM AUCIUILIAHAI).
aKaJIEMUYECKOTO B3aUMO/ICHCTBYSI HA
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Ipumepwr sonpocos/3adanuii
Test Ne 3 (Bonpocs 1-12)

1. Camcorders ___ us capture video images and photographs directly in digital format.
a) let b) allow c) enable d) make it possible
2. They __ adownloadable patch that will fix the bug in the program.
a) have produced b) have been produced c) has produced d) had been produced
3. 3amenume ¢ppasy, dannyio 6 ckobkax, mepmMuHoOM.
It is essential that the software is (able to be used without special adaptation or modification) with all the components of
the computer.
4. Whenyou ____ an account, you may be asked to enter your phone number.

a) are creating b) has created c) will be created d) are being create
5. Tloobepume cnoga, nooxoosuue no KOHMEKCMY.
features low-level  offered  purchase  directly restricted  failure
a) Software publishers regularly update their program products to fix bugs or add new .
b) For a computer to run a program created with a ____ language, it must be compiled into machine language.

c) A hotspot is a place where wireless access to the Internetis ___ at no cost.

d) Beforeyou  software, you should first make sure your computer supports the system requirements.
e) FL Studio is the application that allows recording music entered __ from the keyboard.

f) The overheating of the integrated circuit may result in a hardware .

g) The operations of special-purpose computers are ___ to the programs built into their microchips.

VK-4.4 [IpumeHnsieT coBpeMeHHbIE OOyyaronuiicst 3HaeT: NPOo(YECCHOHATBHYIO JIEKCUKY U TEPMUHOJIOTHIO, & TaKKe
KOMMYHUKAaTHBHBIE TEXHOJIOTHH JIJIS 6a30ByI0 rpaMMAaTHKy HHOCTPAHHOTO $SI3bIKa (110 COOTBETCTBYIOIUM pa3jiesiaM
IpodeCcCHOHANFHOTO B3aUMOAEHCTBUS HA | AUCIMIUIMHBEI).

MHOCTPaHHOM(BIX) sI3bIKE(aX).

Ipumepwi sonpocos/3adanuil

Test Ne 3 (Bompocsl 13-25)

13. Custom software is often more reliable and has less bugs than .
a) canned software c¢) shareware
b) commercial software d) open source software




14. Which among the following is a language used in a computer that is very similar to, the language of humans and is easy
to understand?

a) high level language c) object code e) machine language
b) source code d) assembly language
15. Software companies issue patchesto .
a) expand functionality c) fix bugs in their programs
b) solve security problems d) gain profit

16. Conocmasbme mepmun u e2o onpedenerue.

a) an application normally consisting of a source code editor, a compiler and/or | A. closed source software
interpreter, build-automation tools, and a debugger B. compatible software
b) a program in which the code is distributed allowing programmers to alter and | C. comware
change the original software as much as they like D. integrated development
c) computer software licensed under exclusive legal right of the copyright holder environment
d) computer programs that you can often copy from the Internet and do not have to | E. proprietary software
pay for F. off-the-shelf software
e) software that can run on different computers without modification G. open source software
f) a program in which the license specifies that the user cannot see, edit or | H. freeware
manipulate the source code of a software program I. shareware
g) copyrighted computer software that typically is available free of charge for trial
use but that must be paid for by anyone who uses it regularly

17. Hanuwume nponywennoe ciogo.
A ___ isdescriptive information about hardware or software products.

[IpoBepsiemblii 00pazoBaTeNbHBIN pe3ynbTat (4 ceMecTp):

KOIL N HAUMCHOBAHUE MHAMUKATOPa

OO0pazoBaresbHbII pe3ysbTaT
JOCTHXKCHUS KOMIICTCHIITUN

VYK-4.3 [Ipumensiet coBpemennsle | OOydaromuiics 3HaeT: akaJeMUUECKYIO JIEKCUKY U 0a30BbIe I'paMMaTH4ECKHe MOJICIIN Ha
KOMMYHHUKAaTHBHbIE TEXHOJIOT MU HMHOCTPAHHOM SI3BIKE (TI0 COOTBETCTBYIOIIUM pa3jiesiaM JTUCIUIIIMHEI).

JUTSL aKaJJIeMHUIECKOTO
B3aUMO/ICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Ipumepwr sonpocos/3adanuii
Test Ne 4 (Bonpocsr 1-12)

1.  PINTEREST users tend to focus on the positive aspects of life and leave the ___ topics to other networks.

a) transparent b) trusted c) usable d) controversial
2. In 2001, an ANTRAX, an e-mail virus, took advantage of flaws in MS server software to cause widespread Internet .
a) revelations b) infringement c) disruptions d) frequency

3. The website surveymonkey.co.uk may not be used to ___ content that is downloadable, live-streamed, or intended to
redirect users to other webpages.

a) moderate b) host c) impact d) ensure
4. Anindependent moderator should be __ to oversee the content posted on the website.
a) routed b) ensured c) arisen d) assigned

5. Hoobepume cnosa, nooxoosuue no KOHMeEKCMY .
gain arises  drastically assigned usable route
a) A unique IP address must be __ to each computer connected to the Internet.
b) He has a security clearance that allows him to ____ access to classified information.
c) The _ taken by a message was not the most direct since a lot of nodes were busy.
d) The computer network can be switched to emergency power if the need .
e) The Internethas __ changed the way that people interact with each other.
f)  We've developed completely new design of Witap Soft site in order to make it more .

YK-4.4 [Ipumensier coBpeMenHble | OOyuarouuiics 3HaeT: Npo(ecCHOHAIBHYIO JIEKCHKY U TEPMUHOJIOTHIO, a TaKKe 0a30BYIO
KOMMYHHUKATHBHBIE TEXHOJIOTHH rpaMMAaTHKy HHOCTPAHHOTO S3bIKa (110 COOTBETCTBYIOIIMM pa3JiesiaM JTUCIUILIHHEI).

JUTs1 PO ECCHOHATBHOTO
B3aMMOJICHCTBUS HA
HWHOCTPaHHOM(BIX) sI3bIKE(aX).

IIpumepwr 6onpocos/3adanuii
Test Ne 4 (Bonpochr 13-25)

13. The controversial video was broadcast in popular television channels and across all ___ platforms.
a) fiber optic b) satellite ¢) domain name d) social media
14. Installing anti-virus and content filtering software, creating individual user accounts are just a few measures to ___ a

secure computer system.




a) evolve

a) destination

a) destination

b) path c) ensure d) disrupt

15. Conocmasbme 0ge uacmu npeonodxiceHus:
1) While adware and spyware may not be as destructive | A. the hardware itself or from how users have

as viruses, configured it.
2) On September 21, 2016, a hacker attack on DYN B. the laying of the submarine transatlantic telegraph
(DNS provider) has caused cable in 1866.
3) There are two main ways to moderate to content C. disruption to online services around the world.
4) Field Cyrus West is an American financier who D. they can compromise privacy and slow your
planned and oversaw computer drastically.
5) A dead link may occur when the server that hosted E. posted on the website: artificial intelligence
the page stopped working or algorithms and manually moderated human solutions.

16. A __ must be unique on the Internet and must be assigned by a registrar accredited by ICANN.

b) scammer c) ownership d) domain name

17. Data transmitted via the Internet is broken down into small packets. Each packet contains a(n) __ address on the
network, so routers know where to forward them.

b) path c) ownership d) array

[TpoBepsiemMbIii 00pa3oBaTENbHBIN pe3ynbTat (5 ceMecTp):

KOZ[ W HAUMCHOBAHUEC NWHAUKATOPA
JOCTHKCHUS KOMIICTCHIITMN

O0pa3oBaTeNbHBIN pe3yNbTaT

VYK-4.3 [IpumeHnsieT coBpeMeHHbIE
KOMMYHHUKAaTHBHbIE TEXHOJIOT MU
JUTA aKaJeMU9EeCKOTro
B3aUMO/JICHCTBUSA HA
HHOCTpaHHOM(BIX) sI3bIKe(aX).

OOyyaronuiics 3HaeT: aKaJeMUIECKYIO JIEKCUKY 1 0a30Bble IpaMMaTHYECKUE MOJICTIH Ha
HMHOCTPAHHOM SI3BIKE (TI0 COOTBETCTBYIOIIMM Pa3JiesiaM JUCIUILIHHEI).

Tpumepwr sonpocos/z3adanuii

a) issues

a) reveal
a) clearance

a) mitigate

2. Any malware found on the computer should be cleaned as quickly as possible to
infrastructure, including files and databases.

Test Ne 5 (Bompocsr 1-12)

1. Spamfilters are programs that use a variety of different___ to identify and eliminate spam.

b) approaches ¢) intrusions d) goals
any further damage to

b) implement c) mitigate d) intrude

3. Two-factor authentication (2FA) keeps your devices safe in case of ___ or loss.

b) ransom c) leakage d) theft

4.  Some viruses system files in Windows, making computers unusable.

b) corrupt ¢) intrude d) compromises

5. Ilodbepume cnosa, nooxoosnuue no KOHMeEKCmy.
permits  theft  penetrate  corrupted  achieve  differentiate
a) FaceID ___ you to securely unlock your iPad, authenticate purchases, sign in to apps - all with just a glance.
b) Threats to data security can be classified into two types, data loss and data .
¢) Viruses and worms might ___into computers through email attachments or __ Web links.
d) To___ between "good" and "bad" hackers, malicious hackers are referred to as "black hats".
e) A hardware geek is constantly upgrading internal components of the computer to ___ higher performance.

VYK-4.4 [IpumeHsieT COBpeMEHHBIC
KOMMYHHUKATHBHBIE TEXHOJIOTHH
TSt TPO(ECCHOHATBHOTO
B3aUMOJIEHCTBUS HA
HHOCTPaHHOM(BIX) sI3bIKE(aX).

OOyuaronuiicst 3HaeT: TPO(YECCHOHAIBHYIO JIEKCHKY U TEPMUHOJIOTHIO, & TAKKe 0a30BYIO
rpaMMAaTHKy HHOCTPAHHOTO S3bIKa (II0 COOTBETCTBYIOIIMM pa3JiesiaM JTUCIIUILIMHBI).

IIpumepwr 6onpocos/3adanuii

f) all of the above

Test Ne 5 (Bompocnr 13-25)

13. Patching is one of the most important things you can do to ___. (Choose all that apply)
a) improve security
b) enhance functionality d) mitigate vulnerabilities
14. Malware is a program designed to ___. (Choose all that apply)
a) protect the computer from penetration
b) mitigate the risks to data security
c) compromise confidential data
d) fix the software or hardware vulnerabilities
e) infiltrate the computer without the user's authorization or knowledge

c) wipe out the hard disk

15. To infect as many computers as possible, the malicious hacker must attract large numbers of users to visit the
compromised web page. This can be achieved by applying various techniques, for example .
a) by guessing and modifying the user's passwords




16.

17.

b) by cracking Microsoft software codes

¢) by sending out spam messages containing the link to the infected webpage

d) by intruding the victim's computers

e) all of the above
Not all data leaks are the result of malicious actions. In a lot of cases, it's the result of a mistake or negligence, for
example someone .

a) sends an email to the wrong recipient

b) forgets to encrypt classified data before transmitting it over the network

c) puts sensitive files on a USB drive and accidentally uploads it to an unprotected PC

d) all of the above
What are the physical security measures that a business can take to protect its computers and systems? (Choose all that
apply)

a) perform daily data backups

b) implement biometric authentication

c) replace software firewalls with antimalware

d) lock doors to telecommunications rooms

e) ensure that operating system and antivirus software is up to date

f) all of the above

[IpoBepsiemblil 00pazoBaTeNbHbIN pe3ynbTar (6 ceMecTp):

KOZ[ W HAUMCHOBAHUEC MHAUKATOPA
JOCTHIKCHUA KOMIICTCHIITMN

O0pa3oBaTeNbHBIN pe3yNbTaT

VK-4.3 [Ipumensietr coBpemennsle | OOydaromuiics 3HaeT: akaJeMHUIECKYIO JIEKCHKY U 0a30BbIe TpaMMaTHIECKHIE MOJEIIN Ha
KOMMYHUKAaTHBHBIE TEXHOJIOTHH MHOCTPAaHHOM SI3bIKE (TI0 COOTBETCTBYIOIINM pa3/iesiaM JUCIUIIIHHBI).

JUI aKaJeMUYECKOro
B3aUMO/JICHCTBUSA HA
HHOCTpaHHOM(BIX) sI3bIKe(aX).

5.

Ipumepwr sonpocos/zadanuii

Test Ne 6 (Bompocsr 1-12)

Spyware can be by viruses, worms, or Trojan horses, or it can be installed as an extra element from commercial,
freeware, or shareware applications.

a) deposited b) altered c) revealed d) replicated
____software is a computer program that does not require any software other than the operating system to run.

a) Sneaky b) Standalone ¢) Reputable d) Rogue
Ransomware uses encryption to ___ to user's data or resources.

a) pay attention b) reveal itself c) deny access d) issue a patch

Conocmagbme 0ge wacmu npeoodceHull.

a) FileASSASSIN is a free application that can A. ahyperlink that redirects you to a spoofed webpage.
b) Spam can be used to spread malware as an email B. the virus remains in a dormant state until the file is
attachment or with activated.
c) When the infected file is loaded on a system, C. delete locked files deposited by a malware infection.
d) On-line marketing companies are using a number of D. harvesting personal information, redirecting browser
practices in trying to activity and altering computer settings.
e) Malware can reveal itself by E. get people to pay attention to advertisements.
f)  Social engineering is used by cybercriminals to F. making changes to the way your computer behaves.
G. trick users into revealing confidential data.
Viruses can be like time bombs — some are active upon receipt, while others remain in a __ state for hours, days,
weeks, or even years before activating.
a) unsuspecting b) trustworthy c) standalone d) dormant

YK-4.4 TTlpumensietr coBpeMenHbie | OOydaromuiicst 3HaeT: MpodeCCUOHATHHYIO JIEKCUKY U TEPMUHOJIOTHIO, a TaKKe 0a30BYIO
KOMMYHHUKATHUBHBIC TCXHOJIOTUH rpaMMaTUKy MHOCTPAHHOI'O A3bIKa (l'IO COOTBETCTBYIOIIIUM pa3acjiaM }II/ICHI/IHIII/IHBI).

JUTIs1 PO ECCHOHATBHOTO
B3aMMOJICHCTBUS HA
MHOCTPaHHOM(BIX) sI3bIKE(aX).

Ipumepwi sonpocos/3adanuii

Test Ne 6 (Bonpocsr 13-25)

The anti-virus company alerted its users about a new ____that could wipe everything off their hard disks.

a) drive-by attack b) destructive virus c) PUP
A logic bomb is a form of malware that that usesa ____ to activate the malicious code.
a) trigger b) rootkit €) malspam

____is malware that misleads users into believing there is a virus on their computer and aims to convince them to pay for
a fake antivirus that actually installs malware on their computer.

a) Adware b) Keystroke logger ¢) Rogue security software
A criminal uses to obtain information about the computer of a user.




a) malvertising b) spyware c) trigger

5. People tend to share personal information on social media, making them vulnerable to and socially engineered
scams.

a) identity theft b) cryptojacking ¢) drive-by attacks

2.2 TunoBble 3aJaHUA VISl OLEHKH HABBIKOBOI'0 00Pa30BaTe/IbHOIO pe3yJbTaTa

ITpoBepsieMslii 06pa3oBaTeNbHbIM pe3ynbTaT (1 cemectp):

Kon u HanmeHoBaHue O0pazoBartesbHbIA pe3ysbTaT
WHJIIKATOpa JOCTHKEHUS
KOMIIETCHIIUH
VYK-4.3 [Ipumenser OOy4arommiicss yMeeT: CTPOUTh AHATIOTHIECKHUE BBICKA3bIBAaHUS M MOHOJIOTHICCKHE
COBPEMEHHBIE COOOLICHHMS Ha aKaJleMUYECKUE TeMBI (II0 COOTBETCTBYIOIIMM pa3JiesiaM TUCIHUILIHHBL).

KOMMYHHUKATHBHBIE TEXHOJIOTHH
U aKaIeMA9IEeCKOTO
B3aMOJIEUCTBHS Ha
HHOCTPaHHOM(BIX) SI3BIKE(aX).

3apanue Ne 1.1. ColeceroBaHue NpoBOJAMTCS MO CJIeYIOIIUM TeMaM:
— Computer Basics: What is a Computer? (Yro Takoe koMbioTep?)
— Application of Computers in the Modern World. (Cdeps! icnonb30BaHusi KOMIBIOTEPOB B COBPEMEHHOM MHPE)
— Types of Computers: Computers for Personal Use. (Buasl COBpeMEHHBIX BBIYHCIUTEIBHBIX YCTPOUCTB: KOMITBIOTEPHI
JUTS IEPCOHALHOTO UCIIOIH30BAHHS)
— Types of Computers: Computers for Organisations. (Buabl cOBpeMEHHBIX BBIYHUCIUTEIBHBIX YCTPOWCTB: KOMITBIOTEPHI
JuTs1 OM3HEca U pabOTHI)

IIpumepbl BONIPOCOB 1JIs1 COOECEeJOBAHMSA

What is a computer?

What two categories can the computers be divided into?

What is the difference between general-purpose and special-purpose computers?
Why are modern computers referred to as digital devices?

Why do modern computers refer to electronic devices?

What functions does any general-purpose computer system carry out regardless of its size or type?
Does the computer accept data only in the form of programs?

How is any data that is put into the computer for processing referred to as?

9.  What devices can be used to enter data into a computer system?

10. When does raw data become useful information?

11. What parts does every computer system consist of?

12. What is hardware and software?

N~ WNE

YK-4.3 [Ipumensier OObyuarommiics BlafeeT: HaBBIKAMHU YTCHHUS, IOHUMaHUs U IIepeBO/a AyTEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha MHOCTPAaHHOM $I3bIKE; CIIOCOOEH M3BJIEKaTh HEOOXOAUMYIO TEKCTOBYIO HH(OpMaLHio,
KOMMYHHUKATHBHBIE TEXHOJIOTHH | aHAJIM3UPOBATh U 0000IIATh €€ B IeJsIX aKaJeMHUUECKOT0 B3aUMO/ICHICTBHS B YCTHOH H

JUIsL aKaJIEeMUYECKOTr0 HMHCbMEHHOH (opmax.

B3aUMO/ICHCTBUS Ha

HHOCTpaHHOM(BIX) sI3bIKe(aX).

IHpumepwl 3a0anui
3aganne Ne 1.2, [lepeBeanTte cieqyOUInii TEKCT 0€3 OMOPHI HA CIOBAPD.
Online Lectures

A university professor in Singapore gave a two-hour online lecture but didn't realize he was on mute. Professor Wang, who
teaches Maths, was not aware that throughout his online presentation, the microphone on his computer was switched off. This
meant that none of the students attending his online class heard what professor Wang was talking about. His university switched
his classes online to help reduce the spread of COVID-19. His lecture started well but then it froze. The video came back but the
mic was off and professor Wang did not notice. One of his students says it might have been because the professor was using an
iPad and not a computer.

Students tried many times to contact professor Wang during the lesson but could not get through to him. They waved their arms
and even tried calling him on his personal phone. A video of the moment he understood his mic was off has gone viral on the
Internet. It has received more than 653,000 views. After realizing what happened, professor Wang appeared shocked and stressed.
He said he was upset at the thought of wasting two hours of his students' time. He has offered to redo the lecture at a different
time so his students do not miss that class. One of his students posted on social media about the professor's mishap. She wrote: "I
took a class under him before and he teaches well. | feel bad for him."

3ananne Ne 1.3. BoinmosiHuTE 321aHNSI HA TIOHUMAHHE COAEPKAHMS MPOYHTAHHOTO TEKCTA.

(a) True/ False




The professor in the article teaches computer coding. T /F
Not a single student heard what the professor was saying. T/F
The article said the professor froze. T /F
A student blamed the mishap onaniPad. T/F
Students waved their phones at the professor. T /F
A video of the professor has gone viral on the Internet. T /F
The professor is sad because he wasted his students' time. T /F
The professor said he would not redo the lecture. T/F
omprehension questions
In which country was the professor teaching online?
What does the professor teach?
What did the university want to stop the spread of?
What happened to the professor's lecture after it started?
What did a student say the problem might have been?
6. What did students wave?
(c) Multiple choice quiz
1. In which country was the professor teaching online?
a) South Africa b) Singapore c) Sierra Leone d) Slovakia
2. What does the professor teach?
a) coding b) English c) architecture d) maths
3. What did the university want to stop the spread of?
a) COVID-19 b) disinformation c) fake news d) gossip
4.  What happened to the professor's lecture after it started?
a) it went viral b) it got lots of views c) it froze d) it was full
5. What did a student say the problem might have been?
a) aglitch b)aniPad c)avirus d)a power cut

(b)

agbrwdDPOONOAR~WDNE

VK-4.4 IIpumensier OOy4aromuiicst yMeeT: CTPOUTH AUAIOTHYECKNE BEICKA3bIBAHUS M MOHOJIOTHIECKHUE
COBpEMEHHBIE coo0IeHNs Ha TPOeCCHOHATIBHBIE TEMBI (IT0 COOTBETCTBYIOIINM Pa3/esiaM AUCITUIIIAHBI).
KOMMYHUKaTHBHBIE TEXHOJIOTHUH
JUTs PO ECCHOHATTBHOTO
B3aUMO/ICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Tpumepwvl 3a0anuii

3aganne Ne 1.4. [ToaroroBsTe yCTHOE COOOLIEHME MJIM MIPE3eHTALMIO HA CJedyIOlIUe TeMbI:
- Computer Basics: What is a Computer?
- Application of Computers in the Modern World
—  Types of Computers: Computers for Personal Use.
- Types of Computers: Computers for Organisations.

VYK-4.4. [lpumenser OOyyarommiicst BiIajeeT: HaBbIKaMH YTEHHSI, TOHUMAHUS U TIePeBO/ia ayTEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha UHOCTPAaHHOM $I3bIKe, CIIOCOOEH U3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO HH(POPMAILIHIO,
KOMMYHHUKATHBHBIE TEXHOJIOTHH | aHAJIM3UPOBATh U 0000IIATh €€ B IeJIsIX MPO(PEeCCHOHAIBHOTO B3aUMOICHCTBUS B YCTHOI 1
JUIst IPO(ECCUOHATTBHOTO HMHCbMEHHOH (opmax.

B3aUMOJICHCTBUS HA

HHOCTPaHHOM(BIX) sI3bIKe(aX).

Tlpumepwvl 3a0anuii
3ananue Ne 1.5, IlepeBeaure ciieyONIYI0 CTATHIO ¢ OMOPOIi HA CJIOBAPb.

What is a Tablet?
By: Jonathan Strickland

When Steve Jobs ended years of speculation in 2010 by announcing the iPad tablet device, he helped launch a new era in
computer hardware. Though tablet PCs have been around for years, the iPad was the first device to use the form factor
successfully in the consumer market. And Apple's success benefitted other companies as well as tech enthusiasts looked for
alternatives to Apple's approach.

So what exactly is a tablet? At its most basic level, a tablet PC is a mobile computing device that's larger than a smartphone or
personal digital assistant. There's not a strict cutoff size for tablet devices -- the iPad line sports a screen size of just under 10
inches but other tablets can be larger or smaller. In general, if the computing device uses an on-screen interface and doesn't
include a phone, it's a tablet. To confuse matters, some manufacturers produce hybrid devices that are part tablet, part laptop
computer. The device might come with an attached keyboard -- the screen swivels or folds down to cover the keyboard and voila,
you have a tablet!

In 2010, Lenovo introduced a prototype device called the IdeaPad U1 at the Consumer Electronics Show in Las Vegas, Nev. At
first glance, it looked like a normal laptop computer. But if you detached the screen from the base, the laptop converted to a tablet
computer with its own, independent operating system. Lenovo rebranded the device, naming it the Lenovo LePad and launching
itin China in 2011.

Although tablets come in a variety of shapes, sizes and feature sets, they share many similar characteristics. Nearly all have a
touch-screen interface and an operating system capable of running small programs. They don't necessarily replace the need for a




more robust computer, but they create a new space for computing devices.

[TpoBepsieMblii 00pa30BaTEIbHBIN Pe3yIbTaT (2 CEMECTp):

Kon u HaumeHoBaHMe O0pazoBartesbHbIA pe3ysbTaT
WHJIIKATOpa JOCTHKEHUS
KOMIIETeHIIUU
VYK-4.3 [Ipumensier OOyy4aromuicst yMeeT: CTPOUTH AUAJIOTMYECKUE BEICKA3bIBAHUSI 1 MOHOJIOTMYECKHUE
COBpPEMEHHBIE COOOLICHHS HA aKaIeMUYECKUE TEMbI (10 COOTBETCTBYIOIIUM pa3jiesiaM TUCLUILTHHBI).

KOMMYHUKATHBHBIC TEXHOJIOTHH
JUTS AKaJeMUYECKOTO
B3aMOJIEUCTBHS Ha
HHOCTPaHHOM(BIX) SI3BIKE(aX).

3aganne Ne 2.1. CobeceoBaHne MPOBOIUTCS MO CJIAEAYIOIIMM TeMaM:
- Computer Hardware: Internal Components (Anmapataoe o6ecriedeHne: BHyTPEHHEE YCTPOKCTBO KOMIILIOTEPA)
- Computer Peripherals: Input Devices (Ilepudepust koMmbroTepa: YCTPONWCTBA BBOIA)
- Computer Peripherals: Output Devices (Ilepudepust koMIbioTepa: yCTPOHCTBA BEIBOIA)

IIpumepbl BONIPOCOB [1JIs1 cOOECeOBAHMA:

What is a computer monitor?

Can computer monitors be referred to external or internal peripherals?

How many types of computer monitors are there available now?

What are they?

What does CRT stand for?

What are the main disadvantages of the CRT monitors as compared with other types of monitors?
What does LCD stand for?

What two types of LCD technology are there?

What technology is more secure and reliable?

10 What advantages do the LCD monitors have as compared with the CRT monitors?
11. What does LED stand for?

12. What advantages do the LED monitors have as compared with the LCD monitors?

©CoNoGOA~LNE

VK-4.3 [Ipumenser OOyyaromuiicst BIaJeeT: HaBBIKAMH YTCHHS, TOHUMAHUS U TIEPeBO/ja ayTCHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM SI3bIKe; CHOCOOEH M3BIIEKaTh HEOOXOJMMYIO TEKCTOBYIO HH(pOpMALIHIO,
KOMMYHHUKATHBHBIE TEXHOJIOTHH | aHAJIM3MPOBATh U 0000IIATh €€ B eJSIX aKaJeMHUUECKOT0 B3aUMO/ICHICTBHS B YCTHOH H

JUTA AKaJeMHUYECKOTO HNHCbMEHHOH (popmax.

B3aUMOJICHCTBUS HA

HHOCTPaHHOM(BIX) sI3bIKe(aX).

Tlpumepwvl 3a0anuii
3ananue Ne 2.2. [lepeBenute ciieAyIOUIUii TEKCT G€3 ONMOPHI HA CJI0BapPh.

Online Learning

The year 2020 has been difficult for hundreds of thousands of teachers across the globe. They have had to learn to deliver their
lessons using online platforms. Millions of students have done their lessons via websites like Zoom. This has caused a major
transformation in education as technology has taken centre stage. The quality of education differs according to Internet speeds,
and the levels of teacher preparedness and teachers' competence in using technology. It also depends on the devices students
have. Many students had no lessons because they had no computer.

The Education Ministry in Malaysia has started a new initiative to help underprivileged children. Around 150,000 eligible pupils
will receive a device so they can participate in online lessons. Malaysia hopes to build on the success of this to expand the
programme. It wants to assist pupils and schools in need and find the best implementation method to expand it. There are plans to
enhance educational TV shows for students with no Internet access. Malaysia will also employ sign language interpreters to help
the hard of hearing. It wants to focus on students' needs.

3ananue Ne 2.3. BoInoJiHuTE 32JaHUST HA IOHNMAaHKE COAEPKAHUSI MPOYUTAHHOTO TEKCTA.

(@) True/ False
The article says millions of teachers got to grips with online platforms. T/F
The article says online lessons have transformed education. T/F
The article says the level of teacher competence in technology differs. T/F
Many students could not learn online because they had no computer. T/F
Malaysia will help up to 150,000 students to learn online. T /F
Malaysia said it wants to help students become pilots. T/F
Malaysia will use sign language interpreters online. T /F
A teacher said Malaysia was not considering the needs of students. T/F
(b) Multlple choice quiz

1. What kind of year does the article say teachers have had?

a) an educational one b) a crazy one c) a tumultuous one d) a good one
2.  What did teachers have to get to grips with?

N rwWNE




a) online platforms b) their hands c¢) tests d) homework
3. Who has been stuck at home?
a) students b) an education minister c) engineers d) teachers
4. What has taken centre stage?
a) English  b) technology c) tests d) homework
5. Why were some students deprived of lessons?
a) not enough teachers b) power cuts
c) they had the wrong platform  d) no computers, tablets and smartphones
6. What has Malaysia's Education Ministry rolled out?
a) a new curriculum  b) a new initiative ¢) a homework plan d) new tests
7. What will Malaysia's government enhance?
a) test security  b) software c) educational TV programming d) Internet speeds
(c) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word ‘online'?
3. What do you think of online learning?
4. Would you prefer face-to-face or online learning?
5.  What are the advantages of online learning?
6. What experiences do you have of online learning?
7. Why might teachers like teaching online?
8. What is the best platform for online learning?
9. Who is online learning good for?
10. Should all students be learning online in the future?

VK-4.4 IIpumensier OOy4aronuiicst yMeeT: CTPOUTH AUATIOTHYECKHE BHICKA3bIBAHUS U MOHOJIOTHIECKUE
COBpPEMEHHBIE co00IeHNS Ha TPOeCCHOHATIBLHBIE TEMBI (IT0 COOTBETCTBYIOIINM Pa3/esiaM AUCIIUILUINHE).
KOMMYHUKAaTHBHBIE TEXHOJIOTHH
JUTsl PO ECCHOHATTBHOTO
B3aUMOJICHCTBUS HA
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Tpumepwvl 3a0anuti

3aua}me Ne 2.4. HOLIFOTOB]»TB YcTHOC cooﬁmeﬂue HUJIK NMPE3CHTAIUIO HA CJICAYIOIINE TEMbI:
- Computer Hardware: Internal Components
—  Computer Peripherals: Input Devices
- Computer Peripherals: Output Devices

VYK-4.4 ITpumenser OO6yuaronumiics BIafeeT: HaBbIKaMH YTCHHUS, IOHUMAaHUS 1 TIepeBO/ja AyTeHTHUHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM $I3bIKe, CTIOCOOEH M3BJIEKaTh HEOOXOIUMYIO TEKCTOBYIO HHPOPMALIHUIO,
KOMMYHHUKATHBHBIE TEXHOJIOTHH | aHAJIM3UPOBATh U 0000IIATh €€ B IeJIsIX MPO(PEeCCHOHAIBHOTO B3aUMOICHCTBUS B YCTHOI U
UL IPo(eCCHOHAIBHOTO HNHCbMEHHOH (popmax.

B3aUMO/ICHCTBUS Ha

HHOCTpaHHOM(BIX) sI3bIKe(aX).

IHpumepwl 3a0anui
3aganne Ne 2.5. [IepeBeanuTe cJIeAyIONIYIO CTATHIO C ONMOPOI HA CJIOBApPh.

The 3-D Printing Revolution
By: Chris Pollette & Stephanie Crawford

Increasing availability and affordability of 3-D printing solutions has made the technology attractive to people across many
industries. For example, the automotive industry has used 3-D printing technology for many years for rapid prototyping of new
auto part designs.

The medical profession eagerly adopted 3-D printing for a number of uses, such as printing prosthetics. Traditional professionally
made prosthetics can be expensive, but a 3-D printer could make a prosthetic hand for as little as $50. Similarly, Walter Reed
Army Medical Center has used 3-D printing to produce models that surgeons can use as a guide for facial reconstructive surgery.
Several professional 3-D printer manufacturers sell machines specifically designed for dental work.

Engineers in the aerospace industry incorporate 3-D printing to help test and improve its designs as well as to show off how well
they work. Research company EADS has an even bolder ambition for 3-D printing: to manufacture aircraft parts themselves,
including an entire wing for a large airplane. EADS researchers see this as a green technology, believing 3-D printed wings will
reduce an airplane's weight and, thus, reduce its fuel usage. This could cut carbon-dioxide emissions and the airline around
$3,000 over the course of a year.

3-D printing also has some interesting aesthetic applications. Designers and artists are using it in creative ways to produce art,
fashion and furniture. Graphic artist Torolf Sauermann has created colorful geometric sculptures using 3-D printing. Freedom of
Creation (FOC), a company in the Netherlands, sold 3-D printed products made from laser-sintered polyamide, including lighting
with intricate geometric designs and clothing designs consisting of interlocking plastic rings that resemble chain mail.

A tastier application of 3-D printing technology comes from the chocolate industry, which has developed machines that can
create unique confectionary items. Although unsuitable for mass production, 3-D printers can make computer-designed objects as
prototypes, or just as unique, customized treats.




[TpoBepsieMbIii 00pa3oBaTEeNbHBIN pe3ynbTar (3 cemectp):

Kox n HanmeHoBaHME OO0pa3oBaTenbHBINH Pe3yIbTaT
WHIHUKATOpa TOCTHKCHHS
KOMIICTCHIIUH
VYK-4.3 [Ipumenser OOy4arommiicss yMeeT: CTPOUTH AHATOTHIECKHUE BBICKA3bIBAaHUSA M MOHOJIOTHICCKHE
COBPEMEHHBIE COOOLICHHS Ha aKaJleMUYECKUE TeMbI (II0 COOTBETCTBYIOIIUM Pa3ziesiaM JUCIUILUIAHEI).

KOMMYHUKAaTHBHBIE TEXHOIOTHUH
JUIS aKaJeMUYEeCKOTro
B3aUMOJIeHiCTBUS Ha
MHOCTPaHHOM(BIX) sI3bIKE(aX).

3ananue Ne 3.1. CoGeceoBaHue MPOBOIUTCS MO CIEAYIOIMIMM TEMAM:
— Introduction to Computer Software (IIporpammHOe 0GecriedyeHre KOMITBIOTEPa)
—  System Software (CuctemHoe nporpaMmHoe obGecreueHue)
- Application Software (IIpukiagHoe mporpaMMHOe 0OeCTICUCHHE)

IIpuMepsl BOPocoB A1 codece0BAHMSA:

What is software?

What two basic kinds of software are there?

What is closed source software also called?

Give a few examples of programs that refer to closed source and open source ones.
What is the main difference between closed source and open source programs?
What steps might you take to modify the source code?

What can you do if you find a bug in a proprietary code?

How many categories do software programs fall into according to the way of distribution? What are they?
9.  How are freeware programs distributed?

10. Are all freeware programs copyrighted or licensed?

11. What is the difference between freeware and shareware?

12. How are shareware programs distributed?

ONoogrwWNE

YK-4.3 [Ipumensier Ooyuaronmiics Biageer: OOyJarOMIMNACS BIaJACCT: HABBIKAMH YTCHUS, TOHUMAHUS U
COBpEMEHHbBIE HIepPeBO/Ia AyTEHTUYHBIX TEKCTOB HA MHOCTPAHHOM $I3bIKE; CIIOCOOEH M3BJIEKATh
KOMMYHHUKATUBHbBIC TEXHOJIOTHH | HEOOXOJUMYIO TEKCTOBYIO HH(MOPMAIIHIO, aHATU3UPOBATH U 0000IIATh €€ B IEIX
JUTSL aKaJIEMHUYECKOTO aKaJ[eMUYECKOT0 B3aMMOJICUCTBHS B YCTHOM U MUChbMEHHOH hopmax.
B3aUMO/ICHCTBUS HA

HHOCTpaHHOM(BIX) sI3bIKe(aX).

Ipumepwl 3a0anui
3aganne Ne 3.2. [lepeBeauTe ciiexyrommuii TeKCT 6€3 OMOPHI HA CJIOBAPb.
Learning Vocabulary

A new study shows that we could learn vocabulary while we are sleeping. This is great news for students struggling to learn a
new language. It is also good for anyone who is trying to expand their knowledge of words. Researchers from the University of
Bern in Switzerland have shown that it is possible to learn new information while we are sleeping deeply, and then recall this
information when we need it after we wake up. This new information includes foreign language vocabulary. The researchers
conducted tests on whether or not a person can remember new words and their translations while they were asleep. They said our
sleeping brain is much more aware of the outside world than we thought.

Researcher Marc Ziist said, "language areas of the brain and the hippocampus - the brain's essential memory hub - were
activated" after a person woke up. He said these areas of the brain allow us to remember vocabulary during deep sleep. The
researchers said that during deep sleep, our brain cells are active for a short period of time - about half a second. The cells then
enter into a period of inactivity - again, about half a second. The active state is called "up-state” and the inactive state is called
"down-state."” The "up-state” period is the time when our brain could learn new vocabulary. The researchers say more research is
needed to be 100 per cent sure that we can learn vocabulary while asleep.

3ananue Ne 3.3. BoinmoJiHuTe 32JaHUST HA IOHNMAHKE COAEPKAHUSI MPOYUTAHHOTO TEKCTA.

(@) True/ False
This story is great news for people struggling to learn a language. T/F
The research was conducted by researchers from a Swiss university. T/F
Researchers tested language translations while people were asleep. T /F
Our sleeping brain may be more aware of things than we thought. T /F
The hippocampus is the part of the brain used to forget things. T/F
In deep sleep, our brains are active for half-a-second atatime. T/F
A sleeping period called "up-state" allows us to learn vocabulary. T /F

8. The researchers are 100% sure we can learn vocabulary while we sleep. T /F
(b) Multiple choice quiz

Nogk~howdbE




1. When did researchers say we recall information learnt while we sleep?
a) just after breakfast b) in dreamland c) at 6am d) when we wake up

2. What did researchers say they tested besides new words?
a) sleep b) translations c) dreams d) grammar
3. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c) light d) phrasal verbs
4. What is the hippocampus?
a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
5. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c) two seconds d) half a second
6. What is the inactive state of our brain while we sleep called?
a) the "inter-state" b) the "up-state” c) the "down-state” d) the "dream-state"
7. What can we do in the "up-state" period of our sleep?
a) sleepwalk b) speak English c) see with our eyes shut d) learn new vocabulary
(c) Discussion
What did you think when you read the headline?
What images are in your mind when you hear the word 'learn'?
How important is sleeping?
What is the best way to learn vocabulary?
What do you think of learning vocabulary while sleeping?
Is sleeping only for sleeping?
Could there be any dangers to learning while asleep?
How happy are you with your vocabulary?
What are your three favourite English words?
lO What else could we learn while we are asleep?

©CoNoO G~ E

VK-4.4 IIpumensier OOy4aromuiicst yMeeT: CTPOUTH AUAIOTHYECKNE BEICKA3bIBAHUS M MOHOJIOTHIECKHUE
COBpEMEHHBIE coo0IeHNs Ha TPOeCCHOHATIBHBIE TEMBI (IT0 COOTBETCTBYIOIINM Pa3/esiaM AUCITUIIIAHBI).
KOMMYHUKaTHBHBIE TEXHOJIOTHUH
JUTs PO ECCHOHATTBHOTO
B3aUMO/ICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Ipumepol 3a0anui

3ananue Ne 3.4. [loaroroBbTe yCTHOE COOOIIEHHE WU MPe3eHTANMIO HA CJIeIyIOIINeE TEMBbI:
— Introduction to Computer Software
—  System Software
- Application Software

VYK-4.4 ITpumenser OObyuarommiics BIafeeT: HaBbIKaMHU YTCHHUS, IOHUMAaHUS U TIepeBO/ia ayTEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM $I3bIKe, CTIOCOOCH M3BJIEKaTh HEOOXOIUMYIO TEKCTOBYIO HH(OPMAIIHIO,
KOMMYHHUKATHBHBIE TEXHOJIOTHHM | aHAJIM3UPOBATh U 0000IIATh €€ B IeJIsIX MPO(PEeCCHOHAIBHOTO B3aUMOICHCTBUS B YCTHOI 1
UL IPO(heCCHOHAIBHOTO HNHCbMEHHOH (popmax.

B3aUMOJICHCTBUS HA

HHOCTpaHHOM(BIX) sI3bIKe(aX).

Tlpumepwvl 3a0anuii
3aganne Ne 3.5. [IepeBeanuTe CJIeAYIONIYI0 CTATHIO C ONMOPOI HA CJIOBAPh.

Microsoft's New Operating System Won't Let Users Change Default Browser
By: Jonathan Strickland

Microsoft launched Windows 10 S in May 2017, a slimmed-down version of its operating system. The new OS places strict
limitations on what users can do. For example, you can only run programs (now called "apps") that come from the Windows
Store. And by default, your web browser will always be Edge, the successor to Microsoft's Internet Explorer.

What's up with the changes? First, Windows 10 S isn't the universal replacement for Windows 10. Microsoft intends Windows 10
S for a specific audience; namely, people who want a more curated and, hypothetically, secure experience on their computers.
One of the company's big target consumer groups is schools.

By limiting the programs you can run on the device, Microsoft decreases the chance you'll encounter malware or other security
risks. It also helps prevent people from trying to install programs that their machines just aren't capable of running well.

But it's that default web browser that has many outlets talking, including The Verge. According to Microsoft, users will be able to
download any other web browser that's available in the Windows Store, but they will not be able to switch the default to that new
browser. Click on any .htm file and Edge will pop up automatically.

You also won't be able to change the default search engine from Bing to anything else, so if you want to Google something you'll
have to navigate over to Google.com first.

The Windows 10 S operating system isn't the new standard. And although you won't have many options on a Windows 10 S
machine, you can always choose to buy a different type of PC instead.

So, it's not an apples-to-apples comparison, but it is interesting to see Microsoft launch a product that explicitly follows a strategy
similar to the one that could have led to the U.S. government breaking up Microsoft into smaller companies.




[TpoBepsieMblii 00pa30BaTEIbHBIN pe3yIbTaT (4 ceMecTp):

Kon u HaumeHoBaHMe O0pazoBaresbHbIA pe3ysIbTaT
WHJIUKATOpa JOCTHKEHHS
KOMIIETeHIIUU
VK-4.3 [Ipumensier OOy4aromuiicst yMeeT: CTPOUTH AUAJIOTMYECKUE BHICKA3bIBAHUS 1 MOHOJIOTMYECKHUE
COBpPEMEHHBIE COO0LICHHS HA aKaIeMUYECKUE TEMbI (10 COOTBETCTBYIOIIUM pa3jiesiaM TUCLUILTHHBI).

KOMMYHUKATHBHBIC TEXHOJIOTHH
U aKaIeMA9IEeCKOTO
B3alMOJIEUCTBHS Ha
HHOCTPaHHOM(BIX) SI3bIKE(aX).

3aganne Ne 4.1. CobeceoBaHne MpoOBOIUTCS MO CJIAEAYIOIIMM TeMaM:
- How the Internet works (ITpusitmst pa6otet MHTEpHETS)
- Communications and Networks (CucTtembl CBSI3M 1 KOMMYHHUKAIIHOHHBIE CETH)
- World Wide Web (Bcemupnas [TayTuna)

IIpumepbl BONIPOCOB 1JIs1 COOECEAOBAHMSA:

At what age did you start surfing the Internet?

How many hours a day on average do you spend online?

Which company is your ISP?

Why did you choose this company? Are you satisfied with their service?

How much does it cost you?

Do you mostly access the Internet for fun or education?

What are some of the ways the Internet can be used for education?

How can the Internet help you learn English? Do you take advantage of this?

How can we stop students from "cutting and pasting" from the Internet when they do their assignments?

0. Many Universities are now offering online courses. Which form of education is better: traditional or distant? Give your
reasons.

11. Do you think that it is important for educational institutions to have Internet access? Why?

12. Do you think that teleworking is good or bad?

13. What are some of the ways the Internet can be used for entertainment?

BoOoo~Nog~wNE

VK-4.3 [Ipumenser OOy4aromumiicst BIaJeeT: HaBBIKaMH YTCHHS, TOHUMAHUS U TIEPEeBOja Ay TCHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAHHOM SI3bIKE; CIIOCOOEH M3BIIEKaTh HEOOXOJMMYIO TEKCTOBYIO HH(popManuio,
KOMMYHUKAaTHBHBIE TEXHOJIOTHH | aHAIM3UPOBATh M 0000IIATH € B LENAX aKaJeMUIECKOT0 B3aNMOJICHCTBHS B YCTHOH 1

JUTA aKaJeMHUYEeCKOT0 HMHCbMEHHOH (opmax.

B3aUMOJICHCTBUS HA

HHOCTPaHHOM(BIX) sI3bIKe(aX).

Tlpumepwvl 3a0anuii
3ananue Ne 4.2. [lepeBenure ciieAYIOUIUiA TEKCT G€3 ONOPHI HA CJI0BAPh.
Exam Security

Algeria has turned off its Internet all over the country to stop students cheating in high school exams. Algeria's government said it
wanted to do something to stop students secretly going online during nationwide school tests. All Internet service was stopped for
an hour after the start of each of the exams. The government will shut the Internet down during the whole exam season, between
June 20 and June 25. In addition, all electronic devices with Internet access have been banned from the country's 2,000 exam
centers. Even teachers cannot take phones into the exam halls. There were many problems in 2016 when test questions were
leaked online both before and during exams.

Algeria’s Education Minister Nouria Benghabrit told the Algerian newspaper Annahar that Facebook would also be blocked
across the country for the six days the exams were taking place. She said she did not like doing this but she could not do nothing
and give opportunities to students to cheat in tests. As an added security measure, metal detectors will be placed in all exam halls,
and security cameras and mobile-phone blockers have been set up at the printing companies where the exams are printed. Many
students thought the government was doing the right thing. Rania Salim, 16, said it wasn't fair that students who didn't study
could get help in exams by using their mobile phone to cheat.

3a11alme Ne 4.3. BoinmotHuTE 3alaHvs HA MOHUMaHHue COACPKAHUSA NMTPOYUTAHHOIO TEKCTA.

(a) True/ False

Algeria has turned off the Internet in high schools but not universities. T /F
Algeria’s Internet is being cut off for 24 hours on exam days. T/F
Students can take smartphones into exam halls but must turn them off. T /F
Many exam questions were leaked online in 2016. T/F

Algeria's education minister has blocked Facebook for six days. T/F

The government has put metal detectors in all exam halls. T /F

The government has put security cameras in test-printing companies. T/F
A 16-year-old student disagreed with the government's actions. T /F
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(b) Multiple choice quiz

1. What exams did the government want to stop people cheating in?
a) IELTS b) university entrance exams c¢) high school exams d) law exams

2. How long will the Internet shut down for after each exam starts?
a) an hour b) 90 minutes c¢) 3 hours d) 12 hours

3. What did the education minister say would be blocked for six days?
a) school gates b) Facebook c¢) Twitter d) roads

4. What will be put in all exam halls for extra security?
a) anti-cheating robots b) lasers c¢) guards d) metal detectors

5. Where has the government put security cameras?
a) student desks b) printing companies c) on school rooftops d) in libraries

(c) Discussion

1. Did you like reading this article? Why/not?

2. What do you think of when you hear the word 'security'?

3. What do you think about what you read?

4. Would you report someone you saw cheating?

5. Should all exams have metal detectors and security cameras?

6. Where else should mobile phone blockers be installed?

7.  What else could the government have done?

8. What advice do you have for cheating students?

9. Isthere a better way to assess students than exams?

10. What questions would you like to ask the education minister?

VK-4.4 IIpumenser OOy4aromuicst yMeeT: CTPOUTH AUAIOTHYECKNE BEICKA3bIBAHUS 1 MOHOJIOTHIECKHUE
COBpEMEHHBIE co00IeHNS Ha TPOeCCHOHATBHBIE TEMBI (IT0 COOTBETCTBYIOIINM Pa3/esiaM AUCITUIIIAHBI).
KOMMYHUKaTHBHBIE TEXHOJIOTHUH
JUTs PO ECCHOHATTBHOTO
B3aUMO/ICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Tpumepwvl 3a0anuii

3ananue Ne 4.4, IloaroroBbTe YCTHOE COOOIEHUE WIH NPE3EHTANMIO HA CJIeIYIOI[HE TEMbI:
— How the Internet works
— Communications and Networks

- World Wide Web
VYK-4.4 ITpumenser OO6yuaronumiics BIafeeT: HaBbIKaMHU YTCHHUS, IOHUMaHUS 1 IIepeBO/ia ayTEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAHHOM SI3bIKe, CTIOCOOCH M3BJIEKaTh HEOOXOIUMYIO TEKCTOBYIO HH(OPMAIIHIO,
KOMMYHHUKATHBHBIE TEXHOJIOTHM | aHAJIM3UPOBATh U 0000IIATh €€ B IeJsIX MPO(PEeCCHOHAIBHOTO B3aUMOJICHCTBUS B YCTHOI U
JUIst PO ECCHOHATTBHOTO HNHCbMEHHOH (popmax.
B3aUMOJICHCTBUS HA
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Tlpumepwvl 3a0anuii
3aganne Ne 4.5, [lepeBenuTe cjeAYIOIIYI0 CTATHIO C ONMOPOIi HA CJIOBAapPh.

Can the Internet Break From Overuse?
By: Nathan Chandler

The coronavirus pandemic (and its self-quarantine measures) is keeping adults and kids at home and on their computers and
smartphones for work, school or recreation, making unprecedented demands on the internet. In fact, Netflix and YouTube are
reducing streaming quality in Europe to prevent internet overload. The changes came after EU officials asked streaming services
and individual users to stop using high-definition video "to prevent the internet from breaking," as CNN put it on March 20. This
news has a lot of us asking: With so many people at home using huge amounts of data, could the internet suddenly just stop
working?

You can rest easy. Outright internet failure is possible but unlikely, say experts who observe technology and internet usage
around the world. Cyberattacks or the physical cutting of cables under the sea that carry enormous amounts of internet traffic are
more likely to disrupt the internet than too much activity.

"Nothing, including the internet, is invulnerable to overload. But the internet has an enormous amount of redundancy and backup
in its systems," says Paul Levinson, professor of communications and media studies at Fordham University. "This means that
although one app or system can go down, it's unlikely that the whole system will collapse. Also, given that the people who work
on the internet are used to working from home, many of them are already in place to work [this way], even in this time of crisis."
Ookla chief technology officer Luke Deryckx says the real concerns are not the internet infrastructure but rather the increased
numbers of end users all sharing the same WiFi system (such as family members). His company analyzes internet traffic patterns
and provides speed tests to people who want to understand how fast (or slow) their online connections really are.




[TpoBepsieMblii 00pa30BaTEIbHBIN Pe3yIbTaT (5 ceMecTp):

Kon u HaumeHoBaHMe O0pazoBaresbHbIA pe3ysIbTaT
WHJIUKATOpa JOCTHKEHHS
KOMIIETeHIIUU
VK-4.3 [Ipumensier OOy4aromuiicst yMeeT: CTPOUTH AUAJIOTMYECKUE BHICKA3bIBAHUS 1 MOHOJIOTMYECKHUE
COBpPEMEHHBIE COO0LICHHS HA aKaIeMUYECKUE TEMbI (10 COOTBETCTBYIOIIUM pa3jiesiaM TUCLUILTHHBI).

KOMMYHUKATHBHBIC TEXHOJIOTHH
U aKaIeMA9IEeCKOTO
B3alMOJIEUCTBHS Ha
HHOCTPaHHOM(BIX) SI3bIKE(aX).

3aganne Ne 5.1. CobeceoBanne MpoOBOIUTCS MO CJAEAYIOIIMM TeMaM:
- Cybersecurity (Kubepbe3onacHocTs)
- Data protection (3amura nadopmarmn)
— Hackers and Cyberattacks (Xakepsl u kubeparakn)

IIpumepbl BONIPOCOB 1JIs1 COOECEAOBAHMSA:
1 Is there a method to protect computer systems, networks, and data from cyber threats?
2. What questions does a lot of security boil down to?
3. Should access be given to the wrong people, but refused to the right people?
4. What method is used to differentiate between the right and wrong people?
5. How many types of authentication are there? Could you list these types?
6. What "what you know" authentication based on?
7. What can be done to prevent brute-force attacks?
8. What is "what you have" authentication based on?
9.  What is "what you are" authentication based on?
10. What are classic examples of the third type of authentication?
11. Which type of authentication is the easiest to implement?
12.  Which type of authentication do you consider the most reliable one?
13.  Why do security experts suggest using multi-factor authentication for important accounts?

VK-4.3 [Ipumenser OOy4aromumiicst BIaJeeT: HaBBIKAMH YTCHHS, TOHUMAHUS U TIEPeBO/ja ayTCHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM SI3bIKE; CHOCOOEH M3BIIEKaTh HEOOXOJUMYIO TEKCTOBYIO HH(pOpMALIHIO,
KOMMYHHUKATHBHBIE TEXHOJIOTHH | aHAJIM3MPOBATh U 0000IIATh €€ B IeJSIX aKaJeMHUUECKOT0 B3aUMO/ICHICTBHS B YCTHOH H

JUTA aKaJeMHUYECKOT0 HMHCbMEHHOH (opmax.

B3aUMOJICHCTBUS HA

HHOCTPaHHOM(BIX) sI3bIKe(aX).

Tlpumepwvl 3a0anuii
3aganne Ne 5.2. [lepeBeauTe cieayromuii TeKcT 0e3 OMopbl Ha CJI0BapPh.
Companies still fixing Heartbleed bug

Many companies are trying to make their websites safe from a new Internet bug called Heartbleed. It is like a hole in the security
of websites that hackers can use to get private information. The bug was in security software used by most Internet sites. Millions
of sites used the software after it became available on New Year's Eve, 2011. The bug was in it then but was only found last
week. The big sites, like Google, Yahoo, YouTube, Amazon, etc., quickly made a patch to fix the bug. However, many small

sites and thousands of apps are still at risk. It is still possible for hackers to access passwords and other confidential information.
Hackers already broke into Canada's tax system and stole 900 passwords.

Internet security experts say more than a third of people who use the Android Jelly Bean OS are still waiting for a patch. Google
has made all of its other services safe, such as Search, Gmail, YouTube and Play, but is working with its partners to create a fix
for Jelly Bean. BlackBerry is also working to release a patch to its users later this week. Meanwhile, the man who accidental ly
created the bug spoke to reporters. He said: "l am responsible for the error because | wrote the code." He added: "Unfortunately,
this mistake also slipped through the review process and therefore made its way into the released version." He said it was a
"simple programming error".

3ananne Ne 5.3. BoinmosinuTe 3aJaHusi HA NOHUMAHHE COIEPKAHUSA MPOYNTAHHOTO TEKCTA.

(a) Multiple Choice
1. What did the article say HEARTBLEED was like?
a)ahurricane  b)ahole c)amonster d)aheadache
2. What did many sites quickly make after HEARTBLEED had been identified?
a) money b)excuses c)apatch  d) mistakes
3. Who is Google working with to create a patch?
a) the World Wide Web  b) the US Government  ¢) Facebook d) its partners
4. When will BlackBerry's patch be available?
a) later this week  b) next month  c) tomorrow  d) when the manager comes back
5. Why does the man who created the bug say he is responsible?




a) he wrote the code c) he was the chief bug-spotter
b) he did not report it d) he knew it would be a problem
6. What kind of mistake did the man say he made?
a) a huge one b) an unforgivable one c) a simple one
(b) Comprehension questions
What did the article say Heartbleed was like?
How many sites used the infected software?
In what year did Heartbleed appear?
What did many sites quickly make?
How many passwords did hackers steal?
How many Jelly Bean users are waiting for a patch?
Who is Google working with to create a patch?
When will BlackBerry's patch be available?
Why does the man who created the big say he is responsible?
10 What kind of mistake did the man say he made?
(c) True/ False

d) the kind anyone could make
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1. The Heartbleed bug is five years old. T/F
2. Hackers can use the bug to get private information from websites. T/F
3. Heartbleed first appeared on the Internet on New Year's Eve, 2011. T/F
4. Hackers stole 9,000 passwords from Britain's tax system. T/F
5. Over athird of Android users are waiting for a patch to fix the bug. T/F
6. Google said the bug is not a danger to all of its online services. T/F
7. BlackBerry has sent a patch to all of its users. T/F
8. The man whose mistake created the bug said it was not a simpleerror.  T/F

VYK-4.4 ITpumenser
COBPEMCHHBIC
KOMMYHUKATHBHBIC TEXHOJIOTHH
TS IPO(hECCHOHATIBHOTO
B3aMMOJICHCTBUS HA
HHOCTPaHHOM(BIX) sSI3bIKe(aX).

OOyy4arouuiicst yMeeT: CTPOUTh AUAIOTMYECKHE BHICKa3bIBAHUSI 1 MOHOJIOTHYECKHUE
coo0IIeHNs Ha TPOeCCUOHATILHBIE TEMBI (10 COOTBETCTBYIOIIUM Pa3/iesiaM AUCIIUILUIUHEI).

Tpumepwvl 3a0anuii

3aganne Ne 5.4, TloaroroBbTe yCTHOE COOOIIEHHE WIH NMPE3EHTAIMIO HA CJIEAYIOIINE TeMbI:
- Cybersecurity
— Data protection
— Hackers and Cyberattacks

VYK-4.4 ITpumenser OObyuarommiics BIafeeT: HaBbIKaMHU YTCHHUS, IOHUMAaHUS U TIepeBO/ia ayTEHTHYHBIX TEKCTOB

COBpPEMEHHbIE
KOMMYHHUKATHBHBIE TEXHOJIOTUU
IUTA TIPO(ECCHOHATHHOTO

Ha UHOCTPAaHHOM $I3bIKe, CIIOCOOEH U3BJIEKaTh HEOOXOAUMYIO TEKCTOBYIO HH(POPMAIHIO,
aHATU3UPOBATH U 0000MIATE €€ B eNIX NMPO(HEeCCHOHATFHOTO B3aUMOJICHCTBHUS B YCTHOH U
MMUCBMEHHOU (popMax.

B3aMMOJICHCTBHSA Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Ipumepwl 3a0anui
3aganne Ne 5.5. [lepeBeanTe clieAyIONUIyI0 CTATHIO §€3 ONMOPHI HA CJIOBAPb.
General Hacking Skills

When you build a house, you should have a strong base; it's the same if we are talking about hacking. You need a base in hacking
too so there are a few hacking skills that are basic skills and | am going to present them to you.

First of all, you should know how to program and if you don't know you should learn as fast as possible because that's in a
hacker's basic package. Programming is the main skill, if you are a beginner and you don't know what a computer language is
about, then start using Python. It's very good for beginners because everything in Python is so clear and it's very well
documented. I'd personally say it was designed 50% for beginners due to the simplicity you can work with. You can find helpful
tutorials at Python web site https://www.python.org/.

After learning some basic programming, you will progress and | recommend learning how to work with C, the core language of
UNIX. Furthermore, if you know to work with C, it would not be complicated to work with C++ because they are very close to
each other.

There are other programming languages that are important to hackers such as Perl or LISP. Perl is the best option if you love
practice work. Despite this, Perl is used a lot for system administration. LISP is harder to understand. But once you get it, you
will be very proud of yourself and experienced because it will definitely help you to be a better programmer.

Actually, only knowing the programming languages is not enough because you should exercise with yourself to think about
programming and solving the problems in a big way without a lot of time needed. Programming is not an easy skill so you have
to write and read codes and repeat them until you get a certain meaning.

HTML is the Web's markup language and it means Hypertext Markup Language. It's very important because you learn practically
how to build a web page from zero, and it's helping a lot if you are at the start of programming because it's codes will run your
mind. Writing in HTML definitely opens your horizons and makes you think even bigger than before. What | love about HTML
is that you are able to create anything, you can write, you can create images and forms as you like only by knowing the codes.




[TpoBepsieMblii 00pa30BaTEIbHBIN Pe3yIbTaT (6 ceMecTp):

Kon u HaumeHoBaHue O0pazoBaresbHbIA pe3ysbTaT
HUHAMKATOpa TOCTHXKEHUS
KOMIIETeHIIUU
VYK-4.3 [Ipumensier OOyy4aromuiicst yMeeT: CTPOUTH AUAJIOTMYECKUE BHICKA3bIBAHUSI 1 MOHOJIOTMYECKHUE
COBpPEMEHHBIE COOOIIeHNs Ha aKaJeMUYeCKHe TeMbI (II0 COOTBETCTBYIOIIUM pa3/ieiaM AUCIUIIINHEI).

KOMMYHHUKATHBHBIE TEXHOJIOTHH
U aKaJIeMAIEeCKOTO
B3aNMMOJIEUCTBHS Ha
HHOCTPaHHOM(BIX) SI3bIKE(aX).

Ipumepol 3a0anuil

3aganue Ne 6.1. CodecenoBanne MpoOBOIUTCS MO OAHOM U3 CJIECTYIOIIUX TeM:
- Computer Basics: What is a Computer? (Yro takoe KoMmboTep?)
- Types of Computers: Computers for Personal Use. (KommsroTepst Iuis TEpCOHATBHOTO HCTIOIb30BAHMS)
- Types of Computers: Computers for Organisations. (Kommsroteps st Gi3Heca u paGoThI)
- Computer Hardware: Internal Components. (AnmapaTtrHoe oGecrieueHre: BHyTpEHHEE YCTPOMCTBO KOMIIBIOTEPA)
- Computer Peripherals: Input Devices. (ITepudepust KOMIBIOTEpPa: YCTPOHCTBA BBOIA)
— Computer Peripherals: Output Devices. (ITlepudepus koMObroTepa: yCTpoicTBa BHIBO/IA)
— Introduction to Computer Software. (ITlporpamMHoe obecrieueHre KOMITBIOTEPA)
—  System Software. (CuctemHoe mporpaMMHoOe 00ecreueHue)
- Application Software. (TlpuknagHoe mporpamMmmHoe obecredeHue)
- How the Internet works. (ITpusiumns: pabotsr MHTEpHETA)
- Communications and Networks. (CuctemsI CBSI31 1 KOMMYHHKAI[HOHHbBIE CETH)
- World Wide Web. (Bcemupnas ITayruna)
—  Cybersecurity. (Kubepbe3omacHOCTb)
- Data protection. (3amura nahopmarum)
— Hackers and Cyberattacks. (Xakeps! u kubeparakn)
— Malware (BpenoHocHoe nporpaMmHOe o0ecredeHue)

IIpumepbl BONIPOCOB [1JIs1 cOOECeOBAHMA:

1. What is the most common way hackers get into computer systems?

2. What is social engineering?

3. What is the most common type of a social engineering attack?

4. s the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?

5. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?

6. How do Trojans commonly penetrate into a computer system?

7.  What is ransomware?

8. What is a brute force attack and how do modern systems defend against it?

9. If an attacker doesn't have physical access to a device, how can he hack it?

10. What kinds of hacking attacks are you aware of?
VYK-4.3 [Ipumenser OOyuarommiics BIageeT: HABBIKAMU YTCHUS, IOHUMAaHUS U TIEPEBOJa ayTEHTHYHBIX TEKCTOB
COBpPEMEHHbBIE Ha MHOCTPAHHOM SI3bIKE; CTIOCOOEH M3BIIEKaTh HEOOXOJUMYIO TEKCTOBYIO HHPOPMAITHUIO,
KOMMYHUKATHUBHBIC TCXHOJIOT'UN AHaJIU3UPOBATh U 0606H_[aTI) €€ B LICJIIAX aKaAEMHUYECCKOT'O B3aHMOHeﬁCTBHX B yCTHOﬁ u
JUIA aKaJIEMHUYECKOTO HMHCbMEHHOH (opmax.
B3aNMOJCHCTBUS HA
HHOCTPaHHOM(BIX) sI3bIKe(aX).

Tlpumepwvl 3a0anuii
3ananue Ne 6.2. [lepeBeauTe cieayromuii TekcT 0e3 oMopbl Ha CJI0BapPh.
Microsoft blames U.S. spy agency for WannaCry

The technology company Microsoft is angry with America's National Security Agency (NSA). Microsoft said the WannaCry
ransomware cyber-attack happened because the NSA keeps lots of cyber-weapons on its computers. Ransomware is a type of
harmful software that blocks access to a computer until the owner of the computer pays money (a ransom) to the hackers. The
NSA is America's military intelligence organization. It helps to keep America's communications and information systems safe. It
is also responsible for stopping cyber-attacks against the USA. However, experts say the WannaCry ransomware used computer
spying tools originally designed by the NSA.

Microsoft President Brad Smith said governments needed to wake up to the problem of storing cyber-weapons that hackers can
steal. He said it was as big a problem as someone stealing missiles from the USA. When talking about the WannaCry attack, he
said: "This attack provides yet another example of why the stockpiling of [these things] by governments is such a problem.” The
European police agency Europol said WannaCry has affected 200,000 computers in 150 countries. In the UK, WannaCry caused
many problems with the work of Britain's National Health Service. Many operations were cancelled. Experts warned people to
back up their files because a second wave of attacks could come.

3ananue Ne 6.3. BoinmosiHuTe 321aHUST HA TIOHNMAaHKE COAEPKAHUSI MPOUYNTAHHOTO TEKCTA.




(a) Multiple Choice
1. What does the NSA keep a lot of on its computers?

a) names b) cyber-weapons c) dust d) photos
2. What must people pay hackers to get access to their computers back?

a) a salary b) respect C) costs d) a ransom
3. What does the NSA help to do to the USA's information systems?

a) update them b) systematise them c) keep them safe d) inform them
4. Who did experts say designed the spying tools used in WannaCry?

a) the military b) the FBI c) hackers d) the NSA
5. What did Brad Smith compare the stealing of cyber-weapons to?

a) stealing missiles b) storing c) stockpiling d) waking up
6. What was cancelled in Britain's National Health Service?

a) files b) operations c) back-ups d) holidays
7. What did experts say there could be a second wave of?

a) attacks b) surfing c) warnings d) problems

(b) True/ False

1. America's National Security Agency has cyber-weapons on its computers. T/F

2. Ransomware means people must pay hackers to access their files. T/F

3. The WannaCry hackers used spying tools first created by the NSA. T/F

4. Microsoft's president said governments needed to wake up. T/F

5. Brad Smith said governments storing cyber-weapons isn't dangerous. T/F

6. The WannaCry ransomware affected over 250,000 computers. T/F

7. Experts said the wave of attacks was now over. T/F
(c) Discussion

1. Did you like reading this article? Why/not?

2. What do you think of when you hear the word 'agency'?

3. What do you think about what you read?

4. How worried are you about cyber-attacks?

5. How much would you pay to get access to your computer files?

6. What damage can hackers do?

7. Are the hackers more intelligent than the computer security companies?

8. Can you live without a computer?

9.  What would happen if hackers stopped the Internet?

10. What questions would you like to ask the boss of the NSA?
VYK-4.4. Ilpumenser OOyuarommiicst yMmeeT: CTPOUTh AUATOTUIECKHUE BBICKA3bIBAaHUA M MOHOJIOTHYECKHE
COBPEMEHHBIE coo01eHNs Ha TPOeCCUOHATILHBIE TEMBI (10 COOTBETCTBYIOIIUM pa3/iesiaM JAUCIIHUILUIUHEI).

KOMMYHHKATUBHBIC TEXHOJIOTUH
1UIs IPO(ECCHOHAIBHOTO
B3aMMOJICHCTBHSA Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

IHpumepwl 3a0anui

3aganne Ne 6.4. IloaroroBbTE YCTHOE COODIIEHHE UM MPE3EHTAIMIO HA CJEAYIOIINE TeMBbI.
— Computer Basics: What is a Computer?
- Types of Computers: Computers for Personal Use
- Types of Computers: Computers for Organisations
- Computer Hardware: Internal Components
— Computer Peripherals: Input Devices
- Computer Peripherals: Output Devices
- Introduction to Computer Software
- System Software
- Application Software
- How the Internet works
- Communications and Networks
- World Wide Web.
- Cybersecurity
— Data protection
— Hackers and Cyberattacks

- Malware
VK-4.4. Ilpumenser OOyyaromuiicst BiIajeeT: HaBbIKaMH YTEHHSI, TOHUMAHUs U TIEPeBO/ia Ay TEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM S3bIKE, CIIOCOOCH M3BJIEKAaTh HEOOXOIMMYIO TEKCTOBYIO HH(OPMAIHIO,
KOMMYHUKaTHBHbBIE TEXHOJIIOTUH | aHAIM3UPOBATH M 0000IIATH €€ B HEJsX NPoecCHOHATBHOTO B3aUMOJICHCTBHS B YCTHOU H
JUTA TIpO(heCCHOHATIBHOTO MMUCBMEHHOU (opMax.
B3aMMOJIEHCTBHA HA
HHOCTPaHHOM(BIX) SI3bIKE(aX).




Ipumepwi 3a0anuii
3ananune Ne 6.5. [lepeBeanTe cjieAyIONIYIO CTATHIO C ONOPOIi HA CJI0BAPhH.

How to Avoid Spyware
By: Peter May

The brief history of personal computing is replete with advances in productivity, processing power and entertainment. From word
processing to e-mail to the World Wide Web, computer technology has forever changed the way we work and play. As with any
new technology, however, these advances have also provided new methods for criminals to separate us from our money. One of
those methods is spyware.

According to a number of sources, the first use of the term spyware occurred in a 1994 posting that made light of Microsoft's
business model. Later, the term was used to describe devices used for spying, such as small cameras and microphones. In 2000, a
press release from security software provider Zone Labs used the current meaning of spyware for the first time and it's been used
that way ever since.

Spyware is software that resides on a computer and sends information to its creator. That information may include surfing habits,
system details or, in its most dangerous form, passwords and login information for critical applications such as online banking.
Many spyware programs are more annoying than dangerous, serving up pop-up ads or gathering e-mail addresses for use in spam
campaigns. Even those programs, however, can cost you valuable time and computing resources.

Often, spyware comes along with a free software application, such as a game or a supposed productivity booster. Once it's
downloaded to your computer, the functional element of the software works exactly as promised, while the information-gathering
system sets up shop behind the scenes and begins feeding your personal data back to headquarters.

In many cases, the hidden activities of the software are clearly described in the end-user license agreement (EULA) that is
displayed during the installation process. This protects the developer from potential legal action because they can prove you knew
(or should have known) that the program included this functionality when you installed it. Most of us, however, don't read
EULAs because they are long, boring and written in hard-to-understand legalese. As further proof that there's a software
application for everything these days, you can now obtain software that will read EULAs for you and display a warning if
keywords or phrases indicate there's a spyware risk.

2.3. IlepeueHb BOMPOCOB JJIsi TOATOTOBKM 00YYAIOMIUXCS K MPOMEXKYTOYHON aTTECTAIlUU
1 cemecmp

Jlekcuka:

— 0OazoBas siekcuka (115 TeKcuvecKux eIrHHMII)

— TEePMHUHOJOTUYECKas JIEKCHKA MO MPO(UIIIO TIOATOTOBKH (75 JIEKCHUECKHUX €AMHUIL)
I'pammartuka:

— Tlopsok CIIOB B yTBEpAUTEIHHOM, BOIPOCUTEIEHOM U OTPULIATEIEHOM MPEITIOKECHHSX.

— T'nmaromner to be u to have. Ix ocoGeHHOCTH 1 MHOTO()YHKIIHOHATBHOCTb.

— OcobeHHOCTH TIEpeBO/Ia MPEUIOKEHUI ¢ KOHCTpyKIue# there +to be.

- Bunospemennsie ¢popmeal riiarona (Simple, Continuous, Perfect) B neficTBuTeIsHOM 3ai0re.

2 cemecmp

Jlekcuka:

— 0Oa3oBas siekcuka (200 TeKCUYIeCKIX eIHHII)

— TEpMHHOJIOTHUYECKas JIEKCHKA 10 TPOduITo moAroToBKH (165 nekcuueckux equHuUIL)

I'pammaruka:

- Bupospemennsie hopmeal riarona (Simple, Continuous, Perfect) B ctpamarensHoM 3anore.

— OcobeHHOoCTH TIepeBo/ia MPEATI0KEHUH B CTpalaTeIbHOM 3aJ0re.

— IIpaBuia mpeoOpa3oBaHus MPEATOKEHHS U3 JCHCTBUTEIHFHOTO 3aJI0Ta B CTPalaTeIbHBIA 1 HA000POT.

— Twurmbl BONpOCHTENBHBIX MPEeAoXKeHUN. [1opsIIOK ¢I0B B 00IINX, aTbTEPHATHBHBIX, CTIEIUAITBHBIX,
pa3IeIuTeNbHBIX BOIPOCAX.

3 cemecmp

Jlekcuka:

— 0a3oBas JIeKcHKa (265 JTeKCUIeCKIX eIHHII)

— TEePMHUHOJIOTHYECKasl JIEKCHUKA IO TPOPIITIO MOATOTOBKH (220 JICKCHUECKHUX €¢TNHUIY)

I'pammartuka:

— CreneHH CpaBHEHUS MMPUIAraTeIbHBIX M HAPEUHH.

— Mopansnbie riaroisl should, must, can, may.

- MogansHble KOHCTpYKITHH have to, be to, be able to, be allowed to.

- Gerund (I'epynauii). @yHkuuu repyHans B npeanoxernn. OCOOEHHOCTH TepEeBoia repyHIUS Ha
PYCCKHH S3BIK.




4 cemecmp

Jlekcuka:

0a3oBas JekcHKa (315 TeKCUYEeCKUX ¢IMHMII)
TEPMHHOJIOTHYECKAs JICKCUKA MO MPOQIITI0 MOATOTOBKH (270 TEKCUYECKUX MHUI)

I'pammartuka:

Participle | (ITpuuactue I).

dopwmei Participle I (Simple / Prefect).

Oyuxkiuu Participle | B mpemnoxkenun.

[TpaBuna nepeBoaa Participle | Ha pycckwuii s3bIK.
Participle Il (ITpuuactue I1).

Oyuxiuu Participle 11 B mpeanoxenuy.

[TpaBuia nepeBoaa Participle 1l Ha pycckwii s3bIK.

5 cemecmp

Jlekcuka:

6a3oBas Jiekcuka (385 nekCH4ecKrux eMHMIT)
TEPMHUHOJIOTHYECKas JIeKcHKa 110 mpoduiato moaroToBku (300 TeKCHYECKUX eaMHUIY)

I'pammartuka:

Infinitive (MudunuTHB).

dopwmel unpuauTrba (Active / Passive; Simple / Continuous / Perfect). Bare Infinitive.
Oynkiun nHOUHUTHBA B TpeioxeHnd. [IpaBuia epeBo/ia Ha pPyCCKHA sI3bIK.
CemaHTHUeCKask pa3HUIIA B HCIIOJIb30BAHUU TEPYH/IHUS U MHOUHUTHBA.

Wudunurushas konctpykius Complex Subject.

Nudunutushas konctpykiwst Complex Object.

WubuHUTHBHAS KOHCTPYKIUS ¢ Ipeuiorom for.

Bonpocs! k 3k3aMeHy

Iepeuens ycmuuvix mem 0151 cobece008aHUA.

COoNoR~WNE

What is a computer: Overview
Personal Computers

Business Computers

Internal Components of a Computer
Peripherals: Input Devices

Peripherals: Output Devices

What is Computer Software: Overview
System Software: Operating System
Application Software

10. Cybersecurity and Data Protection
11. Hackers and Cyberattacks
12. Malware



3. MeToauyeckne MaTepHaJibl, ONpeAe/siolie NPoLueAypPy H KpUTEPUH OLCHHBAHUSA
c¢opMHPOBAHHOCTH KOMIIETEHIMI NIPH NIPOBEACHUHU NPOMEKYTOYHOM aTTeCTAllUH

Kpurepun ¢popMupoBaHusi OLIeHOK 110 0TBETAM HA BONPOCHI, BBHIIOJHEHHIO TECTOBBIX 3aJaHUH

«OTAHYHO/324TEHO» BBICTABIIACTCS OOYYAIOMIEMYCsl, ©CIM KOJIHYECTBO NPABHIBHBIX OTBETOB Ha
Bonpocsl coctasisieT 100 — 90% ot obuiero o0bEMa 3aJaHHBIX BOIPOCOB;

«Xopo1i0/3a4TeH0» BBICTABIIACTCS OOYYAIOIIEMYCs, €CIM KOJIHYECTBO IMPABUIBHBIX OTBETOB Ha
Bompochl — 89 — 76% ot ob1ero o0bEMa 3aJaHHBIX BOIIPOCOB;

«Y10BJIETBOPUTEILHO/3a4TEH0» BBICTABIISCTCS O0Yy4aIOMIEMYCsl, €CITU KOJWYECTBO IMPABUIBHBIX
OTBETOB Ha TECTOBBIE BONPOCH —/5—60 % oT 001Iero oobEMa 3aJaHHBIX BOTIPOCOB,

«Heyn0BJIeTBOPUTEILHO/HE 32a4TE€HO» BBICTABISACTCS 00YUArOIIEMYCsl, €CIIA KOJIMUYECTBO MPABHIBHBIX
oTBeTOB — MeHee 60% oT 0011ero 00bEMa 3aJaHHBIX BOIIPOCOB.

Kpurepun ¢popMupoBanusi oueHOK M0 pe3yJbTaTaM BbINIOJTHEHUS 3aIaHU

«OTIMYHO/324TEHO0» — CTABUTCS 32 pabOTY, BHIIIOIHEHHYIO MMOJTHOCTHIO 0€3 OIIMOO0K U HEJ0YETOB.

«Xopo11o/3a4TeH0» — CTaBUTCS 3a PadOTY, BHIMIOJIHEHHYIO MTOJHOCTHIO, HO IPY HAIMYHMHK B HEHl He OoJee
OJTHOM Herpy0Ool OIMOKY U OAHOTO HejoYeTa, He OoJiee TpeX HEel0UEeTOB.

«Y10BJIETBOPHUTEJBHO/32a4TEHO» — CTABUTCA 32 PadOTy, €ciau 00yJyaroUIuiicsl MPaBUIbHO BBIMOJIHWI HE
MeHee 2/3 Bceil paboThl WK JAOMYCTUT HE OoJiee OAHON Tpy0oil OmMOKH U IBYX HEJOYETOB, HE Ooyiee OHOM
rpy0oii U omHO# HerpyOoii ommOku, He Oojee Tpex HerpyobIX OIMOOK, OAHON HErpyOoW OMMOKH W JBYX
HE0YETOB.

«HeynoBJIeTBOPUTE/ILHO/HE 3aYTEHO» — CTaBUTCS 3a pabOTy, €CIM YHCIO OMHMOOK W HEJ0YETOB
MIPEBBICUIIO HOPMY ISl OLIEHKU «YIOBIETBOPUTEIHHOY» UITU MPABUIBLHO BBHIIOJHEHO MeHee 2/3 Bceil paboThl.

Buowt owubox:

- 2pyoOvle OWUOKU. He3HAHUe OCHOBHbIX NOHAMUL, NPAul, HOPM, He3HAHUEe NPUeMOo8 peuleHus
KOMMYHUKAMUBHBIX 3aA0a4; OWUOKU, NOKA3bIEAIOWUe HeNnpasuibHOe HOHUMAHUE YCI08US NPEOSIONCEHHO20
3A0aHUAL.

- HeepyOble OwUOKU: HeMOYHOCMU POPMYIUPOBOK, OnpedeNeHUll; HEPAYUOHANbHBIU 8b100D X00A peuleHus
KOMMYHUKAMUBHBIX 3A0aH.

- Hedouemvl. HEPAYUOHANbHbIE NPUEeMbl BbINOJIHEHUSl 3A0aHUsl;, OMOelbHble NOZPEUHOCU 8
dopmynuposke 6b180008, HebOpedNCHOe 8bINOIHEHUE 3A0AHUS.

KpnTepml BbICTABJICHHUSA 3a4Y€Ta

«3a4TeH0» BBICTABJIAETCS OOydYaIOLIEMYCs, €CIM OH JEMOHCTPUPYET 3HAHHWE OCHOBHBIX pa3/IesioB
IIPOrpaMMBbl U3y4aeMOI0 Kypca; MPaBHIBHO, apIyMEHTHPOBAHO OTBEYAET HA BCE BOIPOCHI, C MPHUBEACHUEM
MIPUMEPOB; BIIaJIEEeT JIEKCHYECKUMHU U TPaMMaTH4YE€CKUMU CPEICTBAMU MHOCTPAHHOTO A3bIKA /I 00ecreueHHs
npodeccnoHaTbHOTO B3aUMOIEHCTBUS, AOMyCKasl JIMIIb HE3HAUUTEIbHbIE OIIMOKU M HETOYHOCTH.

«He 3auyTreHo0» BbICTaBIsIETCS OOYyYarOIIEMYCs, €CIM OH JAEMOHCTpPHpYeT (parMeHTapHble 3HaHUS
OCHOBHBIX Pa3/€JI0B MPOrPaMMBbI U3y4aeMOTr0 Kypca; y HErO UMEIOTCS 3aTPYAHEHUS B U3JI0KEHUN MaTepHaa;
IIPU OTBETAX Ha BOIPOCHI JIOMYCKaeT rpyOble rpaMMaTHdYecKue OIMOKY U HE3HAHUE TEPMHUHOJIOTHH.

Kpurepun ¢popmupoBaHus OLIEHOK 10 IK3aMEHY

«OTAMYHO» — CTYyJEHT npuoOpesn HEoOXOAMMbIE YMEHMS W HAaBBIKM, IPOJAEMOHCTPUPOBAJl HABBIK
MPAKTUYECKOrO MPUMEHEHUS MOIyUYEeHHBIX 3HaHUH, HE TOMYCTU JIOTHYECKUX U (PAaKTUUECKUX OIINOOK

«Xopomo» — CTYIEHT MpHoOpen HeoOXOJUMble YMEHMS M HAaBBIKHM, INPOJEMOHCTPUPOBAT HAaBBIK
MPAKTUYECKOTO MPUMEHEHUS TOTY4YEeHHBIX 3HAHUH; TOYCTUI HE3HAYUTEIbHbBIE OINOKU U HETOYHOCTH.

«Y10BJIETBOPUTEJIBHO» — CTYJEHT JOIMYCTHJI CYILIECTBEHHBIE OINOKH.

«HeynoBJIeTBOPUTEIBHO» — CTYJIEHT JEMOHCTPUpPYET (parMeHTapHble 3HAHHUS H3Yy4aeMOro Kypca,
OTCYTCTBYIOT HEOOXOIUMbIE YMEHHSI U HAaBBIKU, JOMYIIEHBI IPyObIe OIIHOKH.



