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1. [TogcHuuTENbLHAA 3ANMACKA

HGJ'IB HpOMe)ICYTO‘{HOﬁ aTTCCTAllU — OLUCHHUBAHHUC IMPOMCIKYTOUYHBIX W OKOHYATCIIbHBIX PE3YyJIbTATOB

06yquH$I 1o JHUCHHUIIINHE, O6€CH€'—II/IBaIOHII/IX JOCTHIKCHHEC

00pa30BaTeIbHON IPOTrPAMMBI.

INIAaHUPYEMBIX  PE3YJILTATOB

OCBOCHU

(DOpMBI HpOMe)KYTO‘IHOﬁ aTTCCTalluu. 1 CEMCCTp - 3a4CT, 2 CCMCCTpP — 3a4CT C OHGHKOﬁ

HepequL KOMHGTGHHHﬁ, (bOpMI/IpyeMBIX B IIpOLECCC OCBOCHUA NTUCHUIIIINHBI

KOI[ 1 HAUMEHOBAHUC KOMIICTCHIIMH KO}I HHAUKATOpa JOCTHXKCHUA
KOMITETECHIINN
YK-4: CriocoOeH NprMeHsITh COBPEMEHHbIE KOMMYHUKATUBHBIE TEXHOJIOTHH, B TOM uncie | YK-4.1
Ha MHOCTPaHHOM(BIX) SI3BIKE(aX), TSI aKaJeMIIECKOTO U MPOPECCHOHATHHOTO VK-4.2
B3aUMOIEUCTBHUS
YK-5: CriocobeH aHaIM3UpOBATh M YIUTHIBATH pa3HO00pas3me KyIbTyp B IIpoIiecce YK-5.1
MEXKYJIbTYPHOT'O B3aUMOJAEHUCTBUS YK-5.2

PesynbTaTel 00yueHus Mo AUCIUILTUHE, COOTHECEHHBIE C TUIAHUPYEMBIMH
pe3yapTaTaMu OCBOCHHSI 00pa30BaTENbHON IPOrPAMMBI

Kon 1 HanmeHOBaHNE HHANKATOPa Pe3ynbraThl 00y4YeHus 10 AUCLMILUINHE Or1eHOYHBIE
JIOCTHKECHUS KOMITETCHIHN MaTrepuabl
1 cemectp
VYK-4.1 [IpuMeHsieT COBpEeMEHHBIE OO0yyJarontuiics 3HaeT: akaAeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKATHBHEIC TEXHOJIOTHH IS rpaMMaTH9YecKue MOJICIH Ha MHOCTPAHHOM S3BIKE (I10 rpaMMaTHIeCKUn
aKaJeMI9IeCKOTO B3aNMOACHCTBIS Ha COOTBETCTBYIOIIUM pa3ieaM JUCIUTUINHBI) TECT
MHOCTPaHHOM(BIX) SI3bIKE(aX)
OOyuaronuiics: yMeeT: CTPOUTh AUAIOTHYECKHE CobecenoBanue
BBICKA3bIBAHUS HA aKaACMHUYCCKUC U (HepequL TEM U
npodeccroHanbHble TeMBI (TI0 COOTBETCTBY LM BOIIPOCOB)
paszenaM AUCITUILTIHHE])
OO0yuaronuiics BIageeT HaBBIKaMHU H3BIICKATh 3amanus
HEOOXO0ANMYIO TEKCTOBYIO HH(OpMAILHIO,
aHAJIM3UPOBATh U 0000IIaTh €€ B LEeNIsX
aKaJIeMUYECKOTO B3aUMOJICICTBUS B YCTHOU U
IMCEMEHHOH (opmax;
VYK-4.2 [IpuMeHsieT COBpEMEHHBIE OO0yuaronuiics 3HaeT: MPOPECCHOHATBHYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKATHBHBIE TEXHOJIOTHH IS TEPMHUHOJIOTHIO, a TAK)KE TPAMMATHKy HHOCTPAHHOTO rpaMMaTHIeCcKui
PO ECCHOHATHHOTO B3aNMOJCHCTBYSI HA | SI3BIKA (TI0 COOTBETCTBYIOIMIAM pa3jeliaM TUCIHIUIMHBL). | TeCT
HHOCTPaHHOM(BIX) S3BIKE(aX).
OOyuyaronuics: yMeeT: CTPOUTh MOHOJIOTHYECKHUE [penBapurensHO
coo01ieHust Ha TpoheccHoHANbHBIE TEMBI (T10 TIO/ITOTOBJIEHHOE
COOTBETCTBYIOIINM pa3JieliaM JUCHHIUIAHBI). COOOILIEHNE WITN
Ipe3eHTanus
OOyuaronuiics BageeT HaBbIKaMH U3BJIEKATH 3ananne
HEO0XOIUMYIO TEKCTOBYIO HH(GOPMAIIUIO,
aHAM3UPOBATh U 0000IIATH €€ B MEeJsIX
PO eCCHOHATIBFHOTO B3aNMOACHCTBISI B yCTHOU U
MTUCHbMEHHOHN (opMax.
VK-5.1: VYuuteiBaer pa3HooOpasue u | OOydaromuiicss 3HAeT: rpaMmarHyeckue npasuiaa U | JIGKCHKO-
OCOOEHHOCTH PAa3WYHBIX KYJIBTYp, HX | CTHIMCTHYECKHE HOPMBI PYCCKOTO M H3Y4aeMOro SA3bIKa rpaMMaTHYeCKUit
COOTHOIIICHHE U B3aUMOCBSI3b TECT
OOyuaronuiicst yMeeT: BECTH KOMMYHHKALIMIO B MUPE [penBapurensHO
KyJIBTYPHOTO MHOTOOOpa3ust HOATOTOBJIEHHOE
COOOILEHNE HITH
IIPE3CHTAIHS
OO0yyJarontuiics BajgeeT HaBbIKaMi «MH()OPMAaITHOHHON 3amanne

OKOHOMUN, HOHYCKaIOIIIeﬁ npu O6CY)K,Z[CHI/II/I CJIOKHBIX
BOIPOCOB KaK Ha pOAHOM, TaK U Ha HHOCTPAHHOM SA3bIKE
TOJIBKO OHY €AUHUILY I/IH(bOpMaHI/II/I Ha OJHO
MPEJIOKCHUC IO NPUHIHAITY «OﬂHO NMPECAJI0KCHUC —




OJTHA eIMHMIA HHPOPMAIN»

YK-5.2: [onnepxxuBaet | OOy4aromuiicst 3HaeT: KOMMYHHUKAaTHBHBIE CTPATETHH, Jlexcuko-
B3aMMOIIOHNMAaHHE MEXIy | MpHUEMBI B3aUMOJCHCTBUS, YUUTHIBAIOIINE rpaMMaTHIeCKUi
00yJarOMIUMHUCS-TIPEICTABUTEIIMU MIPOKCEMIYECKIE, KHHECHYECCKIE, TIPOCOANICCKAEC 1 TeCT
pa3IMYHBIX KYJIBTYp HABHIKM OOIICHWS B | MHBIC HEBepOallbHBIC CPEICTBA
MHpE KYJIbTYPHOT'O MHOT000Opa3ust OOyuaronuiicst ymMeeT: IeMOHCTPHPOBATh IIpenBapurensHO
B3aMMOIIOHMMaHNE MEXy 00yUYaroIMUCS — MIOJITOTOBJIEHHOE
MPEACTABUTENSIMU PA3IMYHBIX KYJIBTYP C COOIOICHHEM | COOOIIECHHE WK
ITUYECKUX M MEKKYJIBTYPHBIX HOPM pe3eHTanus
OO0yyJaromnIuiics BIajeeT criocodamMu 0ObeJMTHSHUS Samanne
OTIENBHBIX MPEIOKEHUH, UCTIONB3YS TIOHBIA Habop
JIEKCUYECKUX, IPaMMaTHYEeCKUX, CHHTAKCHYECKUX U
JIOTHYECKUX CPEJICTB, B CBSI3HBII TEKCT, 00BEM KOTOPOTO
orpeessieTcst HE0OXOANMOCTBIO OMUCaHKS IpeIMeTa
MO3HAHUS
Kox n HanmeHOBaHE HHANKATOPA Pe3ynbraTel 00y4eHus 110 TUCIUIIIHE OreHOYHEIE
JTOCTMDKEHUS] KOMIIETSHINH MaTepHabl
2 cemectp
VK-4.1 [IpuMeHseT COBpEMEHHEBIE OOyuaronuics 3HaeT: aKaJIeMIIECKYIO JIEKCHKY H Jlexcuko-
KOMMYHHUKATHBHBIE TEXHOJIOTHHU JIJISI rpaMMaTH4YecKue MOJIET HA HHOCTPAHHOM S3bIKe (T10 rpaMMaTH49ecKuit
aKaJieMUYeCKOT0 B3aMOAEHCTBHS Ha COOTBETCTBYIOIINM pa3JieliaM JUCIHUIUINHBI) TecT
MHOCTPaHHOM(BIX) sI3bIKE(aX)
OO0yJaroHics yMEET: CTPOUTh JUATOTHUCCKHE CobecenoBanue
BBICKa3bIBaHUS HA aKaJIEMUYECKUC U (mepedueHs TeM H
poeCCHOHATIBHBIE TEMBI (10 COOTBETCTBYIOIINM BOTIPOCOB)
pasziesiaM JUCLHUILUIAHBI)
OOyuaronuiics BiaJieeT HaBbIKaMH N3BJIEKATh 3amanus
HEOOXOAUMYIO TEKCTOBYIO HH(GOPMAILIUIO,
aHAJTM3UPOBATh U 0000IIATh €€ B IEJISIX
aKaJIEMUYECKOTO B3aUMOJEHCTBUS B YCTHOU U
MCbMEHHOH hopmax;
YVK-4.2 [IpumeHsieT COBpeMEHHbIE OOyyJaromuiics 3HaeT: MPOPECCHOHATBHYIO JICKCUKY U Jlexcuko-
KOMMYHHUKATHBHEIC TEXHOJIOTHH ISt TEPMUHOJIOTHIO, a TAKXKE TPAMMATHKY HHOCTPAHHOTO rpaMMaTHIeCKUN
npodeccroHaNbHOTO B3aUMOICHCTBUS HA | sI3bIKa (110 COOTBETCTBYIOLIMM pa3/ieNiaM JUCHUIIMHBI). | TecT
MHOCTPaHHOM(BIX) SI3bIKE(aX).
OOydJaroniicss yMeeT: CTPOUTh MOHOJIOTHIECKHE [IpenBapurtensHO
coo0meHus Ha TPoeCCHOHATBLHBIC TEMBI (110 MTOITOTOBJICHHOE
COOTBETCTBYIOIIUM pa3feiaM JUCIUTUINHEI). COOOIICHNE HITH
MIPE3CHTAIHS
OOyuJaromuiics BiajeeT HaBBIKaMU U3BJIEKATh 3anaHue
HEOOXOIUMYIO TEKCTOBYIO HH(OPMALIHIO,
aHAJIM3UPOBATh U 0000IIaTh €€ B LEeNIsIX
PO ECCHOHATHFHOTO B3aNMOACHCTBYSI B yCTHOU U
IMCEMEHHOH (opMmax.
VK-5.1: VuuteBaer pa3zHooOpasme u | OOydarommiicss 3HaeT: rpammarmueckue npasuina u | JIEKCHKO-
O0COOCHHOCTH PA3IMYHBIX KYJIBTYP, WX | CTHIMCTHYECKHE HOPMBI PYCCKOTO M H3y4aeMOTo SI3bIKa rpaMMaTHYECKHH
COOTHOILIEHHE U B3aUMOCBS3b TeCT
OOyuaronuiicsi yMeeT: BECTH KOMMYHHKALUIO B MUPE [IpenBapuTtensHO
KyJBTypHOTO MHOTOOOpa3us MTOJITOTOBJICHHOE
CcOoO0OIIEHNE NI
TIpe3eHTaIHs
OOyyJaronIuiics BIajeeT HaBbIKaMu «HH(POPMAITHOHHON 3ananne
9KOHOMHM», IOMYCKAIOWIEH MPU 00CYXKIEHUH CIO0KHBIX
BOIPOCOB KaK Ha POJAHOM, TaK U Ha HHOCTPAHHOM SI3bIKE
TOJIBKO OAHY SIMHHUITY HHPOPMALUH HAa OJHO
MIpeUIoKeHNEe Mo MpUHIHIY: «OIHO MPeIoKeHIE —
OJTHA SMHHIIA HH()OPMAITHI
YVK-5.2: HonnepxxuBaet | OOy4aromuiicst 3HaeT: KOMMYHUKAaTHBHEBIE CTPATETHH, Jlexcuko-
B3aUMOIIOHUMAaHHE MEXIy | Mpu€MbI B3aUMOACHCTBUS, YUUTHIBAIOIIUE rpaMMaTHYeCKHUH
00y4alomyMHCS-TIPEICTABUTEIIMH MPOKCEMHUYECKHIE, KUHECUYECKHE, TPOCOANYECKUE 1 TeCT
pa3MuHBIX KYJBTYp HaBBIKM OOLICHUS B | MHbIE HeBepOalbHbIE CPEACTBA
MHpE KyJIBTYPHOTO MHOT0OOpa3ust OOyuaronuiicsi yMeeT: IeMOHCTPHPOBATh [IpenBapuTtensHO
B3aMMOIIOHIMAaHHUE MEXTy 00yJaIOMIMHUCs — TTOJITOTOBJICHHOE
MIPEICTaBUTEISIMHI PA3IMYHBIX KYJIBTYpP C COONOCHHEM | COOOIICHUE WIIH
STHYECKUX M MEKKYIBTYPHBIX HOPM TIpe3eHTaIHs
OOyyJaronuiics BIajeeT crocodamMu 00bheIMHCHUS 3ananue




OTAEJBHBIX MPEI0KEHUN, UCII0JIB3YsI IOJIHBIA HAOOp
JIEKCUYECKUX, TPAMMATHYECKUX, CHHTAKCUYECKUX U
JIOTHYECKUX CPEACTB, B CBA3HBII TEKCT, 00BEM KOTOPOTO
OTIpeEeTsIETCsI HEOOXOANMOCTBIO OMMCAHMA IIPeIMeTa
MO3HAHUS

[TpoMerxxyTouHas aTTecTanus (3a4eT ¢ OIICHKOW ) TPOBOAMTCS B OJHOM U3 CICAYIOIMUX GOopM:
1) oTBeT Ha OUJIET, COCTOSIINI U3 TEOPETUUECKIX BOIIPOCOB U MPAKTUYECKUX 3aJJaHU;
2) seinonHenue 3aganuit B OMMOC Caml YIIC.

[TpomerxyTouHas aTrectanus (3a4eT) MPOBOAUTCS B OJHOM U3 clieAyromux Gopm:

1) cobecenoBanue;

2) seinonHenue 3aganuit B OMMOC CamI YIIC.

2. Tunosbie' KOHTPOJIbLHBIE 32JaHUS WM HHbIE MATEPUAJIbI IS OLEHKH 3HAHUI, YMEHUH,
HABBIKOB U (MJIM) ONBITA IeATEIbHOCTH, XapPAKTEePU3YyIOUUX YPOBeHb C)OPMUPOBAHHOCTH KOMIIETEH Ui

2.1 TunoBbie BONPOCHI (TECTOBbIE 3aIaHUSA) IJISl OLEHKH 3HAHUEBOT0 00Pa30BaTEIbLHOI0

pe3yJabTara

ITpoBepsieMbIii 00pa3oBaTeIbHBIA pe3yiabTaT (1 cemecTp):

KOZ[ 1 HAUMCHOBAHUEC UHAUKATOPA
JOCTHKCHUA KOMIICTCHIIMHN

OO6pa3oBaTenbHbIN pe3ynbTaT

YK-4.1: Ilpumenser
COBpPEMEHHbIE KOMMYHHKATHBHBIC
TEXHOJIOTUH JJIS aKaZIeMHIECKOTO
B3aUMOJECHCTBHS HA
MHOCTPaHHOM(BIX) sI3bIKe(aX)

OOyuaronuiics 3HaeT: akaJAeMHUECKYIO JIEKCUKY U T'paMMaTH4ecKHe MOIEIH Ha
HMHOCTPAaHHOM S3BIKE (TI0 COOTBETCTBYIOIINM paz/iesiaM JTUCIUIUINHEI);

Tpumepwl sonpocos/z3adanuii

a) processes
a) No, it isn't.
a) displayed

a) there are

1. The computer  data, i.e. performs specific mathematical and logical operations on the data.
2. Is software a set of application programs installed on the computer?
3. Anerror code will be ___if any invalid information has been entered.

4. According to Sun Microsystems' estimation,

5. Iloobepume cnosa, nooxoosauue no KOHMeEKCMy.

convert  attached determined access  predictions accept
a) The copies of the documents are ___ to the e-mail.
b) Ican't _ my Yahoo email because someone has changed my password.
c) To digitize means to _ information into a digital form.
d) Itis too early to make any precise ___ about the results of the experiment.

e) Before installing the program, the user must ___ the terms of the license agreement.
f) The programmer has quickly _ the cause of the system crash.

Test

b) stores ¢) calculates d) outputs

b) Yes, they are. c¢) Yes, it is. d) No, it doesn't.

b) determined c) deleted d) developed
more than 700,000 developers using Java technology today.
c¢) there were d) there was

b) thereis

VYK-4.2 [IpumensieT COBpeMEHHBIE
KOMMYHHUKATHBHbIE TEXHOJIOTHH
JUTS IPO(eCCHOHATBHOTO
B3aMMOJECHCTBHA Ha
MHOCTPaHHOM(BIX) sI3bIKE(aX).

OOyuaromnuiicsi 3HaeT: MPo(ecCHOHANBHYIO IEKCHKY U TEPMUHOJIOTHIO, & TAKKe
rpaMMaTUKy HHOCTPAHHOTO SI3bIKa (10 COOTBETCTBYIOIIUM pa3iejaM TUCITUTUIAHEI).

Ipumepwr sonpocos/3adanuii

1. The term "softcopy" refersto . (Choose all that apply)
a) information displayed on a monitor screen
b) sound produced by a speaker

Test

1

HpI/IBO}]HTCH TUIIOBBIC BOIIPOCHI M 3aJlaHuA. OI.ICHO'—IHI)IC CpeacTBa, MPEAHA3HAYCHHBIC I MNPOBEACHUA aTTECTALMOHHOI'O

MEpONPUATHSL, XpaHITCs Ha Kadenpe B AOCTATOYHOM JJIsl TPOBEJICHUS] OLEHOYHBIX MPOLEAYp KOJIM4YecTBe BapuaHTOB. OlEHOYHBIE
CpeAcTBa MOAJIEKAT aKTyalH3alUH C YY4ETOM DPAa3BHUTHs HayKH, 0oOpa3oBaHHA, KyJNbTYpbl, S5KOHOMHKH, TEXHUKH, TEXHOJOTHH H
conuanbHON cepbl. OTBETCTBEHHOCTH 32 HEPACIPOCTPAHEHHE COAEPKAHUS OIIEHOYHBIX CPEACTB CPeH 00YJAIOIINXCSl YHUBEPCUTETA
HecyT 3aBelylomuni kadeapoi u npenogaBarels — pa3paboTUNK OLEHOUHBIX CPEJICTB.




¢) text documents stored on the flash drive
d) handwritten reports and essays

2. The most important hardware component is a tiny integrated circuit called the .
3. Central Processing Unit ¢) CRU
4. Central Processed Unit d) Center Process Unit
5. The physical parts of the computer system, which you can't see and touch, are called hardware.
a) TRUE ©b) FALSE
6.  makes it easier for the user to control the computer.
a) advanced features c) proprietary operating system
b) rechargeable battery d) an operating system with a graphical user interface
7. Programmable computers differ greatly in their . (Choose all that apply)
a) processing power C) memory capacity
b) performance d) physical size
VK-5.1: YuutsiBaeT OOyyaromuiicsl 3HAeT: IpaMMaTHYeCKHe NpaBHia M CTHIMCTHYECKHE HOPMBI PYCCKOTO H
pasHooOpasue u 0COOCHHOCTH H3y4aeMoro si3bIKa

Pa3Iu4HBIX KyJIbTYp, UX
COOTHOILIEHUE U B3aUMOCBSI3b

Ipumepur sonpocos/3adanuii

INoncraBbTe ciloBa M3 MPEATIOKESHHOTO CITUCKA. a)aerospace b) ambitious c) controversy d) coordinating e) liaison f)
mission g) probe h) stepping-stone i) to foster j) venture

Dennis: What do you do for a living, Frank?

Frank: I am an (1) engineer. I have been working for NASA for over fifteen years.

Dennis: Wow, that sounds fascinating. What projects have you been involved in?

Frank: Well, until recently, I was heavily involved in the Cassini (2). I don't know if you're familiar with it or
not - it's one of NASA's most expensive and (3) projects. We are sending a (4) to explore Saturn and
its moons.

Dennis: That sounds really interesting. Are you in any way involved in the construction of the International Space
Station?

Frank: Actually, that's what I'm working on now. I'm currently a technical (5) between NASA and several
European space agencies. It's an interesting job, but it can be a bit too much at times. The International Space Station
is probably the largest international (6) ever attempted, and I am constantly dealing with technical
difficulties, budget problems, and delays. It's not easy (7) the efforts of all those countries. I have been to
Europe three times in the last month, and I have to go to Kazakhstan next week.

Dennis: I understand there's some (8) surrounding the space station. Don't some people worry that NASA
is spending too much money on the project?

Frank: Many experts have complained that the project has grown out of control and become far too expensive. But I
look at it as more than a space station; I believe it's helping (9) international scientific cooperation. It's nice to
see the scientists of the world working together to create a (10) to the future.

VYK-5.2: TlonnepxuBaet OOyyaromuiicss 3HAeT: KOMMYHHKATHBHBIC CTpAaTerHd, MPUEMBI  B3aUMOJICHCTBHS,
B3aMOIIOHMMAaHHE MECKITY YUYUTBIBAKOIINC MNPOKCEMUYCCKUC, KUHECHUYCCKUEC, MNPOCOANYCCKHUE W HHBIC HCBCp6aIIbeIC
00y4aIOMIMMHUCS-TIPEICTABUTEISAMHI | CPEACTBA

Pa3UYHbBIX KYJIbTYP HABBIKA
oOIIeHns: B MUpPE KyJIbTYPHOTO
MHOT000pa3us

Ipumepor 6onpocos/3adanuti
3ananue. [lepeBeanTe cienyrommii TeKcT 6€3 OMOPHI HA CI0BAPb.

Learning Vocabulary

A new study shows that we could learn vocabulary while we are sleeping. This is great news for students struggling to learn a
new language. It is also good for anyone who is trying to expand their knowledge of words. Researchers from the University of
Bern in Switzerland have shown that it is possible to learn new information while we are sleeping deeply, and then recall this
information when we need it after we wake up. This new information includes foreign language vocabulary. The researchers
conducted tests on whether or not a person can remember new words and their translations while they were asleep. They said our
sleeping brain is much more aware of the outside world than we thought.

Researcher Marc Ziist said, "language areas of the brain and the hippocampus - the brain's essential memory hub - were
activated" after a person woke up. He said these areas of the brain allow us to remember vocabulary during deep sleep. The
researchers said that during deep sleep, our brain cells are active for a short period of time - about half a second. The cells then
enter into a period of inactivity - again, about half a second. The active state is called "up-state" and the inactive state is called
"down-state." The "up-state" period is the time when our brain could learn new vocabulary. The researchers say more research is
needed to be 100 per cent sure that we can learn vocabulary while asleep.

3aganue. BolmosiHuTE 3aJaHUS HA MOHNMAHHIE COACPIKAHUA ITPOYUTAHHOIO TEKCTA.

(a) True/ False




This story is great news for people struggling to learn a language. T/F
The research was conducted by researchers from a Swiss university. T /F
Researchers tested language translations while people were asleep. T /F
Our sleeping brain may be more aware of things than we thought. T /F
The hippocampus is the part of the brain used to forget things. T/F
In deep sleep, our brains are active for half-a-second at a time. T /F
A sleeping period called "up-state" allows us to learn vocabulary. T/F
The researchers are 100% sure we can learn vocabulary while we sleep. T/ F
ultiple choice quiz
When did researchers say we recall information learnt while we sleep?
a) just after breakfast b) in dreamland c¢) at 6am d) when we wake up
2. What did researchers say they tested besides new words?
a) sleep D) translations c) dreams d) grammar
3. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c) light d) phrasal verbs
4. What is the hippocampus?
a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
5. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c¢) two seconds d) half a second
6. What is the inactive state of our brain while we sleep called?
a) the "inter-state" b) the "up-state" c) the "down-state" d) the "dream-state"
7.  What can we do in the "up-state" period of our sleep?
a) sleepwalk b) speak English c¢) see with our eyes shut d) learn new vocabulary
(c¢) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word 'learn'?
3. How important is sleeping?
4. What is the best way to learn vocabulary?
5. What do you think of learning vocabulary while sleeping?
6
7
8
9.
1

(b)

~Z2ONO AW~

Is sleeping only for sleeping?
Could there be any dangers to learning while asleep?
How happy are you with your vocabulary?
What are your three favourite English words?
0. What else could we learn while we are asleep?

[TpoBepsieMblii 00pa3oBaTENbHBIN pe3ynbTar (2 cemecTp):

Kox 1 HanMeHOBaHUe HHANKATOpA OO0pa3oBaTeNbHBINA Pe3yIbTaT
JTIOCTHKEHHS] KOMIICTEHITHH
VK-4.1: ITIpumenser OOy4JaroLiics 3HACT: aKaJeMHYCCKYIO JIGKCUKY U TPaMMAaTHYCCKUE MOJICIIN Ha

COBPCMCHHBIC KOMMYHHKATUBHBIC | WHOCTPAHHOM S3BIKE (TI0 COOTBETCTBYIOIIUM pa3/eliaM TUCIUILIHHEI);
TEXHOJIOTUHU JJIs1 aKaJAEMHUYECCKOI'O
B3aUMOJCIICTBUA HA
HHOCTpaHHOM(BIX) sI3bIKe(ax)

Ipumepur sonpocos/3adanuii
Test

1. Alldatainthe RAMis __ when a computer is restarted or turned off.
a) rewritten b) deleted c) stored d) converted
2. Hanuwume kpamkuii omeem Ha 06wuti 0npoc.
Does the PSU receive direct current from an external source, and convert it into the alternating current?
3. All components of a computer ___electricity to operate.
a) replace b) prevent c) require d) respond
4.  RAM holds data while your PC ___it, but loses this data when the power is switched off.
a) isprocessing b) processes c¢) will process d) has processed
5. Iloobepume cnosa, nooxoosuue no KOHMeEKCHy.

respond  reliability assess capacity  considerable = generate
a) Ifyour tablet has a frozen screen and doesn't  to touch, you need to restart the device.
b) Semiconductor integrated circuits helped to improve the  of electronic devices.
¢) There are various utilities used to __ the performance of the CPU.
d) In 1986, the most high-end hard disk drives had only 40 MB in .
e) The overheating can cause __ damage to the internal components of the computer.
f) The faster disks consume more power, make more noise, and ___ more heat.

YK-4.2 ITpumMeHsieT CoBpeMeHHbBIE | OO0yuaronuiics 3HaeT: MPoheCCUOHATBHYIO JICKCUKY U TEPMHHOJIOTHIO, a TAKKE




KOMMYHUKATHBHBIC TEXHOJOTHH rpaMMAaTHUKy HHOCTPAHHOTO s3bIKa (TI0 COOTBETCTBYIOIIMM Pa3JiesiaM JTUCIUILIHHEI).
TUTsI Tpo(hecCHOHATEHOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepur sonpocos/3adanuii
Test

13. Two main characteristics determine the performance of the processor: .
a) theclockrate c¢) the number of cores
b) the form factor d) revolutions per minute

14. Which device allows several computers on a local network to share the Internet connection?
a) adapter b) amplifier c) router d) mail server

15.  Conocmasvme 0se uacmu npeonoxiceHusl.

1) Low or high temperature in the computer system A. SSDs will most likely replace hard disks.
may cause
2) Motherboards usually contain a number of B. they don't contain any moving parts.
expansion slots
3) A video card can either be integrated into a C. the amount of heat generated by them has increased as
computer's motherboard, or well.
4) USB flash drives are more reliable than external D. unexpected malfunctions during the operation of
hard drives because computers.
5) Due to their advantages and constantly lowering E. plugged into one of the slots on the motherboard.
prices,
6) As internal components of the computer have F. used to attach additional components like video cards
increased in speed and power consumption, or sound cards.
16. You can change the  of the screen to make text and other items larger or smaller.
a) resolution b) brightness c) capacity d) surface
17. If the touchpad is not working properly, you can try .
a) to update the drivers ¢) to press it harder

b) to reinstall the operating system d) to sell the laptop

VK-5.1: YuurbeiBaet OOywaroniics 3HAET: rpaMMaTHYeCKHe MPaBHIa W CTHINCTHYECKHE HOPMBI PYCCKOTO H
pa3HoobOpasue 1 0COOEHHOCTH H3y4aeMOro S3bIKa

Pa3IUYHBIX KYJIBTYp, UX
COOTHOIIICHHE U B3aMMOCBSI3b

Tpumepol 3adanuti
3ananue. [lepeBeauTe caeAyOMMil TEKCT §e3 ONMOPHI HA CJIAOBAPbD.

Online Learning

The year 2020 has been difficult for hundreds of thousands of teachers across the globe. They have had to learn to deliver their
lessons using online platforms. Millions of students have done their lessons via websites like Zoom. This has caused a major
transformation in education as technology has taken centre stage. The quality of education differs according to Internet speeds,
and the levels of teacher preparedness and teachers' competence in using technology. It also depends on the devices students
have. Many students had no lessons because they had no computer.

The Education Ministry in Malaysia has started a new initiative to help underprivileged children. Around 150,000 eligible pupils
will receive a device so they can participate in online lessons. Malaysia hopes to build on the success of this to expand the
programme. It wants to assist pupils and schools in need and find the best implementation method to expand it. There are plans to
enhance educational TV shows for students with no Internet access. Malaysia will also employ sign language interpreters to help
the hard of hearing. It wants to focus on students' needs.

3ananue. BoInojiHUTE 321aHUSI HA TOHUMAaHHeE COACPKAHUA MPOYUTAHHOIO TEKCTA.

(a) True/ False
The article says millions of teachers got to grips with online platforms. T/F
The article says online lessons have transformed education. T /F
The article says the level of teacher competence in technology differs. T /F
Many students could not learn online because they had no computer. T /F
Malaysia will help up to 150,000 students to learn online. T /F
Malaysia said it wants to help students become pilots. T/F
Malaysia will use sign language interpreters online. T /F
. A teacher said Malaysia was not considering the needs of students. T /F
(b) Multiple choice quiz
1.  What kind of year does the article say teachers have had?
a) an educational one b) a crazy one c) a tumultuous one d) a good one
2. What did teachers have to get to grips with?
a) online platforms b) their hands c¢) tests d) homework
3. Who has been stuck at home?
a) students  b) an education minister c) engineers d) teachers
4. What has taken centre stage?
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a) English b) technology c¢)tests d) homework
5. Why were some students deprived of lessons?
a) not enough teachers b) power cuts
c) they had the wrong platform d) no computers, tablets and smartphones
6. What has Malaysia's Education Ministry rolled out?
a) anew curriculum b) a new initiative c¢) a homework plan d) new tests
7.  What will Malaysia's government enhance?
a) test security  b) software  c¢) educational TV programming d) Internet speeds
(c¢) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word 'online'?
3. What do you think of online learning?
4. Would you prefer face-to-face or online learning?
5. What are the advantages of online learning?
6. What experiences do you have of online learning?
7.  Why might teachers like teaching online?
8. What is the best platform for online learning?
9. Who is online learning good for?
10. Should all students be learning online in the future?

VK-5.2: [lonaep>xuBaet OOyuwaronmuiicss 3HAeT: KOMMYHHKATHBHBIC CTpAaTerdd, MPUEMBI  B3aUMOJCHCTBHS,
B3aUMOIIOHUMAHHUC Me){(;[y YYUTBIBAKOIINEC MPOKCEMUYCCKUEC, KUHECCHYCCKHUEC, MNPOCOANYCCKHUE U HHBIC HCBep6aHBHLIC
00yYaIOIIUMUCSA-TIPEICTABUTENIIME | CPEACTBA

Pa3IUYHBIX KYJIbTYP HABBIKH
OOILEHNSI B MUPE KYJIBTYPHOTIO
MHOT000pasus

IIpumepol 6onpocos/3adanuti
3ananue. [lepeBeanTe cienyrommii TekcT 63 OMOPHI HA CI0BAPb.

Exam Security

Algeria has turned off its Internet all over the country to stop students cheating in high school exams. Algeria's government said
it wanted to do something to stop students secretly going online during nationwide school tests. All Internet service was stopped
for an hour after the start of each of the exams. The government will shut the Internet down during the whole exam season,
between June 20 and June 25. In addition, all electronic devices with Internet access have been banned from the country's 2,000
exam centers. Even teachers cannot take phones into the exam halls. There were many problems in 2016 when test questions
were leaked online both before and during exams.

Algeria's Education Minister Nouria Benghabrit told the Algerian newspaper Annahar that Facebook would also be blocked
across the country for the six days the exams were taking place. She said she did not like doing this but she could not do nothing
and give opportunities to students to cheat in tests. As an added security measure, metal detectors will be placed in all exam halls,
and security cameras and mobile-phone blockers have been set up at the printing companies where the exams are printed. Many
students thought the government was doing the right thing. Rania Salim, 16, said it wasn't fair that students who didn't study
could get help in exams by using their mobile phone to cheat.

3aganune. BoimosnuTe 3aaHus HA MOHAMAHHE COACPKAHUA MPOYUTAHHOIO0 TEKCTA.

(a) True/ False
1. Algeria has turned off the Internet in high schools but not universities. T /F
Algeria's Internet is being cut off for 24 hours on exam days. T/F
Students can take smartphones into exam halls but must turn them off. T/F
Many exam questions were leaked online in 2016. T /F
Algeria's education minister has blocked Facebook for six days. T /F
The government has put metal detectors in all exam halls. T /F
The government has put security cameras in test-printing companies. T/F
A 16-year-old student disagreed with the government's actions. T /F
(b) Multlple choice quiz
1. What exams did the government want to stop people cheating in?
a) IELTS b) university entrance exams c) high school exams d) law exams
2. How long will the Internet shut down for after each exam starts?
a) an hour b) 90 minutes c¢) 3 hours d) 12 hours
3.  What did the education minister say would be blocked for six days?
a) school gates b) Facebook c) Twitter d) roads
4. What will be put in all exam halls for extra security?
a) anti-cheating robots b) lasers c¢) guards d) metal detectors
5. Where has the government put security cameras?
a) student desks b) printing companies c¢) on school rooftops d) in libraries
(c¢) Discussion
1. Did you like reading this article? Why/not?
2. What do you think of when you hear the word 'security'?
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3. What do you think about what you read?

4. Would you report someone you saw cheating?

5. Should all exams have metal detectors and security cameras?
6. Where else should mobile phone blockers be installed?

7. What else could the government have done?

8.  What advice do you have for cheating students?

9. Is there a better way to assess students than exams?

10. What questions would you like to ask the education minister?

2.2 TunoBble 3a1aHUSA VISl OLIEHKH HABBIKOBOI0 00pa30BaTeJIbHOIO pe3yJibTaTa

[TpoBepsiembIii 0Opa3oBaTeabHBIN pe3yabTaT (1 cemectp):

TS aKaJIEMHAYECKOTO
B3aMMOJIEHCTBUS Ha

KOMMYHUKATUBHBIC TEXHOJIOTUN

MHOCTPaHHOM(BIX) SI3bIKe(aX)

Kox n HanmeHOBaHMEe OO0pa3oBaTeIbHBIN Pe3yIbTaT
WHAWKATOpa TOCTHYKEHUS
KOMITCTCHITUH
VK-4.1: [Ipumensier OOyyJaronuiicss yMeeT: CTPOUTh JUATOTHYCCKIE BEICKA3bIBAHNS HA aKaICMIUCCKUE U
COBpEMEHHbIE po¢heCCUOHATIBHBIC TEMBI (110 COOTBETCTBYOIIUM pa3zieiiaM JUCIUIUINHBI);

Nk W=

10.

11.
12.

13.

14.

15.

3anganue. CodecegoBaHne MPOBOIUTCS MO CJACAYIOIIMM TeMaM:
1. Which rules of email etiquette are relevant to your professional life?

2.  What is the purpose of a partnership proposal?

3. What is a reference letter? What are the rules of writing it?

4. What is the purpose of a covering letter?

5. What are the rule of writing a covering letter for a grant proposal?

IIpuMepsI BONPOCOB /ISl co0ece10BaAHNA:

Have you ever written a summary?

Why do we write them?

How long should a summary be?

What is a topic sentence? Where do you find it in a paragraph?

How often do you write articles? What else do you have to write when you submit an article?

What is an abstract?

Have you ever applied for a grant? If yes, was it an international or an internal grant? If it was an
international grant, did you need any help to fill in the application forms? Have you ever had to write a
grant application or proposal in English? What do you think helps to get funding for an academic
project?

What are the rules of writing an executive summary of a grant proposal in order to get funding?

What visuals are usually used by scientists in your field to present data? If you use visuals in research
papers, do you use them extensively or only for certain aspects? Why? / Why not?

In which fields of study do researchers need to describe trends or changes? What type of visual would
you choose if you had to describe trends and changes in your field?

What is the structure of an article?

When are you likely to write an abstract for an article: before you write your article, after you have
written it or at the same time you write it? Why? How long is an abstract in your field of research?
What does its length depend on? Which abstracts do you usually write: informative (they give the
main results) or indicative (they only indicate what kind of research has been conducted)?

Do you regularly read reviews of books in your field? In which ways might they be useful to you?
Have you ever written a book review? Was it positive or negative?

Where in a journal article can you often find references to other authors’ work? Where are they
unlikely to appear? Why?

Do you find writing the Introduction section of an academic article easy or difficult? Why? What is the




main purpose of the Introduction section? What kind of information do you always include in this
section?

16. How can the Method section of an article be helpful for researchers? What other names for this section
are used in journals from your field?

17. Do journals in your field of study allow a separate Discussion section? If not, is it combined with the
Results section or the Conclusion section? Which section of an article might be less objective, in your
opinion?

18. You have written an article for publication. How long does it usually take to get it published? What are
the steps towards this goal? Present your ideas in a diagram or a flow chart.

VK-4.1: [Mpumensier | OOyuaromuiics BiajeeT: HaBBIKAMU H3BJIEKaTh HEOOXOIUMYIO TEKCTOBYIO HMH(pOpMAIUIO,
COBpEMEHHBIE KOMMYHHUKATHBHBIC | aHAJIM3HPOBaTh W 0000mIaTh ee B MESIX aKaJIeMHUYECKOTO B3aMMOJCHCTBUS B YCTHOW U
TEXHOJIOTHH JJIsl aKaJIeMHUYECKOTO | MUCbMEHHOW (opmax;

B3aNMOJIEHCTBUS Ha
MHOCTPaHHOM(BIX) SI3bIKe(aX)

Ipumepul 3a0anuti

3ananne. IlepeBenure ciaeaywommii TekcT 6e3 ONMOPLI HA CJI0BAPb.
Online Lectures

A university professor in Singapore gave a two-hour online lecture but didn't realize he was on mute. Professor Wang, who
teaches Maths, was not aware that throughout his online presentation, the microphone on his computer was switched off. This
meant that none of the students attending his online class heard what professor Wang was talking about. His university switched
his classes online to help reduce the spread of COVID-19. His lecture started well but then it froze. The video came back but the
mic was off and professor Wang did not notice. One of his students says it might have been because the professor was using an
iPad and not a computer.

Students tried many times to contact professor Wang during the lesson but could not get through to him. They waved their arms
and even tried calling him on his personal phone. A video of the moment he understood his mic was off has gone viral on the
Internet. It has received more than 653,000 views. After realizing what happened, professor Wang appeared shocked and stressed.
He said he was upset at the thought of wasting two hours of his students' time. He has offered to redo the lecture at a different
time so his students do not miss that class. One of his students posted on social media about the professor's mishap. She wrote: "I
took a class under him before and he teaches well. I feel bad for him."

3a11alme. BbinoJiHUTE 3aaHUSI HA TOHUMAHHUE COACPKAHUA MPOYUTAHHOIO TEKCTA.

(a) True/False

1. The professor in the article teaches computer coding. T /F
Not a single student heard what the professor was saying. T /F
The article said the professor froze. T /F
A student blamed the mishap on aniPad. T/F
Students waved their phones at the professor. T /F
A video of the professor has gone viral on the Internet. T /F
The professor is sad because he wasted his students' time. T /F
The professor said he would not redo the lecture. T /F
(b) Comprehension questions

e A i

In which country was the professor teaching online?
What does the professor teach?
What did the university want to stop the spread of?
What happened to the professor's lecture after it started?
What did a student say the problem might have been?

6. What did students wave?
(¢) Multiple choice quiz

AN

1. In which country was the professor teaching online?

a) South Africa b) Singapore c¢) Sierra Leone d) Slovakia




2. What does the professor teach?
a) coding b) English c) architecture d) maths
3.  What did the university want to stop the spread of?
a) COVID-19 b) disinformation c) fake news d) gossip
4. What happened to the professor's lecture after it started?
a) it went viral D) it got lots of views c¢) it froze d) it was full
5. What did a student say the problem might have been?

a) a glitch b)aniPad c)avirus d)apower cut

VK-4.2: [Ipumensier
COBpEMEHHbIE
KOMMYHUKATHBHBIE TEXHOJIOTHH
U IpOoeCcCHOHATBHOTO
B3aUMO/ICHCTBUSI HA PYCCKOM U
HHOCTpaHHOM(BIX) sI3bIKe(aX)

O6yqa}0mnl71cs{ yMECT: ACMOHCTPHUPOBATH B3aMMOIIOHMMAHUC MEIKIY O6y‘laIOIIII/IMI/IC${ —
MMPEACTAaBUTCIIAMUA Pa3JIMYHBIX KYJBTYP C CO6J’[IO}I€HI/ICM OTUYCCKUX U MCKKYJIbTYPHBIX HOPM

3aganue. Col0eceoBaHue MPOBOJAMTCS MO CJIeIYIOUIUM TeMaM:
—  Cybersecurity (Kubepbe3omacHOCTb)

— Data protection (3amura na(pOpMAIIN)
— Hackers and Cyberattacks (Xaxeps! u knubepaTaxn)

ITpuMepsbI BONPOCOB /IS cO0ece 10BaAHMA:
1. Is there a method to protect computer systems, networks, and data from cyber threats?
2. What questions does a lot of security boil down to?
3. Should access be given to the wrong people, but refused to the right people?
4. What method is used to differentiate between the right and wrong people?
5. How many types of authentication are there? Could you list these types?
6.  What "what you know" authentication based on?
7. What can be done to prevent brute-force attacks?
8. What is "what you have" authentication based on?
9.  What is "what you are" authentication based on?
10. What are classic examples of the third type of authentication?
11. Which type of authentication is the easiest to implement?
12. Which type of authentication do you consider the most reliable one?

Why do security experts suggest using multi-factor authentication for important accounts?

YK-4.2: IIpumenser
COBPEMEHHBIE
KOMMYHHUKaTHBHBIC TEXHOJIOTHUH
JULs TPO(heCCHOHATIBHOTO
B3aNMOJEHCTBUS Ha
MHOCTpaHHOM(BIX) sI3bIKe(ax)

OO0yuatomuiics BIageeT HaBpIKaMi OOBEAMHEHHS OTACNIBHBIX MTPEII0KEHHUH, UCTIONb3YS
TTOJTHBIA HA0OP JIEKCUYECKUX, TPAMMATHYCCKUX, CHHTAKCHYECKUX M JIOTHYECKUX CPEACTB, B
CBSI3HBIN TEKCT, 00BEM KOTOPOTO OTIpenesieTcs] HeOOXOANMOCTHIO OITMCAHUS TIpeaAMeTa
MMO3HAHUS

Ipumepol 3a0anuii




3ananue. [lepeBenure ciaeayrouuii TeKcT 0e3 ONOPHI HA CJIOBAPb.
Companies still fixing Heartbleed bug

Many companies are trying to make their websites safe from a new Internet bug called Heartbleed. It is like a hole in the security
of websites that hackers can use to get private information. The bug was in security software used by most Internet sites. Millions
of sites used the software after it became available on New Year's Eve, 2011. The bug was in it then but was only found last
week. The big sites, like Google, Yahoo, YouTube, Amazon, etc., quickly made a patch to fix the bug. However, many small
sites and thousands of apps are still at risk. It is still possible for hackers to access passwords and other confidential information.
Hackers already broke into Canada's tax system and stole 900 passwords.

Internet security experts say more than a third of people who use the Android Jelly Bean OS are still waiting for a patch. Google
has made all of its other services safe, such as Search, Gmail, YouTube and Play, but is working with its partners to create a fix
for Jelly Bean. BlackBerry is also working to release a patch to its users later this week. Meanwhile, the man who accidentally
created the bug spoke to reporters. He said: "I am responsible for the error because I wrote the code." He added: "Unfortunately,
this mistake also slipped through the review process and therefore made its way into the released version." He said it was a
"simple programming error".

BpinosnuTe 3a1aHus HA MOHAMAaHHE COACPKAHUA MPOYUTAHHOI0 TEKCTA.

(a) Multiple Choice
1. What did the article say HEARTBLEED was like?
a) a hurricane b)ahole c)amonster d)aheadache
2. What did many sites quickly make after HEARTBLEED had been identified?
a)money b)excuses c)apatch d) mistakes
3. Who is Google working with to create a patch?
a) the World Wide Web  b) the US Government  ¢) Facebook  d) its partners
4. When will BlackBerry's patch be available?
a) later this week  b) next month  c¢) tomorrow  d) when the manager comes back
5. Why does the man who created the bug say he is responsible?
a) he wrote the code c¢) he was the chief bug-spotter
b) he did not report it d) he knew it would be a problem
6. What kind of mistake did the man say he made?
a) ahuge one b) an unforgivable one c) a simple one d) the kind anyone could make
(b) Comprehension questions
What did the article say Heartbleed was like?
How many sites used the infected software?
In what year did Heartbleed appear?
What did many sites quickly make?
How many passwords did hackers steal?
How many Jelly Bean users are waiting for a patch?
Who is Google working with to create a patch?
When will BlackBerry's patch be available?
Why does the man who created the big say he is responsible?
10 What kind of mistake did the man say he made?
(¢) True/ False

WPX_AN R WD =

1. The Heartbleed bug is five years old. T/F
2. Hackers can use the bug to get private information from websites. T/F
3. Heartbleed first appeared on the Internet on New Year's Eve, 2011. T/F
4. Hackers stole 9,000 passwords from Britain's tax system. T/F
5. Over a third of Android users are waiting for a patch to fix the bug. T/F
6. Google said the bug is not a danger to all of its online services. T/F
7. BlackBerry has sent a patch to all of its users. T/F
8. The man whose mistake created the bug said it was not a simple error. T /F
VK-5.1: YautsiBaet OOyy4aronuiicss yMeeT: BECTH KOMMYHHUKAITIIO B MUPE KyJIbTYPHOTO MHOTOO0pa3us

pasHoobpas3ue u 0COOEHHOCTH
Pa3IMYHBIX KYJIBTYD, HX
COOTHOIIIEHHE ¥ B3aUMOCBSI3b

Tpumepwr sonpocos/z3adanuii

3ananue. [loaroToBsTE YCTHOE COOOIIEHHE TN NPE3EHTALUIO HA CJIeyIOIHE TEMbI:
— How the Internet works
— Communications and Networks
-  World Wide Web

VYK-5.1: YautsiBaeT pazHooOpazue | OOydarommiics BageeT HaBBIKaMH «HH(DOPMAIIMOHHON SKOHOMHUWY, TOITYCKAIOIMIEH PH
1 0COOCHHOCTH Pa3IH4YHBIX 00CYKIICHUH CIIOKHBIX BOIIPOCOB KaK Ha POJHOM, TaK U Ha HHOCTPAHHOM SI3BIKE TOJIBKO
KyJbTYpP, X COOTHOLICHHE U OJIHY €MHUILY HH(POPMAIIMU HA OHO TpeUIoKeHHe 1o npuHIuIy: « OJTHO MpeioxKeHne
B3aHMOCBSI3b — OJIHa eJMHHLA HHOPMALIUID)




Tpumepor sonpocos/z3adanuii
3ananue. [lepeBeanTe CIEAYIOMIYIO CTATHIO € OMOPOii HA CJI0BAPD.

Can the Internet Break From Overuse?
By: Nathan Chandler

The coronavirus pandemic (and its self-quarantine measures) is keeping adults and kids at home and on their computers and
smartphones for work, school or recreation, making unprecedented demands on the internet. In fact, Netflix and YouTube are
reducing streaming quality in Europe to prevent internet overload. The changes came after EU officials asked streaming services
and individual users to stop using high-definition video "to prevent the internet from breaking," as CNN put it on March 20. This
news has a lot of us asking: With so many people at home using huge amounts of data, could the internet suddenly just stop
working?

You can rest easy. Outright internet failure is possible but unlikely, say experts who observe technology and internet usage
around the world. Cyberattacks or the physical cutting of cables under the sea that carry enormous amounts of internet traffic are
more likely to disrupt the internet than too much activity.

"Nothing, including the internet, is invulnerable to overload. But the internet has an enormous amount of redundancy and backup
in its systems," says Paul Levinson, professor of communications and media studies at Fordham University. "This means that
although one app or system can go down, it's unlikely that the whole system will collapse. Also, given that the people who work
on the internet are used to working from home, many of them are already in place to work [this way], even in this time of crisis."
Ookla chief technology officer Luke Deryckx says the real concerns are not the internet infrastructure but rather the increased
numbers of end users all sharing the same WiFi system (such as family members). His company analyzes internet traffic patterns
and provides speed tests to people who want to understand how fast (or slow) their online connections really are.

VK-5.2: [lonaepxuBaet OOyuaromuiicsi yMeer: JIeMOHCTPUPOBATh B3aUMOIIOHHMAaHUE MEXAY OOYyYaroIIMMHCS —
B3aUMOIIOHMMaHNE MEXIY NPEACTaBUTESIMUA PA3JIMUHBIX KYJIBTYpP C COOJIOJEHMEM JITHYECKHX W MEXKYJIbTYPHBIX
00y4aroIUMHCS- HOPM

HpEeJCTaBUTENAMH Pa3IUIHbBIX
KyJIBTYp HaBBIKH OOILEHUS B MUPE
KyJIbTYPHOTO MHOT000pa3us

Tpumepwr sonpocos/3adanuii
IIpumepsbl BONPOCOB [1JIsl cOOece0BAHMA:
1. Is there a method to protect computer systems, networks, and data from cyber threats?
2. What questions does a lot of security boil down to?
3. Should access be given to the wrong people, but refused to the right people?
4.  What method is used to differentiate between the right and wrong people?
5. How many types of authentication are there? Could you list these types?
6.  What "what you know" authentication based on?
7. What can be done to prevent brute-force attacks?
8. What is "what you have" authentication based on?
9.  What is "what you are" authentication based on?
10. What are classic examples of the third type of authentication?
11.  Which type of authentication is the easiest to implement?
12. Which type of authentication do you consider the most reliable one?
13.  Why do security experts suggest using multi-factor authentication for important accounts?

VK-5.2: [lonaepxnBaet OO0yuaromtuiics BiIajeeT HaBBIKaMU OOBETUHEHHUS OTACTBHBIX MPEATIOKCHUHN, HCIIOIB3Y S

B3aHMOIIOHHMaHHE MEXIY MOJTHBIA Ha0Op JEKCHYECKUX, TPAMMATHYCCKHX, CHHTAKCUUECKUX H JIOTHYECKHX CPEICTB,
00yYarOIUMHUCS-TIPEICTABUTEISIMEA | B CBSI3HBIN TEKCT, 00BEM KOTOPOTO OIpeIesieTcss HeOOXOANMOCTBIO OITMCaHUS peIMeTa
Pa3JINYHBIX KYJIbTYp HaBBIKK MO3HAHUS

OO0IIEHNS B MUPE KYJIBTYPHOTO
MHOT000pa3ust

Ipumepul 6onpocos/3adanuti
3aganue. [lepeBenuTte ciieAyIOUIYI0 CTATHIO 0€3 OMOPHI HA CI0BaPh.

General Hacking Skills

When you build a house, you should have a strong base; it's the same if we are talking about hacking. You need a base in hacking
too so there are a few hacking skills that are basic skills and I am going to present them to you.

First of all, you should know how to program and if you don't know you should learn as fast as possible because that's in a
hacker's basic package. Programming is the main skill, if you are a beginner and you don't know what a computer language is
about, then start using Python. It's very good for beginners because everything in Python is so clear and it's very well
documented. I'd personally say it was designed 50% for beginners due to the simplicity you can work with. You can find helpful
tutorials at Python web site https://www.python.org/.

After learning some basic programming, you will progress and I recommend learning how to work with C, the core language of
UNIX. Furthermore, if you know to work with C, it would not be complicated to work with C++ because they are very close to
each other.

There are other programming languages that are important to hackers such as Perl or LISP. Perl is the best option if you love
practice work. Despite this, Perl is used a lot for system administration. LISP is harder to understand. But once you get it, you
will be very proud of yourself and experienced because it will definitely help you to be a better programmer.




Actually, only knowing the programming languages is not enough because you should exercise with yourself to think about
programming and solving the problems in a big way without a lot of time needed. Programming is not an easy skill so you have
to write and read codes and repeat them until you get a certain meaning.

HTML is the Web's markup language and it means Hypertext Markup Language. It's very important because you learn
practically how to build a web page from zero, and it's helping a lot if you are at the start of programming because it's codes will
run your mind. Writing in HTML definitely opens your horizons and makes you think even bigger than before. What I love about
HTML is that you are able to create anything, you can write, you can create images and forms as you like only by knowing the
codes.

[TpoBepsiembIii 00pa3oBaTEILHBIN pe3yabTaT (2 ceMecTp):

Kox n HanmeHOBaHMEe O0pa3oBaTeNbHBINA PE3yNbTaT
WHAWKATOpA TOCTHYKEHUS
KOMITCTCHITHH
VK-4.1: [Ipumensier OOyyJaronuiicss yMeeT: CTPOUThH AUATOTHYCCKIE BHICKA3bIBAHUS HA aKaICMIUCCKUE U
COBpEMEHHBIE po¢heCCUOHATIBHBIC TEMBI (110 COOTBETCTBYOIIUM pa3zieiiaM JUCIUIUINHBI);

KOMMYHHUKATHBHBIC TEXHOJIOTHU
JUTS aKaAeMU9IEeCKOTO
B3aNMMOJICHCTBHUS Ha
MHOCTPaHHOM(BIX) SI3bIKE(aX)

3anganne. CodecegoBaHne MPOBOIUTCS MO CJACAYIOIIMM TeMaM:

Computer Basics: What is a Computer? (Uto Takoe koMmbroTep?)

Types of Computers: Computers for Personal Use. (KoMmbroTeps! 1151 IepCOHATBHOTO HCIIOIB30BAHMS)
Types of Computers: Computers for Organisations. (Kommberoteps! 11 6usneca u pabOThI)

Computer Hardware: Internal Components. (Anmapataoe obecriederue: BHyTpEHHEE YCTPOHCTBO KOMIIBIOTEPaA)
Computer Peripherals: Input Devices. (Ilepudepns kommnpioTepa: ycTpoiicTBa BBOIa)

Computer Peripherals: Output Devices. (ITepudepust komnprorepa: ycTpoicTBa BEIBOIA)

Introduction to Computer Software. (ITporpamMHoe 00ecrieyeHrE KOMITBIOTEPA)

System Software. (CucreMHO€ IIpOrpaMMHOE 00CCIICUCHHUE)

XN kW=

Application Software. (IIpukiranHoe nporpaMmHoe obecriedeHue)
. How the Internet works. (Ilpunuunst padots! MHTEpHETA)

—_ —
—_— O

. Communications and Networks. (CucTembI CBSI3U 1 KOMMYHHKAIIHOHHBIE CETH)
. World Wide Web. (Bcemupnas [laytuna)

. Cybersecurity. (Kubep6e3omnacHocTb)

. Data protection. (3amuTa nadopmarin)

. Hackers and Cyberattacks. (Xaxeps! u kubepaTakn)

— e
wn A W N

16. Malware (BpenoHocHOe IporpaMMHOE 00eCIIeYeHHUE )

ITpuMepsbI BONPOCOB /IS cO0ece10BaAHMA:
17. What is the most common way hackers get into computer systems?
18. What is social engineering?
19. What is the most common type of a social engineering attack?
20. Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?
21. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?
22. How do Trojans commonly penetrate into a computer system?
23. What is ransomware?
24. What is a brute force attack and how do modern systems defend against it?
25. If an attacker doesn't have physical access to a device, how can he hack it?

26. What kinds of hacking attacks are you aware of?




27.

YK-4.1: [pumensier | OOyuarouuiicsi BiajgeeT: HaBbIKAMH H3BIEKaTh HEOOXOIUMYIO TEKCTOBYIO HH(OPMAIHIO,
COBPEMEHHBIE aHaJM3MpOBaTh M 0000LIaTh €e B LENsIX aKaJeMHUYECKOro B3aWMOJACHCTBUS B YCTHOH U
KOMMYHHUKAaTHBHBIE TEXHOJIOTHH | MMChMEHHOH (hopmax

ULt aKaJlEMHIECKOTO

B3aUMOJIEHCTBUS Ha

HHOCTpaHHOM(BIX) sI3bIKe(aX)

Ipumepol 3a0anui

3ananue. [lepeBenute ciaenywuiuii TekcT 0€3 ONOPHI HA CIOBAPD.
Microsoft blames U.S. spy agency for WannaCry

The technology company Microsoft is angry with America's National Security Agency (NSA). Microsoft said the WannaCry
ransomware cyber-attack happened because the NSA keeps lots of cyber-weapons on its computers. Ransomware is a type of
harmful software that blocks access to a computer until the owner of the computer pays money (a ransom) to the hackers. The
NSA is America's military intelligence organization. It helps to keep America's communications and information systems safe. It
is also responsible for stopping cyber-attacks against the USA. However, experts say the WannaCry ransomware used computer
spying tools originally designed by the NSA.

Microsoft President Brad Smith said governments needed to wake up to the problem of storing cyber-weapons that hackers can
steal. He said it was as big a problem as someone stealing missiles from the USA. When talking about the WannaCry attack, he
said: "This attack provides yet another example of why the stockpiling of [these things] by governments is such a problem." The
European police agency Europol said WannaCry has affected 200,000 computers in 150 countries. In the UK, WannaCry caused
many problems with the work of Britain's National Health Service. Many operations were cancelled. Experts warned people to
back up their files because a second wave of attacks could come.

3aganue Ne 6.3. BoInoJiHNTE 3aJaHUs HA IOHUMAHHE COAeP:KAHUS MPOYUTAHHOTO TEKCTA.

(a) Multiple Choice
1. What does the NSA keep a lot of on its computers?
a) names b) cyber-weapons ¢) dust d) photos
2. What must people pay hackers to get access to their computers back?

a) a salary b) respect ¢) costs d) a ransom

3.  What does the NSA help to do to the USA's information systems?
a) update them b) systematise them c) keep them safe d) inform them
4.  Who did experts say designed the spying tools used in WannaCry?
a) the military b) the FBI c) hackers d) the NSA
5. What did Brad Smith compare the stealing of cyber-weapons to?
a) stealing missiles b) storing ¢) stockpiling d) waking up
6. What was cancelled in Britain's National Health Service?
a) files b) operations ¢) back-ups d) holidays
7. What did experts say there could be a second wave of?

a) attacks b) surfing ) warnings d) problems

(b) True / False

1. America's National Security Agency has cyber-weapons on its computers. T/F
2. Ransomware means people must pay hackers to access their files. T/F
3. The WannaCry hackers used spying tools first created by the NSA. T/F
4. Microsoft's president said governments needed to wake up. T/F
5. Brad Smith said governments storing cyber-weapons isn't dangerous. T/F
6. The WannaCry ransomware affected over 250,000 computers. T/F
7. Experts said the wave of attacks was now over. T/F

(c¢) Discussion
1. Did you like reading this article? Why/not?
2.  What do you think of when you hear the word 'agency'?
3. What do you think about what you read?




How worried are you about cyber-attacks?

How much would you pay to get access to your computer files?

What damage can hackers do?

Are the hackers more intelligent than the computer security companies?
Can you live without a computer?

What would happen if hackers stopped the Internet?

0 What questions would you like to ask the boss of the NSA?

SeeNoue

YK-4.2 [Ipumensier OO0yyJaroIuiics yMeeT: CTPOUTh MOHOJIOTHYECKHE COOOIICHHUS Ha IPO(PECCHOHATBHBIC TEMBI
COBpPEMCHHBIC (10 COOTBETCTBYIOIIUM pa3/ieiiaM JUCITUTLTUHEI).

KOMMYHUKAaTHUBHBIC TEXHOJIOTUN
JUTS aKaJIeMUYEeCKOT0
B3aUMOJECHCTBHS HA
HHOCTpaHHOM(BIX) sI3bIKE(ax).

Tpumepwl 3adanuti

3aganne. Co0eceqoBaHne NPOBOJUTCS MO OJHOM U3 CJICAYIOIIMUX TEM:
— Computer Basics: What is a Computer? (Uto Takoe KoMIb0TEp?)
- Types of Computers: Computers for Personal Use. (KoMIbroTeps! U151 HIEPCOHAIEHOTO UCTIOIBE30BAHIS)
— Types of Computers: Computers for Organisations. (Kommbroteps! s 6nzHeca 1 paboThI)
- Computer Hardware: Internal Components. (AnnaparHoe obeciicyeHue: BHyTPEHHEE YCTPOMNCTBO KOMIILIOTEPA)
- Computer Peripherals: Input Devices. (Ilepudepus koMmsroTepa: yCTpOHCTBa BBOJA)
—  Computer Peripherals: Output Devices. (Ilepudepnst kommnproTepa: ycTpoicTBa BBIBOJIA)
— Introduction to Computer Software. (IIporpamMmmHOe 0OecrieueHIE KOMITBIOTEPA)
- System Software. (CuctemMHOE TporpaMMHOe 0OecrieueHIe)
— Application Software. (IlpuxnagHoe nporpaMmuoe obecrieueHue)
- How the Internet works. (IIpuaituns: pabotst MIHTEpHETA)
— Communications and Networks. (CucTeMBbI CBSI3H 1 KOMMYHUKAIIHOHHBIE CETH)
- World Wide Web. (Bcemupnas ITayruna)
- Cybersecurity. (Kubepbe3omacHocTb)
— Data protection. (3auura nHpOpMAaIHN)
— Hackers and Cyberattacks. (Xakeps! u kubeparakn)
- Malware (BpenoHocHOe mporpaMMHOe 0OecIieueHuE)

IIpumepsbl BONPOCOB [1JIs1 cOOeceJ0BAHMSA:
1.  What is the most common way hackers get into computer systems?
What is social engineering?
What is the most common type of a social engineering attack?
Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?
The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?
How do Trojans commonly penetrate into a computer system?
What is ransomware?
What is a brute force attack and how do modern systems defend against it?
If an attacker doesn't have physical access to a device, how can he hack it?
10 What kinds of hacking attacks are you aware of?

PN U AW

VK-4.2 [Ipumenser OOyuaronuiics BiaJieeT: HaBbIKaMH U3BJIEKaTh HEOOXOUMYIO TEKCTOBYIO HH(OPMALIHUIO,
COBpPEMEHHBIE aHAJIM3MPOBATh U 0000IIATh €€ B LEeNsIX NPo(eCcCHOHATBHOTO B3aNMO/ICHCTBUS B YCTHOH 1
KOMMYHHUKATHBHbBIE TEXHOJIOTHH | IIMChbMEHHOH (hopMax.

JUIA aKaJIeMU4eCKOTo
B3aUMOJECUCTBHS HA
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Tpumepol 3adanuti
3aganmne. IlepeBenure ciieAyONUIyI0 CTATHIO C ONOPOi HA CJIOBAPb.

How to Avoid Spyware
By: Peter May

The brief history of personal computing is replete with advances in productivity, processing power and entertainment. From word
processing to e-mail to the World Wide Web, computer technology has forever changed the way we work and play. As with any
new technology, however, these advances have also provided new methods for criminals to separate us from our money. One of
those methods is spyware.

According to a number of sources, the first use of the term spyware occurred in a 1994 posting that made light of Microsoft's
business model. Later, the term was used to describe devices used for spying, such as small cameras and microphones. In 2000, a
press release from security software provider Zone Labs used the current meaning of spyware for the first time and it's been used
that way ever since.




Spyware is software that resides on a computer and sends information to its creator. That information may include surfing habits,
system details or, in its most dangerous form, passwords and login information for critical applications such as online banking.
Many spyware programs are more annoying than dangerous, serving up pop-up ads or gathering e-mail addresses for use in spam
campaigns. Even those programs, however, can cost you valuable time and computing resources.

Often, spyware comes along with a free software application, such as a game or a supposed productivity booster. Once it's
downloaded to your computer, the functional element of the software works exactly as promised, while the information-gathering
system sets up shop behind the scenes and begins feeding your personal data back to headquarters.

In many cases, the hidden activities of the software are clearly described in the end-user license agreement (EULA) that is
displayed during the installation process. This protects the developer from potential legal action because they can prove you knew
(or should have known) that the program included this functionality when you installed it. Most of us, however, don't read
EULAs because they are long, boring and written in hard-to-understand legalese. As further proof that there's a software
application for everything these days, you can now obtain software that will read EULAs for you and display a warning if
keywords or phrases indicate there's a spyware risk.

3aganune. BoimosnuTe 3aaHus HA MOHAMAaHHE COACPKAHUA MPOYUTAHHOIO0 TEKCTA.

(d) True/ False
9. This story is great news for people struggling to learn a language. T /F
10. The research was conducted by researchers from a Swiss university. T/F
11. Researchers tested language translations while people were asleep. T/F
12. Our sleeping brain may be more aware of things than we thought. T /F
13. The hippocampus is the part of the brain used to forget things. T /F
14. In deep sleep, our brains are active for half-a-second at a time. T /F
15. A sleeping period called "up-state" allows us to learn vocabulary. T/F
16. The researchers are 100% sure we can learn vocabulary while we sleep. T /F
(e) Multiple choice quiz
8.  When did researchers say we recall information learnt while we sleep?
a) just after breakfast b) in dreamland c) at 6am d) when we wake up

9. What did researchers say they tested besides new words?
a) sleep D) translations c) dreams d) grammar
10. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c) light d) phrasal verbs
11. What is the hippocampus?
a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
12. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c¢) two seconds d) half a second
13. What is the inactive state of our brain while we sleep called?
a) the "inter-state" b) the "up-state" c) the "down-state" d) the "dream-state"
14. What can we do in the "up-state" period of our sleep?
a) sleepwalk b) speak English c¢) see with our eyes shut d) learn new vocabulary
(f) Discussion
11. What did you think when you read the headline?
12. What images are in your mind when you hear the word 'learn'?
13. How important is sleeping?
14. What is the best way to learn vocabulary?
15. What do you think of learning vocabulary while sleeping?
16. Is sleeping only for sleeping?
17. Could there be any dangers to learning while asleep?
18. How happy are you with your vocabulary?
19. What are your three favourite English words?
20. What else could we learn while we are asleep?

VK-5.1: YuutsiBaet OOyuaronuiicsi yMeeT: BECTH KOMMYHHKAIMIO B MUPE KyJIbTYpPHOTO MHOT000pa3us
pasHoobpasue u 0cOOEHHOCTH
Pa3IUYHBIX KYJIbTYp, UX

COOTHOIIICHHE W B3aUMOCBSI3b

Tpumepwr sonpocos/3adanui

3ananue. [loaroToBsTE YCTHOE COOOIIEHNE TN MPE3EHTANUIO HA CJIeIyIOIIHE TEMbI:
— Introduction to Computer Software
- System Software
Application Software

VYK-5.1: YunTeiBaer pasHoobpazue | OOyuaromuiicsi BlaseeT HaBBIKaMH «HH(OPMAIIHOHHONW 3KOHOMHINY, JIOITYCKAIOIIEH mpr
1 0COOEHHOCTH PA3IMYHBIX 00CYXIICHUH CIIOKHBIX BOIPOCOB KaK Ha POJJHOM, TaK M HA HHOCTPAHHOM SI3BIKE TOJIBKO
KyJIbTYyp, X COOTHOIIEHUE U OJTHY €MHUILY HH(POPMAIIMU Ha OJIHO TpeUIoKeHHe 10 NpuHIUIY: « OJTHO Mpe/ioKeHue
B3alMOCBSI3b — OJIHA eIMHUIA HH(POPMALII

Ipumepol sonpocos/3adanuti




3ananue. HepeBezmTe CIEAYIOIIYH0 CTATHIO € OHOpOﬁ Ha CJI0OBaphb.

Microsoft's New Operating System Won't Let Users Change Default Browser
By: Jonathan Strickland

Microsoft launched Windows 10 S in May 2017, a slimmed-down version of its operating system. The new OS places strict
limitations on what users can do. For example, you can only run programs (now called "apps") that come from the Windows
Store. And by default, your web browser will always be Edge, the successor to Microsoft's Internet Explorer.

What's up with the changes? First, Windows 10 S isn't the universal replacement for Windows 10. Microsoft intends Windows
10 S for a specific audience; namely, people who want a more curated and, hypothetically, secure experience on their computers.
One of the company's big target consumer groups is schools.

By limiting the programs you can run on the device, Microsoft decreases the chance you'll encounter malware or other security
risks. It also helps prevent people from trying to install programs that their machines just aren't capable of running well.

But it's that default web browser that has many outlets talking, including The Verge. According to Microsoft, users will be able
to download any other web browser that's available in the Windows Store, but they will not be able to switch the default to that
new browser. Click on any .htm file and Edge will pop up automatically.

You also won't be able to change the default search engine from Bing to anything else, so if you want to Google something you'll
have to navigate over to Google.com first.

The Windows 10 S operating system isn't the new standard. And although you won't have many options on a Windows 10 S
machine, you can always choose to buy a different type of PC instead.

So, it's not an apples-to-apples comparison, but it is interesting to see Microsoft launch a product that explicitly follows a strategy
similar to the one that could have led to the U.S. government breaking up Microsoft into smaller companies.

VK-5.2: [TonnepxxuBaer OOyyvaronuiicss yMeeT: JIeMOHCTPUPOBATh B3aWMOIIOHHMAHHE MEXKIY OOYYaIOUIMHUCT —
B3aMMOIIOHMMAaHUE MEXIY NPEACTaBUTEISIMUA PA3JIMUHBIX KYJIBTYP C COOJIOJEHMEM JITHYECKHX W MEXKYJbTYPHBIX
00ydJaromuMucs- HOpM

IIPEICTAaBUTENSIMU Pa3IMUHbIX
KyJIbTYp HaBbIKU OOLICHUS B MHUPE
KyJIbTYPHOTO MHOT000pa3us

Ipumepur sonpocos/3adanuii
IIpuMmepsl BOIPOCoB A5 coGece10BAHMSA:
14. TIs there a method to protect computer systems, networks, and data from cyber threats?
15. What questions does a lot of security boil down to?
16. Should access be given to the wrong people, but refused to the right people?
17. What method is used to differentiate between the right and wrong people?
18. How many types of authentication are there? Could you list these types?
19. What "what you know" authentication based on?
20. What can be done to prevent brute-force attacks?
21. What is "what you have" authentication based on?
22. What is "what you are" authentication based on?
23.  What are classic examples of the third type of authentication?
24.  Which type of authentication is the easiest to implement?
25.  Which type of authentication do you consider the most reliable one?
26. Why do security experts suggest using multi-factor authentication for important accounts?

VYK-5.2: I[TonnepxuBaet OO0yuarontuiics BajgeeT HaBBIKaMi OOBEIMHEHUS OTACIBHBIX MPEITI0KCHNH, HCIOIb3Y S
B3aUMOIIOHUMAaHHUC Me)K)Iy l'IOJ'[HBIf/'I Ha6op JICKCUYCCKUX, FpaMMaTI/I‘-IeCKI/IX, CUHTAKCUYCCKHUX U JIOTHYCCKUX Cpe]lCTB,
00YYaOIIMMUCA-TIPEICTABUTENIAIME | B CBSI3HBIH TEKCT, 00bEM KOTOPOTO OMPECNSETCS HEOOXO0IUMOCTRIO OMIMCAHMUS TIPEIMETa
Pa3UYHBIX KYJIbTYp HABBIKH MTO3HAHUS

OOIICHUS B MUPE KYJIBTYPHOTO

MHOT000pa3us

Ipumepor 6onpocos/3adanuti
3ananue. [lepeBeanTe ciieayIoONIyIo CTATHIO C ONMOPOIi HA CJIOBAPb.

What is a Tablet?
By: Jonathan Strickland

When Steve Jobs ended years of speculation in 2010 by announcing the iPad tablet device, he helped launch a new era in
computer hardware. Though tablet PCs have been around for years, the iPad was the first device to use the form factor
successfully in the consumer market. And Apple's success benefitted other companies as well as tech enthusiasts looked for
alternatives to Apple's approach.

So what exactly is a tablet? At its most basic level, a tablet PC is a mobile computing device that's larger than a smartphone or
personal digital assistant. There's not a strict cutoff size for tablet devices -- the iPad line sports a screen size of just under 10
inches but other tablets can be larger or smaller. In general, if the computing device uses an on-screen interface and doesn't
include a phone, it's a tablet. To confuse matters, some manufacturers produce hybrid devices that are part tablet, part laptop
computer. The device might come with an attached keyboard -- the screen swivels or folds down to cover the keyboard and voila,
you have a tablet!

In 2010, Lenovo introduced a prototype device called the IdeaPad U1 at the Consumer Electronics Show in Las Vegas, Nev. At
first glance, it looked like a normal laptop computer. But if you detached the screen from the base, the laptop converted to a
tablet computer with its own, independent operating system. Lenovo rebranded the device, naming it the Lenovo LePad and




launching it in China in 2011.

Although tablets come in a variety of shapes, sizes and feature sets, they share many similar characteristics. Nearly all have a
touch-screen interface and an operating system capable of running small programs. They don't necessarily replace the need for a
more robust computer, but they create a new space for computing devices.

2.3. IlepeueHb BONPOCOB [yl MOArOTOBKH 00yUaIOIIUXCSI K TPOMEXYTOUHOM aTTecTaluu
1 cemecmp
Jlekcuka:
— nekcuka (600 neKCHuYecKuX eIuHUII)
— TEpPMHHOJOTUYECKAs JIEKCUKA 10 poduiito moaroroBku (600 JekcHuuecKuX eTUHUIL)
I'pammaTuka:
— Infinitive (MapUHUTHUB).
— ®opwmel napunuTHBa (Active / Passive; Simple / Continuous / Perfect). Bare Infinitive.
— @yskuuu uHGUHUTHBA B nIpeuiokeHuu. [IpaBuia nepeBosa Ha pyCcCKUi SI3bIK.
— CemaHTH4eckas pa3HHLA B UCIIOJIb30BaHUM T'epYHIMS U MH(MUHUTHBA.
— HWudunutnusnas xonctpykus Complex Subject.
— HWudunutusnas konctpykius Complex Object.
— VuduHUTHBHAS KOHCTPYKIHS ¢ TIpeuioroM for.

2 cemecmp

Jlekcuka:

— sekcuka (600 JEeKCUYECKUX eAMHUIY)

— TEpPMHUHOJOrMYECcKas JIEKCHKa 1o npoduiaro moarotoBky (600 JeKCHUECKUX eIUHUIL)
I'pammaTuka:

— Tlopsiaok clIOB B yTBEpAUTEIHHOM, BOIIPOCUTEIEHOM U OTPULIATEITHHOM MPEITIOKEHHSX.

— T'maromnsi to be u to have. Ix oco6eHHOCTH 1 MHOTO(YHKITHOHATIHLHOCTb.

— OcobeHHOCTH TTepeBo/Ia MPEUIOKEHNH ¢ KOHCTpyKuuei there +to be.

— Bupospemennsie ¢popmsl riarona (Simple, Continuous, Perfect) B nefictButensHOM 3aore.

— BupoBpemennsie ¢popmsl riaarona (Simple, Continuous, Perfect) B crpagarensHom 3aiore.

— Tunsl BonpocuTeNbHBIX NpeutokeHni. [1opsiiok ciioB B 00mKX, aTbTEPHATUBHBIX, CIICHUABHBIX,

pa3aeTUTEIbHBIX BOIPOCAX.

— CreneHu CpaBHEHUS MPHUIATaTebHBIX U HAPEUHH.

— Mopnanehnbie rnaroasl should, must, can, may.

— MopnanbsHble KOHCTpYKIUU have to, be to, be able to, be allowed to.

— TD'epynauii: cuHTaKcu4eckre (GyHKIMHU U MIPaBUiIa EPEBOAA.

— Ilpuuactue I: cunTakcnvyeckue GyHKIMU U TTpaBUiIa MePeBo/a.

— Ilpuuacrue II: cunTakcuueckue GpyHKINUN U MpaBUia MepeBoa.

- Wudunurtus.

— HudunutnsHas xonctpykius Complex Subject.

— HWudunutusnas konctpykuus Complex Object.

— VHpuHUTHBHAS KOHCTPYKIMS ¢ TipeyioroMm for.

3. Meroanveckue MaTepuaJibl, ONpeae/siionue Npoueypy 1 KpuTepu OleHUBAHUSA
c()OpMHPOBAHHOCTH KOMIIETEHINI NPH NMPOBeIeHUH NPOMEKYTOYHON aTTeCcTAlNU

Kputepun ¢popmMupoBaHusi o1leHOK [0 0TBETaM HA BONPOCHI, BHINOJIHEHHIO TECTOBBIX 3aaHUIM

- OLECHKAa «OTJMYHO» BBICTaBIISIETCS OOYYaIOIIEMYyCs, €CIM KOJIMYECTBO IPABHIBHBIX OTBETOB HA
Bonpocsl coctasisieT 100 — 90% ot obmiero o6bEMa 3aJaHHBIX BOIIPOCOB;

- OIIEHKa «XOPOIIO» BBICTABIAETCS OOy4aromeMycs, €CiId KOJUYECTBO IPABWIBHBIX OTBETOB Ha
BONpockl — 89 — 76% ot o01iero 06bEMa 3aJaHHBIX BOIIPOCOB;

- OIICHKa «YIOBJIETBOPHTEJBHO» BBHICTABISCTCS OOYYAIOUIEMYCs, €CIH KOJMYECTBO IPaBHIBHBIX
OTBETOB Ha TECTOBBIE BONPOCH —75—-60 % oT ob1mero oobéMa 3a1aHHBIX BOIIPOCOB;

- OLCHKA «HEYAOBJETBOPUTEIHHO» BBICTABIISCTCS OOYYaIOMIEMYCs, €CIM KOJIMYECTBO IPAaBHIBHBIX
oTBeTOB — MeHee 60% oT 0011ero o0bEMa 3a/IaHHBIX BOIIPOCOB.



Kpurepun ¢popmMupoBaHusi OLEeHOK MO Pe3yJbTaTaM BbINOJHEHUS 3aJaHU

«OTIMYHO/32a4TEH0» — CTABHUTCS 32 paOOTY, BHIIOJHEHHYIO IMOJIHOCTHIO 0€3 OIMOOK U HEJJOYETOB.

«Xopo110/3a4TeH0» — CTaBUTCA 32 padOTY, BHIIMOJHEHHYIO TOJHOCTHIO, HO TIPU HAJMYUU B HEel He Oosee
OJTHOM HErpyO0oi OITMOKY U OJTHOTO HeJo4YeTa, He 0oJiee TPEeX HEJ0UETOB.

«Y10BJIETBOPUTEILHO/3a4TEH0» — CTABUTCS 32 padOTy, €Cii 00YyJarOIIUNACS TPABUIBLHO BBITIOTHII HE
MeHee 2/3 Bcel paboThl WM JOMYCTUI He Oosiee OgHOM rpy0oil OmMOKK M IBYX HEAOYETOB, HE OoJiee OJHOMU
rpy0oii U omHOI HerpyOoii ommOKku, He Oosiee Tpex HerpyObIX OUIMOOK, OJHOW HErpyOol OIIMOKH M JBYX
HEJIOYETOB.

«HeynoBjieTBOpUTEILHO/HE 3aYTEHO» — CTaBUTCH 3a pabOTy, €ClIM YHUCIO OIMHUOOK W HEIOYETOB
MPEBBICHIIO HOPMY JIJIsl OIICHKH «YIOBJICTBOPHUTEIIEHOY WU MPABHIILHO BHIMIOJIHEHO MeHee 2/3 Bceld padoThlI.

Buowl owubox:

- epybOvle owubKU: He3HAHUE OCHOBHLIX NOHAMULL, NPABUI, HOPM, He3HAHUe NPUeMos8 peuleHus 3a0ad;
OWUOKU, NOKA3bIBAIOWUE HENPABUTILHOE NOHUMAHUE YCA08USL NPEOTIOHCEHHO20 3A0AHUS.

- HeepybOvle OWUOKU. HEMOUYHOCMU OOPMYIUPOBOK, ONpedeleHUll, HePAYUOHAIbHLIL B8blO0p X00a
peuieHus.

- Hedouemvl: HePAYUOHANbHbIE NPUEMbl BbINOJHEHUs 3A0aHUs;, OMOeNbHble NOSPEUHOCU 6
Gopmynuposxe 86180008, HebOpedcHOe 8bINOIHEHUE 3A0AHUSL.

Kputepun (popMupoBaHusi O11eHOK 10 324eTy € OLEHKOM

«OTJIMYHO/324TEHO» — CTYIEHT NpHOOpesl HEeOOXOOUMbIE YMEHHS M HaBBIKM, MPOJEMOHCTPUPOBAI
HAaBBIK ITPAKTHUYCCKOI'0 NPUMCEHCHUS MOJTYUYCHHBIX 3H3HHI>1, HC JOIMYyCTUJI JIOTUYCCKUX U (baKTI/I‘-IeCKI/IX OIInOoK

«Xopo1o/3a4TeHo» — CTYJEHT NpHOoOpen HeoOXOAMMbIE YMEHHsI M HAaBBIKH, IPOJEMOHCTPUPOBAI
HAaBBIK IMPAKTUYCCKOr0 TMPUMCHCHHA IMOJTYYCHHBIX 3H3HHI>1; A0OIMYCTHUJI HC3HAYUTCIIbHBIC OIINOKKN U
HETOYHOCTH.

«Y10BJIETBOPUTEIBHO/32UTEHO» — CTY/ICHT JIOMYCTUJ CYILIECTBEHHbIE OIIUOKH.

«HeynoBJieTBOPUTEJIBHO/HE 3a4TEHO» — CTYACHT JEMOHCTPUPYET (PparMEeHTapHbIE 3HAHUS U3y4aeMOro
Kypca; OTCYTCTBYIOT HEOOXOUMBIC YMEHHS U HABBIKH, JOIMYIIECHBI TPYObIe OMINOKH.






