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Conepxxanue

ITosicauTenbHAs 3aIIMCKA.

TumnoBbsie KOHTPOJBHBIC 33/IaHUS WJIM WHBIC MAaTEPUAIIbI JJI OLICHKH 3HAHUH, YMEHHI, HABBIKOB H (HJIN)
OTIBITA JIEATEIHHOCTH, XapaKTEPU3YIOIINX YPOBEHb CPOPMUPOBAHHOCTH KOMIIETEHITHIA.

Mertoandeckue MaTepHaIIbl, OMPEACIISIONINE MPOIEAYPY U KPUTEPUHU OLICHUBAHUS C(HOPMUPOBAHHOCTH
KOMIIETECHIIMI IIPU TPOBEACHUH IPOMEKYTOUYHOM aTTECTALUU.



oOydeHus 1O JAUCLHUIUIMHE,
00pa3oBaTeNbHON IPOTrPAMMBI.

1. HosicHUTEAbHAA 3AIIMCKA

[lenp MpoOMEKYTOYHOM aTTeCTallMi — OLIEHWBAHHE NMPOMEKYTOUYHBIX M OKOHYATENIbHBIX PEe3yJbTaTOB

o0ecneunBalOUX JTOCTHKEHUE IIJIAHUPYEMBIX PE3YJIbTaTOB OCBOCHHUS

®opMbI MPOMEKYTOUHOM aTTectanuu: 1,2,3,4,5 cemecTpsl - 3a4eT, 6 CeMECTp - IK3aMEH

[lepeuens KomMneTeHIUN, GOPMUPYEMBIX B IPOLECCE OCBOCHUSI TUCIUTUIAHBI

KO[[ 1 HAUMCHOBAHHUC KOMIICTCHIIUH KO}I HHAWKaTOpa JOCTHKCHUA

KOMIICTCHIIMH

YK-4 Criocoben ocymecTBIsATh JeI0BYI0 KOMMYHHUKANNIO B yCTHOM 1 mchbMeHHOH popmax | YK-4.3
Ha rocyapcTBEHHOM s3bike Poccuiickoit Deneparniy 1 MHOCTPaHHOM(BIX) S3bIKe(ax) YK-4.4

PesynbTatel 00yueHus o AUCHUILTUHE, COOTHECEHHBIE C TNIAHUPYEMBIMH
pe3ysbTaTaMu OCBOEHUSI 00pa30BaTeIbHOM MPOrpaMMBbl

Kox 1 HanMeHOBaHME HHIMKATOpa Pe3ynbraTsl 00y4yeHuUs 10 JUCIUIUINHE OrneHouHbIe
JIOCTHKEHUSI KOMITETEHIIHN MaTepHabl
1 cemectp
VYK-4.3 [Ipumenser coBpeMeHHbIE OOyyaronuiics 3HaeT: aKaJleMUIECKYIO JIEKCUKY H Jlexcuko-
KOMMYHUKATHBHBIC TEXHOIOTHH IS 6a30BBIe TrpaMMaTHYECKHE MOJIENTH HAa HHOCTPAHHOM rpaMMaTH9IeCKUH
aKaJIeMHYECKOr0 B3aNMO/ICHCTBHS Ha A3bIKE (TI0 COOTBETCTBYIOLINM pa3zAeiaM JUCHUILINHBL). | TecT Ne 1
WHOCTpaHHOM(BIX) SI3BIKE(axX) (Bompocs! 1-12)
OOy4Jaroniicss yMeeT: CTPOUTh JHAJIOTHYECKUE CobOecenoBanue
BBICKA3bIBaHMS Ha aKaJIeMUIECKUE U (mepedeHb TEM U
npodeccHoHaNnbHbIE TeMBI (TI0 COOTBETCTBYIOIIIM BorpocoB Ne 1.1)

paszienaM JUCIUILIMHEI).

OOyuaronuiics BIaaeeT: HaBbIKaMy YTeHHs, TOHUManus | 3amanust Ne 1.2, 1.3
1 NEPEBOa ayTCHTUYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOHOCTBIO M3BJICKATh HEOOXOUMYIO
TEKCTOBYIO HH()OPMAIHIO, aHATU3UPOBATh U 0000IIATH
€e B IeJIX aKaJeMHUECKOTr0 B3aUMOJICHCTBYS B YCTHOM
W IHCEMEHHOH opMax.

YK-4.4 TIpumenser coBpeMeHHbIE
KOMMYHUKATHBHBIC TEXHOJIOTHH JJIS
IpoQeCCHOHANBEHOTO B3aNMOAEHCTBHUS Ha
WHOCTpaHHOM(BIX) SI3BIKE(axX).

OOyuaronuiicsi 3HaeT: NPo(EeCCHOHANBHYIO JIEKCHKY 1 Jlekcuko-
TEPMHUHOJIOTHIO, a TAKXKe 0a30BYI0 TpaMMAaTHKY rpaMMaTH9YeCKUH
MHOCTPAHHOTO sI3bIKa (T10 COOTBETCTBYIONINM pa3zenam | tect Ne 1
JIUCITUTUTAHEI). (Bompocs! 13-25)
OO0y4JaroIuiicst yMeeT: CTPOUTh MOHOJIOTHYECKHE [TpenBapuTensHO
coo0meHns Ha podecCHOHaATFHBIE TEMBI (110 MTOJITOTOBJICHHOE
COOTBETCTBYIOIIMM pa3JiesiaM JUCLHIUIHHEL). COOOIICHNE HIH
Ipe3eHTaus
(mepeueHs TEM
Ne 1.4)

OOyyaroluiics BIaaeeT: HaBbIKaMHU UTCHHS, IOHUMaHus | 3amanue Ne 1.5
U TIEPEBOJIa ayTCHTHYHBIX TEKCTOB HA MHOCTPAHHOM
SI3BIKE, CIIOCOOCH M3BJIEKATh HEOOXOIUMYIO TEKCTOBYIO
WH(POPMAIINIO, aHATH3UPOBATH H 0000IIATh €€ B IEITX
PO ECCHOHATHHOTO B3aUMOACHUCTBYS B YCTHOM U
MUCHMEHHOU (hopMax.

Kon 1 HauMeHOBaHUE HHIUKATOPA Pe3ynbTaThl 00y4YeHHs 1O JUCIUILUINHE O11eHOYHBIE
JOCTHXEHUSI KOMIIETEHINN MaTepHabl
2 cemecTp
VYK-4.3 [IpumMeHsieT COBpeMEHHBIE OOyuaronuiics 3HaeT: aKaJIeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKATHBHbBIE TEXHOJIOTUH IS 6a30BbIe rpaMMaTHYECKHE MOAETIN Ha HHOCTPAHHOM rpaMMaTHYeCKUH
aKaJIEMUYECKOr0 B3aUMOJICHCTBUS Ha s3bIKE (TI0 COOTBETCTBYIOIIUM pa3ziesiaM JUCLUIUINHEL). TecT Ne 2
MHOCTPaHHOM(BIX) SI3bIKE(aX). (Bompockr 1-12)
OOy4Jaromiicss yMeeT: CTPOUTh JUATIOTHYECKUE CobecenoBanue
BBICKA3bIBaHMS Ha aKaJIEMUYECKUE U (lepeveHb TeM U
npodeccroHanbHbIE TeMBI (110 COOTBETCTBYIOIINM BorpocoB Ne 2.1)

pasJzienaM JTUCIUILIAHBI).

OOyyaronuiics BJIaJiceT: HABbIKAMH YTCHMsI, MOHMMaHus | 3amanus Ne 2.2, 2.3




U TIepEeBOJIa ayTEHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOHOCTBIO M3BIIEKATh HEOOXOUMYIO
TEKCTOBYIO HH(OpMAIHIO, aHATU3UPOBATH U 0000IIATH
€€ B LEJIX aKaJeMHUECKOTI0 B3aUMOAECHCTBYS B YCTHOM
Y MUChbMEHHON (hopMax.

VK-4.4 [IpumeHsieT COBpEeMEHHEIE
KOMMYHHUKATUBHbBIC TEXHOJIOTUH JJIs
poQeCCHOHANBHOTO B3aUMOICHCTBUS Ha
MHOCTpaHHOM(BIX) SI3bIKE(ax).

OO0y4aromnuiicst 3HaeT: MPoPeCcCCHOHATBHYIO ICKCUKY U Jlexcuxko-
TEPMUHOJIOTHIO, @ TaK¥Ke 0A30BYI0 IPAMMATHKY rpaMMaTHYeCKHA
WHOCTPAHHOTO S3bIKa (110 COOTBETCTBYIOLINM Pa3ieiaM TecT Ne 2
JIMCITUTUIAHEI). (Bompocs! 13-25)
OO0y4JaroIuiicst yMeeT: CTPOUTh MOHOJIOTHYECKHE [IpenBapurensHO
coobmieHns Ha MpoecCHoHaTbHBIE TEMBI (110 MTOJITOTOBJICHHOE
COOTBETCTBYIOIINM pa3JiesiaM JUCIUILUIAHbI). coo0IIeHHE HIIH
Npe3eHTanus
(mepeueHb TEM
Ne 2.4)

OOy4arouiics BIaceT: HaBBIKAMU YTCHHS, TIOHUMAHUS
U TIEPEeBOjIa Ay TEHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE, CIIOCOOCH M3BJIEKATh HEOOXOIUMYIO TEKCTOBYIO
WHPOPMAIINIO, aHATH3UPOBATH 1 0000IIATE €€ B IeIIX
podeCCHOHANIBEHOTO B3aUMOJICUCTBHS B YCTHOU U
MMMCbMEHHON (hopMax.

3amanue Ne 2.5

Kon n HanMeHOBaHNE HHANKATOPa Pe3ynbraThl 00y4YeHus 10 JUCIUILUINHE OrieHOYHBIE
JIOCTH>KEHUS] KOMIIETEHIIUN MaTepHUAITbI
3 cemectp
VYK-4.3 [IpumMeHseT COBpeMeHHbBIE OOy4aroIuiics 3HACT: aKaJeMUICCKYIO JICKCUKY U Jlexcuko-
KOMMYHUKATHBHbIE TEXHOJIOTHH JJIs 0a30BbIe rpaMMaTHYECKHE MOJIENTH Ha HHOCTPAHHOM rpaMMaTH4ecKuit
aKaJeMHIeCKOTO B3aUMOICHCTBUS Ha sI3BIKE (TI0 COOTBETCTBYIOIINM pa3ziefiaM TUCIUIUINHBI). | TecT Ne 3
HHOCTpaHHOM(BIX) SI3BIKe(axX). (Bompocst 1-12)
OOy4Jaronuiicss yMeeT: CTPOUTh JHaTIOTUECKUE CobecenoBanme

BBICKa3bIBaHHS HA aKaJleMUIECKUE U
po¢eCCHOHATIBHBIE TeMBI (TI0 COOTBETCTBYIOIINM
paszenaM JUCLUILIHHBL).

(mepeyueHs TEM H
BompocoB Ne 3.1)

OOy4aromniiics BiageeT: HaBBIKaMU YTCHHS, IOHIMaHHUS
W TIEpeBOJIa ayTEHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOHOCTHIO M3BJICKATh HEOOXOAUMYIO
TEKCTOBYIO HH(POPMAIIHIO, aHATU3UPOBATh U 00001aTh
€e B LIeJIAX aKaJIeMHUUECKOro B3aUMO/ICCTBUS B YCTHOM
Y IMCbMEHHOH opmax.

Bamanms Ne 3.2, 3.3

VK-4.4 IIpuMeHsieT COBpEMEHHBIE
KOMMYHUKATHBHBIE TEXHOJIOTUH IS
IpoQeCCHOHANBEHOTO B3aNMOAEHCTBUS Ha
MHOCTPaHHOM(BIX) SI3bIKE(aX).

OOyyaromuiics 3HaeT: MPOPECCUOHATBHYIO JICKCUKY U Jlexcuko-
TEPMHUHOJIOTHIO, a TAK)Ke 0A30BYIO0 TPAMMAaTHKY rpaMMaTHIeCKUAN
HWHOCTPaHHOTO SA3bIKa (TI0 COOTBETCTBYIOMIMM pasfenaM | TecT Ne 3
JWICLIUIIIMHBL). (Bompockr 13-25)
OOy4JaroIuiicss yMeeT: CTPOUTh MOHOJIOTHIECKUE [penBapuTensHO
coo0mIeHns Ha MPO(eCCHOHATTFHBIC TEMBI (TI0 MTOJITOTOBJICHHOE
COOTBETCTBYIOIIUM pa3ieliaM JUCIUTUINHEL). COOOIIIEHHE,
npe3eHTaIys
(mepeueHs TEM
Ne 3.4)

OOy4aroHiics BIaceT: HAaBBIKAMHU YTCHHUS, TOHMMAaHHUS
1 NEPEBOa ayTCHTUYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE, CIIOCOOCH M3BJIEKATh HEOOXOIUMYIO TEKCTOBYIO
WH(POPMAIIUIO, aHATH3UPOBATH M 0000IIATh €€ B IEIIAX
MpoECCHOHATHLHOTO B3aUMOJICHCTBHSI B YCTHOW U
MUCBMEHHOU (hopMax.

Bamanue Ne 3.5

Kon n HanMeHoBaHME HHIUKATOpa Pe3ynbpraTel 00yueHUs 1O AUCIUIUINHE OrneHoYHBIE
JIOCTHXEHUSI KOMITETCHIINN MaTepHabl
4 cemectp
YK-4.3 [IpuMeHsieT COBpeMEHHEIE OOy4aroniiics: 3HaeT: aKaJeMUIECKYIO JIEKCUKY U Jlexcuxko-
KOMMYHUKATHBHBIC TEXHOIOTUH IS 6a30Bble rpaMMaTHYECKNE MOJEIH HA HHOCTPAHHOM rpaMMaTH9YeCKUH
aKaJIEMUYECKOr0 B3aUMOJICHCTBUS Ha sI3bIKE (TI0 COOTBETCTBYIOIIUM pa3ziesiaM JUCLUIUINHEL). TecT Ne 4
WHOCTPaHHOM(BIX) SI3bIKE(axX). (Bompockr 1-12)
OOy4aroHics yMEET CTPOUTh IHATIOTHYCCKHIE CobecenoBanue

BBICKA3bIBAHWA HA aKaACMHUUYCCKUC U
HpO(l)CCCI/IOHaJ'H)HLIe TCMBI (HO COOTBETCTBYIOIIIUM
pasaeiamMm Z[I/ICIII/IHJ'II/IHI)I).

(mepeueHb TEM H
BorpocoB Ne 4.1)




OOy4aromuiics BiIaeeT: HaBbIKaAMU YTCHHS, IOHUMAHUS
U TIepEeBOJIa ayTEHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOHOCTBIO M3BIIEKATh HEOOXOAUMYIO
TEKCTOBYIO HH(OPMAIHIO, aHATU3UPOBATh U 0000IIATH
€€ B LeJIX aKaJeMHUECKOTI0 B3aUMOAECHCTBYS B yCTHOM
Y MUChbMEHHON (hopMax.

Samanusa Ne 4.2, 4.3

VK-4.4 [IpumMeHseT COBpeMEHHEIE
KOMMYHHUKATHBHbBIE TEXHOJIOTUH JJIs
podeCCHOHANBHOTO B3aUMOICHCTBHUS Ha
MHOCTpaHHOM(BIX) SI3BIKE(axX).

OO0y4aromntuiicst 3HaeT: MPoPeCcCHOHATBHYIO ICKCUKY U Jlexcuxko-
TEPMHUHOJIOTHIO, & TAK)KEe 0a30BYI0 TPAMMATHKY rpaMMaTUYeCKHi
WHOCTPAHHOTO S3bIKa (II0 COOTBETCTBYIOLINM Pa3ieiaM TecT Ne 4
JIUCITUTUTAHEI). (Bompocs! 13-25)
OOyJaroNHiicsl yMEEeT: CTPOUTh MOHOJIOTHYECKHE [penBapuTenbHO
coo0meHns Ha podhecCHOHATbHBIC TeMBI (T10 MTOJITOTOBJICHHOE
COOTBETCTBYIOIINM pa3JiesiaM JUCHUILUIAHbI). coo0IIeHHEe UK
Ipe3eHTanus
(lepedeHs TeM
Ne 4.4)

OOy4arouiics BIaceT: HaBBIKAMU YTCHHS, TIOHUMAHUS
U TIEPEeBOjIa Ay TEHTHYHBIX TEKCTOB HA MHOCTPAHHOM
SI3bIKE, CIIOCOOEH U3BJIEKATh HEOOXOAUMYIO TEKCTOBYIO
WHPOPMAIINIO, aHATH3UPOBATH 1 0000IIATE €€ B IEeIIX
PO ECCHOHATHFHOTO B3aNMOACHUCTBHS B YCTHOU U
MMMCbMEHHON (hopMax.

3amanue Ne 4.5

Koxa 1 HaumMeHOBaHUe HHAMKATOpA Pe3ynbraTsl 00y4yeHuUs 10 JUCHUIUINHE OrneHouHbIe
JIOCTH>KEHUS] KOMIIETEHIIUN MaTepHUAITBI
5 cemectp
VYK-4.3 [IpuMeHseT COBpeMEHHbBIE OOy4arouiics 3HACT: aKaJICMUICCKYIO JICKCUKY U Jlexcuko-
KOMMYHUKATHBHBIC TEXHOJIOTHH IS 0a30BbIc rpaMMaTHIECKHE MOICTH Ha MHOCTPAHHOM rpaMMaTHIeCKAN
aKaJeMHIeCKOTO B3aUMOICHCTBUS Ha sI3BIKE (TI0 COOTBETCTBYIOIINM pa3fieliaM TUCIHIUIAHEI). | TecT Ne 4
HHOCTpaHHOM(BIX) SI3BIKe(axX). (Bompocst 1-12)
OOy4Jaronuiicss yMeeT: CTPOUTh JHAJIOTHUECKUE CobecenoBanme

BBICKa3bIBaHHS HA aKaJleMUUECKUe U
po¢eCCHOHATBHBIE TEMBI (TI0 COOTBETCTBYIOIINM
paszenaM JUCLUILIHHBL).

(mepeueHs TEM H
BompocoB Ne 5.1)

OOy4aromnuiics BiageeT: HaBIKaMU YTCHHS, IOHNMaHHUS
1 NEPEBOa AayTCHTUYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOHOCTHIO M3BJICKATh HEOOXOAUMYIO
TEKCTOBYIO MH(POPMAIIHIO, aHATU3UPOBATh U 00001aTh
ee B IeJIAX aKaJeMHUeCKOro B3aUMOJICHCTBHS B YCTHOM
Y IUCbMEHHOH opmax.

Bamanus Ne 5.2, 5.3

VK-4.4 IIpuMeHsieT COBpEMEHHBIE
KOMMYHUKATHBHBIC TEXHOJIOTHH JJIS
IpoQeCCHOHANBEHOTO B3aNMOAEHCTBUS Ha
MHOCTPaHHOM(BIX) SI3bIKE(aX).

OOyyaromuiics 3HaeT: MPoPECCUOHATBHYIO JICKCUKY U
TEPMHHOJIOTHIO, a TaK)Ke 0A30BYIO0 TPAMMATHKY
WHOCTPAHHOTO S3bIKa (110 COOTBETCTBYIOIINM Pa3IeiiaM
JIUCITUTUTAHEI ).

IIpenBaputensHO
MIOJITOTOBJICHHOE
cooOI1IeHne Hin
TIpe3eHTaIys
(mepeueHs TEM
Ne 5.4)

OO0y4Jaroniicss yMeeT: CTPONTHh MOHOJIOTHIECKUE
coo0meHns Ha podecCHOHaTBHBIE TEMBI (110
COOTBETCTBYIOIIMM pa3/iesiaM JUCUHUILUIAHbI).

[IpakTuueckoe
3aganue Ne 1

OOy4aroHiics BIaceT: HAaBBIKAMHU UYTCHHUS, TOHMMAaHHUS
1 NEPEBOa ayTCHTUYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE, CIIOCOOCH M3BJIEKATh HEOOXOIUMYIO TEKCTOBYIO
nHpopManuio, aHaJIM3UPOBaTh U 0000IIaTh €€ B LEeNsIX
MpoECCHOHATHLHOTO B3aUMOJICHCTBHSI B YCTHOW U
MUCBMEHHOU (hopMax.

Bamanue Ne 5.5

Kon n HamMeHOBaHWE HHAMKATOpA PesynbraTel 00y4eHuUs IO TUCIUIIIHHE OreHOYHEIe
TOCTIOKEHUS] KOMITETCHITUN MaTepHAIIBI
6 cemectp
YK-4.3 TIpumensieT coBpeMeHHbIE OOy4aroniiics: 3HaeT: aKaJeMUIECKYIO JIEKCUKY U Jlexcuxko-
KOMMYHUKATHBHbIE TEXHOJIOTHH IS 6a30BbIe rpaMMaTHYECKHE MOAEIN Ha HHOCTPAHHOM rpaMMaTHIeCKUui
aKaJIeMUYECKOIr0 B3aMOJEHCTBUS Ha SI3BIKE (110 COOTBETCTBYIOLIUM pa3iejiaM TUCIUTUIAHEI). TecT Ne 6
WHOCTPaHHOM(BIX) SI3bIKE(axX). (Bompockr 1-12)
OOy4aroIHiics yMeeT: CTPOUTh JHATIOTHUECKUE CobecenoBanue

BBICKA3bIBAHWA HA aKaACMHUUYCCKUC U
HpO(l)CCCI/IOHaJ'H)HLIe TCMBI (HO COOTBETCTBYHOIIIUM
pasaeiamMm Z[I/ICIII/IHJ'II/IHI)I).

(mepeueHb TEM H
BorpocoB Ne 6.1)




OOyyaromuiics BIaeeT: HaBBIKaMU YTSHHS, TOHUMaHus | 3amanust Ne 6.2, 6.3
U TIEPEeBOJIa ayTEHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOHOCTBIO M3BIICKATh HEOOXOUMYIO
TEKCTOBYIO HH(OpPMAITHIO, aHATU3UPOBATh U 0000IIATH
€€ B LeJIX aKaJeMHUECKOTI0 B3aUMOAECHCTBYS B yCTHOM
Y MUChbMEHHON (hopMax.

VK-4.4 [IpumMeHseT COBpeMEHHEIE OO0y4aromnuiicst 3HaeT: MPoPeCcCHOHATBHYIO ICKCUKY U Jlexcuxko-
KOMMYHHUKATHBHbBIE TEXHOJIOTUH JJIs TEPMHUHOJIOTHIO, & TAK)KEe 0a30BYI0 TPAMMATHKY rpaMMaTUYeCKHi
poQeCcCHOHANIBHOTO B3aUMOJICUCTBHS HA | HHOCTPAHHOTO s3bIKa (110 COOTBETCTBYIOLIMM pa3aeiam | tecT Ne 6
MHOCTpaHHOM(BIX) SI3BIKE(axX). JIUCITUTUIAHEI). (Bompocs! 13-25)
OOyJaroNHiicsl yMEEeT: CTPOUTh MOHOJIOTHYECKHE [penBapuTenbHO
coo0meHns Ha podhecCHOHATbHBIC TeMBI (110 MTOJITOTOBJICHHOE
COOTBETCTBYIOIINM pa3JiesiaM JUCHUILUIAHbI). coo0IIeHHEe UK
Ipe3eHTanus
(lepedeHs TeM
Ne 6.4)

OOy4aroluiics BIaeeT: HaBbIKaAMU UYTCHHUS, IIOHUMaHus | 3amanue Ne 6.5
U TIEPEeBOjIa Ay TEHTHYHBIX TEKCTOB HA MHOCTPAHHOM
SI3BIKE, CTIOCOOCH M3BJIEKATh HEOOXOIUMYIO TEKCTOBYIO
WHPOPMAIINIO, aHATH3UPOBATH 1 0000IIATE €€ B IEeIIX
po(heCCHOHATBFHOTO B3aNMOACHCTBHUS B YCTHOH U
MMMCbMEHHON (hopMax.

[TpomexyTouHas aTTecTanus (IK3aMEH) IPOBOAUTCS B OJTHOM U3 cleAyromux Gopm:
1) oTBeT Ha OMJIET, COCTOSIINI M3 TEOPETHUECKUX BOMPOCOB M MPAKTUICCKHX 3aaHUM;
2) BeinonHenue 3aaanuii B DMMOC CamI VIIC.

[TpomexyTouHas aTTecTanus (3a4eT) MPOBOAUTCS B OAHON U3 CICAYIOMUX (OpM:
1) cobecenoBanue;

2) BemonHenue 3aaanuii B SUOC Caml'VIIC.

2. Tunosbie! KOHTPOJILHBIE 32IAHUS MM HHbIE MATEPUAJIBI /ISl OLEHKH 3HAHUI, yMEHHH,
HABBIKOB H (MJIH) ONBITA AEATEIbHOCTH, XapPAKTePU3YIOLINX YPOBEHb C(POPMHPOBAHHOCTH KOMIIETCHIM I

2.1 TunoBblie BONPOCHI (TECTOBBIE 3aaHNsI) 1JIs1 OLIEHKH 3HAHHEBOT0 00Pa30BaTEJILHOI0
pe3yJbTara

IIpoBepsemslii 0Opa3oBaTenbHbIN pe3ynbTaT (1 cemectp):

Kon 1 HauMeHOBaHUE UHIUKATOpA OO0pa3oBaTebHbIH PE3YIbTAT
JIOCTHXXCHUS KOMITETCHINH
VK-4.3 [Ipumensier coBpemennble | OOydaromumiics 3HaeT: akaJJeMUYECKYIO JIEKCHKY U 0a30BbIe TPaMMaTH4eCKHe MOJEIN Ha
KOMMYHHUKaTHBHBIE TEXHOJIOTUH WHOCTPAaHHOM S3bIKe (TI0 COOTBETCTBYOIIMM pa3zeiaM JTUCIUIUIHHBI).
JUTS aKaJIeMI9eCKOTO
B3aNMOJICHCTBUS Ha
WHOCTPaHHOM(BIX) sI3bIKe(ax).
Ipumepwi sonpocos/3adanuil

Test Ne 1 (Bonmpocsr 1-12)

1. The computer __ data, i.e. performs specific mathematical and logical operations on the data.

a) processes b) stores c) calculates d) outputs
2. ls software a set of application programs installed on the computer?
a) No,itisn't. b) Yes, theyare. c) Yes, itis. d) No, it doesn't.
3. Anerror code will be ___if any invalid information has been entered.
a) displayed b) determined c) deleted d) developed
4. According to Sun Microsystems' estimation, __ more than 700,000 developers using Java technology today.
a) there are b) thereis c) there were d) there was

! MpuBoasTcs TMNOBBIE BONMpOCH M 3ajnaHus. OUEHOYHBIE CPEJCTBA, NPEJHA3HAYEHHBIE U MPOBEIEHHUS ATTECTAMOHHOTO
MEpOIIPHATHS, XPaHATCA Ha Kadeape B TOCTATOYHOM JUISl MPOBEICHUS OIEHOYHBIX MPOIELYp KOIWYEeCTBE BapuaHTOB. OIEHOYHBIE
Cpe/ACTBa MOAJIEKAT aKTyallM3allMk C YYE€TOM pa3BUTHS HayKd, oOpa3oBaHUs, KyJIbTypbl, SKOHOMHKH, TEXHHKH, TEXHOJOTUH W
corraabHON cepbl. OTBETCTBEHHOCTH 32 HEPACIIPOCTPAHEHHE COAEPKaHMs OLICHOYHBIX CPEJCTB Cpei 00yUaronMXcs YHUBEPCUTETa
HECyT 3aBeAyIOLINH Ka(eapoil 1 MpernoaaBaTenb — pa3padoTUNK OLIEHOYHBIX CPEACTB.



5. Iloobepume cnosa, nooxodsauue no KOHMEKCMYy.

convert  attached determined access  predictions accept
a) The copies of the documents are ___ to the e-mail.
b) lcan't___ my Yahoo email because someone has changed my password.
c) Todigitize meansto
d) Itis too early to make any precise __ about the results of the experiment.
e) Before installing the program, the user must ___ the terms of the license agreement.
f)  The programmer has quickly __ the cause of the system crash.

information into a digital form.

VYK-4.4 [IpumeHsieT COBpEMEHHBIE
KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUTs TIPO(heCCHOHAIIEHOTO
B3aUMOJICHCTBUS Ha
WHOCTPaHHOM(BIX) sI3bIKe(ax).

OO0yuaromuiics 3HaeT: MPoheCCHOHATBHYIO JIEKCHKY U TEPMHHOJIOTHIO, a TAKKe 0a30BYIO
rpaMMaTUKy MHOCTPAHHOT'O A3bIKa (HO COOTBETCTBYIOIIUM pa3aciaM JII/ICI_II/IHJ'[I/IHI)I).

Tpumepwr sonpocos/3adanuii

b) performance

Test Ne 1 (Bompocsi 13-25)

13. The term "softcopy" refers to ___. (Choose all that apply)
a) information displayed on a monitor screen
b) sound produced by a speaker
c) text documents stored on the flash drive
d) handwritten reports and essays
14. The most important hardware component is a tiny integrated circuit called the .
a) Central Processing Unit  ¢) CRU
b) Central Processed Unit d) Center Process Unit
15. The physical parts of the computer system, which you can't see and touch, are called hardware.
a) TRUE b) FALSE
16. __ makes it easier for the user to control the computer.
a) advanced features
b) rechargeable battery d) an operating system with a graphical user interface
17. Programmable computers differ greatly in their . (Choose all that apply)
a) processing power

C) proprietary operating system

C) memory capacity
d) physical size

[IpoBepsieMblIit 00pazoBaTeNbHbBIN pe3ynbTar (2 ceMecTp):

Kox v HanMeHOBaHWE HHANKATOpA
JIOCTHOKEHUS] KOMIIETEHIINI

OO6pa3oBaTeNbHBIN PE3yIbTAT

YK-4.3 [IpumeHsieT COBpeMEHHbBIE
KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUTSL aKaJIeMHYECKOT0
B3aUMOJICHCTBUS Ha
HHOCTPaHHOM(BIX) sI3bIKe(aX).

OOydJaromiicst 3HACT: aKaJeMIIECKYIO JIGKCHKY W 0a30BbIe TPaMMAaTHIECKUE MOJICTIH Ha
MHOCTPaHHOM $3BIKE (II0 COOTBETCTBYIOIINM pa3iesiaM UCIHIUIIHEI).

[Ipumepol 6onpocos/3adanuti

1. Alldatainthe RAMis
a) rewritten b) deleted c) stored d) converted
2.  Hanuwume kpamkuii omeem Ha oOuutl 60npoc.
Does the PSU receive direct current from an external source, and convert it into the alternating current?
3. All components of a computer ___ electricity to operate.
a) replace b) prevent C) require d) respond
4.  RAM holds data while your PC ___it, but loses this data when the power is switched off.
a) isprocessing b) processes ¢) will process d) has processed
5. Ilodbepume cnosa, nooxoosuue no KOHMeEKCMy.
respond  reliability assess capacity  considerable  generate
a) If your tablet has a frozen screen and doesn't __ to touch, you need to restart the device.
b) Semiconductor integrated circuits helped to improve the __ of electronic devices.
c) There are various utilities used to ___ the performance of the CPU.
d) In 1986, the most high-end hard disk drives had only 40 MB in ___.
e) The overheating can cause ___ damage to the internal components of the computer.
f)  The faster disks consume more power, make more noise, and ___ more heat.

Test Ne 2 (Bonpocsr 1-12)

when a computer is restarted or turned off.

VYK-4.4 [IpumeHsieT COBpEMECHHBIC
KOMMYHHUKATHBHBIE TEXHOJIOTHHI
IUTSE IPO(ECCHOHATTBHOTO
B3aUMOJICHCTBUS Ha
HMHOCTpaHHOM(BIX) sI3bIKe(ax).

OO0yy4aroruiicst 3HaeT: MPOPECCHOHATBHYIO JIEKCHKY U TEPMHHOJIOTHIO, a TaKKe 0a30BYIO
rpaMMaTHKy HHOCTPAHHOTO si3bIKa (110 COOTBETCTBYIOLIMM pa3leiaM JHCIUIUIHHBL).




Ipumepwr sonpocos/3adanuii
Test Ne 2 (Bompocsi 13-25)

13. Two main characteristics determine the performance of the processor: .
a) theclockrate  c¢) the number of cores
b) the form factor d) revolutions per minute

14. Which device allows several computers on a local network to share the Internet connection?
a) adapter b) amplifier c) router d) mail server

15. Conocmasvme 06e yacmu npeonrolicerusl.

1) Low or high temperature in the computer system A. SSDs will most likely replace hard disks.
may cause

2) Motherboards usually contain a number of B. they don't contain any moving parts.
expansion slots

3) A video card can either be integrated into a C. the amount of heat generated by them has increased as
computer's motherboard, or well.

4) USB flash drives are more reliable than external D. unexpected malfunctions during the operation of
hard drives because computers.

5) Due to their advantages and constantly lowering E. plugged into one of the slots on the motherboard.
prices,

6) As internal components of the computer have F. used to attach additional components like video cards
increased in speed and power consumption, or sound cards.

16. You can change the _ of the screen to make text and other items larger or smaller.
a) resolution  b) brightness c) capacity d) surface

17. If the touchpad is not working properly, you cantry .
a) to update the drivers C) to press it harder
b) to reinstall the operating system d) to sell the laptop

[IpoBepsieMblii 00pazoBaTeNnbHbBIN pe3yibTar (3 cemecTp):

Kon 1 HanMeHOBaHUE UHINKATOPA OO0pazoBaTesbHbBIA pe3yabTaT
JIOCTHXKEHUS] KOMIIETCHINN
YK-4.3 [IpuMeHsieT COBpeMeHHbIE OO0yuaroniicst 3HaeT: akaJeMUIECKYIO JIGKCHKY U 0a30BbIe TPaMMAaTHIECKUE
KOMMYHUKATHBHBIE TEXHOIOTUH IS MOJIETIM HAa UHOCTPAHHOM A3bIKE (II0 COOTBETCTBYIOLINM Pa3AeiaM JUCIUIIINHEI).
aKaleMUYECKOr0 B3aUMOICHCTBUS Ha
HHOCTPaHHOM(BIX) sI3bIKe(aX).

[Ipumepol 6onpocos/3adanuti
Test Ne 3 (Bonpocsi 1-12)

1. Camcorders ___ us capture video images and photographs directly in digital format.
a) let b) allow c) enable d) make it possible
2. They __ adownloadable patch that will fix the bug in the program.
a) have produced b) have been produced c) hasproduced d) had been produced
3. 3amenume ppa3zy, 0aHnyI0 8 CKOOKAX, MEPMUHOM.
It is essential that the software is (able to be used without special adaptation or modification) with all the components of
the computer.
4. Whenyou __ an account, you may be asked to enter your phone number.

a) are creating b) has created c) will be created d) are being create
5. Ioobepume cnosa, nooxoosuyue no KOHMEKCMy.
features low-level offered  purchase  directly restricted  failure

a) Software publishers regularly update their program products to fix bugs or add new .

b) For a computer to run a program created with a ___ language, it must be compiled into machine language.
c) A hotspot is a place where wireless access to the Internetis ___ at no cost.

d) Beforeyou __ software, you should first make sure your computer supports the system requirements.

e) FL Studio is the application that allows recording music entered ___ from the keyboard.

f) The overheating of the integrated circuit may result in a hardware .

g) The operations of special-purpose computers are ___ to the programs built into their microchips.

YK-4.4 TTpumeHsieT COBpeMEHHbBIE OO0yuaromuiics 3HaeT: MPoheCCHOHATBHYIO JIEKCHKY U TEPMHHOJIOTHIO, a TAKKE
KOMMYHHUKATHBHBIE TEXHOJIOTHH IS 6a30ByI0 rpaMMaTHKy HHOCTPAHHOTO SI3BIKa (TI0 COOTBETCTBYIOIINM pa3esiaMm
poQecCHOHANIBHOTO B3aUMOJCUCTBHS HA | AUCLMILUIMHBI).

HHOCTpaHHOM(BIX) sI3bIKe(axX).

Tpumepwr sonpocos/z3adanuii
Test Ne 3 (Bonpocsr 13-25)

13. Custom software is often more reliable and has less bugs than ___.
a) canned software ¢) shareware
b) commercial software d) open source software




to understand?

b) source code

pay for

a) high level language

e) software that can run on different computers without modification

manipulate the source code of a software program
g) copyrighted computer software that typically is available free of charge for trial
use but that must be paid for by anyone who uses it regularly
17. Hanuwume nponywenuoe ciogo.
A ___ isdescriptive information about hardware or software products.

14. Which among the following is a language used in a computer that is very similar to, the language of humans and is easy

c) object code e) machine language
d) assembly language

15. Software companies issue patchesto .
a) expand functionality c) fix bugs in their programs
b) solve security problems d) gain profit
16. Conocmasvbme mepmun u e2o onpedenenue.
a) an application normally consisting of a source code editor, a compiler and/or
interpreter, build-automation tools, and a debugger
b) a program in which the code is distributed allowing programmers to alter and
change the original software as much as they like
c) computer software licensed under exclusive legal right of the copyright holder environment

closed source software
compatible software
comware

integrated development

COow>

d) computer programs that you can often copy from the Internet and do not have to | E. proprietary software
F. off-the-shelf software
G. open source software
f) a program in which the license specifies that the user cannot see, edit or | H. freeware
I. shareware

[IpoBepsieMslii 00pa3oBaTeNbHBINA pe3ynbTaT (4 cemecTp):

KO)Z[ 1 HAUMCHOBAaHUE UHIUKATOPA
JOCTHXKCHHUA KOMIICTCHIIMHN

O06pa3oBaTenbHbIN pe3yiabTaT

VYK-4.3 [IpumeHsieT COBpeMeHHBIE
KOMMYHUKaTHBHBIE TEXHOJIOTUH
JUTSL aKaJIeMU9eCKOTO
B3aMMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) S3bIKe(aX).

06yl1a}01111/11>'1cs{ 3HACT: aKaACMHNYICCKYIO JICKCUKY U 0a3oBEIe I'paMMaTHYCCKUE MOJCIIN Ha
HWHOCTPAHHOM SA3BIKC (HO COOTBETCTBYIOIIIUM pa3acjiaM L[I/ICHI/IHJ'II/IHBI).

Ipumepwi sonpocos/3adanuil

Test Ne 4 (Bonpocsr 1-12)

1. PINTEREST users tend to focus on the positive aspects of life and leave the __ topics to other networks.

a) transparent b) trusted c) usable d) controversial
2. In 2001, an ANTRAX, an e-mail virus, took advantage of flaws in MS server software to cause widespread Internet .
a) revelations b) infringement ¢) disruptions d) frequency

3. The website surveymonkey.co.uk may not be used to __ content that is downloadable, live-streamed, or intended to

a) moderate

a) routed

redirect users to other webpages.

b) host ¢) impact d) ensure

4. Anindependent moderator should be __ to oversee the content posted on the website.

b) ensured c) arisen d) assigned

5. Hoobepume cnosa, nooxoosuue no KOHMeEKCMy.
gain arises  drastically assigned usable  route
a) A unique IP address must be __ to each computer connected to the Internet.
b) He has a security clearance that allows himto ___ access to classified information.
c) The _ taken by a message was not the most direct since a lot of nodes were busy.
d) The computer network can be switched to emergency power if the need .
e) The Internethas __ changed the way that people interact with each other.
f)  We've developed completely new design of Witap Soft site in order to make it more .

YK-4.4 [IpumMeHsieT COBpEMEHHEIC
KOMMYHHUKATHBHBIE TEXHOJIOTHHI
JUTst TPO(ECCHOHATBHOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

OOyuaromuiicst 3HaeT: MPOoPECCHOHATBHYIO JIEKCHKY W TEPMIHOJIOTHIO, a TaKkKe 0a30BYI0
IpaMMAaTHKy HHOCTPAHHOTO sI3bIKa (TT0 COOTBETCTBYIOLIMM pa3eiaM JHCIUIUIHHBL).

Tpumepwr sonpocos/z3adanuii

secure computer system.
a) evolve

Test Ne 4 (Bompocsi 13-25)

13. The controversial video was broadcast in popular television channels and across all __ platforms.
a) fiber optic b) satellite ¢) domain name d) social media
14. Installing anti-virus and content filtering software, creating individual user accounts are just a few measuresto ___ a

b) path C) ensure d) disrupt




a) destination

a) destination

15. Conocmasbme 0ge uacmu npeonoxiceHus:.
1) While adware and spyware may not be as destructive | A. the hardware itself or from how users have

as viruses, configured it.
2) On September 21, 2016, a hacker attack on DYN B. the laying of the submarine transatlantic telegraph
(DNS provider) has caused cable in 1866.
3) There are two main ways to moderate to content C. disruption to online services around the world.
4) Field Cyrus West is an American financier who D. they can compromise privacy and slow your
planned and oversaw computer drastically.
5) A dead link may occur when the server that hosted E. posted on the website: artificial intelligence
the page stopped working or algorithms and manually moderated human solutions.

16. A __ must be unique on the Internet and must be assigned by a registrar accredited by ICANN.

b) scammer €) ownership d) domain name

17. Data transmitted via the Internet is broken down into small packets. Each packet contains a(n) __ address on the
network, so routers know where to forward them.

b) path c) ownership d) array

[IpoBepsieMblii 00pazoBaTeNbHbBIN pe3yibTar (5 ceMecTp):

Kon n nanmenoBanue HHOWKaTOopa
JOCTHXKCHH KOMIICTCHIIMU

OO6pa3oBaTenbHBIN PEe3yIbTAT

YK-4.3 [IpumeHsieT COBpeMeHHbIE
KOMMYHHUKATHBHBIE TEXHOJIOTUH
UL aKaleMUYEeCKOro
B3aUMOJICHCTBUS Ha
WHOCTPaHHOM(BIX) sI3bIKe(ax).

OOyuaroruiicsi 3HaeT: aKaJIeMHYECKYIO JEKCUKY U 0a30Bble rpaMMAaTHUECKHE MOJIENN Ha
WHOCTPAaHHOM $sI3bIKe (IT0 COOTBETCTBYIOIINM pa3/ieiaM JTUCIUILTHHBI).

Tpumepwr sonpocos/3adanuii

a) issues

a) reveal
a) clearance

a) mitigate

2. Any malware found on the computer should be cleaned as quickly as possible to
infrastructure, including files and databases.

Test Ne 5 (Bonmpocsr 1-12)

1. Spam filters are programs that use a variety of different___ to identify and eliminate spam.

b) approaches ¢) intrusions d) goals
any further damage to

b) implement C) mitigate d) intrude

3. Two-factor authentication (2FA) keeps your devices safe in case of ___ or loss.

b) ransom c) leakage d) theft

4.  Some viruses system files in Windows, making computers unusable.

b) corrupt ¢) intrude d) compromises

5. Iloobepume cnosa, nooxoosiyue no KOHMEKCMY.

permits  theft  penetrate  corrupted  achieve  differentiate
a) Face ID ___ you to securely unlock your iPad, authenticate purchases, sign in to apps - all with just a glance.
b) Threats to data security can be classified into two types, data loss and data .
c) Viruses and worms might ___into computers through email attachments or __ Web links.
d) To___ between "good" and "bad" hackers, malicious hackers are referred to as "black hats".
e) A hardware geek is constantly upgrading internal components of the computer to ___ higher performance.

VYK-4.4 T[IpumeHsieT COBpeMECHHBIC
KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUTst TPO(ECCHOHATBHOTO
B3aUMOJICHCTBUS Ha
WHOCTPaHHOM(BIX) si3bIKe(ax).

OO0yuaromuiicst 3HaeT: MPOoPECCHOHATBHYIO JIEKCHKY W TEPMHHOJIOTHIO, a TaKKe 0a30BYIO
rpaMMaTUKy MHOCTPAHHOTO A3bIKa (HO COOTBETCTBYIOIIUM pa3aciaM }II/ICL[I/IHJ'II/IHI)I).

Tpumepor sonpocos/z3adanuii

f) all of the above

Test Ne 5 (Bonpocsr 13-25)

13. Patching is one of the most important things you can doto ___. (Choose all that apply)
a) improve security
b) enhance functionality d) mitigate vulnerabilities
14. Malware is a program designed to . (Choose all that apply)
a) protect the computer from penetration
b) mitigate the risks to data security
c) compromise confidential data
d) fix the software or hardware vulnerabilities
e) infiltrate the computer without the user's authorization or knowledge

c) wipe out the hard disk

15. To infect as many computers as possible, the malicious hacker must attract large numbers of users to visit the
compromised web page. This can be achieved by applying various techniques, for example .
a) by guessing and modifying the user's passwords
b) by cracking Microsoft software codes
¢) by sending out spam messages containing the link to the infected webpage




16.

17.

d) by intruding the victim's computers

e) all of the above
Not all data leaks are the result of malicious actions. In a lot of cases, it's the result of a mistake or negligence, for
example someone .

a) sends an email to the wrong recipient

b) forgets to encrypt classified data before transmitting it over the network

c) puts sensitive files on a USB drive and accidentally uploads it to an unprotected PC

d) all of the above
What are the physical security measures that a business can take to protect its computers and systems? (Choose all that
apply)

a) perform daily data backups

b) implement biometric authentication

c) replace software firewalls with antimalware

d) lock doors to telecommunications rooms

e) ensure that operating system and antivirus software is up to date

f) all of the above

[TpoBepsiembIii 00pa3oBaTeIbHBIN pe3yabTaT (6 ceMecTp):

KOH 1 HAUMCHOBAHUEC MHAUKATOPA
JOCTHXKCHHUA KOMIICTCHIIMHU

OO6pazoBaTenbHbBIA pe3yIbTaT

VYK-4.3 [Ipumensier coBpemennsle | OOydaromuiics 3HaeT: akaJeMHUIECKYIO JISKCHKY U 0a30BbIe TPaMMaTHIeCKHe MOAEIH Ha
KOMMYHHUKATHBHBIE TEXHOJIOTUHI MHOCTPAHHOM S3bIKE (TI0 COOTBETCTBYIOLINM pPa3aeiaM JUCIUIIIHHEI).

JUIS aKaJIeMUIECKOTO
B3aMMOJICHCTBHA Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

5.

Ipumepol 6onpocos/3adanuti

Test Ne 6 (Bonpocsr 1-12)

Spyware can be by viruses, worms, or Trojan horses, or it can be installed as an extra element from commercial,
freeware, or shareware applications.
a) deposited b) altered c) revealed d) replicated
___software is a computer program that does not require any software other than the operating system to run.
a) Sneaky b) Standalone c) Reputable d) Rogue
Ransomware uses encryption to ___ to user's data or resources.
a) pay attention b) reveal itself c) deny access d) issue a patch

Conocmagbme 0se wacmu npeodsoHceHul.
a) FileASSASSIN is a free application that can a hyperlink that redirects you to a spoofed webpage.
b) Spam can be used to spread malware as an email the virus remains in a dormant state until the file is
attachment or with activated.
c) When the infected file is loaded on a system, C. delete locked files deposited by a malware infection.
d) On-line marketing companies are using a number of D. harvesting personal information, redirecting browser

w >

practices in trying to activity and altering computer settings.
e) Malware can reveal itself by E. get people to pay attention to advertisements.
f)  Social engineering is used by cybercriminals to F. making changes to the way your computer behaves.
G. trick users into revealing confidential data.
Viruses can be like time bombs — some are active upon receipt, while others remain in a ___ state for hours, days,
weeks, or even years before activating.
a) unsuspecting b) trustworthy c) standalone d) dormant

YK-4.4 [Tpumensier coBpeMennbie | OOydaronuiics 3HaeT: IpoPecCHOHANBHYO JCKCHKY U TEPMHUHOJIOTHIO, & TAK)KE 0a30BYIO
KOMMYHHUKAaTUBHBIC TEXHOJOTUH rpaMMaTUKy MHOCTPAHHOTO A3bIKa (HO COOTBETCTBYIOIIUM pa3aciaM }II/ICL[I/IHJ'II/IHBI).

JUIs1 TIPO(heCCHOHAIIBHOTO
B3aUMO/JICHCTBUS HA
WHOCTPaHHOM(BIX) si3bIKe(ax).

Tpumepwr sonpocos/z3adanuii

Test Ne 6 (Bonpocsr 13-25)

The anti-virus company alerted its users about a new ____that could wipe everything off their hard disks.

a) drive-by attack b) destructive virus c) PUP
A logic bomb is a form of malware that that uses a ___ to activate the malicious code.
a) trigger b) rootkit c) malspam

____is malware that misleads users into believing there is a virus on their computer and aims to convince them to pay for
a fake antivirus that actually installs malware on their computer.

a) Adware b) Keystroke logger ¢) Rogue security software
A criminal uses ___to obtain information about the computer of a user.

a) malvertising b) spyware c) trigger




5. People tend to share personal information on social media, making them vulnerable to and socially engineered
scams.

a) identity theft b) cryptojacking c) drive-by attacks

2.2 TunoBble 3a1aHUA 1JI1 OLIEHKU HABBIKOBOI0 00pa30BaTeIbHOIO pe3yJibTaTa

I[poBepsiemsbliii 00pa3oBaTenbHbIN pe3ynbTar (1 cemectp):

Kon 1 HanmeHoBaHUe OO0pazoBartenbHbIi pe3ysbTar
UHAMKATOpa TOCTHXKEHUS
KOMIETEHINH
YK-4.3 [Ipumensier OOyuaronuiicst yMeeT: CTPOUTH AUAIOTHYECKHE BHICKAa3bIBAHMS HA aKaIeMUUECKHE U
COBpEMEHHEIE IpodecCHOHATBHBIE TEMBI (110 COOTBETCTBYIOIIUM Pa3esiaM AUCIIHILUINHEI).

KOMMYHHUKATHBHBIC TEXHOJIOTHUHI
JUTSL aKaJJeMHYECKOT0
B3aUMOJICHCTBHS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

3aganue Ne 1.1. CoOecegoBaHie MPOBOIUTCS MO CJAEAYIOIIMM TeMaM:
- Computer Basics: What is a Computer? (Uto Takoe KOMIbIOTEP?)
- Application of Computers in the Modern World. (Cdepsr ncmonb30BaHust KOMITBIOTEPOB B COBPEMEHHOM MHPE)
- Types of Computers: Computers for Personal Use. (Buasl COBpeMEHHBIX BBIYHUCIMTEIBHBIX YCTPOMCTB: KOMITBIOTEPHI
UTS IEPCOHATBHOTO MCTIOIB30BAHNS)
— Types of Computers: Computers for Organisations. (Buabl cOBpeMEHHBIX BBIYUCIUTENBHBIX YCTPOUCTB: KOMITBIOTEPHI
Ut OM3HEca U paboTHI)

I[Ipumepsl BONIPOCOB 115 codeceT0BAHNA:

What is a computer?

What two categories can the computers be divided into?

What is the difference between general-purpose and special-purpose computers?
Why are modern computers referred to as digital devices?

Why do modern computers refer to electronic devices?

What functions does any general-purpose computer system carry out regardless of its size or type?
Does the computer accept data only in the form of programs?

How is any data that is put into the computer for processing referred to as?

. What devices can be used to enter data into a computer system?

10. When does raw data become useful information?

11. What parts does every computer system consist of?

12. What is hardware and software?

©WoOoNoaM~LNE

YK-4.3 [Ipumensier OOyuatomtuiics BajeeT: HaBpIKaMHU YTCHHUS, IOHIMAaHUS U TIePeBOo/Ia ayTCHTUYHBIX TEKCTOB
COBpPEMCHHBIE Ha WHOCTPAaHHOM SI3bIKE, CIIOCOOEH M3BJIEKaTh HEOOXOAUMYIO TEKCTOBYIO HH(OPMAIHUIO,
KOMMYHUKATHBHBIC TEXHOJIOTUM | aHAJIM3UPOBATh M 0000LIATH €€ B LEJISX aKaIeMUYEeCKOT0 B3aUMOJICHCTBHS B YCTHOM U

JUIS aKaJIeMHYECKOT0 MTUCbMEHHOU (hopMax.

B3aMMOJICHCTBHS Ha

MHOCTPaHHOM(BIX) sI3bIKe(ax).

Tpumepol 3adanuti
3ananue Ne 1.2. TlepeBeauTe ciieAyONuii TEKCT 0€3 ONMOPHI HA CJIOBAPD.
Online Lectures

A university professor in Singapore gave a two-hour online lecture but didn't realize he was on mute. Professor Wang, who
teaches Maths, was not aware that throughout his online presentation, the microphone on his computer was switched off. This
meant that none of the students attending his online class heard what professor Wang was talking about. His university switched
his classes online to help reduce the spread of COVID-19. His lecture started well but then it froze. The video came back but the
mic was off and professor Wang did not notice. One of his students says it might have been because the professor was using an
iPad and not a computer.

Students tried many times to contact professor Wang during the lesson but could not get through to him. They waved their arms
and even tried calling him on his personal phone. A video of the moment he understood his mic was off has gone viral on the
Internet. It has received more than 653,000 views. After realizing what happened, professor Wang appeared shocked and stressed.
He said he was upset at the thought of wasting two hours of his students' time. He has offered to redo the lecture at a different
time so his students do not miss that class. One of his students posted on social media about the professor's mishap. She wrote: "I
took a class under him before and he teaches well. | feel bad for him."

3aganne Ne 1.3. BoimoiHuTe 3a1aHUS HA IOHMMAHHE COAEPKAHUSA MPOYUTAHHOTO TEKCTA.

(@) True/ False
1. The professor in the article teaches computer coding. T/F
2. Not asingle student heard what the professor was saying. T /F




3. The article said the professor froze. T/F
4. A student blamed the mishaponaniPad. T/F
5. Students waved their phones at the professor. T /F
6. A video of the professor has gone viral on the Internet. T/F
7. The professor is sad because he wasted his students' time. T/F
8. The professor said he would not redo the lecture. T/F
(b) Comprehension questions
1. In which country was the professor teaching online?
2. What does the professor teach?
3. What did the university want to stop the spread of?
4.  What happened to the professor's lecture after it started?
5. What did a student say the problem might have been?
6. What did students wave?
Multiple choice quiz
1. Inwhich country was the professor teaching online?
a) South Africa b) Singapore c) Sierra Leone d) Slovakia
2. What does the professor teach?
a) coding b) English c) architecture d) maths
3. What did the university want to stop the spread of?
a) COVID-19 b) disinformation c) fake news d) gossip
4.  What happened to the professor's lecture after it started?
a) it went viral b) it got lots of views c) it froze d) it was full
5. What did a student say the problem might have been?
a) aglitch b)aniPad c)avirus d)a power cut
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VYK-4.4 [Ipumensier OOy4aronIuiicss yMeeT: CTPOUTh MOHOJIOTHYECKHE COOOIIECHHS Ha TPO(HECCHOHATBHBIE TEMBI
COBpEMCHHEIC (TI0 COOTBETCTBYIOIMIUM pa3JieliaM TUCIUILINHEI).

KOMMYHHUKATHBHBIC TEXHOJIOTHUHI
IUTSE TIPO(ECCHOHATTFHOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepsr 3adanuii

3ananue Ne 1.4. IloaroToBbTE YCTHOE COO0IIEHME HJTH MPE3EHTAIIUIO HA CJIeAYIOIIHE TEMBI:
- Computer Basics: What is a Computer?
— Application of Computers in the Modern World
- Types of Computers: Computers for Personal Use.
—  Types of Computers: Computers for Organisations.

VK-4.4. Ilpumensier OOyuaronuiics BiaJIceT: HABBIKAMH YTEHHS, TOHUMAHUS U TIEPEBO/Ia Ay TCHTUYHBIX TEKCTOB
COBpEMEHHBIE Ha WHOCTPAaHHOM SI3bIKe, CIIOCOOEH M3BJIEKaTh HEOOXOAUMYIO TEKCTOBYIO HH()OPMAIHUIO,
KOMMYHHKATHBHBIC TEXHOJIOTUM | aHAJIM3UPOBATh U 0000LIATH €€ B LEeJIsAX MPO(hEeCCHOHAIBHOTO B3aUMO/ICHCTBUS B YCTHOH U
JUTst TIPO(heCCHOHAITBHOTO NHCbMEHHOU (opmax.

B3aMMOJICHCTBHS Ha

WHOCTPaHHOM(BIX) si3bIKe(ax).

Tpumepwr 3adanuti
3aganmne Ne 1.5, [lepeBennuTe CiIeTyIONIYI0 CTATHIO € ONOPOIi HA CJIOBAPh.

What is a Tablet?
By: Jonathan Strickland

When Steve Jobs ended years of speculation in 2010 by announcing the iPad tablet device, he helped launch a new era in
computer hardware. Though tablet PCs have been around for years, the iPad was the first device to use the form factor
successfully in the consumer market. And Apple's success benefitted other companies as well as tech enthusiasts looked for
alternatives to Apple's approach.

So what exactly is a tablet? At its most basic level, a tablet PC is a mobile computing device that's larger than a smartphone or
personal digital assistant. There's not a strict cutoff size for tablet devices -- the iPad line sports a screen size of just under 10
inches but other tablets can be larger or smaller. In general, if the computing device uses an on-screen interface and doesn't
include a phone, it's a tablet. To confuse matters, some manufacturers produce hybrid devices that are part tablet, part laptop
computer. The device might come with an attached keyboard -- the screen swivels or folds down to cover the keyboard and voila,
you have a tablet!

In 2010, Lenovo introduced a prototype device called the IdeaPad U1 at the Consumer Electronics Show in Las Vegas, Nev. At
first glance, it looked like a normal laptop computer. But if you detached the screen from the base, the laptop converted to a tablet
computer with its own, independent operating system. Lenovo rebranded the device, naming it the Lenovo LePad and launching
itin Chinain 2011.

Although tablets come in a variety of shapes, sizes and feature sets, they share many similar characteristics. Nearly all have a
touch-screen interface and an operating system capable of running small programs. They don't necessarily replace the need for a
more robust computer, but they create a new space for computing devices.




[TpoBepsiemblii 00pa30BaTeNbHBIN Pe3yNbTAaT (2 ceMecTp):

Kon n HanmeHoBaHme OO0pazoBartenbHbIi pe3ysbTar
UHAMKATOpa JOCTUXKEHUS
KOMIETEHINH
VYK-4.3 [Ipumensier OOyuaronuiicsi yMeeT: CTpOUTH AUAIOTHYECKHE BHICKAa3bIBAHMUS HA aKaJIeMHUUECKHUE U
COBpPEMEHHEBIE npodecCHOHATIBHBIE TEMBI (110 COOTBETCTBYIOIIUM pa3jiesiaM AUCIUILUINHEI).

KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUTSL aKaJIEMAIECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

3ananue Ne 2.1. CobecenoBaHue MPOBOUTCS O CJIEAYIOLIUM TEMAM:
- Computer Hardware: Internal Components (Anmaparaoe oGecriedenne: BHyTPEHHEE yCTPOUCTBO KOMITBIOTEPA)
- Computer Peripherals: Input Devices (ITepudepust koMIbrOTEpa: YCTPOHCTBA BBOIA)
- Computer Peripherals: Output Devices (Tlepudepust KOMIIBIOTEpa: YCTPOHCTBA BBIBOIA)

I[IpumMepsl BONIPOCOB A1 cofeceT10BAHNA:

What is a computer monitor?

Can computer monitors be referred to external or internal peripherals?

How many types of computer monitors are there available now?

What are they?

What does CRT stand for?

What are the main disadvantages of the CRT monitors as compared with other types of monitors?
What does LCD stand for?

What two types of LCD technology are there?

What technology is more secure and reliable?

10 What advantages do the LCD monitors have as compared with the CRT monitors?
11. What does LED stand for?

12. What advantages do the LED monitors have as compared with the LCD monitors?

©CoNoA~LNE

YK-4.3 [Ipumensier OOyuarontuiics BIajeeT: HaBbIKaMU YTSHHS, IOHUMAaHUS U IepeBOoJIa ayTeHTUYHBIX TEKCTOB
COBpEMEHHBIE Ha WHOCTPAaHHOM SI3bIKE; CIIOCOOHOCTBIO U3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO HH(OpMAIHIO,
KOMMYHUKATHBHBIC TEXHOJIOTUHM | aHAJIM3WPOBATh M 0000IIATH €€ B LEJSX aKaJeMUIeCKOT0 B3aUMOICHCTBHS B YCTHOH U

JUISL aKaJIeMHYECKOT0 MMUCbMEHHOU (hopMax.

B3aMMOJICHCTBHS Ha

WHOCTPaHHOM(BIX) sI3bIKe(ax).

Tpumepwr 3adanuti
3ananue Ne 2.2. [lepeBeauTe ciieAyIOLIUii TEKCT G€3 ONMOPHI HA CJIOBAPD.

Online Learning

The year 2020 has been difficult for hundreds of thousands of teachers across the globe. They have had to learn to deliver their
lessons using online platforms. Millions of students have done their lessons via websites like Zoom. This has caused a major
transformation in education as technology has taken centre stage. The quality of education differs according to Internet speeds,
and the levels of teacher preparedness and teachers' competence in using technology. It also depends on the devices students
have. Many students had no lessons because they had no computer.

The Education Ministry in Malaysia has started a new initiative to help underprivileged children. Around 150,000 eligible pupils
will receive a device so they can participate in online lessons. Malaysia hopes to build on the success of this to expand the
programme. It wants to assist pupils and schools in need and find the best implementation method to expand it. There are plans to
enhance educational TV shows for students with no Internet access. Malaysia will also employ sign language interpreters to help
the hard of hearing. It wants to focus on students' needs.

33113]-"/19 Ne 2.3. BoInoiHuTE 3alaHUA HA MOHUMAaHHE COACPKAHUSA MPOIYUTAHHOTO TEKCTA.

(@) True/ False
The article says millions of teachers got to grips with online platforms. T/F
The article says online lessons have transformed education. T/F
The article says the level of teacher competence in technology differs. T/F
Many students could not learn online because they had no computer. T/F
Malaysia will help up to 150,000 students to learn online. T/F
Malaysia said it wants to help students become pilots. T/F
Malaysia will use sign language interpreters online. T /F
A teacher said Malaysia was not considering the needs of students. T/F
(b) Multlple choice quiz
1. What kind of year does the article say teachers have had?
a) an educational one b) a crazy one c¢) atumultuous one d) a good one
2. What did teachers have to get to grips with?
a) online platforms b) their hands c) tests d) homework
3. Who has been stuck at home?
a) students b) an education minister c) engineers d) teachers
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4. What has taken centre stage?
a) English b) technology c) tests d) homework
5. Why were some students deprived of lessons?
a) not enough teachers b) power cuts
c) they had the wrong platform  d) no computers, tablets and smartphones
6. What has Malaysia's Education Ministry rolled out?
a) a new curriculum b) a new initiative c) a homework plan d) new tests
7. What will Malaysia's government enhance?
a) test security  b) software  c) educational TV programming d) Internet speeds
(c) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word 'online'?
3. What do you think of online learning?
4. Would you prefer face-to-face or online learning?
5. What are the advantages of online learning?
6. What experiences do you have of online learning?
7. Why might teachers like teaching online?
8. What is the best platform for online learning?
9. Who is online learning good for?
10. Should all students be learning online in the future?

YK-4.4 [Ipumensier OOyugaronuiicst yMeeT: CTPOUTh MOHOJIOTHYECKHE COOOMIEHNS Ha MPOQeCCHOHATIBHBIE TEMBI
COBpEMEHHEIE (110 COOTBETCTBYIOIINM pa3/iesiaM JUCIUIIINHBL).

KOMMYHUKATHBHBIE TEXHOJIOTUHI
IUTSE TIPO(ECCHOHATTFHOTO
B3aMMOJICHCTBHA Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

Ipumepuol 3a0anuii

Saualme Ne 2.4, HOI[FOTOBBTe YCTHOC cooﬁme}me WM MPE3CHTAIMIO HA CJICAYIOIINE TEMbI:
- Computer Hardware: Internal Components
—  Computer Peripherals: Input Devices
- Computer Peripherals: Output Devices

VYK-4.4 ITpumenser OOyuatomruiics BIajeeT: HaBBIKaMU YTCHHUS, IOHIMAaHUS U IePeBO/Ia ayTCHTUYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM SI3bIKE, CIIOCOOEH M3BJIEKaTh HEOOXOAUMYIO TEKCTOBYIO HH()OPMAIHUIO,
KOMMYHHKATHBHBIC TEXHOJIOTUH | aHAJIM3UPOBATh U 0000LIATH €€ B LEeJIsAX MPO(EeCCHOHAIBHOTO B3aUMO/ICHCTBUS B YCTHOM U
JUIs1 TIPO(heCCHOHAIIBHOTO MMUCbMEHHOU (hopMax.

B3aMMOJICHCTBHS Ha

WHOCTPaHHOM(BIX) si3bIKe(ax).

Tpumepwr 3adanuti
3aganmne Ne 2.5, [lepeBenuTe CJIeTYIONIYI0 CTATHIO ¢ ONMOPOI HA CJIOBAPb.

The 3-D Printing Revolution
By: Chris Pollette & Stephanie Crawford

Increasing availability and affordability of 3-D printing solutions has made the technology attractive to people across many
industries. For example, the automotive industry has used 3-D printing technology for many years for rapid prototyping of new
auto part designs.

The medical profession eagerly adopted 3-D printing for a number of uses, such as printing prosthetics. Traditional professionally
made prosthetics can be expensive, but a 3-D printer could make a prosthetic hand for as little as $50. Similarly, Walter Reed
Army Medical Center has used 3-D printing to produce models that surgeons can use as a guide for facial reconstructive surgery.
Several professional 3-D printer manufacturers sell machines specifically designed for dental work.

Engineers in the aerospace industry incorporate 3-D printing to help test and improve its designs as well as to show off how well
they work. Research company EADS has an even bolder ambition for 3-D printing: to manufacture aircraft parts themselves,
including an entire wing for a large airplane. EADS researchers see this as a green technology, believing 3-D printed wings will
reduce an airplane's weight and, thus, reduce its fuel usage. This could cut carbon-dioxide emissions and the airline around
$3,000 over the course of a year.

3-D printing also has some interesting aesthetic applications. Designers and artists are using it in creative ways to produce art,
fashion and furniture. Graphic artist Torolf Sauermann has created colorful geometric sculptures using 3-D printing. Freedom of
Creation (FOC), a company in the Netherlands, sold 3-D printed products made from laser-sintered polyamide, including lighting
with intricate geometric designs and clothing designs consisting of interlocking plastic rings that resemble chain mail.

A tastier application of 3-D printing technology comes from the chocolate industry, which has developed machines that can
create unique confectionary items. Although unsuitable for mass production, 3-D printers can make computer-designed objects as
prototypes, or just as unique, customized treats.




[TpoBepsiemblii 00pa3oBaTeNbHBIN pe3ynbTaT (3 ceMectp):

Kon n HanmeHoBaHme OO0pazoBartenbHbIi pe3ysbTar
UHAMKATOpa JOCTUXKEHUS
KOMIETEHINH
VYK-4.3 [Ipumensier OOyuaromuiicst yMeeT: CTpOUTh AUAIOTHYECKHE BHICKAa3bIBAHMUS HA aKaJeMHUUECKHE U
COBpPEMEHHEBIE podecCHOHATBHBIE TeMBI (110 COOTBETCTBYIOIIUM pa3jiesiaM AUCIUILUINHEI).

KOMMYHHUKATHBHBIE TEXHOJIOTUU
JUTSL aKaJIEMAIECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

3ananue Ne 3.1. CobecenoBaHue MPOBOUTCS O CJIEAYIOLIUM TEMAM:
- Introduction to Computer Software (ITporpamMmmuOe 06ecrieueHrHe KOMITBIOTEPA)
- System Software (CuctemHOe IporpaMMHOe 0OecIIeUeHuE)
— Application Software (ITpukiagHoe nporpaMMHOe 0OeceYeHuUE)

IIpumepbl BONPOCOB /151 cOOeCeOBAHMA:

What is software?

What two basic kinds of software are there?

What is closed source software also called?

Give a few examples of programs that refer to closed source and open source ones.
What is the main difference between closed source and open source programs?
What steps might you take to modify the source code?

What can you do if you find a bug in a proprietary code?

How many categories do software programs fall into according to the way of distribution? What are they?
. How are freeware programs distributed?

10. Are all freeware programs copyrighted or licensed?

11. What is the difference between freeware and shareware?

12. How are shareware programs distributed?

©o~NoaMWNE

YK-4.3 [Ipumensier OO6yuatontuiicst Bageer: OOydJaroNMics BIaJeeT: HaBBIKaMH YTCHHUS, IOHUMAaHUS U
COBpEMEHHBIE nepeBo/ia ayTEHTUYHBIX TEKCTOB HA HHOCTPAHHOM SI3BIKE; CIIOCOOHOCTHIO U3BIIEKATh
KOMMYHUKATHBHBIE TEXHOJIOTUM | HEOOXOANMYIO TEKCTOBYIO HH(OPMALUIO, aHAIN3UPOBATH U 00001IaTh ee B IeIsIX
JUIS aKaJIEMUYECKOTO aKaJIeMMYECKOTO B3aUMOJICHCTBHS B YCTHOW M MUCbMEHHOH (opmax.
B3aMMOJICHCTBHS Ha

WHOCTPaHHOM(BIX) si3bIKe(ax).

Tpumepwr 3adanuti
3aganmne Ne 3.2. [lepeBenuTe CiIeqyIOUINid TEKCT 0€3 OMOPHI HA CJIOBAPb.
Learning Vocabulary

A new study shows that we could learn vocabulary while we are sleeping. This is great news for students struggling to learn a
new language. It is also good for anyone who is trying to expand their knowledge of words. Researchers from the University of
Bern in Switzerland have shown that it is possible to learn new information while we are sleeping deeply, and then recall this
information when we need it after we wake up. This new information includes foreign language vocabulary. The researchers
conducted tests on whether or not a person can remember new words and their translations while they were asleep. They said our
sleeping brain is much more aware of the outside world than we thought.

Researcher Marc Ziist said, "language areas of the brain and the hippocampus - the brain's essential memory hub - were
activated" after a person woke up. He said these areas of the brain allow us to remember vocabulary during deep sleep. The
researchers said that during deep sleep, our brain cells are active for a short period of time - about half a second. The cells then
enter into a period of inactivity - again, about half a second. The active state is called "up-state” and the inactive state is called
"down-state." The "up-state” period is the time when our brain could learn new vocabulary. The researchers say more research is
needed to be 100 per cent sure that we can learn vocabulary while asleep.

3ananue Ne 3.3. BoinosiHuTe 32 1aHNs1 HA TOHUMAHHE CO/IEPKAHMS MPOUYUTAHHOIO TEKCTA.

(@) True/ False
This story is great news for people struggling to learn a language. T/F
The research was conducted by researchers from a Swiss university. T/F
Researchers tested language translations while people were asleep. T/F
Our sleeping brain may be more aware of things than we thought. T/F
The hippocampus is the part of the brain used to forget things. T/F
In deep sleep, our brains are active for half-a-second atatime. T/F
A sleeping period called "up-state” allows us to learn vocabulary. T/F

8. The researchers are 100% sure we can learn vocabulary while we sleep. T/F
(b) Multiple choice quiz

1.  When did researchers say we recall information learnt while we sleep?

a) just after breakfast b) in dreamland c) at 6am d) when we wake up
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2. What did researchers say they tested besides new words?
a) sleep D) translations c¢) dreams d) grammar
3. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c) light d) phrasal verbs
4. What is the hippocampus?
a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
5. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c¢) two seconds d) half a second
6. What is the inactive state of our brain while we sleep called?
a) the "inter-state” b) the "up-state” c) the "down-state" d) the "dream-state"
7.  What can we do in the "up-state" period of our sleep?
a) sleepwalk b) speak English c) see with our eyes shut d) learn new vocabulary
(c) Discussion
What did you think when you read the headline?
What images are in your mind when you hear the word 'learn'?
How important is sleeping?
What is the best way to learn vocabulary?
What do you think of learning vocabulary while sleeping?
Is sleeping only for sleeping?
Could there be any dangers to learning while asleep?
How happy are you with your vocabulary?
What are your three favourite English words?
10 What else could we learn while we are asleep?
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YK-4.4 [Ipumensier OOy4aronuiicss yMeeT: CTPOUTh MOHOJIOTHYECKUE COOOIICHHS Ha MPO(HECCHOHATBHBIC TEMBI
COBpEMCHHEIC (TI0 COOTBETCTBYIOIIHUM pa3JieliaM TUCIUILIHHEI).

KOMMYHHUKATHBHBIC TEXHOJIOTHHI
IUTSE IPO(hECCHOHATTLHOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

IHpumepsr 3a0anuii

3aualme Ne 3.4, HO}]FOTOBLTQ yYcTHOC cooﬁme}me WIH MPEe3eHTAlUI0 HA CJIEAYIOLIHE TEMbI:
— Introduction to Computer Software
—  System Software
— Application Software

VYK-4.4 TIpumensier OOyuaronuiics BiaJIceT: HABBIKAMH YTEHHS, TOHUMAHUS U TIEPEBO/Ia Ay TCHTUYHBIX TEKCTOB
COBpEMEHHBIE Ha WHOCTPAaHHOM SI3bIKE, CIIOCOOEH M3BJIEKaTh HEOOXOAUMYIO TEKCTOBYIO HH(OPMAIHIO,
KOMMYHHKATHBHBIC TEXHOJIOTUM | aHAJIM3UPOBATh U 0000LIATH €€ B LEeJIsIX MPO(EeCCHOHAIBHOTO B3aUMO/ICHCTBUS B YCTHOH U
JUTst TIPO(heCCHOHAITBHOTO NHCbMEHHOU (opmax.

B3aMMOJICHCTBHS Ha

WHOCTPaHHOM(BIX) si3bIKe(ax).

Tpumepwt 3adanuti
3aganmne Ne 3.5. [lepeBenuTe CJIeTYIONIYI0 CTATHIO C ONMOPOI HA CJIOBAPh.

Microsoft's New Operating System Won't Let Users Change Default Browser
By: Jonathan Strickland

Microsoft launched Windows 10 S in May 2017, a slimmed-down version of its operating system. The new OS places strict
limitations on what users can do. For example, you can only run programs (now called "apps™) that come from the Windows
Store. And by default, your web browser will always be Edge, the successor to Microsoft's Internet Explorer.

What's up with the changes? First, Windows 10 S isn't the universal replacement for Windows 10. Microsoft intends Windows 10
S for a specific audience; namely, people who want a more curated and, hypothetically, secure experience on their computers.
One of the company's big target consumer groups is schools.

By limiting the programs you can run on the device, Microsoft decreases the chance you'll encounter malware or other security
risks. It also helps prevent people from trying to install programs that their machines just aren't capable of running well.

But it's that default web browser that has many outlets talking, including The Verge. According to Microsoft, users will be able to
download any other web browser that's available in the Windows Store, but they will not be able to switch the default to that new
browser. Click on any .htm file and Edge will pop up automatically.

You also won't be able to change the default search engine from Bing to anything else, so if you want to Google something you'll
have to navigate over to Google.com first.

The Windows 10 S operating system isn't the new standard. And although you won't have many options on a Windows 10 S
machine, you can always choose to buy a different type of PC instead.

So, it's not an apples-to-apples comparison, but it is interesting to see Microsoft launch a product that explicitly follows a strategy
similar to the one that could have led to the U.S. government breaking up Microsoft into smaller companies.




[TpoBepsiemblii 00pa3oBaTeNbHBIN pe3ynbTat (4 ceMectp):

Kon n HanmeHoBaHme OO0pazoBartenbHbIi pe3ysbTar
UHAMKATOpa JOCTUXKEHUS
KOMIETEHINH
VYK-4.3 [Ipumensier OOyuaromuiicst yMeeT: CTpOUTh AUAIOTHYECKHE BHICKAa3bIBAHMUS HA aKaJeMHUUECKHE U
COBpPEMEHHEBIE npodecCHOHATIBHBIE TeMBI (110 COOTBETCTBYIOIIUM pa3/iesiaM AUCIUILUINHEI).

KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUTSL aKaJIEMAIECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

3aganne Ne 4.1. CobecegoBaHue MPOBOIUTCS MO CJAEAYIOIIMM TeMaM:
- How the Internet works (ITpurmumns! paGotsr MaTepHETA)
— Communications and Networks (Cuctembl cBS31 1 KOMMYHUKAIIMOHHBIE CETH)
- World Wide Web (Bcemupnas [Tayruna)

IIpumepsbl BONPOCOB 1JIs1 COOeCeJOBAHMS:

At what age did you start surfing the Internet?

How many hours a day on average do you spend online?

Which company is your ISP?

Why did you choose this company? Are you satisfied with their service?

How much does it cost you?

Do you mostly access the Internet for fun or education?

What are some of the ways the Internet can be used for education?

How can the Internet help you learn English? Do you take advantage of this?

How can we stop students from "cutting and pasting™ from the Internet when they do their assignments?

0. Many Universities are now offering online courses. Which form of education is better: traditional or distant? Give your
reasons.

11. Do you think that it is important for educational institutions to have Internet access? Why?

12. Do you think that teleworking is good or bad?

13. What are some of the ways the Internet can be used for entertainment?
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YK-4.3 IIpumenser OOyuaronuiics BiaJiceT: HaBBIKAMH YTEHHS, TOHUMAHUS U TIEPEBO/a Ay TCHTUYHBIX TEKCTOB
COBpEMEHHBIE Ha WHOCTPAHHOM SI3bIKE; CIOCOOHOCTBIO M3BIEKATh HEOOXOUMYIO TEKCTOBYIO HH(OPMALIHIO,
KOMMYHHUKATHBHBIC TEXHOJIOTUH | aHAJIM3UPOBATH M 0000LIATH €€ B LENSAX aKaJeMUYeCKOT0 B3aUMOICHCTBHS B YCTHOM U

JUTSL aKaJIeMAYECKOTO NHCbMEHHOHU (opmax.

B3aUMOJICHCTBUS Ha

WHOCTPaHHOM(BIX) si3bIKe(ax).

IIpumepwr 3a0anuii
3ananmne Ne 4.2, [lepeBennuTe cJIeqyIOUINA TEKCT 0€3 OMOPHI HA CJIOBAPh.
Exam Security

Algeria has turned off its Internet all over the country to stop students cheating in high school exams. Algeria’'s government said it
wanted to do something to stop students secretly going online during nationwide school tests. All Internet service was stopped for
an hour after the start of each of the exams. The government will shut the Internet down during the whole exam season, between
June 20 and June 25. In addition, all electronic devices with Internet access have been banned from the country's 2,000 exam
centers. Even teachers cannot take phones into the exam halls. There were many problems in 2016 when test questions were
leaked online both before and during exams.

Algeria's Education Minister Nouria Benghabrit told the Algerian newspaper Annahar that Facebook would also be blocked
across the country for the six days the exams were taking place. She said she did not like doing this but she could not do nothing
and give opportunities to students to cheat in tests. As an added security measure, metal detectors will be placed in all exam halls,
and security cameras and mobile-phone blockers have been set up at the printing companies where the exams are printed. Many
students thought the government was doing the right thing. Rania Salim, 16, said it wasn't fair that students who didn't study
could get help in exams by using their mobile phone to cheat.

3ananue Ne 4.3. BoinosiHuTe 32 JaHNSI HA TOHNMAaHHE CO/IEPKAHMS MPOYUTAHHOTO TEKCTA.

(a) True/ False
Algeria has turned off the Internet in high schools but not universities. T/F
Algeria's Internet is being cut off for 24 hours on exam days. T/F
Students can take smartphones into exam halls but must turn them off. T/F
Many exam questions were leaked online in 2016. T/F
Algeria's education minister has blocked Facebook for six days. T/F
The government has put metal detectors in all exam halls. T /F
The government has put security cameras in test-printing companies. T/F
8. A 16-year-old student disagreed with the government's actions. T/F
(b) Multiple choice quiz
1. What exams did the government want to stop people cheating in?
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a) IELTS b) university entrance exams c) high school exams d) law exams
2. How long will the Internet shut down for after each exam starts?
a) an hour b) 90 minutes c¢) 3 hours d) 12 hours
3. What did the education minister say would be blocked for six days?
a) school gates b) Facebook c) Twitter d) roads
4. What will be put in all exam halls for extra security?
a) anti-cheating robots b) lasers c¢) guards d) metal detectors
5. Where has the government put security cameras?
a) student desks b) printing companies c¢) on school rooftops d) in libraries
(c) Discussion
1. Did you like reading this article? Why/not?
2. What do you think of when you hear the word 'security'?
3. What do you think about what you read?
4. Would you report someone you saw cheating?
5. Should all exams have metal detectors and security cameras?
6. Where else should mobile phone blockers be installed?
7.  What else could the government have done?
8. What advice do you have for cheating students?
9. Isthere a better way to assess students than exams?
10. What questions would you like to ask the education minister?

VYK-4.4 TTpumensier OOy4aromHiics yMEeT: CTPOUTh MOHOJIOTHYECKUE COOOIIEHHS Ha MPO(heCCHOHATBHBIC TEMBI
COBPEMEHHBIE (110 COOTBETCTBYIOIIUM pa3jiesiaM IUCIUITIUHEI).

KOMMYHUKaTHBHBIE TEXHOJIOTUH
JUTs1 TIPO(heCCHOHAIIBHOTO
B3aMMOJICHCTBHS Ha
HHOCTpaHHOM(BIX) S3bIKe(aX).

IHpumepsr 3adanuti

3aganne Ne 4.4, TloaroroBbTE YyCTHOE COOOIIEHHE WIH MPE3eHTAIUI0 HA CJIEAYIONINEe TeMbI:
- How the Internet works
— Communications and Networks

- World Wide Web
YK-4.4 TIpumensier OOyuaronuiics BiaJieeT: HaBBIKAMH YTEHHSI, TOHUMAaHUS 1 TIEpEBOJIa Ay TCHTUYHBIX TEKCTOB
COBpEMEHHBIE Ha WHOCTPAHHOM SI3bIKE, CTIOCOOEH M3BJIEKAaTh HEOOXOIMMYIO TEKCTOBYIO HH(OpMAIHIO,
KOMMYHUKaTHBHBIC TEXHOJIOTUH | aHAIM3MPOBATh M 0000IIATH €€ B LEJISIX MPO(ECCHOHAIFHOTO B3aUMOACHCTBYS B YCTHOH U
IUTSE TIPO(ECCHOHATTBHOTO MMMCHMEHHOU (hopMax.
B3aMMOJICHCTBHS Ha
HHOCTPaHHOM(BIX) sI3bIKe(aX).

Ipumepo 3a0anuil
3apanue Ne 4.5. IlepeBeauTe cjieyIOINyI0 CTATHIO € ONOPOii HA CJI0BAPh.

Can the Internet Break From Overuse?
By: Nathan Chandler

The coronavirus pandemic (and its self-quarantine measures) is keeping adults and kids at home and on their computers and
smartphones for work, school or recreation, making unprecedented demands on the internet. In fact, Netflix and YouTube are
reducing streaming quality in Europe to prevent internet overload. The changes came after EU officials asked streaming services
and individual users to stop using high-definition video "to prevent the internet from breaking," as CNN put it on March 20. This
news has a lot of us asking: With so many people at home using huge amounts of data, could the internet suddenly just stop
working?

You can rest easy. Outright internet failure is possible but unlikely, say experts who observe technology and internet usage
around the world. Cyberattacks or the physical cutting of cables under the sea that carry enormous amounts of internet traffic are
more likely to disrupt the internet than too much activity.

"Nothing, including the internet, is invulnerable to overload. But the internet has an enormous amount of redundancy and backup
in its systems," says Paul Levinson, professor of communications and media studies at Fordham University. "This means that
although one app or system can go down, it's unlikely that the whole system will collapse. Also, given that the people who work
on the internet are used to working from home, many of them are already in place to work [this way], even in this time of crisis.”
Ookla chief technology officer Luke Deryckx says the real concerns are not the internet infrastructure but rather the increased
numbers of end users all sharing the same WiFi system (such as family members). His company analyzes internet traffic patterns
and provides speed tests to people who want to understand how fast (or slow) their online connections really are.




ITpoBepsieMblii 00pa3oBaTeIbHbIH pe3ynbTar (5 cemectp):

Kon n HanmeHoBaHme OO0pazoBartenbHbIi pe3ysbTar
UHAMKATOpa JOCTUXKEHUS
KOMIETEHINH
VYK-4.3 [Ipumensier OOyuaromuiicst yMeeT: CTpOUTh AUAIOTHYECKHE BHICKAa3bIBAHMUS HA aKaJeMHUUECKHE U
COBpPEMEHHEBIE npodecCHOHATBHBIE TeMBI (110 COOTBETCTBYIOIIUM pa3jiesiaM AUCIUILUINHEI).

KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUTSL aKaJIEMAIECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

3aganue Ne 5.1. CobecegoBaHue MPOBOIUTCS MO CJAEAYIOIIMM TeMaM:
- Cybersecurity (Kubepbe3omacHocTs)
- Data protection (3amuTa nHpOpMALHHN)
— Hackers and Cyberattacks (Xakeps! 1 knbeparaxmu)

IIpumepsbl BONPOCOB 1JIs1 COOeCeJOBAHMS:

Is there a method to protect computer systems, networks, and data from cyber threats?
What questions does a lot of security boil down to?

Should access be given to the wrong people, but refused to the right people?

What method is used to differentiate between the right and wrong people?

How many types of authentication are there? Could you list these types?

What "what you know" authentication based on?

What can be done to prevent brute-force attacks?

What is "what you have" authentication based on?

. What is "what you are" authentication based on?

10. What are classic examples of the third type of authentication?

11. Which type of authentication is the easiest to implement?

12.  Which type of authentication do you consider the most reliable one?

13.  Why do security experts suggest using multi-factor authentication for important accounts?
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YK-4.3 [Ipumensier OOyuarontyiics BIajeeT: HaBbIKaMU YTEHHUS, IOHUMAaHUS U IepeBOoJIa ayTeHTUYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM SI3bIKE; CIIOCOOHOCTBIO U3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO HH(OpMAIHIO,
KOMMYHHUKATHBHBIC TEXHOJIOTUH | aHAJIM3UPOBATh M 0000IIATH €€ B LENSAX aKaJIeMUYECKOT0 B3aUMOJICHCTBHS B YCTHOM U

JUISL aKaJIeMHYECKOT0 MMUCbMEHHOU (hopMax.

B3aMMOJICHCTBHS Ha

WHOCTPaHHOM(BIX) si3bIKe(ax).

Tpumepol 3adanuti
3aganmne Ne 5.2. [lepeBenuTe ciIeqyrOUInii TEKCT 0€3 OMOPHI HA CJIOBAPh.
Companies still fixing Heartbleed bug

Many companies are trying to make their websites safe from a new Internet bug called Heartbleed. It is like a hole in the security
of websites that hackers can use to get private information. The bug was in security software used by most Internet sites. Millions
of sites used the software after it became available on New Year's Eve, 2011. The bug was in it then but was only found last
week. The big sites, like Google, Yahoo, YouTube, Amazon, etc., quickly made a patch to fix the bug. However, many small
sites and thousands of apps are still at risk. It is still possible for hackers to access passwords and other confidential information.
Hackers already broke into Canada's tax system and stole 900 passwords.

Internet security experts say more than a third of people who use the Android Jelly Bean OS are still waiting for a patch. Google
has made all of its other services safe, such as Search, Gmail, YouTube and Play, but is working with its partners to create a fix
for Jelly Bean. BlackBerry is also working to release a patch to its users later this week. Meanwhile, the man who accidentally
created the bug spoke to reporters. He said: "I am responsible for the error because | wrote the code.” He added: "Unfortunately,
this mistake also slipped through the review process and therefore made its way into the released version." He said it was a
"simple programming error".

3ananue Ne 5.3. BoinosinuTe 3a1aHNs1 HA NOHNMAHHE CO/IEPKAHMS MPOUYUTAHHOIO TEKCTA.

(a) Multiple Choice
1. What did the article say HEARTBLEED was like?
a)ahurricane  b)ahole c¢)amonster d)aheadache
2. What did many sites quickly make after HEARTBLEED had been identified?
a) money b)excuses c)apatch d) mistakes
3. Who is Google working with to create a patch?
a) the World Wide Web  b) the US Government  ¢) Facebook d) its partners
4. When will BlackBerry's patch be available?
a) later this week  b) next month  ¢) tomorrow  d) when the manager comes back
5. Why does the man who created the bug say he is responsible?
a) he wrote the code ¢) he was the chief bug-spotter
b) he did not report it d) he knew it would be a problem




6. What kind of mistake did the man say he made?
a) ahuge one b) an unforgivable one c) asimple one d) the kind anyone could make
(b) Comprehension questions
What did the article say Heartbleed was like?
How many sites used the infected software?
In what year did Heartbleed appear?
What did many sites quickly make?
How many passwords did hackers steal?
How many Jelly Bean users are waiting for a patch?
Who is Google working with to create a patch?
When will BlackBerry's patch be available?
Why does the man who created the big say he is responsible?
10 What kind of mistake did the man say he made?
(c) True/ False
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1. The Heartbleed bug is five years old. T/F

2. Hackers can use the bug to get private information from websites. T/F

3. Heartbleed first appeared on the Internet on New Year's Eve, 2011. T/F

4. Hackers stole 9,000 passwords from Britain's tax system. T/F

5. Over athird of Android users are waiting for a patch to fix the bug. T/F

6. Google said the bug is not a danger to all of its online services. T/F

7. BlackBerry has sent a patch to all of its users. T/F

8. The man whose mistake created the bug said it was not a simple error. T /F
VYK-4.4 TTpumensier OOy4aromHiics yMEeT: CTPOUTh MOHOJIOTHYECKUE COOOIIEHHSI Ha MPO(heCCHOHATBHBIC TEMBI
COBPEMEHHBIE (110 COOTBETCTBYIOIIUM pa3jiesiaM IUCIUILINHEI).

KOMMYHUKaTHBHBIE TEXHOJIOTUH
JUTs TIPO(hECCHOHAIIEHOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) S3bIKe(aX).

Ipumepwr 3adanuti

3aganne Ne 5.4. TloaroroBbTE yCTHOE COOOIIEHHE WIH MPE3eHTAIUI0 HA CJIEAYIONINEe TeMbI:
- Cybersecurity
- Data protection
- Hackers and Cyberattacks

YK-4.4 TIpumensier OOy4aronuiics BIaJceT: HAaBBIKAMU YTCHUS, TIOHUMAHUS U TICPEBOJIa Ay TCHTUYHBIX TEKCTOB
COBpPCMCHHEIC Ha MHOCTPAHHOM SI3bIKE, CITOCOOCH M3BJICKATh HEOOXOMMYIO TEKCTOBYIO HH(OPMAITHUIO,
KOMMYHUKATHBHBIC TEXHOJIOTHH | aHAIM3UPOBATH M 0000IIATE €€ B IEIIX MPOPECCHOHATHHOTO B3aNMOICHCTBISI B YCTHOU U
JUTSE IPO(ECCHOHATTBHOTO MMMCHMEHHOU (hopMax.

B3aMMOJICHCTBHS Ha

HHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepwr 3adanuti
3aganue Ne 5.5. [lepeBenuTte ciieAyIOUIYI0 CTATHIO 0€3 OMOPHI HA CJI0BapPh.
General Hacking Skills

When you build a house, you should have a strong base; it's the same if we are talking about hacking. You need a base in hacking
too so there are a few hacking skills that are basic skills and | am going to present them to you.

First of all, you should know how to program and if you don't know you should learn as fast as possible because that's in a
hacker's basic package. Programming is the main skill, if you are a beginner and you don't know what a computer language is
about, then start using Python. It's very good for beginners because everything in Python is so clear and it's very well
documented. I'd personally say it was designed 50% for beginners due to the simplicity you can work with. You can find helpful
tutorials at Python web site https://www.python.org/.

After learning some basic programming, you will progress and | recommend learning how to work with C, the core language of
UNIX. Furthermore, if you know to work with C, it would not be complicated to work with C++ because they are very close to
each other.

There are other programming languages that are important to hackers such as Perl or LISP. Perl is the best option if you love
practice work. Despite this, Perl is used a lot for system administration. LISP is harder to understand. But once you get it, you
will be very proud of yourself and experienced because it will definitely help you to be a better programmer.

Actually, only knowing the programming languages is not enough because you should exercise with yourself to think about
programming and solving the problems in a big way without a lot of time needed. Programming is not an easy skill so you have
to write and read codes and repeat them until you get a certain meaning.

HTML is the Web's markup language and it means Hypertext Markup Language. It's very important because you learn practically
how to build a web page from zero, and it's helping a lot if you are at the start of programming because it's codes will run your
mind. Writing in HTML definitely opens your horizons and makes you think even bigger than before. What | love about HTML
is that you are able to create anything, you can write, you can create images and forms as you like only by knowing the codes.




[TpoBepsiemblii 00pa3oBaTeNbHBIN pe3yNbTaT (6 ceMecTp):

Kon n HanmeHoBaHme OO0pazoBartenbHbIi pe3ysbTar
UHAMKATOpa JOCTUXKEHUS
KOMIETEHINH
VYK-4.3 [Ipumensier OOyuaromuiicst yMeeT: CTpOUTh AUAIOTHYECKHE BHICKAa3bIBAHMUS HA aKaJeMHUUECKHE U
COBpPEMEHHEBIE npodecCHOHATIBHBIE TeMBI (110 COOTBETCTBYIOIIUM pa3/iesiaM AUCIUILUINHEI).

KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUTSL aKaJIEMAIECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

IHpumepsr 3adanuti

3aganue Ne 6.1. CoOeceroBaHue MPOBOIUTCS MO OXHOM M3 CJIEAYIOIINX TEM:
- Computer Basics: What is a Computer? (Uto takoe KOMIbOTEP?)
- Types of Computers: Computers for Personal Use. (KommsroTeps! [ist epCOHANTBEHOTO MCIIOIB30BAHHS)
— Types of Computers: Computers for Organisations. (Kommbroteps! mist 6u3Heca u paboThi)
- Computer Hardware: Internal Components. (AnmnapartHoe obecrieueHue: BHYTPEHHEE YCTPORCTBO KOMIIBIOTEPA)
— Computer Peripherals: Input Devices. (Ilepudepust komIbioTepa: yCTPOKCTBA BBOIA)
— Computer Peripherals: Output Devices. (Ilepudepust koMbroTepa: yCTpOiCcTBa BHIBO/A)
— Introduction to Computer Software. (ITporpaMmMHOe oOecrieueHIe KOMITBIOTEPa)
- System Software. (CuctemHOe porpaMMHOe oOecrieyeHue)
- Application Software. (ITpuknagHoe mporpaMMHOE OOeCIICUeHHE)
- How the Internet works. (ITpuaimner pabotel HTEpHETA)
- Communications and Networks. (Cuctemsl CBS34 1 KOMMYHHKAIIHOHHBIE CETH)
- World Wide Web. (Bcemupnas [layTrna)
—  Cybersecurity. (Kubepbe3omacHOCTb)
— Data protection. (3amura uapopmarim)
- Hackers and Cyberattacks. (Xakeps! 1 kubepatakiu)
- Malware (BpemoHocHoOe mporpaMMHOe 0OecTieueHHe)

IIpuMepsI BOpocoB AJ1si cobece 0BAHUS:

1. What is the most common way hackers get into computer systems?

2. What is social engineering?

3. What is the most common type of a social engineering attack?

4. s the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?

5. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?

6. How do Trojans commonly penetrate into a computer system?

7. What is ransomware?

8. What is a brute force attack and how do modern systems defend against it?

9. If an attacker doesn't have physical access to a device, how can he hack it?

10. What kinds of hacking attacks are you aware of?
YK-4.3 [Ipumensier OOy4atomruiics BIajeeT: HaBpIKaMU YTCHHUS, IOHUMAaHUS U TIePeBO0/Ia ayTCHTUYHBIX TEKCTOB
COBPEMEHHBIE Ha MHOCTPAHHOM SI3bIKE; CITOCOOHOCTHIO U3BJICKATh HEOOXOIUMYIO TEKCTOBYIO HH(GOPMAILIUIO,
KOMMYHHUKAaTHUBHBIC TEXHOJOTUN AHAJIU3UPOBATH U 0606L[IaTI:. €€ B LICIIAX aKaAECMHUYCCKOI' O B33HMO)IGI>’ICTBPI5[ B yCTHOﬁ n
JUIS aKaJIEMUYECKOT0O MTUCbMEHHON (hopMax.
B3aUMO/ICHCTBHS Ha
WHOCTPaHHOM(BIX) si3bIKe(ax).

Tpumepwt 3adanuti
3ananue Ne 6.2. IlepeBenute ciaenywonuii TekcT 6€3 0MOPhHI HA CJI0BAPD.
Microsoft blames U.S. spy agency for WannaCry

The technology company Microsoft is angry with America's National Security Agency (NSA). Microsoft said the WannaCry
ransomware cyber-attack happened because the NSA keeps lots of cyber-weapons on its computers. Ransomware is a type of
harmful software that blocks access to a computer until the owner of the computer pays money (a ransom) to the hackers. The
NSA is America's military intelligence organization. It helps to keep America's communications and information systems safe. It
is also responsible for stopping cyber-attacks against the USA. However, experts say the WannaCry ransomware used computer
spying tools originally designed by the NSA.

Microsoft President Brad Smith said governments needed to wake up to the problem of storing cyber-weapons that hackers can
steal. He said it was as big a problem as someone stealing missiles from the USA. When talking about the WannaCry attack, he
said: "This attack provides yet another example of why the stockpiling of [these things] by governments is such a problem." The
European police agency Europol said WannaCry has affected 200,000 computers in 150 countries. In the UK, WannaCry caused
many problems with the work of Britain's National Health Service. Many operations were cancelled. Experts warned people to
back up their files because a second wave of attacks could come.

3ananue Ne 6.3. BoinmosnuTe 3a7aHusi HA NOHNMAaHMeE COIEPKAHMS MPOUYUTAHHOIO TEKCTA.




(a) Multiple Choice
1. What does the NSA keep a lot of on its computers?

a) names b) cyber-weapons c) dust d) photos
2. What must people pay hackers to get access to their computers back?

a) a salary b) respect C) costs d) a ransom
3. What does the NSA help to do to the USA's information systems?

a) update them b) systematise them c) keep them safe d) inform them
4. Who did experts say designed the spying tools used in WannaCry?

a) the military b) the FBI c) hackers d) the NSA
5. What did Brad Smith compare the stealing of cyber-weapons to?

a) stealing missiles b) storing c) stockpiling d) waking up
6. What was cancelled in Britain's National Health Service?

a) files b) operations c) back-ups d) holidays
7.  What did experts say there could be a second wave of?

a) attacks b) surfing C) warnings d) problems

(b) True/ False
America's National Security Agency has cyber-weapons on its computers. T /F
Ransomware means people must pay hackers to access their files. T/F
The WannaCry hackers used spying tools first created by the NSA. T/F
Microsoft's president said governments needed to wake up. T/F
Brad Smith said governments storing cyber-weapons isn't dangerous. T/F
The WannaCry ransomware affected over 250,000 computers. T/F
Experts said the wave of attacks was now over. T/F
iscussion
Did you like reading this article? Why/not?
What do you think of when you hear the word ‘agency'?
What do you think about what you read?
How worried are you about cyber-attacks?
How much would you pay to get access to your computer files?
What damage can hackers do?
Are the hackers more intelligent than the computer security companies?
Can you live without a computer?
What would happen if hackers stopped the Internet?
10 What questions would you like to ask the boss of the NSA?

(©)
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YK-4.4. Tlpumensier OOy4aronuiicss yMeeT: CTPOUTh MOHOJIOTHUCCKUE COOOIICHHS Ha MPO(HECCHOHATBLHBIC TEMBI
COBpEMEHHEBIE (TI0 COOTBETCTBYIOIIMM pa3JieliaM TUCIUILIHHEI).

KOMMYHHUKATHBHBIC TEXHOJIOTHHI
JUTSE IPO(ECCHOHATTBHOTO
B3aMMOJICHCTBHS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepwr 3adanuti

3ananue Ne 6.4. I[oaroToBbTE YCTHOE COOOIIEHHE WU NIPE3EHTAMIO HA CJIETYIOIIHE TEMbI.
- Computer Basics: What is a Computer?
- Types of Computers: Computers for Personal Use
- Types of Computers: Computers for Organisations
- Computer Hardware: Internal Components
—  Computer Peripherals: Input Devices
- Computer Peripherals: Output Devices
- Introduction to Computer Software
- System Software
- Application Software
- How the Internet works
- Communications and Networks
- World Wide Web.
- Cybersecurity
- Data protection
- Hackers and Cyberattacks

- Malware
VYK-4.4. Ilpumenser OOyJatontuiicst BTajeeT: HaBpIKaMU YTCHHUS, IOHIMAaHUS U TIEPeBO/Ia Ay TCHTUIHBIX TEKCTOB
COBpEMCHHEIC Ha MHOCTPAHHOM SI3bIKE, CITOCOOEH M3BIIEKAaTh HEOOXOAMMYIO TEKCTOBYIO HH(POPMAITHIO,
KOMMYHHUKaTHBHBIE TEXHOJIOTHH | aHAIM3UPOBATH M 0000IIATE €€ B IEeNsX MPOopEeCCHOHATHHOTO B3aNMOACHCTBISI B yCTHOU U
J1s1 PO eCCUOHATBHOTO MACbMEHHOU popmax.
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3pIKe(axX).




Tpumepwt 3adanuti
3ananue Ne 6.5. [lepeBeanTe cjieyIONIyI0 CTATHIO € OMOPOI HA CJI0BApPh.

How to Avoid Spyware
By: Peter May

The brief history of personal computing is replete with advances in productivity, processing power and entertainment. From word
processing to e-mail to the World Wide Web, computer technology has forever changed the way we work and play. As with any
new technology, however, these advances have also provided new methods for criminals to separate us from our money. One of
those methods is spyware.

According to a number of sources, the first use of the term spyware occurred in a 1994 posting that made light of Microsoft's
business model. Later, the term was used to describe devices used for spying, such as small cameras and microphones. In 2000, a
press release from security software provider Zone Labs used the current meaning of spyware for the first time and it's been used
that way ever since.

Spyware is software that resides on a computer and sends information to its creator. That information may include surfing habits,
system details or, in its most dangerous form, passwords and login information for critical applications such as online banking.
Many spyware programs are more annoying than dangerous, serving up pop-up ads or gathering e-mail addresses for use in spam
campaigns. Even those programs, however, can cost you valuable time and computing resources.

Often, spyware comes along with a free software application, such as a game or a supposed productivity booster. Once it's
downloaded to your computer, the functional element of the software works exactly as promised, while the information-gathering
system sets up shop behind the scenes and begins feeding your personal data back to headquarters.

In many cases, the hidden activities of the software are clearly described in the end-user license agreement (EULA) that is
displayed during the installation process. This protects the developer from potential legal action because they can prove you knew
(or should have known) that the program included this functionality when you installed it. Most of us, however, don't read
EULAs because they are long, boring and written in hard-to-understand legalese. As further proof that there's a software
application for everything these days, you can now obtain software that will read EULAs for you and display a warning if
keywords or phrases indicate there's a spyware risk.

2.3. IlepedeHb BOIpOCOB JUIs MOATOTOBKH O0YYAIOUINXCS K IPOMEKYTOYHOM aTTecTalluu
1 cemecmp

Jlekcuka:

— ©0azoBas nekcuka (115 nekcuueckux eMHuUIL)

— TEPMHHOJIOTHYECKAs JICKCHUKA MO TPODIITIO MOATOTOBKH (75 JIEKCHYSCKUX €/IMHHII)
I'pamMmartuka:

— TlopsiIoK CIIOB B yTBEPAUTEIHHOM, BOITPOCUTEIHHOM U OTPHIIATEIIEHOM MPEIOKCHUSX.

— T'narosnsr to be u to have. Ix oco6eHHOCTH U MHOTO(QYHKITHOHATLHOCTb.

— Oco0eHHOCTH TIepeBO/Ia MPEIOKEHHH ¢ KOHCTPYyKITHei there +to be.

- Bunospemennsie hopmsl rinarona (Simple, Continuous, Perfect) B nelicTBuTeIbHOM 3aj10Te.

2 cemecmp

Jlekcuka:

— ©0a3oBas jekcuka (200 nekcHUecKuX eIMHUII)

—  TEPMHUHOJIOTHYECKAs JIEKCHKA 110 TPodHIr0 moAroToBKH (165 JeKcHUecKnx eauHuUIT)

I'pamMmaTuka:

- Bunospemennsie ¢popmsl riaaroma (Simple, Continuous, Perfect) B crpagarensHOM 3aiiore.

— Oco0eHHOCTH TIepeBO/Ia MPETIOKESHUN B CTPaIaTeIILHOM 3aJI0Te.

— IlpaBuna npeoOpa3oBaHMsl IPEATIOKEHUS U3 JEHCTBUTEIBHOIO 3aJI0Ta B CTPAaTENIbHbIN U HA000POT.

— Tunsl BOMpOoCUTENbHBIX MpenoxeHuil. [Topsiok cioB B 00IINX, aIbTEPHATUBHBIX, CIICIIUAIBHBIX,
pa3IeUTEIBHBIX BOITPOCAX.

3 cemecmp

Jlekcuka:

— 0azoBas JekcuKa (265 TeKCUIeCKIX €IMHHII)

— TEepPMHUHOJIOTHYECKasl IEKCHUKA MO MPOQPIITIO MOATOTOBKH (220 IeKCHYECKUX €TUHUIY)

I'pammaTuka:

— CreneHu CpaBHEHHUS PUITATATSIIBHBIX U HAPCUHi.

— Mopansusie riaroasr Should, must, can, may.

- Mogansusie KoHCTpYKITHHU have to, be to, be able to, be allowed to.

- Gerund (I'epynawmii). @yHkmu repysans B npeanokernn. OCOOCHHOCTH TepeBo/ia repyH/IUs Ha
PYCCKUH SA3BIK.




4 cemecmp

Jlekcuka:

— 0azoBas jekcuka (315 nekCHUecKuX eIMHUII)

— TEepPMHUHOJOTHYECKas JIEKCHUKA MO MPOQIITIO MOATOTOBKH (270 IeKCUYECKUX €TMHUIY)
I'pamMmaTuka:

— Participle | (ITpuuactue I).

- ®opwmmi Participle | (Simple / Prefect).

- Oyukuuu Participle | B mpemioskenumn.

— TlpaBuna nepesoja Participle | Ha pycckuii sS3bIK.

— Participle Il (ITpuuactue I1).

- Oyukuuu Participle |1 B npeamoxenun.

- TIlpaBuna nepeBoza Participle 1l va pycckuit s3bIK.

5 cemecmp

Jlekcuka:

— 0a3oBas jekcrKa (385 JIeKCHUeCKUX eIMHUII)

— TepMHUHOJOTHYecKas JIeKcuKa 1o mpodmio moarotoBku (300 IekcHuecKux eIMHUIY)
I'pamMmartuka:

- Infinitive (Mapuautus).

- ®opwmel nuadunuTuBa (Active / Passive; Simple / Continuous / Perfect). Bare Infinitive.

— O@OyHKIMY THQUHUTHBA B NpeiiockeHnu. [IpaBuia nepeBoaa Ha pyCCKUH S3bIK.

— CemaHTHYECKas pa3HUIIA B UCIIOJIB30BAHUH TePYHIUS U UHOUHUTHBA.

- HudunutuBHas kouctpykuus Complex Subject.

- MHWudunutusuas kouctpykius Complex Object.

— HVHpuHUTHBHAS KOHCTPYKIHUS ¢ Tipeyiorom for.

6 cemecmp

Jlekcuka:

— 0azoBas jekcuka (420 neKCHYeCKUX €IUHUII)

— TEepMHUHOJOTHYECcKas JIEKCHUKa 1Mo Mpod o moAroToBky (320 IeKCHUeCKUX eTMHUIY)
I'pamMmartuka:

— Tlopsmok CJIOB B yTBEpAUTEIBHOM, BOIPOCUTEIILHOM U OTPULIATSILHOM TPETIOKEHHSIX.

— T'nmaromsr to be u to have. Ux oco6eHHOCTH ¥ MHOTO()YHKITHOHAIBHOCTb.

— Oco0eHHOCTH TIepeBO/Ia MPEIOKEHHH ¢ KOHCTPYyKITHei there +to be.

- Bunospemennsie hopmsl rinarona (Simple, Continuous, Perfect) B nelicTBuTeIbHOM 3aj10Te.

- Bunospemennsie ¢popmsl riaaromna (Simple, Continuous, Perfect) B crpagarensHOM 3aiiore.

— Tunsl BONPOCUTENBHBIX TTpeiiokeHui. [Topsiok cI0B B 0OIIMX, AIbTEPHATHBHBIX, CIICIIUAIBHBIX,

pa3aeaUTeIbHBIX BOPOCAX.

— CreneHu CpaBHEHUS MPUIATaTEIbHBIX M HAPEUHH.

- Mogpaneusie raaroast should, must, can, may.

- Mopnansubie KoHCTpYKIHH have to, be to, be able to, be allowed to.

— Tepynamii: ciHTaKcH4ecKre (GYHKIIMU U ITPaBHiIa MEPEBO/IA.

— Ilpuuacrtue |: cuHTakcHueckue QyHKIIUU M IIPaBUIIa IEPEBO/IA.

— Ilpuuacrue ll: cunTakcuyeckue QyHKIMU U IpaBUiia IEPEBOAA.

- WaduanutHB.

- HudunuruBHag koHctpykuus Complex Subject.

- UudunnruHas kouctpykius Complex Object.

— HVupuHUTHBHAS KOHCTPYKIMS ¢ Tipeyiorom for.

3. MeTonuyeckue MaTepualibl, onpeae/asionue Npouexypy U KpuTepu oueHUBaAHUSA
c()OPMHPOBAHHOCTH KOMIIeTEHINI NPH NMPOBeIeHNU MPOMEKYTOUYHON aTTeCTALUM

Kpurtepuu ¢popMupoBaHus OLIEHOK N0 0TBETAM HA BONPOCHI, BHINOJTHEHHUIO TECTOBBIX 3aJaHUI

- OIICHKa «OTJIMYHO» BBICTABISIETCS OOYYarOLIEMyCsl, €CIIM KOJMYECTBO IPABUIBHBIX OTBETOB Ha
Borpockl cocrasisier 100 — 90% ot obmiero 00bEMa 3aJaHHBIX BOIIPOCOB;



- OIICHKa «XOPOII0» BBICTABISACTCS OOY4YAIOMIEMYCs, €CIM KOJIMYECTBO NPABUIIBHBIX OTBETOB Ha
Bonpockl — 89 — 76% ot 00miero 00bEMa 3aIaHHBIX BOTIPOCOB;

- OICHKA «YIOBJIETBOPHUTEJIbHO» BBICTABISICTCS OOYYAIOMIEMYCs, €CIM KOJHYECTBO MPAaBHIbHBIX
OTBETOB Ha TECTOBBIC BONPOCKHI —75—60 % OT 001Iero 06séMa 3aJaHHBIX BOITPOCOB,;

- OIICHKa «HEYI0BJIETBOPHTEJIbHO» BBICTABISICTCS OOYYaroIIEeMyCs, €CIM KOJMYECTBO IMPABHIBHBIX
oTBeTOB — MeHee 60% oT 0011ero 00bEMa 3aJaHHBIX BOIIPOCOB.

Kpurepun ¢popmMupoBaHusi olieHOK MO pe3y/bTATAM BbINOJHEHHUS 3aJaHUM

«OTJIMYHO/32a4TEHO» — CTABUTCS 32 pabOTY, BHIIOJTHEHHYIO ITOJTHOCTHIO 0€3 OIMOO0K U HEJJOYETOB.

«X0po1o/3a4TeH0» — CTABUTCS 3a PadOTY, BHIMOJIHEHHYIO MTOJHOCTBIO, HO IPY HAIMYMU B HEH He Oosee
OJIHOM Herpy0Ooi OIIMOKHU 1 OAHOTO HeJ04eTa, He 0oJiee TPEeX HEJI0UETOB.

«Y10BJIETBOPUTEJIBLHO/3aUTEHO» — CTABUTCA 32 pabOTy, €ciau 00ydaroUuiics MPaBUIbHO BBIIOJIHUI HE
MeHee 2/3 Bcelt paOoThl WIM TOMYCTHII HE OoJjiee 0OJHON Tpy0oii OMMOKK U IBYX HEIOYETOB, HE OoJjiee OHOU
rpy0oif u ofHO#N HerpyOoil omubOku, He Oojiee Tpex HErpyObIX OMIMOOK, OJHOW HEerpy0oil OomuOKU U ABYX
HE/I0YETOB.

«HeynoBJieTBOPUTEJIbHO/HE 3a4YTEHO» — CTAaBUTCS 3a PabOTy, €CIM YHMCIO OMIMOOK M HEJI0YETOB
MIPEBBICHIIO HOPMY ISl OLIEHKH «YyIOBJICTBOPHTEIHHOY WII IPABUIIHHO BBHITIOJIHEHO MeHee 2/3 Bcelt paboThl.

Buowl owubox:

- epybvle OwWUOKU. He3HaHUue OCHOBHbIX NOHAMUL, NPASU], HOPM, He3HAHUe NPUEMO8 peuleHUsl 3a0ay;
owubOKU, NOKA3bI8AIOWUE HENPABUTLHOE NOHUMAHUE YCII08US NPEOTONCEHHO20 3A0AHUS.

- HezpyOvle OWUOKU. HEMOYHOCMU (HOPMYIUPOBOK, ONpedeseHull, HePAYUOHAIbHLIL B6blO0p X004
peuienus.

- Heooyemvl: HepayuoOHAalbHble NPUeMbl BbINOIHEHUS 3A0AHUS,  OMOeNbHble NOCPEUHOCU 8
Gopmynuposke 86160008, HebOpedCHOe 8bINOIHEHUE 3A0AHUSL.

Kpurtepun ¢popmMupoBaHusi OLIEHOK 110 324eTy

«3auTteHo» - OOyyaroUIMiics NEMOHCTPUPYET 3HAHHME OCHOBHBIX pa3J/ieliOB MPOrpaMMbl H3y4aeMOro
Kypca: ero 0a30BbIX MOHATUHN M (yHIAMEHTANbHBIX MpoOseM; mpuolOpen HeoOXOIUMble YMEHHS U HaBBIKH,
OCBOMJI BOIIPOCHI MPAKTUYECKOTO MPUMEHEHUS MOTYYEHHBIX 3HAHUN, HE JOMYCTHI (PaKTUYECKUX OLIMOOK MpH
OTBETE, JOCTATOYHO IIOCJIEIOBATEIbHO M JIOTUYHO H3JIaraeT TEOPETUYECKUI MaTepual, IOMycCKas JIUIIb
HEe3HAYUTeNIbHbIE HapyLICHHs ITOCIeI0BATEIbHOCTH U3JI0KEHUS U HEKOTOPbIe HETOYHOCTH.

«He 3auTeHO» - BBICTABJISIETCA B TOM Cllydyae, Korja oOydarolMicss JeMOHCTPUPYET (pparMeHTapHbIe
3HAHHUS OCHOBHBIX pa3/elOB MPOrpaMMbl U3y4aeMOro Kypca: ero 0a30BbIX HMOHATUNA M (DyHAaMEHTaIbHBIX
npobiremM. Y 5K3aMeHyeMoro ciabo BBIpaXXeHa CIOCOOHOCTh K CaMOCTOSATEIBHOMY aHAJIUTHUYECKOMY
MBIIIJICHUIO, MUMEIOTCSl 3aTpyJHEHHs B HU3JI0KEHUU MaTepuaia, OTCYTCTBYIOT HEOOXOJUMbIe YMEHHS U
HaBBIKM, JOMYLIEHbI IpyOble OMIMOKM M HE3HAHWE TEPMMUHOJIOTHH, OTKa3 OTBEYaTh Ha JOIMOJHHUTEIbHBIE
BOIPOCHI, 3HAHHWE KOTOPBIX HEOOXOAUMO JJIsl OJYyUEHUS TIOJI0KUTEIBHON OLIEHKH

Kpurtepun popmupoBaHus OLIEHOK 110 IK3aMEHY

«OTIMYHO/32a4TEeHO0» — CTYJICHT NpuoOpen HeoOXOAMMbIE YMEHHUS U HAaBBIKH, MPOIEMOHCTPHPOBAI
HaBbIK IPAKTHYECKOr0 MPUMEHEHHUS TOJyUYEHHBIX 3HaHUH, HE JJOMYCTHII JIOTHUECKUX M (PaKTUYECKUX OIINOO0K

«XO0poImo/3a4TeH0» — CTYJIEHT NpUOOpen HEoOXOOUMblE YMEHHUS U HaBBIKH, MPOIAEMOHCTPHPOBAI
HaBbIK MPAKTUYECKOIO MPUMEHEHUS TIIOJYyYCHHBIX 3HAHWM; JOMYCTHJI HE3HAUWTEeIbHbIE OIIMOKU U
HETOYHOCTH.

«Y 10BJI€TBOPHUTEIBHO/3a4TEHO» — CTYACHT JOMYCTHJI CYLIECTBEHHBIE OLIUOKH.

«Hey/n0BJ1IeTBOPUTEJILHO/HE 32a4TE€HO» — CTYJCHT JIEMOHCTPUPYET (pparMeHTapHbIe 3HAHUS U3Y4aeMOTro
Kypca; OTCYTCTBYIOT HEOOXOIMMBbIE YMEHHSI U HABBIKH, JIOMYIIEHbI IpyOble OIMOKH.



