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1. HosicHuTEIbLHAA 3aIHCKA

[lenb mpoMEXYyTOYHOM aTTeCcTalMi — OLICHWBAHUE NMPOMEKYTOUHBIX M OKOHYATENIbHBIX PEe3yIbTaTOB
oOydeHUss TO [JUCHUIUIMHE, OOECHEUMBAIOIINX JIOCTIDKEHHUE IUIAHUPYEMBIX PE3yJIbTaTOB OCBOCHHUS
00pa3oBaTeNbHOM MPOrpaMMBI.

DopMbI IPOMEXKYTOUHOM aTTeCTalluu: 1 CeMecTp - 3a4eT, 2 CEMECTP - IK3aMEH

[lepeuens komMneTeHINH, GOPMUPYEMBIX B IPOLECCE OCBOCHHUSI TUCIIUTUIUHBI

KOII 1 HAUMCHOBAHHUEC KOMIICTCHIITNH

Kox nannkaTopa mocTkeHUS
KOMIIETEHIIHH

YK-4: CriocoOeH NPUMEHSATh COBPEMEHHBIC KOMMYHHUKATHBHBIC TEXHOJOTHH, B TOM YHUCIIE
Ha MHOCTPAHHOM(BIX) SI3BIKE(aX), U1 aKaAEeMUIEeCKOTO U IPO(EeCCHOHATBHOTO

B3aUMOJEUCTBUS

YK-4.1
YK-4.2

Pe3ynbTaTsl 00yueHus Mo AUCHUILTUHE, COOTHECEHHBIE C TNIAHUPYEMBIMH
pe3yJibTaTaMu OCBOEHUS 00pa30BaTEIbHON IPOrPaMMBI

Kon 1 HaumeHOBaHME HHANKATOPa PesynbraTel 00y4eHUs! 10 AUCIMIUINHE (0)iS: (1515
JOCTIDKEHHS] KOMIIETEHINH MaTepHabl
1 cemecTp
VYK-4.1 OcymiecTBiseT akaIeMIIecKoe U OOy4atoniuiicst 3HACT: COBPEMECHHBIE KOMMYHHUKAaTHBHBIE | JIekcHko-
JIENIOBOE B3aMMOJICHCTBHE B Pa3INIHBIX TEXHOJIOTHH JJISl OCYIECTBICHHS aKaIeMUIECKOTO rpaMMaTHIECKHUH
XKaHpax ¥ (OpMax C HCHOIB30BAHUEM oOIIeHNs, B TOM YHCIIC HA HHOCTPAHHOM SI3BIKE. Tect Ne 1
COBPEMECHHBIX KOMMYHHUKATHBHBIX (Bompocsl 1-12)
TEXHOJIOTHH C TPUMEHSET COBPEMECHHBIE OOy4aromuiicsi yMeeT: MPUMEHSTh Ha TPAKTHKE CobecenoBanne

KOMMYHHUKATHBHBIE TEXHOJIOTHH /IS
aKaJIEMUYECKOr0 B3aUMOJICHCTBUS HA
PYCCKOM M MHOCTPaHHOM(BIX) A3bIKe(ax)

KOMMYHHUKATHBHBIC TEXHOJIOTHH, METOIBI U CTIOCOOBI
JIEJIOBOT'O OOIIIEHUS.

(lepeyeHb TEM U
Bompocos Ne 1.1)

OOyuaronuiics BiageeT HaBBIKAMH MEKINIHOCTHOTO
JIEJIOBOTO OOLIEHUs HA TOCYJJAPCTBEHHOM U
HHOCTPAHHOM SI3BIKaX.

Bamanms Ne 1.2, 1.3

YK-4.2 TIpumeHsieT COBpeMeHHbIE OO0y4atomuiics 3HaeT: COBPEMEHHbIE KOMMYHHMKAaTHBHBIE | JIekcHko-
KOMMYHHUKATHBHbIE TEXHOJIOTHH IS TEXHOJIOTHH ISl OCYIIECTBICHUS MPOECCHOHATBHOTO rpaMMaTHYEeCKUN
poeCCHOHATIBHOTO B3aMMO/ICHCTBHS Ha 00IIeHNs, B TOM YKCIIe HA MHOCTPAHHOM SI3bIKE. TecT Ne 1
HHOCTPaHHOM(BIX) SI3BIKE(ax). (Bompockr 13-25)
OOyuaronuiicss yMeeT: IPUMEHATh Ha IIPAKTHKE IIpenBapuTensHO
KOMMYHHUKaTHBHBIE TEXHOJIOTHH, METOBI U CIIOCOOBI MIOATOTOBJIEHHOE
PO eCCHOHATBHOTO OOIICHUS. COOOIICHAE WITH
IIpe3eHTaIus
(mepeueHb TEM
Ne 1.4)

OOyuaronuiics BiajeeT HaBbIKaMH MEXIMIHOCTHOTO
00IIeHNs Ha TOCYTapCTBEHHOM M HHOCTPAHHOM SI3BIKax
C MPUMEHEHHEM MPOECCHOHAIBHBIX S3BIKOBBIX (HOPM U
CPEICTB.

3amanne Ne 1.5

Kox 1 HanmeHoBaHNE UHANKATOPA Pe3ynbraTel 00y4yeHuUs 10 UCIMIUINHE OneHouHble
JOCTHKEHHSI KOMIETEHIUH MaTepHabl
2 cemecTp
VYK-4.1 OcymiecTBisieT akaJeMUIeCcKoe 1 OOyuaromuiicst 3HaeT: COBPEMEHHBIC Jlexcuxo-
JIeJI0BOE B3aUMOJEHCTBUE B PA3IMYHBIX KOMMYHUKATUBHbIE TEXHOJOTUH ISl OCYIECTBICHUS rpaMMaTH4eCKHI
XKaHpax ¥ (opMax ¢ HCHOIB30BaHUEM aKaJIeMU4eCKOTro OOLICHUs, B TOM YHCIe Ha TecT Ne 2
COBPEMEHHBIX KOMMYHHUKaTUBHBIX HMHOCTPAHHOM $I3bIKE. (Bompocsr 1-12)
TEXHOJIOTUH C IPUMEHSIET COBPEMEHHBIE OOyJarommiicss yMmeeT: IPUMEHSTh Ha MPAKTHKE CobecenoBanue

KOMMYHHUKATHBHBIE TEXHOJIOTHH IS
aKaJeMUIEeCKOTO B3aMMOACHCTBIS Ha
PYCCKOM M MHOCTPaHHOM(BIX) S3bIKe(ax).

KOMMyHI/IKaTI/IBHBIC TCXHOJIOTUH, MCTObI U CHOCO6BI
JIEJIOBOTO OOIIEHUS.

(mepeyeHsb TeM 1
BompocoB Ne 2.1)

OOyuarommiics BiajieeT HaBbIKaMU MEXINIHOCTHOTO
JISTIOBOTO OOIIEHUSI HA FOCYAaPCTBEHHOM H
HWHOCTPAaHHOM SI3bIKAX.

Bamanus Ne 2.2, 2.3

YK-4.2 TIpumeHsieT COBpeMeHHbIE OOyuJatommiicsl 3Ha€T: COBPEMEHHBIE Jlexcuko-
KOMMYHHUKATHBHBIE TEXHOJOTHH IS KOMMYHHUKATHBHbIE TEXHOJOTHH IS OCYIIECTBICHHS rpaMMaTHYEeCKHN
podeCCHOHANBLHOTO B3aUMOCHCTBUS HA | MTPO(ECCHOHANBEHOTO OOILIEH!s, B TOM YHCIIe Ha TecT Ne 2

MHOCTPaHHOM(BIX) si3bIKe(aX).

HMHOCTPAHHOM SA3bIKC.

(Bompockr 13-25)




OOyuaromuiicst yMeeT: IPUMEHSTh Ha MIPAKTHKE [MpenBaputensHO

KOMMYHHUKATUBHBIE TEXHOJIOTHH, METOIBI U CITIOCOOBI MOJITOTOBJICHHOE

po(ECCHOHATIBHOTO OOIICHUS. COOOIICHHE UITH
npe3eHTalus
(mepeueHs TEM
Ne 2.4)

OOyJatommiics BiazeeT HaBBIKaMi MEKINIHOCTHOTO 3amanne Ne 1.5

OO0LIEeHHs HAa TOCYIapCTBEHHOM U HHOCTPAHHOM S3BIKaxX
C IPIMEHEHHEM PO(PEeCCHOHATBHBIX S3BIKOBBIX (GopM U
CpEICTB.

[TpomexxyTouHast arTecTanus (3K3aMeH) MMPOBOJAUTCS B OJTHOM M3 CICAYIOMUX HOPM:
1) oTBeT Ha OWJIET, COCTOSINUI M3 TEOPETHUECKUX BOMPOCOB U MPAKTUYCCKUX 3a/IaHU;
2) BemnoaHenue 3aaanuii B DMMOC CamI VIIC.

[TpomexyTouHas arTecTanus (3a4eT) IPOBOIUTCS B OJTHOU U3 CIEAYIOMHUX (hopM:
1) cobecenoBanue;

2) seimonHeHue 3aganuii B OMMOC Caml YIIC.

2. Tunosbie! KOHTPOJILHBIE 321AHUS WM HHbIE MATEPHAJIBI /151 OLEHKH 3HAHMIA, yMEHHIi,
HABBIKOB M (MJIM) ONBITA AeATEIbHOCTH, XapPaAKTEPU3YIOIINX YPOBEHb C(POPMUPOBAHHOCTH KOMIIETEH UM i

2.1 TunoBbie BONMPOCHI (TECTOBBIE 3a/1aHNs) 1JIsl OLIEHKH 3HAHHEBOT0 00Pa30BaTEJILHOI0
pe3yjabrarta

[IpoBepsiemslii 06pazoBaTenbHbIN pe3yibTar (1 cemecTp):

Koz u HanmeHOBaHME UHIUKATOPA OO0pa3oBaTeNbHBIN pPe3yIbTaT

JIOCTHKEHHsI KOMITETEHIINU
VK-4.1 Ocyuiectiser OO0yuatromuiics 3HaeT: COBPEMEHHbIE KOMMYHHMKATUBHBIE TEXHOIOTHUH JUIS OCYIIECTBICHUS
aKaJIeMHYeCcKOe U JIeJI0BOE aKaJIeMMYECKOro OOILIEHHUs, B TOM YHUCJIe HA HHOCTPAHHOM SI3bIKE.

B3aUMO/ICHCTBUE B PA3INIHBIX
XaHpax U popmax ¢
UCTIONIb30BAHHEM COBPEMEHHBIX
KOMMYHUKAaTHBHBIX TEXHOJIOTHH €
MIPUMEHSET COBPEMEHHBIC
KOMMYHHUKaTHBHBIE TEXHOJIOTHH
JUTA aKaJeMHUYEeCKOT0
B3aUMO/JICHCTBUS HA PYCCKOM U
HHOCTpaHHOM(BIX) sI3bIKe(ax)
Tlpumepwvr 6onpocoe/3adanuii

Test Ne 1 (Bompocsr 1-12)

1. The computer ___ data, i.e. performs specific mathematical and logical operations on the data.

a) processes b) stores c) calculates d) outputs
2. s software a set of application programs installed on the computer?
a) No,itisn't. b) Yes, theyare. c) Yes, itis. d) No, it doesn't.
3. Anerror code will be ___if any invalid information has been entered.
a) displayed b) determined c) deleted d) developed
4. According to Sun Microsystems' estimation, __ more than 700,000 developers using Java technology today.
a) there are b) thereis c) there were d) there was

5. Iloobepume cnosa, nooxooswue no KOHMEKCMy.
convert  attached determined access  predictions accept
a) The copies of the documents are ___ to the e-mail.
b) lcant___ my Yahoo email because someone has changed my password.
c) Todigitize meansto ___ information into a digital form.
d) Itis too early to make any precise __ about the results of the experiment.

! HpI/IBO,Z[HTCH THUIIOBBIC BOIIPOCBI W 3aJaHUA. O11eHOYHEIC CpeACTBa, IMNpPEAHA3HAYCHHBIC [JI1 IMPOBCACHUSA ATTCCTALLMOHHOTO
MEPOIIPUATHA, XPAHATCA HaA Kaq)ezlpe B JOCTAaTOYHOM Jid IPOBCACHUA OLUCHOYHBIX MNPOUCAYDP KOJINMYECCTBE BAPUAHTOB. OueHovHbIE
CpCACTBa MOMJICIKAT AKTyalIM3allMh C YYETOM pa3BUTHUA HAYKHU, 06pa30}3aH1/m, KYJbTYpbl, 9KOHOMUKH, TCXHUKH, TEXHOJIOTUH H
COIII/IEU'ILHOﬁ C(l)epbl. OTBETCTBEHHOCTb 3a HEPACIIPOCTPAHCHUEC COACPIKAHNA OLCHOYHBIX CPEACTB CPEAU 06yqa}01111/1x051 YHUBCPCUTCTA
HECYT 3aB€[[yl0HIPIﬁ Kaq)eapoﬁ U npenogaBaTeiib — pa3pa6OT'-H/IK OLICHOYHBIX CPCACTB.



e) Before installing the program, the user must ____the terms of the license agreement.
f)  The programmer has quickly __ the cause of the system crash.

VK-4.2 [IpumMeHsieT COBpEeMEHHbBIE
KOMMYHUKAaTHBHBIE TEXHOJIOTUH
IUTA TIPO(ECCHOHATHHOTO
B3aMOJIEUCTBHS Ha
HHOCTPaHHOM(BIX) SI3bIKE(aX).

OOyuaronuiicst 3HaeT: COBPEMEHHbIE KOMMYHHUKATHBHBIC TEXHOJIOTUH IS
OCYIIECTBICHHS MPO(PECCHOHATIBHOTO OOIICHNS, B TOM YHCIIC HA HHOCTPAHHOM SI3BIKE.

Ipumepur sonpocos/3adanuii

b) performance

Test Ne 1 (Bompocwr 13-25)

13. The term "softcopy" refersto . (Choose all that apply)
a) information displayed on a monitor screen
b) sound produced by a speaker
c) text documents stored on the flash drive
d) handwritten reports and essays
14. The most important hardware component is a tiny integrated circuit called the .
a) Central Processing Unit ¢) CRU
b) Central Processed Unit d) Center Process Unit
15. The physical parts of the computer system, which you can't see and touch, are called hardware.
a) TRUE b) FALSE
16. __ makes it easier for the user to control the computer.
a) advanced features
b) rechargeable battery d) an operating system with a graphical user interface
17. Programmable computers differ greatly in their . (Choose all that apply)
a) processing power

C) proprietary operating system

C) memory capacity
d) physical size

[IpoBepsiemblii 00pazoBaTeNbHBIN pe3ybTat (2 ceMecTp):

KOIL N HAUMCHOBAHUE NHAMWKATOPa
JOCTHXKCHUSA KOMIICTCHIIMHU

OO0pazoBaresbHbII pe3ysbTaT

YK-4.1 OcymecTBiser
aKaJeMHUYecKoe U JeJI0BOe
B3aUMO/JICHCTBUE B PA3JIMYHBIX
KaHpax u popmax ¢
UCTIONIb30BAaHHEM COBPEMEHHBIX
KOMMYHUKAaTHBHBIX TEXHOJIOTHH €
MIPUMEHSET COBPEMEHHBIC
KOMMYHUKaTHBHBIE TEXHOJIOTHH
JUISL aKaJIEeMHUIECKOTO
B3aUMO/ICHCTBUS Ha PYCCKOM 1
HHOCTpaHHOM(BIX) sI3bIKe(ax)

OOGyuaroniuiicst 3HaeT: COBPEMEHHbIE KOMMYHHUKAaTUBHbIE TEXHOJOTHH JIJISl OCYIIIECTBICHHS
aKaJIeMUIEeCKOro OOIIEHHS, B TOM YUCIIe HA HMHOCTPAHHOM SI3bIKE.

Tlpumepwvr 6onpocoe/3adanuii

1. Alldatainthe RAMis
a) rewritten b) deleted c) stored d) converted
2. Hanuwume kpamxuii omeéem Ha 00wuli 60npoc.
Does the PSU receive direct current from an external source, and convert it into the alternating current?
3. All components of a computer ___ electricity to operate.
a) replace b) prevent C) require d) respond
4. RAM holds data while your PC ___it, but loses this data when the power is switched off.
a) isprocessing b) processes c¢) will process d) has processed
5. Iloobepume cnosa, nooxoosuue no KOHMEKCMy.
respond  reliability assess capacity  considerable  generate
a) If your tablet has a frozen screen and doesn't ___ to touch, you need to restart the device.
b) Semiconductor integrated circuits helped to improve the _ of electronic devices.
c) There are various utilities used to ___ the performance of the CPU.
d) In 1986, the most high-end hard disk drives had only 40 MBin ___.
e) The overheating can cause __ damage to the internal components of the computer.
f)  The faster disks consume more power, make more noise, and ____ more heat.

Test Ne 2 (Bompocsi 1-12)

when a computer is restarted or turned off.

VK-4.2 TIpumeHsieT COBpeMeHHbIE
KOMMYHHUKaTHBHbBIE TEXHOJIOTHUH
JUIsl TIPO(ECCHOHATTBHOTO
B3aUMO/ICHCTBUS Ha

O6yqafom1/n710$1 3HACT: COBPEMCHHBIC KOMMYHUKATUBHBIC TEXHOJOTUHN IJI
OCYILIECTBJICHUSA HpO(l)CCCI/IOHaJ'H:HOFO 06IIICHI/I$I, B TOM YH1CJI€ HAa HTHOCTPAHHOM A3BbIKE




MHOCTPaHHOM(BIX) s3bIKE(aX).

Tlpumepwvl 6onpocoe/3adanuii
Test Ne 2 (Bompocsr 13-25)

13. Two main characteristics determine the performance of the processor: .
a) theclockrate c¢) the number of cores
b) the form factor d) revolutions per minute

14. Which device allows several computers on a local network to share the Internet connection?
a) adapter b) amplifier c) router d) mail server

15. Conocmasbme 0ge uacmu npeosioNceHUs..

1) Low or high temperature in the computer system A. SSDs will most likely replace hard disks.
may cause

2) Motherboards usually contain a number of B. they don't contain any moving parts.
expansion slots

3) A video card can either be integrated into a C. the amount of heat generated by them has increased as
computer's motherboard, or well.

4) USB flash drives are more reliable than external D. unexpected malfunctions during the operation of
hard drives because computers.

5) Due to their advantages and constantly lowering E. plugged into one of the slots on the motherboard.
prices,

6) As internal components of the computer have F. used to attach additional components like video cards
increased in speed and power consumption, or sound cards.

16. You can change the ___ of the screen to make text and other items larger or smaller.
a) resolution b) brightness c) capacity d) surface

17. If the touchpad is not working properly, you cantry .
a) to update the drivers C) to press it harder
b) to reinstall the operating system d) to sell the laptop

2.2 TunoBble 3aJaHNS VIS OLIEHKH HABBIKOBOI'0 00pPa30BaTe/IbHOIO pe3yJbTaTa

[TpoBepsieMblii 00pa3oBaTenbHbIi pe3ynbrar (1 cemectp):

Kona u HaumeHoBaHue OO6pa3oBarenbHbIN pe3yabTaT
WHJIMKAaTOpa JOCTH)KEHHS
KOMITETEHIINH
VK-4.1: OcyectBisieT OOy4aronuiicss yMeeT: MPUMEHSTH Ha MPAKTHKE KOMMYHUKATHBHEIC TEXHOJOTHH, METOBI U
aKaJIeMU4YeCcKOe | JeJI0BOe CIOCOOBI JIETI0BOTO OOIIEHUS

B3aMO/ICHCTBHUE B Pa3INIHBIX
*KaHpax U Gopmax ¢
HCIIOJIb30BaHHEM COBPEMEHHBIX
KOMMYHHKATHBHBIX TEXHOJIOTHI
C IPUMEHSET COBPEMEHHBIE
KOMMYHHKATHBHBIE TEXHOJIOTHU
JUISL aKaJIeMUYECKOTO
B3aMMO/JICHCTBHS HAa PYCCKOM U
MHOCTpaHHOM(BIX) sI3bIKe(ax)

3ananue Ne 1.1. CobecenoBanye NPOBOAUTCS MO CJEAYIOIMM TeMaM:

1. Which rules of email etiquette are relevant to your professional life?
2. What is the purpose of a partnership proposal?

3. What is a reference letter? What are the rules of writing it?

4. What is the purpose of a covering letter?

5. What are the rule of writing a covering letter for a grant proposal?

ITpumepbl BONPOCOB 1JIs1 cOOECETOBAHUA

Have you ever written a summary?

Why do we write them?

How long should a summary be?

What is a topic sentence? Where do you find it in a paragraph?

How often do you write articles? What else do you have to write when you submit an article?

What is an abstract?

Have you ever applied for a grant? If yes, was it an international or an internal grant? If it was an
international grant, did you need any help to fill in the application forms? Have you ever had to write a
grant application or proposal in English? What do you think helps to get funding for an academic
project?

NooasrwdE
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What are the rules of writing an executive summary of a grant proposal in order to get funding?

9. What visuals are usually used by scientists in your field to present data? If you use visuals in research
papers, do you use them extensively or only for certain aspects? Why? / Why not?

10. In which fields of study do researchers need to describe trends or changes? What type of visual would
you choose if you had to describe trends and changes in your field?

11. What is the structure of an article?

12. When are you likely to write an abstract for an article: before you write your article, after you have
written it or at the same time you write it? Why? How long is an abstract in your field of research?
What does its length depend on? Which abstracts do you usually write: informative (they give the
main results) or indicative (they only indicate what kind of research has been conducted)?

13. Do you regularly read reviews of books in your field? In which ways might they be useful to you?
Have you ever written a book review? Was it positive or negative?

14. Where in a journal article can you often find references to other authors’ work? Where are they
unlikely to appear? Why?

15. Do you find writing the Introduction section of an academic article easy or difficult? Why? What is the
main purpose of the Introduction section? What kind of information do you always include in this
section?

16. How can the Method section of an article be helpful for researchers? What other names for this section
are used in journals from your field?

17. Do journals in your field of study allow a separate Discussion section? If not, is it combined with the
Results section or the Conclusion section? Which section of an article might be less objective, in your
opinion?

18. You have written an article for publication. How long does it usually take to get it published? What are

the steps towards this goal? Present your ideas in a diagram or a flow chart.

YVK-4.1: Ocymiectsiser | OOydaromuicss  BIAACET: HABBIKAMH  MEKIHYHOCTHOTO  JIEJIOBOTO  OOIICHHS  Ha
aKaJleMH4ecKoe W JIeNIOBOE | TOCY/AapCTBEHHOM M MHOCTPAHHOM SI3bIKAX

B3aUMOJEHCTBUE B Pa3IM4YHBIX
JKaHpax u dbopmax c
UCIIOJIb30BaHHEM  COBPEMEHHBIX
KOMMYHHUKATHBHBIX TEXHOJIOTHH C

MNPpUMCHACT COBPCMCHHBIC
KOMMYHHUKATHUBHBIC TCXHOJIOI'MHU
JUIA AKaICMHYCCKOIO

B3aMMOJCIHCTBHSA Ha PYCCKOM |
HHOCTpaHHOM(BIX) sI3bIKe(ax)

Ipumepuol 3a0anuti
3aganue Ne 1.2. IlepeBenure cieqyommii TeKcT 0e3 ONOPbI HA CI0BAPD.
Online Lectures

A university professor in Singapore gave a two-hour online lecture but didn't realize he was on mute. Professor Wang, who
teaches Maths, was not aware that throughout his online presentation, the microphone on his computer was switched off. This
meant that none of the students attending his online class heard what professor Wang was talking about. His university switched
his classes online to help reduce the spread of COVID-19. His lecture started well but then it froze. The video came back but the
mic was off and professor Wang did not notice. One of his students says it might have been because the professor was using an
iPad and not a computer.

Students tried many times to contact professor Wang during the lesson but could not get through to him. They waved their arms
and even tried calling him on his personal phone. A video of the moment he understood his mic was off has gone viral on the
Internet. It has received more than 653,000 views. After realizing what happened, professor Wang appeared shocked and stressed.
He said he was upset at the thought of wasting two hours of his students' time. He has offered to redo the lecture at a different
time so his students do not miss that class. One of his students posted on social media about the professor's mishap. She wrote: "I
took a class under him before and he teaches well. | feel bad for him."

3az[alme Ne 1.3. BoinoJiHuTE 3a/laHUA HA TIOHUMAHUE COACPKAHUA MTPOUYUTAHHOI'0 TEKCTA.

(&) True/ False
The professor in the article teaches computer coding. T/F
Not a single student heard what the professor was saying. T/F
The article said the professor froze. T/F
A student blamed the mishap on aniPad. T/F
Students waved their phones at the professor. T/F
A video of the professor has gone viral on the Internet. T/F
The professor is sad because he wasted his students' time. T/F
. The professor said he would not redo the lecture. T/F
(b) Comprehension questions
1. Inwhich country was the professor teaching online?
2. What does the professor teach?

NN E




3. What did the university want to stop the spread of?
4. What happened to the professor's lecture after it started?
5.  What did a student say the problem might have been?
6. What did students wave?
(c) Multiple choice quiz
1. In which country was the professor teaching online?

a) South Africa b) Singapore c) Sierra Leone d) Slovakia
2. What does the professor teach?

a) coding b) English c) architecture d) maths
3. What did the university want to stop the spread of?

a) COVID-19 b) disinformation c) fake news d) gossip
4.  What happened to the professor's lecture after it started?

a) it went viral b) it got lots of views c¢) it froze d) it was full
5. What did a student say the problem might have been?

a) aglitch b)aniPad c)avirus d)apower cut

9.
VYK-4.2: [Ipumenser OOy4atoniuiicss yMeeT: MPUMEHSTH Ha MPAKTHKE KOMMYHUKATHBHBIC TEXHOJIOTHH, METOBI U
COBpPEMCHHBIC croco0BI PO eCCHOHATHHOTO OOIICHHUS

KOMMYHHUKATHBHBIC TEXHOJIOTHU
JUTst IPO(ECCUOHATTBHOTO
B3aUMO/ICHCTBUSI HA PYCCKOM U
MHOCTPaHHOM(BIX) sI3bIKE(aX)

3anganne Ne 1.4, CobeceroBanne MpoBOIUTCS MO CJIETYIOIIMM TeMaM:
—  Cybersecurity (Kubepbe3omnacHocTh)
- Data protection (3amura undopmarnm)
— Hackers and Cyberattacks (Xakepsl u kuoeparaku)

IIpumepsbl BOPOCOB /ISl cOOece0BAHUA:
Is there a method to protect computer systems, networks, and data from cyber threats?
What questions does a lot of security boil down to?
Should access be given to the wrong people, but refused to the right people?
What method is used to differentiate between the right and wrong people?
How many types of authentication are there? Could you list these types?
What "what you know" authentication based on?
What can be done to prevent brute-force attacks?
What is "what you have" authentication based on?
. What is "what you are" authentication based on?
10. What are classic examples of the third type of authentication?
11. Which type of authentication is the easiest to implement?
12.  Which type of authentication do you consider the most reliable one?
Why do security experts suggest using multi-factor authentication for important accounts?

COENOTAWNE

VK-4.2 [Ipumensier OOyyaromuiicst Bi1azieeT HaBBIKAMH MEXJIMYHOCTHOTO OOIIEHHS Ha TOCYIapCTBEHHOM 1
COBpPEMEHHBIE HWHOCTPAaHHOM $I3bIKax C IPUMEHEHUEM PO(PECCHOHANBHBIX SI3BIKOBBIX (hOPM U CPE/ICTB
KOMMYHHUKAaTHBHBIE TEXHOJIOTHH
JUTA AKaJeMHUYECKOTO
B3aUMOJICHCTBUS HA
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Tlpumepwvl 3a0anuii
3aganune Ne 1.5. [lepeBeauTe cienyrommuii TekcT 6e3 0Mopbl Ha CJIOBApPh.
Companies still fixing Heartbleed bug

Many companies are trying to make their websites safe from a new Internet bug called Heartbleed. It is like a hole in the security
of websites that hackers can use to get private information. The bug was in security software used by most Internet sites. Millions
of sites used the software after it became available on New Year's Eve, 2011. The bug was in it then but was only found last
week. The big sites, like Google, Yahoo, YouTube, Amazon, etc., quickly made a patch to fix the bug. However, many small

sites and thousands of apps are still at risk. It is still possible for hackers to access passwords and other confidential information.
Hackers already broke into Canada's tax system and stole 900 passwords.

Internet security experts say more than a third of people who use the Android Jelly Bean OS are still waiting for a patch. Google
has made all of its other services safe, such as Search, Gmail, YouTube and Play, but is working with its partners to create a fix
for Jelly Bean. BlackBerry is also working to release a patch to its users later this week. Meanwhile, the man who accidental ly
created the bug spoke to reporters. He said: "1 am responsible for the error because | wrote the code." He added: "Unfortunately,
this mistake also slipped through the review process and therefore made its way into the released version." He said it was a
"simple programming error".

BbpInmosinuTe 3a1aHUS HA IOHAMAaHHE COACPKAHUS MPOYUTAHHOIO TEKCTA.




(a) Multiple Choice
1. What did the article say HEARTBLEED was like?
a)ahurricane  b)ahole c)amonster d)aheadache
2. What did many sites quickly make after HEARTBLEED had been identified?
a) money b)excuses c)apatch d) mistakes
3. Who is Google working with to create a patch?
a) the World Wide Web  b) the US Government  ¢) Facebook d) its partners
4. When will BlackBerry's patch be available?
a) later this week  b) next month  ¢) tomorrow  d) when the manager comes back
5. Why does the man who created the bug say he is responsible?
a) he wrote the code c) he was the chief bug-spotter
b) he did not report it d) he knew it would be a problem
6. What kind of mistake did the man say he made?
a) a huge one b) an unforgivable one c) asimple one d) the kind anyone could make
(b) Comprehension questions
What did the article say Heartbleed was like?
How many sites used the infected software?
In what year did Heartbleed appear?
What did many sites quickly make?
How many passwords did hackers steal?
How many Jelly Bean users are waiting for a patch?
Who is Google working with to create a patch?
When will BlackBerry's patch be available?
Why does the man who created the big say he is responsible?
10 What kind of mistake did the man say he made?
(c) True/ False

©CoNoGOR~WNE

1. The Heartbleed bug is five years old. T/F
2. Hackers can use the bug to get private information from websites. T/F
3. Heartbleed first appeared on the Internet on New Year's Eve, 2011. T/F
4. Hackers stole 9,000 passwords from Britain's tax system. T/F
5. Over athird of Android users are waiting for a patch to fix the bug. T/F
6. Google said the bug is not a danger to all of its online services. T/F
7. BlackBerry has sent a patch to all of its users. T/F
8. The man whose mistake created the bug said it was not a simple error. T/F

[TpoBepsieMblii 00pa30BaTeNbHBIN Pe3yNbTAaT (2 ceMecTp):

Kona u HaumeHoBaHue OO6pa3oBarenbHbIN pe3yabTaT
MHIMKATOpa JTOCTHXKEHUS
KOMIIETECHIIUU
YK-4.1: OcyuwecTtBnsaer OOy4aronuiicss yMeeT: MPUMEHATH Ha MPAKTHKE KOMMYHUKATHBHEBIC TEXHOJIOTHH, METOBI U
aKaaemuyeckoe n aenosoe CIOCOOBI IEJIOBOTO OOIEHUS

B3aMMOLENCTBUE B Pa3/IMYHbIX
»XaHpax 1 dopmMax ¢
NCMoNb30BaHMEM COBPEMEHHbIX
KOMMYHWMKaTUBHbIX TEXHOOMMIA
C NMPUMEHSIET COBPEMEHHbIE
KOMMYHWKaTUBHblEe TEXHOIOMNK
ANS akafeMn4eckoro
B3aMMOLENCTBUS Ha PyCCKOM U
MHOCTpaHHOM(bIX) si3bike(ax)

3ananune Ne 2.1. CobeceoBaHne NPOBOIUTCS MO CJEAYIONIMM TeMaM:
1. Computer Basics: What is a Computer? (Uro takoe KoMmbroTep?)
2. Types of Computers: Computers for Personal Use. (KoMmbroTeps! ajist IEPCOHATBHOTO MCIIOIb30BAHMU)
3. Types of Computers: Computers for Organisations. (Kommbroreps! mjist Gr3Heca u paGoTHI)
4. Computer Hardware: Internal Components. (Anmaparaoe o6ecriedeHne: BHyTPEHHEE yCTPOUCTBO KOMITBIOTEPA)
5. Computer Peripherals: Input Devices. (Ilepudepust KOMIBIOTEPA: YCTPOHCTBA BBOJIA)
6. Computer Peripherals: Output Devices. (Ilepudeprs KOMIbIOTEpa: yCTPOHCTBA BHIBOAA)
7. Introduction to Computer Software. (IIporpaMmmHoe oOecriedeHre KOMIbIOTEpa)
8. System Software. (CucremMHOe mporpaMMHOe 0OecrieueHue)
9. Application Software. (IlpukinagHoe NporpaMMHOe oOecredeHre)
10. How the Internet works. (IIpuxuunel padotsl MHTEpHETA)
11. Communications and Networks. (CructeMs! CBSI31 1 KOMMYHHKAIIHOHHbIE CETH)
12. World Wide Web. (Bcemupnas ITayrnna)
13. Cybersecurity. (KuGepbe30mnacHOCTS)
14. Data protection. (3amura uHpOpMAIHKN)
15. Hackers and Cyberattacks. (Xakeps! i kubeparaku)




16. Malware (BpenoHocHoe mporpaMMHOe 0OecreueHHe)

IIpuMeps BONIPOCOB A1 CO0eceOBAHUA:
17. What is the most common way hackers get into computer systems?
18. What is social engineering?
19. What is the most common type of a social engineering attack?
20. Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?
21. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?
22. How do Trojans commonly penetrate into a computer system?
23. What is ransomware?
24, What is a brute force attack and how do modern systems defend against it?
25. If an attacker doesn't have physical access to a device, how can he hack it?
26. What kinds of hacking attacks are you aware of?
217.

YK-4.1: OcymectBister | OOyvaromuiicss  BiajeeT: HaBbIKAMH  MEXKJIMYHOCTHOTO  JEJIOBOrO  OOINEHMS  Ha
aKaJeMHU4eCKOe M JEJIO0BOE | FOCYJapCTBEHHOM M HHOCTPAHHOM SI3BIKAX

B3aUMOJIEIICTBAE B Pa3IMYHBIX
JKaHpax u ¢dopmax c
UCIIOJIB30BAHUEM COBPEMEHHBIX
KOMMYHHUKATHBHBIX TEXHOJOTHH
C TpHMEHSET COBpPEMEHHBIC
KOMMYHHKAaTUBHBIE TEXHOJIOTHU
JUIst aKaJIeMHYECKOTO
B3aUMOJCICTBUS Ha PYCCKOM U
MHOCTpaHHOM(BIX) sI3bIKe(axX)

Ipumepul 3a0anuii
3amanne Ne 2.2. [lepeBenute cieayioninii TekcT 6e3 onopbl Ha CI0Baph.
Exam Security

Algeria has turned off its Internet all over the country to stop students cheating in high school exams. Algeria's government said it
wanted to do something to stop students secretly going online during nationwide school tests. All Internet service was stopped for
an hour after the start of each of the exams. The government will shut the Internet down during the whole exam season, between
June 20 and June 25. In addition, all electronic devices with Internet access have been banned from the country's 2,000 exam
centers. Even teachers cannot take phones into the exam halls. There were many problems in 2016 when test questions were
leaked online both before and during exams.

Algeria's Education Minister Nouria Benghabrit told the Algerian newspaper Annahar that Facebook would also be blocked
across the country for the six days the exams were taking place. She said she did not like doing this but she could not do nothing
and give opportunities to students to cheat in tests. As an added security measure, metal detectors will be placed in all exam halls,
and security cameras and mobile-phone blockers have been set up at the printing companies where the exams are printed. Many
students thought the government was doing the right thing. Rania Salim, 16, said it wasn't fair that students who didn't study
could get help in exams by using their mobile phone to cheat.

3aganne Ne 2.3. BoinosiHuTE 3aJaHNS HA MOHAMAHHE COJAeP:KAHUS MPOYNTAHHOTO TEKCTA.

(@ True/ False
Algeria has turned off the Internet in high schools but not universities. T/F
Algeria's Internet is being cut off for 24 hours on exam days. T/F
Students can take smartphones into exam halls but must turn them off. T/F
Many exam questions were leaked online in 2016. T/F
Algeria's education minister has blocked Facebook for six days. T/F
The government has put metal detectors in all exam halls. T/F
The government has put security cameras in test-printing companies. T/F
. A 16-year-old student disagreed with the government's actions. T/F
ultiple choice quiz
What exams did the government want to stop people cheating in?
a) IELTS D) university entrance exams c¢) high school exams d) law exams
2. How long will the Internet shut down for after each exam starts?
a) an hour b) 90 minutes c) 3 hours d) 12 hours
3. What did the education minister say would be blocked for six days?
a) school gates b) Facebook c) Twitter d) roads
4. What will be put in all exam halls for extra security?
a) anti-cheating robots b) lasers c) guards d) metal detectors
5. Where has the government put security cameras?
a) student desks b) printing companies c¢) on school rooftops d) in libraries
(c) Discussion
1. Did you like reading this article? Why/not?
2. What do you think of when you hear the word 'security'?
3. What do you think about what you read?

(b)

PZoONOORONE




4. Would you report someone you saw cheating?

5. Should all exams have metal detectors and security cameras?
6. Where else should mobile phone blockers be installed?

7. What else could the government have done?

8.  What advice do you have for cheating students?

9. Isthere a better way to assess students than exams?

10. What questions would you like to ask the education minister?

YK-4.2 [Ipumensier OOy4aronuics yMeeT: MPUMEHSITh Ha MPAKTHKE KOMMYHUKATHBHBIC TEXHOJOTHH, METOIbI U
COBpPEMCHHBIC croco0bl MPOPECCUOHATBHOTO OOLICHUS

KOMMYHHUKATHBHBIE TEXHOJIOTHH
U aKaJIeMAIEeCKOTO
B3aMMOJIEHCTBHS Ha
HHOCTPaHHOM(BIX) SI3bIKE(aX).

Ipumepol 3a0anuil

3aganne Ne 2.4. CobeceroBaHne MPOBOIUTCS MO OAHOM U3 CJIEAYIOIINX TEM:
- Computer Basics: What is a Computer? (Yto Takoe KOMIbOTEP?)
- Types of Computers: Computers for Personal Use. (KommsroTepst Iuis TEpCOHATBHOTO HCTIOMb30BAHMS)
- Types of Computers: Computers for Organisations. (Kommsroteps st Gu3Heca 1 paGoThI)
- Computer Hardware: Internal Components. (AnmapatHoe oGecriedeHre: BHyTpEHHEE YCTPOMCTBO KOMIIBIOTEPA)
— Computer Peripherals: Input Devices. (ITepudepust koMIproTepa: ycTpoicTBa BBOIA)
— Computer Peripherals: Output Devices. (Ilepudepus koMnbroTepa: ycTpoiicTBa BHIBO/IA)
— Introduction to Computer Software. (IlporpaMmMHoe obecrieueHIe KOMITBIOTEPA)
—  System Software. (CuctemHOe mporpaMMHOe 00eCIIeUeHNUE)
- Application Software. (ITpuknagHoe mporpaMmMHoe oGecredeHue)
- How the Internet works. (ITpuruunst pabotsr MuTepHETA)
- Communications and Networks. (Cuctemsi CBSI31 1 KOMMYHHKAIIHOHHbBIE CETH)
- World Wide Web. (Bcemupnas ITaytuna)
—  Cybersecurity. (Kubepbe3omacHoCTh)
- Data protection. (3amura nahopmanum)
— Hackers and Cyberattacks. (Xakeps! u kubeparakn)
— Malware (BpenoHocHoe nporpaMmmHOe obecrieueHue)

IIpumepbl BONIPOCOB 1JIs1 cOOECeOBAHMA:

What is the most common way hackers get into computer systems?

What is social engineering?

What is the most common type of a social engineering attack?

Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?
The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?
How do Trojans commonly penetrate into a computer system?

What is ransomware?

What is a brute force attack and how do modern systems defend against it?

If an attacker doesn't have physical access to a device, how can he hack it?

10 What kinds of hacking attacks are you aware of?

CoNoGA~LNE

VK-4.2 [Ipumensier OOyyaromuiicst BiIazeeT: HaBBIKaMH MEKINYHOCTHOTO OOIIEHNMS HA TOCYJapCTBEHHOM U
COBpPEMEHHBIE HWHOCTPAaHHOM $I3bIKax C IIPHUMEHEHUEM PO(ECCHOHANIBHBIX SI3BIKOBBIX (HOPM U CPE/ICTB
KOMMYHHUKAaTHBHBIE TEXHOJIOTHH
JUTA AKaJeMHUYECKOTO
B3aUMOJICHCTBUS HA
HHOCTpaHHOM(BIX) sI3BIKe(ax).

IIpumepwt 3a0anuii
3ananue Ne 2.5. [lepeBeauTe cienayromuii TekcT 6e3 0MopbI HA CJIOBAPb.
Microsoft blames U.S. spy agency for WannaCry

The technology company Microsoft is angry with America's National Security Agency (NSA). Microsoft said the WannaCry
ransomware cyber-attack happened because the NSA keeps lots of cyber-weapons on its computers. Ransomware is a type of
harmful software that blocks access to a computer until the owner of the computer pays money (a ransom) to the hackers. The
NSA is America's military intelligence organization. It helps to keep America's communications and information systems safe. It
is also responsible for stopping cyber-attacks against the USA. However, experts say the WannaCry ransomware used computer
spying tools originally designed by the NSA.

Microsoft President Brad Smith said governments needed to wake up to the problem of storing cyber-weapons that hackers can
steal. He said it was as big a problem as someone stealing missiles from the USA. When talking about the WannaCry attack, he
said: "This attack provides yet another example of why the stockpiling of [these things] by governments is such a problem."” The
European police agency Europol said WannaCry has affected 200,000 computers in 150 countries. In the UK, WannaCry caused
many problems with the work of Britain's National Health Service. Many operations were cancelled. Experts warned people to
back up their files because a second wave of attacks could come.




BopinmosiHuTe 3a1aHUS HA MOHNMAHHE COACPKAHUA ITPOYUTAHHOIO TEKCTA.

(a) Multiple Choice
1. What does the NSA keep a lot of on its computers?

a) names b) cyber-weapons c) dust d) photos
2. What must people pay hackers to get access to their computers back?

a) a salary b) respect C) costs d) a ransom
3. What does the NSA help to do to the USA's information systems?

a) update them b) systematise them c) keep them safe d) inform them
4. Who did experts say designed the spying tools used in WannaCry?

a) the military b) the FBI c) hackers d) the NSA
5. What did Brad Smith compare the stealing of cyber-weapons to?

a) stealing missiles b) storing c) stockpiling d) waking up
6. What was cancelled in Britain's National Health Service?

a) files b) operations c) back-ups d) holidays
7. What did experts say there could be a second wave of?

a) attacks b) surfing C) warnings d) problems

(b) True/ False

1. America's National Security Agency has cyber-weapons on its computers. T/F
2. Ransomware means people must pay hackers to access their files. T/F
3. The WannaCry hackers used spying tools first created by the NSA. T/F
4. Microsoft's president said governments needed to wake up. T/F
5. Brad Smith said governments storing cyber-weapons isn't dangerous. T/F
6. The WannaCry ransomware affected over 250,000 computers. T/F
7. Experts said the wave of attacks was now over. T/F
(c) Discussion

1. Did you like reading this article? Why/not?

2. What do you think of when you hear the word 'agency'?

3. What do you think about what you read?

4. How worried are you about cyber-attacks?

5. How much would you pay to get access to your computer files?

6. What damage can hackers do?

7. Are the hackers more intelligent than the computer security companies?
8. Can you live without a computer?

9.  What would happen if hackers stopped the Internet?

10. What questions would you like to ask the boss of the NSA?

2.3. IlepeueHb BOMPOCOB ISl MOATOTOBKH O0YYAIOMIMXCS K TPOMEXKYTOYHOM aTTecTaIiuu
1 cemecmp
Jlexcuka:
— 0azoBas nekcuka (600 IeKCHYeCKHX €TUHHII)
—  TEPMHUHOJIOTHYECKas JICKCHKa 110 mpoduiio moarotoBku (600 JeKCHUECKUX €TUHUIT)
I'pammaruka:
= Infinitive (Muduuutus).
- ®opwmer nuadunuTrBa (Active / Passive; Simple / Continuous / Perfect). Bare Infinitive.
— O@OyHKIMY THQUHUTHBA B NIpeiiokeHuu. [IpaBuia meperojia Ha pyCCKHi SI3BIK.
— CemaHTHYeCKasi pa3HHIIA B UCIIOJIb30BAHUU TePYHIUS U HHPUHUTHBA.
- HMudunutusHas koHcTpykims Complex Subject.
- UudunutusHas korctpykims Complex Object.
- HWHduaUTHBHAS KOHCTPYKIHUA ¢ Tipeiorom for.

2 cemecmp

Jlexcuka:

— ©0azoBas nekcuka (600 JexcHuecKuX eIUHUIL)

— TEepPMHUHOJIOTHYECKas JIEKCHUKA 10 POt moAroToBkH (600 JIeKCHUECKHUX €TMHUIY)
I'pammartuka:

— Tlopsaok cioB B yTBEpAUTEIHHOM, BOIIPOCHTEIEHOM M OTPULIATEIIEHOM TPEIOKEHHSX.

— T'marousr to be u to have. x oco6eHHOCTH U MHOTO(QYHKIIMOHATBHOCTb.

— Oco0eHHOCTH ITepeBo/ia MPEIOKEHNH ¢ KOHCTpyKuueit there +to be.

— Bunospemennsie ¢popmel riarona (Simple, Continuous, Perfect) B nefictButensHOM 3ajore.

- Bugospemennsie ¢popmel riaroa (Simple, Continuous, Perfect) B ctpagareiasHoM 3aiore.



— Twumbl BONpOCUTENBHBIX NpeaaoxkeHul. [IopsIok cI10B B 00IIUX, aIbTEPHATHUBHBIX, CIIEUAIBHBIX,
pa3IeNUTEIbHBIX BOIPOCaX.

— CreneHu CpaBHEHHUS MPWIAraTeNIbHBIX U HAPEUU.

— Mopansusie rinaroast Should, must, can, may.

- Mopnansabie kKoHCTpYKIMH have to, be to, be able to, be allowed to.

— Tepynamii: cuaTakcn4eckue QyHKINHU U TIpaBHiIa MEPeBOA.

— Ilpuyacrtue |: cuaTakcnvyeckue GyHKIMU U MIPaBHiIa MEPEBOAA.

— Ilpuyacrue Il: cunTakcuueckue pyHKIUU U IpaBUiIa IEPEBOA.

— Wudunutus.

- HWudunutusuas kouctpykius Complex Subject.

- HVudunutuHas konctpykuus Complex Object.

— HVuduHUTHBHAS KOHCTPYKIHS C Ipeiorom for.

3. Metoguyeckue MaTepuaJbl, onpeaesiioniye Npoueaypy U KpUTepuu oleHNBaHUs
copMHPOBAHHOCTH KOMIIETEHIMIA TP MPOBEAEHNHU MPOMEKYTOYHOM aTTeCTAIIUN

KpnTepnn q)opanonamm OLICHOK 110 0TBE€TAM Ha BOINIPOCHI, BLINMMOJHEHUIO TECTOBBIX 3aJaHui

- OIICHKA «OTJHMYHO» BBICTABIIACTCS OOYYaIOMIEMYCs, €CIIM KOJHMYECTBO MPABHIBHBIX OTBETOB Ha
Borpockl coctaBisieT 100 — 90% ot obmrero o0béMa 3aaHHBIX BOIIPOCOB;

- OIICHKAa «XOPOILNO0» BBICTABISICTCS OOYYaroMIeMycCsi, €CJIM KOJUYECTBO IPABWIBHBIX OTBETOB Ha
Borpockl — 89 — 76% ot ob1ero o0bEMa 3aJaHHBIX BOIIPOCOB;

- OIICHKA «Y/IOBJIETBOPHUTEIBHO» BBICTABIIACTCS OOYYArOMIEMYCs, €CIH KOJMYECTBO IPABUIHHBIX
OTBETOB Ha TECTOBBIE BONPOCH —/5—60 % oT 0011ero oobEMa 3aJaHHBIX BOIIPOCOB,

- OIICHKA «HEY/AOBJIETBOPHUTEIBHO» BBICTABIIACTCS OOYYArOMIEMYCS, €CIM KOJUYECTBO IMPABUIBHBIX
oTBeTOB — MeHee 60% oT 0011ero 00bEMa 3aJaHHBIX BOIIPOCOB.

Kputepun ¢popmMupoBaHusi o1ieHOK N0 Pe3y/JbTATAM BbINOJHEHUS 3aJaHUI

«OTJIMYHO/32a4TEHO0» — CTABUTCS 32 pabOTY, BHIIOJHEHHYIO IOJIHOCTBIO 0€3 OINOOK U HEJOUETOB.

«Xopouo/3a4TeH0» — CTaBUTCS 3a padOTY, BHIMOJIHEHHYIO IMOJIHOCTHIO, HO MIPH HAJIMYUM B Hell He Ooiiee
OJTHOM Herpy0oil OmMOKHN U OJTHOTO HesloueTa, He 0oJiee TpeX HEeJ0UYETOB.

«Y10BJIETBOPHUTEIbHO/3a4TEHO» — CTaBUTCA 3a padOTy, €ciau 00y4yaroUIuiicsl MPaBUIbHO BBIMOJIHUI HE
MeHee 2/3 Bceil paboThl WK AOMYCTUI He Ooliee ogHON Tpy0oil ommOKu U IBYX HEJOUYETOB, HE Ooyiee OTHOM
rpyooit u oxgHoOW HerpyOoil ommOku, He Oosee Tpex HErpyObIX OUIMOOK, OJHOM HErpyOoOM OIIMOKM M JIBYX
HE/I04ETOB.

«HeynoBJjieTBOPUTE/ILHO/HE 3a4YTEHO» — CTAaBHUTCS 3a pabOTy, €CIM YHCIO OMHMOOK W HEJ0YETOB
MPEBBICUIIO HOPMY JJISl OLIEHKH «YyJIOBJIETBOPUTEIBHO» MM PABUIBHO BBIIOJIHEHO MeHee 2/3 Bcell paboThl.

Buowvl owuboxk:

- 2pyoOble OwuUbKU: He3HaHue OCHOBHLIX NOHAMUU, NPABUN, HOPM, HE3HAHUEe NPUEeMO8 peuleHus 3a0au,
owuUbKU, NOKA3bIBAIOWUE HENPABUTILHOE NOHUMAHUE YCI08UsL NPEOTIOIHCEHHO20 3A0AHUS.

- HecpyOvle OWUOKU: HEMOUYHOCIU (HOPMYIUPOBOK, ONpedeNeHUll, HepayUuoOHAIbHbIU 6blOOp X00a
peweHus.

- HeOdouemvl: HEPAYUOHANbHbIE NPUEMbl GbINOIHEHUs 3A0aHUs; OMmOeNbHble NOSPEeUHOCTU 6
opmynuposke 8v1860008,; HeOPeI’CHOE BbINOIHEHUE 3A0AHUSL.

Kpurtepun popmupoBaHus OLIEHOK 110 324€TYy € OLEHKOM

«OTJIMYHO/32a4TEeH0» — CTYJICHT NpuoOpen HeoOXOAWMBbIE YMEHHsS W HaBBIKH, MPOJEMOHCTPHPOBAI
HaBbIK IPAKTHUYECKOTr0 MPUMEHEHHUS TOJTyUYEeHHBIX 3HaHUH, HE JOMYCTHII JOTMYECKUX M (PaKTUYECKHX OIIMOOK

«Xopomo/3a4TeHo» — CTyJAEHT NpuoOpen HeoOXOIUMbIe YMEHHUS W HaBBIKH, MPOJEMOHCTPUPOBAI
HaBbIK MPAKTUYECKOTO MPUMEHEHMs TIOJy4YeHHbIX 3HaHWM; JOMyCTWJ HE3HAuMTeJIbHblE OIIMOKU U
HETOYHOCTH.

«Y10BJIETBOPHUTEIbHO/32a4TEHO» — CTYACHT JOMYCTHJI CYIIECTBEHHbIE OLINOKH.

«HeynoBJieTBOPUTEJILHO/HE 324TE€HO» — CTYJICHT JIEMOHCTPUPYET (hparMeHTapHbIe 3HAHHS U3y4aeMOro
Kypca; OTCYTCTBYIOT HEOOXOAMMbIE YMEHUS U HaBBIKH, JOIMYIIEHbI TPYOble OMINOKH.



