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ITosicauTenbHAs 3aIIMCKA.

TumnoBbsie KOHTPOJBHBIC 33/IaHUS WJIM WHBIC MAaTEPUAIIbI JJI OLICHKH 3HAHUH, YMEHHI, HABBIKOB H (HJIN)
OTIBITA JIEATEIHHOCTH, XapaKTEPU3YIOIINX YPOBEHb CPOPMUPOBAHHOCTH KOMIIETEHITHIA.

Mertoandeckue MaTepHaIIbl, OMPEACIISIONINE MPOIEAYPY U KPUTEPUH OLICHUBAHUS CHOPMHUPOBAHHOCTH
KOMIIETECHIIMI IIPU TPOBEACHUH IPOMEKYTOUYHOM aTTECTALUU.



1. HosicHUTEAbHAA 3AIIMCKA
[lenb POMEKYTOYHOM aTTECTAIMU — OIICHWBAHHWE MPOMEKYTOYHBIX M OKOHYATEIIHHBIX PEe3yJIbTaTOB
06y‘-ICHI/I$[ 10 JAUCHUIIIINHE, O6€CH€'—II/IBaIOHH/IX JOCTUKCHHUC HJ'IaHI/IpyeMBIX p€3yJ'H)TaTOB OCBOCHUA
00pa3oBaTeILHON POTPAMMBI.

®opMbI MPOMEKYTOUHOM aTTecTalu: 1 ceMecTp - 3a4eT, 2 CEMECTpP — 3a4eT C OL[EHKOU

[lepeuens KomMneTeHIUN, GOPMUPYEMBIX B IPOLECCE OCBOCHUSI TUCIUTUIAHBI

Kon 1 HauMeHOBaHUE KOMITETEHIINU Kon mHauMKaTopa JoCTHXEHHS
KOMITETEHIINU
YK-4: CiocobeH mpuMeHsATh COBPEMEHHBIE KOMMYHHKATHBHBIE TEXHOJIOTHH, B TOM YHCIIE YK-4.1
HAa MHOCTPAHHOM(BIX) SI3BIKe(aX), TS aKaJJeMHYECKOTO U MPO(ECCHOHATBHOTO YK-4.2
B3aUMO/ICHCTBUS
YK-5: CriocoOeH aHaIM3upOBaTh M YUUTHIBATh Pa3HOO0pa3Ke KyJIbTYpP B IIPOIECCe YK-5.1
MEXKYJIbTYPHOTO B3aUMOACUCTBHUS YK-5.2
PC3y.]'IBTaTI)I O6y‘~I€HI/I${ M0 JUCHUIIJIMHE, COOTHECCHHBIC C INIAHUPYCEMbIMU
pe3yjibTaTaM OCBOCHUA O6pa3OBaTeHLHOﬁ porpamMmal
Kon 1 HanMeHOBaHNE HHIUKATOPA PesynbraTs! 00yueHUs M0 AUCHUIUINHE OrneHOYHBIE
JIOCTHXKESHUSI KOMITETCHIUN MaTepHabl
1 cemectp
VK-4.1 [IpumeHsieT COBpeMEHHBIE OOyyaronuiicst 3HaeT: aKaJleMUIECKYIO JEKCUKY U Jlexcuko-
KOMMYHUKATHBHBIE TEXHOJIOTUH IS rpaMMaTHYeCKUe MOJICIH Ha HHOCTPAHHOM $I3bIKE (T10 rpaMMaTHYECKU
aKa/IeMHYECKOTO B3aMOJICHCTBHS Ha COOTBETCTBYIOIINM pa3zieiaM JUCHHUILIHHBI) TecT
MHOCTPaHHOM(BIX) SI3bIKE(aX)
OOy4aronuiicss yMeeT: CTPOUTh JHATOTHYCCKIE CobecenoBanue
BBICKa3bIBaHUs Ha aKaJIEMHYECKUE U (mepeveHs TeM U
PO eCCHOHANBHBIE TEMBI (II0 COOTBETCTBYIOIINUM BOIIPOCOB)
paszienam JUCHHUIUINHBI)
OOyuaronuiicst BiaieeT HaBbIKAMH U3BJIEKATh 3aganus
HEOOXOANMYIO TEKCTOBYIO HH(OPMALIHIO,
aHATM3UPOBATh U 0000IIATH € B IEeJsIX
aKaJIEMUYECKOI0 B3aUMOJECICTBUS B YCTHON U
MMACbMEHHOM popmax;
YK-4.2 TIpumMeHsieT COBpeMeHHbIE OOyuatomntuiics: 3HaeT: MPOPECCUOHATBHYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKATHBHbBIE TEXHOIOTUH IS TEPMHUHOJIOTHIO, & TAK)KE IPaMMAaTHKy WHOCTPAHHOTO rpaMMaTHYeCKUi
npoQeCcCHOHANBHOTO B3aUMOJICUCTBHS Ha | s3bIKa (110 COOTBETCTBYOILIMM pa3jieiaM JTUCLHUILIMHBI). | TecT
HHOCTpaHHOM(BIX) sI3bIKe(ax).
OOyyarouMicst yMeeT: CTPOUTh MOHOJIOTHYECKHE [IpenBapurenbHO
coo01ieHns Ha npodeccHoHaNbHBIE TEMBI (110 MOATOTOBJIEHHOE
COOTBETCTBYIOIINM pa3/ieiaM JUCHHUILIHHBI). COOOIIEHHE HITH
TIPE3EHTAIHS
OOyuaronuiicst BiajieeT HaBbIKaMHi U3BJIEKATH 3ananue

HE00XOANMYIO TEKCTOBYIO HH()OPMAIIHIO,
aHATM3UPOBATh U 0000MATH € B MeJIsIX
po(heCCHOHATFHOTO B3aUMOICHCTBHUS B YCTHOH 1
TMCbMEHHOU opMmax.

VK-5.1: VYuureiBaer pa3HooOpasue u | OOyuaromuiics 3HaeT: rpamMarhdeckde mpasuiaa u | Jlekcuko-

O0COOEHHOCTH PAa3MYHBIX KyJIBTYP, WX | CTHIHCTHYECKHE HOPMBI PYCCKOTO M U3y4aeMOro si3bIKa rpaMMaTHYECKHU
COOTHOILIEHHE U B3aUMOCBS3b TECT
OOy4aroHiCs yMEEeT: BECTH KOMMYHHKAIIHIO B MHUPE [peaBaputenbHO
KyJIbTYPHOT'O MHOTOOOpa3ust MOATOTOBIEHHOE
COOOILIEHNE WU
[Ipe3eHTals

OObyJatomimiicst BajeeT HaBpIKaMi «IMH()OPMAITHOHHON 3amanne
9KOHOMUHY, JIOMYCKAOLIEH NP 00CYKICHUH CIIOMKHBIX
BOIPOCOB KaK Ha POJHOM, TaK ¥ HA HHOCTPAHHOM SI3bIKE
TOJILKO OJIHY €AMHHIly HH(pOpMALIUHU Ha OHO
[PeUIOKEHHUE M0 MPpHUHIUIY: «OIHO MPEIIOKEHUE —




OJHa CAWHUIA I/IH(I)OpMaIII/II/I»

VK-5.2: [onnepxuBaer | OOy4aronyics 3HaeT: KOMMYHHKAaTUBHbIE CTPATETUH, Jlexcuxo-
B3aMMOIIOHHMaHHE MEXIY | MpUEMBI B3aNMOAEHCTBHS, yUUTHIBAIOIINE rpaMMaTHYECKUH
00y4aromMMHUCS-TIPEJICTABUTEISIMU IIPOKCEMHUYECKHE, KHHECHIECKHUE, IPOCOJUUYECKUE U TecT
Pa3MYHBIX KYJBTYP HABBIKM OOIICHHS B | MHBbIC HEBepOAIbHBIE CPEICTBA
MHpE KyJIbTYPHOTO MHOTO0Opa3us OOyJatomniuiicsi yMeeT: JeMOHCTPHPOBATh IIpensapurensHO
B3aUMOIIOHMMaHHE MEXIy O0yJatoIUMHCS — MTOJrOTOBJICHHOE
MIPEACTaBUTEIISIMH PA3THYHBIX KYJIBTYp C COOJIIOAEHUEM | COOOIICHHE HITH
9TUYECKUX M MEKKYJIbTYPHBIX HOPM Ipe3eHTaINs
Obyuatomtuiics BageeT crnocodamMu 00beTMHEHNS 3amanne
OTIETBHBIX MPEATIOKECHUH, UCIIONbB3YsI MOTHBIH HaOOp
JIEKCUYECKUX, TPAMMAaTHYECKUX, CHHTAKCHUECKHUX U
JIOTHYECKUX CPEJICTB, B CBSA3HBIN TEKCT, 00BEM KOTOPOTO
orpeesnsieTcsl HEOOXOAMMOCTBIO ONUCAHUSI IPeIMETa
TIO3HAHMS
Kon 1 HauMeHOBaHUE UHIMKATOPA PesynbraThl 00y4eHus 1Mo AUCIMIUINHE O1eHOYHBIE
JTOCTHKESHUSI KOMITETCHIN MaTepHabl
2 ceMecTp
VYK-4.1 [IpumeHsieT COBpeMeHHBIE OOyyaronuiicst 3HaeT: aKaJIeMUIECKyI0 JIEKCHKY H Jlexcuxo-
KOMMYHUKATHBHBIE TEXHOJIOTHH IS rpaMMaTHYeCKHe MOJIETH Ha HHOCTPAHHOM $I3bIKE (110 rpaMMaTHYECKHUH
aKa/IeMHYECKOTO B3aMOJICHCTBHS Ha COOTBETCTBYIOIINM pa3/ieiaM JUCIHUITIHHBI) TecT
WHOCTpaHHOM(BIX) SI3BIKe(axX)
OOyyaronuiicst yMeeT: CTPOUTH AUATIOTHYECKHE CobecenoBanne
BBICKa3bIBAHUS HAa aKaJIEMUUYECKUE U (mepedeHs TEM U
po¢eCCHOHATBHBIE TEMBI (TI0 COOTBETCTBYIOIINM BOIIPOCOB)
pazzenam AUCIHILUINHBI)
OO6yuJatomtuiics: BajeeT HaBBIKaMH H3BIIEKATh 3amanus
HEOOXOAMMYIO TEKCTOBYIO HH()OPMAILHUIO,
aHATM3UPOBAThH M 0000IATh €€ B IEIX
aKaJeMUYECKOr0 B3aUMOJECICTBYS B YCTHOU U
TMCbMEHHOU opMax;
VYK-4.2 TIlpumMeHseT COBpeMEHHBIE OOyuJatoniuiics 3HaeT: MPOPECCUOHATBHYIO JICKCUKY U Jlexcuko-
KOMMYHUKATHBHBIE TEXHOJIOTHH IS TEPMHUHOJIOTHIO, & TAK)KE IPaMMaTHKy WHOCTPaHHOTO rpaMMaTHYECKHUH
poQeCcCHOHANBHOTO B3aUMOJICHCTBHS HA | sA3bIKa (110 COOTBETCTBYOLIMM pa3zeiaM JTUCLIUILIMHBI). | TecT
MHOCTPaHHOM(BIX) SI3bIKE(aX).
OOyy4aronuiicst yMeeT: CTpOUTh MOHOJIOTHYECKHE [IpenBapurensHO
cooOrieHns Ha npodeccnoHaNBHBIE TEMBI (110 TIOJITOTOBJICHHOE
COOTBETCTBYIOIINM pa3/ieiaM JUCHUITIHHBI). COOOIICHNE HIH
TIPE3EHTAIHS
OGyuaromuiics BajieeT HaBbIKaMH U3BIEKATE 3aganue
HEOOXOAMMYIO TEKCTOBYIO HH()OPMAIHUIO,
aHATM3UPOBATH M 0000IATH €€ B IEIAX
poheCCHOHATTFHOTO B3aUMOJICHCTBUS B YCTHOH U
MTMCEMEHHOHN (opMax.
VYK-5.1: VuureiBaer pasHooOpasue u | OOyuvarommiics 3HaeT: rpammarudeckue mnpaBwia u | Jlekcuko-
OCOOCHHOCTH PA3JIUMYHBIX KYyJIbTYp, HX | CTHIMCTHYECKHUE HOPMBI PYCCKOTO M H3y4aeMOTO A3bIKa rpaMMaTHYECKUH
COOTHONIEHHUE M B3aNMOCBSI3b TeCT
OOyuaronuiicst yMeeT: BeCTH KOMMYHHKAIIHIO B MHAPE [IpenBapurensHO
KyJIBTYPHOTO MHOTOO0pa3us MIOJrOTOBJICHHOE
COOOIIEHHE HITH
npe3eHTalus
OOyuaromuiicst BjIaJieeT HaBbIKaMH «MH(POPMAIIMOHHON | 3anaHue
SKOHOMUMY, JIOIYCKAIOLIEeH MPH 00CYKICHUH CIIOMKHBIX
BOIIPOCOB KakK Ha POJHOM, TaK ¥ Ha MHOCTPAHHOM SI3bIKE
TOJILKO OJIHY €AMHHILy MH(OpMALIUK Ha OTHO
MIpeAIoKEeHre 1o npuHIuIY: «OIHO NpeaoKeHne —
0JIHa eIMHMIIA HHPOpMaLII»
VK-5.2: [onnepxuBaer | OOy4aronyMics 3HaeT: KOMMYHHKAaTUBHbIE CTPATETUH, Jlexcuxo-
B3aMMOIIOHHMaHHE MEXIY | MpUEMBI B3aNMOAEHCTBHS, yUUTHIBAIOIINE rpaMMaTHYECKUH
00y4aromMMHUCS-TIPEJICTaBUTEISIMU IIPOKCEMHUYECKHE, KHHECHYECKHUE, TIPOCOMUYECKUE U TecT
Pa3UYHBIX KyJBTYP HABBIKM OOIICHMS B | MHBbIC HEBepOAIbHBIE CPEICTBA
MHpE KyJIbTYPHOTO MHOTO0Opa3us OOyJatontuiicsi yMeeT: JeMOHCTPHPOBATh IIpensapurensHO
B3aUMOIIOHMMAaHHE MEXIy 00yJatoIUMHCS — MTOJrOTOBJICHHOE
MIPEACTaBUTENSIMH PA3IUIHBIX KYJIBTYp C COOJIIOIEHUEM | COOOIICHHUE HIIH
9TUYECKUX M MEKKYJIbTYPHBIX HOPM Ipe3eHTaINs
OO0yuaronuiics BIajeet crnocodamMu 00beTUMHEHHSI 3amanne




OTJIENBHBIX MPEIIOKECHUH, UCTIONB3YS TOTHEIN HAObOp
JIEKCUYECKUX, FPAMMATUYECKUX, CHHTAKCUYECKUX U
JIOTUYECKUX CPEACTB, B CBSI3HBIH TEKCT, 00BEM KOTOPOTO
onpeaessieTcss HEOOXOIUMOCTBIO OTIFCAaHUS IIpeIMeTa
MTO3HAHMS

[TpomesxyTouHas aTTecTanus (3a4eT) MPOBOIUTCS B OJTHOU U3 CICAYIOMIHUX GOopM:
1) oTBeT Ha OWJIET, COCTOSIIUI U3 TEOPSTUIESCKUX BOIIPOCOB M MPAKTHUCCKHUX 33 JaHUH;
2) BeinonHenue 3aaanuii B DMOC CamI VIIC.

2. Tunosbie! KOHTPOJIbHbIE 32IAHUS MJIH HHbIE MATEPHAJIbI JJIsl OLEHKH 3HAHUN, yMEHUIA,
HABBIKOB M (MJ1M) ONBITA JeSITeJILHOCTH, XaPAKTEPU3YIOIIUX YPOBeHb C(hOPMHUPOBAHHOCTH KOMIIETEH N

2.1 TunoBbie BONMPOCHI (TECTOBbIE 3a/IaHMSs) LISl OIIEHKH 3HAHNEBOT0 00pa30BaTEJILHOI0
pe3yJabTara

[TpoBepsiembIii 0Opa3oBaTeabHBIN pe3yabTaT (1 cemectp):

Kon 1 HanMeHOBaHME HHIUKATOpa OO6pazoBaTenbHbBIA pe3yIbTaT
JIOCTHKCHUS KOMITETCHITNH

VK-4.1: I[Ipumenser OOyuaromuiics 3HaeT. akaIeMHUYECKYIO JIEKCHKY U T'paMMaTH9YeCKHe MOJIETH Ha
COBpPEMEHHBIE KOMMYHHUKATHUBHBIE | MHOCTPAHHOM SI3bIKE (110 COOTBETCTBYIOIINM pa3JieslaM AUCIUILUINHEI);
TEXHOJIOTUH JIsl aKaJIEMHUECKOTO
B3aMMOJIEHCTBHA Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax)
Ipumepwr sonpocos/3adanuii

Test
1. The computer ___ data, i.e. performs specific mathematical and logical operations on the data.
a) processes b) stores c) calculates d) outputs
2. ls software a set of application programs installed on the computer?
a) No,itisn'. b) Yes, theyare. c) Yes, itis. d) No, it doesn't.
3. Anerror code will be ___if any invalid information has been entered.
a) displayed b) determined c) deleted d) developed
4. According to Sun Microsystems' estimation, ___ more than 700,000 developers using Java technology today.
a) there are b) thereis c) there were d) there was

5. Iloobepume cnosa, nooxoosuue o KOHMeEKCMY.
convert  attached determined access  predictions accept
a) The copies of the documents are ___ to the e-mail.
b) lcan't___ my Yahoo email because someone has changed my password.
c) Todigitize means to ___information into a digital form.
d) Itistoo early to make any precise ___ about the results of the experiment.
e) Before installing the program, the user must ___ the terms of the license agreement.
f)  The programmer has quickly __ the cause of the system crash.

VYK-4.2 [Ipumensier coBpemennsie | OOydarommiicsi 3HaeT: TPOPEeCCHOHANBHYIO JIEKCUKY U TEPMHHOJIOTHIO, a TAKKE
KOMMYHUKATHBHBIE TEXHOJIOTUH rpaMMaTHKy WHOCTPAHHOTO S3bIKa (TI0 COOTBETCTBYOIIMM Pa3AeiaM JUCIUIIIHHEI).
IUTSE TIPO(ECCHOHATTBHOTO
B3aUMOJICHCTBUS Ha
HHOCTPaHHOM(BIX) sI3bIKe(aX).
[Ipumepol 6onpocos/3adanuti

Test

1. The term "softcopy" refersto . (Choose all that apply)
a) information displayed on a monitor screen
b) sound produced by a speaker
c) text documents stored on the flash drive

! MpuBoasTcs TMNOBBIE BONMpOCH M 3ajnaHus. OUEHOYHBIE CPEJCTBA, NPEJHA3HAYEHHBIE U MPOBEIEHHUS ATTECTAMOHHOTO
MEpOIIPHATHS, XPaHATCA Ha Kadeape B TOCTATOYHOM JUISl MPOBEICHUS OIEHOYHBIX MPOIELYp KOIWYEeCTBE BapuaHTOB. OIEHOYHBIE
Cpe/ACTBa MOAJIEKAT aKTyallM3allMk C YYE€TOM pa3BUTHS HayKd, oOpa3oBaHUs, KyJIbTypbl, SKOHOMHKH, TEXHHKH, TEXHOJOTUH W
corraabHON cepbl. OTBETCTBEHHOCTH 32 HEPACIIPOCTPAHEHHE COAEPKaHMs OLICHOYHBIX CPEJCTB Cpei 00yUaronMXcs YHUBEPCUTETa
HECyT 3aBeAyIOLINH Ka(eapoil 1 MpernoaaBaTenb — pa3padoTUNK OLIEHOYHBIX CPEACTB.



d) handwritten reports and essays

2. The most important hardware component is a tiny integrated circuit called the .
3. Central Processing Unit  ¢) CRU
4. Central Processed Unit d) Center Process Unit
5. The physical parts of the computer system, which you can't see and touch, are called hardware.
a) TRUE b) FALSE
6. _ makes it easier for the user to control the computer.
a) advanced features C) proprietary operating system
b) rechargeable battery d) an operating system with a graphical user interface
7. Programmable computers differ greatly in their . (Choose all that apply)
a) processing power C) memory capacity
b) performance d) physical size
VYK-5.1: YuursiBaet OOyuaromuiicsi 3HAeT: rpaMMaTHYecKHe MpaBHiIa M CTUIMCTHYECKHE HOPMBI PYCCKOTO U
pasHooOpa3ue u 0COOEHHOCTH M3y4aeMoro sI3bIKa

Pa3IMYHBIX KYJIbTYp, UX
COOTHOIIIEHUE U B3aUMOCBS3b

Tpumepwr sonpocos/z3adanuii

IMoacraBeTe cltoBa M3 IMPEITOKEHHOTO CIIMCKa. a)aerospace b) ambitious ¢) controversy d) coordinating €) liaison f)
mission g) probe h) stepping-stone i) to foster j) venture

Dennis: What do you do for a living, Frank?

Frank: I am an (1) engineer. | have been working for NASA for over fifteen years.

Dennis: Wow, that sounds fascinating. What projects have you been involved in?

Frank: Well, until recently, | was heavily involved in the Cassini (2). I don't know if you're familiar with it or
not - it's one of NASA's most expensive and (3) projects. We are sending a (4) to explore Saturn and
its moons.

Dennis: That sounds really interesting. Are you in any way involved in the construction of the International Space
Station?

Frank: Actually, that's what I'm working on now. I'm currently a technical (5) between NASA and several
European space agencies. It's an interesting job, but it can be a bit too much at times. The International Space Station
is probably the largest international (6) ever attempted, and | am constantly dealing with technical
difficulties, budget problems, and delays. It's not easy (7) the efforts of all those countries. | have been to
Europe three times in the last month, and | have to go to Kazakhstan next week.

Dennis: | understand there's some (8) surrounding the space station. Don't some people worry that NASA
is spending too much money on the project?

Frank: Many experts have complained that the project has grown out of control and become far too expensive. But |
look at it as more than a space station; I believe it's helping (9) international scientific cooperation. It's nice to
see the scientists of the world working together to create a (10) to the future.

VK-5.2: [lonaep>xnBaet OOywaromiics  3HAeT: KOMMYHHKATHBHBIC  CTpAaTerdd, OPHEMBI  B3aWMOICHCTBHS,
B3aUMOITIOHUMAHHUC MG)K)]y y‘-II/ITI:IBaIOH.[I/IC HpOKCCMI/I‘IeCKI/IC, KHHECHUYCCKHE, HpOCO,E[I/I‘IeCKI/IC U HHBIC HeBCp6aJ'H:HLIC
00y4aroUMMHUCS-TIPEICTABUTEISIMU | CPEICTBA

paananHx KyJ'lBTyp HaBBbIKH
OOIICHUS B MHPE KYJIBTYPHOTO
MHOT000pa3us

Tpumepwr sonpocos/3adanuii
3ananue. [lepeBenure ciieayrommii TeKCT 0e3 OMOPLI HA CJIOBAPb.

Learning Vocabulary

A new study shows that we could learn vocabulary while we are sleeping. This is great news for students struggling to learn a
new language. It is also good for anyone who is trying to expand their knowledge of words. Researchers from the University of
Bern in Switzerland have shown that it is possible to learn new information while we are sleeping deeply, and then recall this
information when we need it after we wake up. This new information includes foreign language vocabulary. The researchers
conducted tests on whether or not a person can remember new words and their translations while they were asleep. They said our
sleeping brain is much more aware of the outside world than we thought.

Researcher Marc Ziist said, "language areas of the brain and the hippocampus - the brain's essential memory hub - were
activated" after a person woke up. He said these areas of the brain allow us to remember vocabulary during deep sleep. The
researchers said that during deep sleep, our brain cells are active for a short period of time - about half a second. The cells then
enter into a period of inactivity - again, about half a second. The active state is called "up-state” and the inactive state is called
"down-state." The "up-state™ period is the time when our brain could learn new vocabulary. The researchers say more research is
needed to be 100 per cent sure that we can learn vocabulary while asleep.

3aganue. BoimosnuTe 3a1aHus HA IOHHMAHHE COACPKAHUA MPOYUTAHHOIO TEKCTA.

(@) True/ False
1. This story is great news for people struggling to learn a language. T/F




(b)

PZONOOA®WN

N

6.

7.

1
2
3
4.
5.
6
7
8
9.
1

The research was conducted by researchers from a Swiss university. T/F
Researchers tested language translations while people were asleep. T /F
Our sleeping brain may be more aware of things than we thought. T/F
The hippocampus is the part of the brain used to forget things. T/F

In deep sleep, our brains are active for half-a-second atatime. T/F

A sleeping period called "up-state" allows us to learn vocabulary. T/F
The researchers are 100% sure we can learn vocabulary while we sleep. T/F

ultlple choice quiz

When did researchers say we recall information learnt while we sleep?

a) just after breakfast b) in dreamland c) at 6am d) when we wake up

What did researchers say they tested besides new words?

a) sleep b) translations c¢) dreams d) grammar

What did the researchers say the sleeping brain was more aware of?

a) the outside world b) pillows c) light d) phrasal verbs

What is the hippocampus?

a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
How long is each period of brain activity and inactivity?

a) 30 seconds b) one night c) two seconds d) half a second

What is the inactive state of our brain while we sleep called?

a) the "inter-state” b) the "up-state” c) the "down-state" d) the "dream-state"
What can we do in the "up-state" period of our sleep?

a) sleepwalk b) speak English c¢) see with our eyes shut d) learn new vocabulary

(c) Discussion

What did you think when you read the headline?

What images are in your mind when you hear the word 'learn'?
How important is sleeping?

What is the best way to learn vocabulary?

What do you think of learning vocabulary while sleeping?

Is sleeping only for sleeping?

Could there be any dangers to learning while asleep?

How happy are you with your vocabulary?

What are your three favourite English words?

0. What else could we learn while we are asleep?

[IpoBepsieMblil 00pazoBaTeNbHbBIN pe3yibTar (2 ceMecTp):

Kon n HauMeHOBaHUE HHIUKATOPA OO6pazoBaTenbHBIN pe3yabTaT
JOCTHXKCHUA KOMIICTCHITUN

VYK-4.1: IIpumensier

Test

All data in the RAM is ____ when a computer is restarted or turned off.
a) rewritten b) deleted c) stored d) converted
Hanuwume kpamxuii omeem na obwuii gonpoc.

Does the PSU receive direct current from an external source, and convert it into the alternating current?

All components of a computer ___ electricity to operate.
a) replace b) prevent C) require d) respond
RAM holds data while your PC ___it, but loses this data when the power is switched off.
a) isprocessing b) processes ¢) will process d) has processed
Ioobepume cnosa, nooxoosiuue O KOHMEKCMY.
respond  reliability assess capacity  considerable  generate
a) If your tablet has a frozen screen and doesn't ___ to touch, you need to restart the device.
b) Semiconductor integrated circuits helped to improve the ___ of electronic devices.
c) There are various utilities used to ___ the performance of the CPU.
d) In 1986, the most high-end hard disk drives had only 40 MB in
e) The overheating can cause __ damage to the internal components of the computer.
f) The faster disks consume more power, make more noise, and __ more heat.

OOyuaronuiics 3HaeT: aKaJeMHUYECKYIO JIGKCUKY 1 TPaMMaTHYECKHE MOJIENIN Ha
COBpPEMEHHbIE KOMMYHHKATUBHBIE | MHOCTPAHHOM S3bIKE (110 COOTBETCTBYIOIINM pa3JieslaM AUCIMILUINHEI);
TEXHOJIOTUH ISl aKaJeMHUECKOTO
B3aMMOJICHCTBHS Ha
WHOCTPaHHOM(BIX) sI3bIKe(ax)
Ipumepwi sonpocos/3adanuil




VYK-4.2 [Ipumensier coBpemennbie | OOydaronuiics 3HaeT: MPpOPECCHOHANBHYIO JIEKCUKY U TEPMHHOJIOTHIO, & TAKKE
KOMMYHUKATHBHBIC TEXHOJIOTUH rpaMMAaTHKy HHOCTPAHHOTO s3bIKa (10 COOTBETCTBYIOMIUM Pa3/ieiaM JUCIUTLTHHEL).
JUTSE TPO(ECCHOHATTBHOTO
B3aUMOJICHCTBHS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepwr sonpocos/z3adanuii
Test

13. Two main characteristics determine the performance of the processor: .
a) theclockrate  ¢) the number of cores
b) the form factor d) revolutions per minute

14. Which device allows several computers on a local network to share the Internet connection?
a) adapter b) amplifier c) router d) mail server

15. Conocmasbme 0se uacmu npeoioxNceHus..

1) Low or high temperature in the computer system A. SSDs will most likely replace hard disks.
may cause

2) Motherboards usually contain a number of B. they don't contain any moving parts.
expansion slots

3) A video card can either be integrated into a C. the amount of heat generated by them has increased as
computer's motherboard, or well.

4) USB flash drives are more reliable than external D. unexpected malfunctions during the operation of
hard drives because computers.

5) Due to their advantages and constantly lowering E. plugged into one of the slots on the motherboard.
prices,

6) As internal components of the computer have F. used to attach additional components like video cards
increased in speed and power consumption, or sound cards.

16. You can change the __ of the screen to make text and other items larger or smaller.
a) resolution  b) brightness c) capacity d) surface

17. If the touchpad is not working properly, you cantry .
a) to update the drivers C) to press it harder
b) to reinstall the operating system d) to sell the laptop

VYK-5.1: YuutsiBaet OOyuaromuiicsi 3HAeT: rpaMMaTHYecKHe MpaBHia M CTHIMCTHYECKHE HOPMBI PYCCKOTO U
pa3HooOpa3ue u 0COOEHHOCTH M3y4aeMoro sI3bIKa

Pa3IMUHBIX KYJIbTYp, UX
COOTHOIIIEHUE U B3aUMOCBS3b

Tpumepwt 3adanuti
3ananmue. [lepeBenure ciieayrommii TeKCT 6e3 OMOPLI HA CJIOBAPb.

Online Learning

The year 2020 has been difficult for hundreds of thousands of teachers across the globe. They have had to learn to deliver their
lessons using online platforms. Millions of students have done their lessons via websites like Zoom. This has caused a major
transformation in education as technology has taken centre stage. The quality of education differs according to Internet speeds,
and the levels of teacher preparedness and teachers' competence in using technology. It also depends on the devices students
have. Many students had no lessons because they had no computer.

The Education Ministry in Malaysia has started a new initiative to help underprivileged children. Around 150,000 eligible pupils
will receive a device so they can participate in online lessons. Malaysia hopes to build on the success of this to expand the
programme. It wants to assist pupils and schools in need and find the best implementation method to expand it. There are plans to
enhance educational TV shows for students with no Internet access. Malaysia will also employ sign language interpreters to help
the hard of hearing. It wants to focus on students' needs.

32[{2]'{[/[9. BpinosiHuTe 3a1aHKsl HA IOHUMAHUE CoACpKaHUA MPOYUTAHHOIO TEKCTA.

(@) True/ False
The article says millions of teachers got to grips with online platforms. T/F
The article says online lessons have transformed education. T/F
The article says the level of teacher competence in technology differs. T/F
Many students could not learn online because they had no computer. T/F
Malaysia will help up to 150,000 students to learn online. T/F
Malaysia said it wants to help students become pilots. T/F
Malaysia will use sign language interpreters online. T /F
8. A teacher said Malaysia was not considering the needs of students. T/F
(b) Multiple choice quiz
1. What kind of year does the article say teachers have had?
a) an educational one b) a crazy one c) a tumultuous one d) a good one
2.  What did teachers have to get to grips with?
a) online platforms b) their hands c) tests d) homework
3. Who has been stuck at home?
a) students b) an education minister c) engineers d) teachers
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4. What has taken centre stage?
a) English  b) technology c) tests d) homework
5. Why were some students deprived of lessons?
a) not enough teachers b) power cuts
c) they had the wrong platform d) no computers, tablets and smartphones
6. What has Malaysia's Education Ministry rolled out?
a) a new curriculum b) a new initiative c) a homework plan d) new tests
7. What will Malaysia's government enhance?
a) test security  b) software  c) educational TV programming d) Internet speeds
(c) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word 'online'?
3. What do you think of online learning?
4. Would you prefer face-to-face or online learning?
5. What are the advantages of online learning?
6. What experiences do you have of online learning?
7. Why might teachers like teaching online?
8. What is the best platform for online learning?
9. Who is online learning good for?
10. Should all students be learning online in the future?

VK-5.2: [lonaepxuBaet OOyuaromuiicsi 3HAeT: KOMMYHHKATHBHbIE CTpAaTerdd, NPUEMBI  B3aHMOJCHCTBHS,
B3aHMOIIOHHMAHUE MEXKIY YUHTBIBAOIME MPOKCEMHUYECKHE, KHHECHYECKHe, IPOCOANYECKHE W HHble HeBepOalbHbIC
00y4aronMMHUCS-TIPE/ICTABUTESIMU | CPEICTBa

Pa3IMYHBIX KYJIbTYp HaBBIKA
OOIIECHNS B MUPE KYJIbTYPHOTO
MHOT000pa3us

Ipumepwi sonpocos/3adanuil
3ananue. [lepeBenure ciaeayrommii TeKCT 0e3 ONOPbI HA CJIOBaPb.

Exam Security

Algeria has turned off its Internet all over the country to stop students cheating in high school exams. Algeria's government said
it wanted to do something to stop students secretly going online during nationwide school tests. All Internet service was stopped
for an hour after the start of each of the exams. The government will shut the Internet down during the whole exam season,
between June 20 and June 25. In addition, all electronic devices with Internet access have been banned from the country's 2,000
exam centers. Even teachers cannot take phones into the exam halls. There were many problems in 2016 when test questions
were leaked online both before and during exams.

Algeria's Education Minister Nouria Benghabrit told the Algerian newspaper Annahar that Facebook would also be blocked
across the country for the six days the exams were taking place. She said she did not like doing this but she could not do nothing
and give opportunities to students to cheat in tests. As an added security measure, metal detectors will be placed in all exam halls,
and security cameras and mobile-phone blockers have been set up at the printing companies where the exams are printed. Many
students thought the government was doing the right thing. Rania Salim, 16, said it wasn't fair that students who didn't study
could get help in exams by using their mobile phone to cheat.

32[{2]'{[/[9. BpinosiHuTe 3a1aHKs HA IOHUMAHUE CoACpKAaHUA MPOYUTAHHOIO TEKCTA.

(@) True/ False
Algeria has turned off the Internet in high schools but not universities. T/F
Algeria’'s Internet is being cut off for 24 hours on exam days. T/F
Students can take smartphones into exam halls but must turn them off. T/F
Many exam questions were leaked online in 2016. T/F
Algeria's education minister has blocked Facebook for six days. T/F
The government has put metal detectors in all exam halls. T /F
The government has put security cameras in test-printing companies. T/F
A 16-year-old student disagreed with the government's actions. T/F
ultlple choice quiz
What exams did the government want to stop people cheating in?
a) IELTS b) university entrance exams c¢) high school exams d) law exams
2. How long will the Internet shut down for after each exam starts?
a) an hour b) 90 minutes ¢) 3 hours d) 12 hours
3. What did the education minister say would be blocked for six days?
a) school gates b) Facebook c) Twitter d) roads
4.  What will be put in all exam halls for extra security?
a) anti-cheating robots b) lasers c¢) guards d) metal detectors
5. Where has the government put security cameras?
a) student desks b) printing companies c¢) on school rooftops d) in libraries
(c) Discussion
1. Did you like reading this article? Why/not?

(b)

PZONOOA®LNE
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What do you think of when you hear the word 'security'?
What do you think about what you read?

Would you report someone you saw cheating?

Should all exams have metal detectors and security cameras?
Where else should mobile phone blockers be installed?

What else could the government have done?

What advice do you have for cheating students?

Is there a better way to assess students than exams?

0 What questions would you like to ask the education minister?

2.2 TunoBble 3aJaHUA I OLIEHKH HABBIKOBOI0 00pa30BaTe/IbHOI0 pe3yJibTaTa

[TpoBepsiemsbiii 0Opa3zoBaTenbHbIH pe3ynsTar (1 cemectp):

IS aKaJIEMHUYECKOTO
B3aMMOJIEUCTBHUS Ha

KOMMYHHKATUBHBIC TCXHOJIOTHUH

MHOCTpaHHOM(BIX) sI3bIKe(ax)

Kon 1 HaumeHoBaHue OO0pazoBatenbHbIi pe3ysbTar
HWHIUKATOpa JOCTHXKEHUS
KOMIIETEHITUU
VK-4.1: [Ipumensier OOydJaroIuiicss yMeeT: CTPOUTh JHAJOTHYSCKIE BEICKA3bIBAHUS HA aKaIEMHUYCCKUC H
COBpPEMCHHEIC po¢eCCHOHATBHBIE TEMBI (TI0 COOTBETCTBYIOIIAM pa3/ieliaM TUCIHILTHHEI);

NogakrwbdpE
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10.

11.

13.

14.

15.

16.

12.

3ananue. CobecenoBanune IPOBOAUTCHA 110 CJCAYIOLIIMM TeEMaM:

1. Which rules of email etiquette are relevant to your professional life?
2. What is the purpose of a partnership proposal?

3. What is a reference letter? What are the rules of writing it?

4. What is the purpose of a covering letter?

5. What are the rule of writing a covering letter for a grant proposal?

IIpumepsl BOopocoB 1S co0ece OBAHMS

Have you ever written a summary?

Why do we write them?

How long should a summary be?

What is a topic sentence? Where do you find it in a paragraph?

How often do you write articles? What else do you have to write when you submit an article?

What is an abstract?

Have you ever applied for a grant? If yes, was it an international or an internal grant? If it was an
international grant, did you need any help to fill in the application forms? Have you ever had to write a
grant application or proposal in English? What do you think helps to get funding for an academic
project?

What are the rules of writing an executive summary of a grant proposal in order to get funding?

What visuals are usually used by scientists in your field to present data? If you use visuals in research
papers, do you use them extensively or only for certain aspects? Why? / Why not?

In which fields of study do researchers need to describe trends or changes? What type of visual would
you choose if you had to describe trends and changes in your field?

What is the structure of an article?

When are you likely to write an abstract for an article: before you write your article, after you have
written it or at the same time you write it? Why? How long is an abstract in your field of research?
What does its length depend on? Which abstracts do you usually write: informative (they give the
main results) or indicative (they only indicate what kind of research has been conducted)?

Do you regularly read reviews of books in your field? In which ways might they be useful to you?
Have you ever written a book review? Was it positive or negative?

Where in a journal article can you often find references to other authors’ work? Where are they
unlikely to appear? Why?

Do you find writing the Introduction section of an academic article easy or difficult? Why? What is the
main purpose of the Introduction section? What kind of information do you always include in this
section?

How can the Method section of an article be helpful for researchers? What other names for this section
are used in journals from your field?




17. Do journals in your field of study allow a separate Discussion section? If not, is it combined with the
Results section or the Conclusion section? Which section of an article might be less objective, in your
opinion?

18. You have written an article for publication. How long does it usually take to get it published? What are
the steps towards this goal? Present your ideas in a diagram or a flow chart.

VK-4.1: [Ipumensier | OOyyaromuiicst BiIajieeT: HaBBIKAMH H3BJIEKaTh HEOOXOAMMYIO TEKCTOBYIO HH(OpMaIuio,
COBpPEMEHHbIE KOMMYHUKATHBHBIE | aHAJM3UPOBaTh M 0000IIaTh €€ B IESIX aKaJeMHYECKOrOo B3aHMMOJCHCTBHS B YCTHOW H
TEXHOJIOTUH /IS aKaJJeMUYECKOTO | MMCHbMEHHOH (opmMax;

B3aUMO/ICHCTBUS Ha
HMHOCTPaHHOM(BIX) SI3bIKe(aX)

Ipumepul 3a0anuti
3aganue. [lepeBenure ciexyrouuii TeKCT 0e3 ONOPHI HA CJIOBAPb.
Online Lectures

A university professor in Singapore gave a two-hour online lecture but didn't realize he was on mute. Professor Wang, who
teaches Maths, was not aware that throughout his online presentation, the microphone on his computer was switched off. This
meant that none of the students attending his online class heard what professor Wang was talking about. His university switched
his classes online to help reduce the spread of COVID-19. His lecture started well but then it froze. The video came back but the
mic was off and professor Wang did not notice. One of his students says it might have been because the professor was using an
iPad and not a computer.

Students tried many times to contact professor Wang during the lesson but could not get through to him. They waved their arms
and even tried calling him on his personal phone. A video of the moment he understood his mic was off has gone viral on the
Internet. It has received more than 653,000 views. After realizing what happened, professor Wang appeared shocked and stressed.
He said he was upset at the thought of wasting two hours of his students' time. He has offered to redo the lecture at a different
time so his students do not miss that class. One of his students posted on social media about the professor's mishap. She wrote: "I
took a class under him before and he teaches well. | feel bad for him."

3ananue. BoInoiHUTE 3aIaHUSI HA MIOHUMAaHHE CoAepKaHUs MPOYUTAHHOIO TEKCTA.

(&) True/ False
1. The professor in the article teaches computer coding. T/F
Not a single student heard what the professor was saying. T/F
The article said the professor froze. T/F
A student blamed the mishaponaniPad. T/F
Students waved their phones at the professor. T/F
A video of the professor has gone viral on the Internet. T/F
The professor is sad because he wasted his students' time. T /F
. The professor said he would not redo the lecture. T /F
omprehension questions
In which country was the professor teaching online?
What does the professor teach?
What did the university want to stop the spread of?
What happened to the professor's lecture after it started?
What did a student say the problem might have been?
. What did students wave?
Multiple choice quiz
. Inwhich country was the professor teaching online?
a) South Africa b) Singapore c) Sierra Leone d) Slovakia
2. What does the professor teach?
a) coding b) English c) architecture d) maths
3. What did the university want to stop the spread of?
a) COVID-19 b) disinformation c) fake news d) gossip
4.  What happened to the professor's lecture after it started?
a) it went viral b) it got lots of views c) it froze d) it was full
5.  What did a student say the problem might have been?
a) aglitch b)aniPad c)avirus d)a power cut

2
3
4
5
6
7
8

(b) C
1.
2
3
4
5
6

(©)

1

9.
VYK-4.2: [Ipumensier OOyuaromuiicsi yMeeT: JeMOHCTPHPOBATH B3aUMOIIOHHUMaHNE MEXIy 00yUJaroIIMHUCs —
COBpPEMEHHEIE NIPEACTaBUTEINSIMH PA3IMYHBIX KYJIBTYD C COOJIIOAEHHEM STHYECKUX U MEXKYJIBTYPHBIX HOPM

KOMMYHUKATHBHBIE TEXHOJIOTHUH
U TIPO(ECCHOHATHHOTO
B3aUMO/ICHCTBUS HA PYCCKOM U
MHOCTpaHHOM(BIX) sI3bIKE(ax)




3ananne. CobecenoBaHNe NPOBOJUTCH MO CJACAYIOIMM TEMAM:
- Cybersecurity (Kubepoe3zonacHocTs)
- Data protection (3amura nadopmariun)
— Hackers and Cyberattacks (Xaxeps! 1 knbepaTaxu)

IIpuMmepsl BOPOCOB A5 codece0BAHMS:
Is there a method to protect computer systems, networks, and data from cyber threats?
What questions does a lot of security boil down to?
Should access be given to the wrong people, but refused to the right people?
What method is used to differentiate between the right and wrong people?
How many types of authentication are there? Could you list these types?
What "what you know" authentication based on?
What can be done to prevent brute-force attacks?
What is "what you have" authentication based on?
9.  What is "what you are" authentication based on?
10. What are classic examples of the third type of authentication?
11. Which type of authentication is the easiest to implement?
12.  Which type of authentication do you consider the most reliable one?
Why do security experts suggest using multi-factor authentication for important accounts?

Nk~ wDE

VYK-4.2: IIpumensier OOyuaromuiics BiaJieeT HaBbIKaMl OO0BEANHEHUS OT/IENBHBIX MPEIOKESHUH, HCIIOIb3YS
COBpPEMEHHBIE TTOJTHBIH HA0OP JIEKCHYECKHUX, TPAMMATHIECKHIX, CHHTAKCHYECKUX U JIOTHYECKHUX CPEZICTB, B
KOMMYHUKATHBHBIC TEXHOJIOTUM | CBSI3HBII TEKCT, 00BEM KOTOPOTO ONpPEeIseTCs] HEOOXOAMMOCTBIO OITMCAHKS IIpeMeTa
JUTs TIPO(heCCHOHAIIEHOTO TO3HAHUS

B3aNMOJEHCTBUS Ha

HHOCTpaHHOM(BIX) s3bIKe(axX)

THpumepor 3adanuti
3ananue. [lepeBenure ciaeayrommii TeKCT 0e3 ONOPbI HA CJIOBAPb.
Companies still fixing Heartbleed bug

Many companies are trying to make their websites safe from a new Internet bug called Heartbleed. It is like a hole in the security
of websites that hackers can use to get private information. The bug was in security software used by most Internet sites. Millions
of sites used the software after it became available on New Year's Eve, 2011. The bug was in it then but was only found last
week. The big sites, like Google, Yahoo, YouTube, Amazon, etc., quickly made a patch to fix the bug. However, many small
sites and thousands of apps are still at risk. It is still possible for hackers to access passwords and other confidential information.
Hackers already broke into Canada's tax system and stole 900 passwords.

Internet security experts say more than a third of people who use the Android Jelly Bean OS are still waiting for a patch. Google
has made all of its other services safe, such as Search, Gmail, YouTube and Play, but is working with its partners to create a fix
for Jelly Bean. BlackBerry is also working to release a patch to its users later this week. Meanwhile, the man who accidentally
created the bug spoke to reporters. He said: "I am responsible for the error because | wrote the code.” He added: "Unfortunately,
this mistake also slipped through the review process and therefore made its way into the released version." He said it was a
"simple programming error".

BbinosiHuTe 3a1aHKsl HA IOHUMAHUE COoACpKAaHUA MPOYUTAHHOIO TEKCTA.

(a) Multiple Choice
1. What did the article say HEARTBLEED was like?
a)ahurricane  b)ahole c¢)amonster d)aheadache
2. What did many sites quickly make after HEARTBLEED had been identified?
a) money b)excuses c)apatch  d) mistakes
3. Who is Google working with to create a patch?
a) the World Wide Web  b) the US Government  ¢) Facebook  d) its partners
4. When will BlackBerry's patch be available?
a) later this week  b) next month  c¢) tomorrow  d) when the manager comes back
5. Why does the man who created the bug say he is responsible?
a) he wrote the code c) he was the chief bug-spotter
b) he did not report it d) he knew it would be a problem
6. What kind of mistake did the man say he made?
a) a huge one b) an unforgivable one c) asimple one d) the kind anyone could make
(b) Comprehension questions
What did the article say Heartbleed was like?
How many sites used the infected software?
In what year did Heartbleed appear?
What did many sites quickly make?
How many passwords did hackers steal?
How many Jelly Bean users are waiting for a patch?
Who is Google working with to create a patch?
When will BlackBerry's patch be available?
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9.  Why does the man who created the big say he is responsible?
10. What kind of mistake did the man say he made?
(c) True/ False

1. The Heartbleed bug is five years old. T/F
2. Hackers can use the bug to get private information from websites. T/F
3. Heartbleed first appeared on the Internet on New Year's Eve, 2011. T/F
4. Hackers stole 9,000 passwords from Britain's tax system. T/F
5. Over athird of Android users are waiting for a patch to fix the bug. T/F
6. Google said the bug is not a danger to all of its online services. T/F
7. BlackBerry has sent a patch to all of its users. T/F
8. The man whose mistake created the bug said it was not a simple error.  T/F
VYK-5.1: YuursiBaet OOyuaronuiicsi yMeeT: BECTH KOMMYHHKAIIUIO B MUPE KyJIbTYPHOI'O MHOTOO0pa3us

pasHooOpasue u 0COOEHHOCTH
Pa3IUYHBIX KYJIBTYp, UX
COOTHOIIEHHE U B3aUMOCBSI3b

Tpumepwr sonpocos/3adanuii

3ananue. [logroroBbTe YCTHOE COOOLIEHNE UM NTPE3EHTALMIO HA CJIeYIOIIUEe TeMbI:
— How the Internet works
— Communications and Networks

- World Wide Web
VYK-5.1: YunteiBaer pasHooOpasue | OOydaromuiics BiaseeT HaBBIKAMH «HH(POPMAIIIOHHONW 3KOHOMHIY, JIOITYCKAIOIIEH pr
1 0COOEHHOCTH Pa3IHYHBIX 00CYXJeHUH CIIOKHBIX BOIPOCOB KaK Ha POHOM, TaK M Ha HHOCTPAHHOM SI3BIKE TOJIBKO
KYJIBTYD, X COOTHOLIEHUE U OJIHY €IMHUITY HH(GOPMAIMN Ha OJHO MPEATIoKeHHE 110 MpUHIHUIY: «OIHO IpeUIoKeHne
B3aUMOCBSI3b — OJIHA €MHUIIA HH()OPMALIIH»

Ipumepwr sonpocos/3adanuii
3ananue. [lepeBequTe ci1eAyIOMYIO CTATHIO C ONIOPOI HA CJIOBAPb.

Can the Internet Break From Overuse?
By: Nathan Chandler

The coronavirus pandemic (and its self-quarantine measures) is keeping adults and kids at home and on their computers and
smartphones for work, school or recreation, making unprecedented demands on the internet. In fact, Netflix and YouTube are
reducing streaming quality in Europe to prevent internet overload. The changes came after EU officials asked streaming services
and individual users to stop using high-definition video "to prevent the internet from breaking," as CNN put it on March 20. This
news has a lot of us asking: With so many people at home using huge amounts of data, could the internet suddenly just stop
working?

You can rest easy. Outright internet failure is possible but unlikely, say experts who observe technology and internet usage
around the world. Cyberattacks or the physical cutting of cables under the sea that carry enormous amounts of internet traffic are
more likely to disrupt the internet than too much activity.

"Nothing, including the internet, is invulnerable to overload. But the internet has an enormous amount of redundancy and backup
in its systems," says Paul Levinson, professor of communications and media studies at Fordham University. "This means that
although one app or system can go down, it's unlikely that the whole system will collapse. Also, given that the people who work
on the internet are used to working from home, many of them are already in place to work [this way], even in this time of crisis."

Ookla chief technology officer Luke Deryckx says the real concerns are not the internet infrastructure but rather the increased
numbers of end users all sharing the same WiFi system (such as family members). His company analyzes internet traffic patterns
and provides speed tests to people who want to understand how fast (or slow) their online connections really are.

VK-5.2: [lonaepxuBaet OOyuaromuiicss yMeer: JeMOHCTPUPOBATh B3aMMOIOHMMAaHHE MEXAY OOYJaIoMMMHCT —
B3aMMOIIOHUMAHUE MEXAY MIPEACTAaBUTENSIMA Pa3IMYHBIX KYJIbTYp C COOJIIOZICHHEM STHYECKHX M MEKKYJIbTYpPHBIX
o0yJaronmmucs- HOpM

MIPEACTaBUTENSIMH PA3THIHBIX
KyJIBTYp HaBBIKH OOIICHUS B MUPE
KyJIBTYPHOTO MHOT0O0pa3ust

[Ipumepol 6onpocos/3adanuti

IIpumepsl BONIPocoB A1 cobece10BAHUA:

Is there a method to protect computer systems, networks, and data from cyber threats?
What questions does a lot of security boil down to?

Should access be given to the wrong people, but refused to the right people?
What method is used to differentiate between the right and wrong people?
How many types of authentication are there? Could you list these types?
What "what you know" authentication based on?

What can be done to prevent brute-force attacks?

What is "what you have" authentication based on?

What is "what you are" authentication based on?

0. What are classic examples of the third type of authentication?
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11. Which type of authentication is the easiest to implement?
12.  Which type of authentication do you consider the most reliable one?
13.  Why do security experts suggest using multi-factor authentication for important accounts?

VYK-5.2: [lonaepxxuBaer OO0yuaroruiics BiaeeT HaBBIKaMU 0OBEIMHEHHUS OTACIBHBIX IPEITIOKCHAN, HCIIOTMB3YS
B3aMMOIIOHUMAHUE MEXITY TIOJTHBIN Ha0Op JIEKCUUECKHX, TPAMMATHYECKNX, CHHTAKCUYECKUX U JIOTHYECKHUX CPEJCTB,
00yJaIOIMMMHUCI-TIPEICTABUTEISIMUA | B CBSI3HBIA TEKCT, 00bEM KOTOPOTO OTIPEIeNIeTCs] HeOOXOANMOCTHIO ONMCAHUSA IIPeaMeTa
Pa3IMYHBIX KYJIBTYP HaBBIKH MMO3HAHMS

oO0IIeHHs B MUPE KYJIBTYPHOTO
MHOTO000pa3ust

Ipumepol 6onpocos/3adanuti
3ananue. [lepeBequTe CIeAYIOUIYIO CTATHIO 6€3 OMOPHI HA CJIOBAPD.

General Hacking Skills

When you build a house, you should have a strong base; it's the same if we are talking about hacking. You need a base in hacking
too so there are a few hacking skills that are basic skills and | am going to present them to you.

First of all, you should know how to program and if you don't know you should learn as fast as possible because that's in a
hacker's basic package. Programming is the main skill, if you are a beginner and you don't know what a computer language is
about, then start using Python. It's very good for beginners because everything in Python is so clear and it's very well
documented. I'd personally say it was designed 50% for beginners due to the simplicity you can work with. You can find helpful
tutorials at Python web site https://www.python.org/.

After learning some basic programming, you will progress and | recommend learning how to work with C, the core language of
UNIX. Furthermore, if you know to work with C, it would not be complicated to work with C++ because they are very close to
each other.

There are other programming languages that are important to hackers such as Perl or LISP. Perl is the best option if you love
practice work. Despite this, Perl is used a lot for system administration. LISP is harder to understand. But once you get it, you
will be very proud of yourself and experienced because it will definitely help you to be a better programmer.

Actually, only knowing the programming languages is not enough because you should exercise with yourself to think about
programming and solving the problems in a big way without a lot of time needed. Programming is not an easy skill so you have
to write and read codes and repeat them until you get a certain meaning.

HTML is the Web's markup language and it means Hypertext Markup Language. It's very important because you learn
practically how to build a web page from zero, and it's helping a lot if you are at the start of programming because it's codes will
run your mind. Writing in HTML definitely opens your horizons and makes you think even bigger than before. What I love about
HTML is that you are able to create anything, you can write, you can create images and forms as you like only by knowing the
codes.

ITpoBepsieMblii 00pa30BaTEbHBIN PE3yIbTAT (2 CEMECTP):

Kon n HaumeHoBaHue OO6pazoBartenbHbIA pe3yIbTaT
HMHAMKATOPA JOCTUKECHUS
KOMITETEHINH
YK-4.1: [Ipumensier OOydJaroniicss yMeeT: CTPOUTh JHaJIOTHYSCKIE BEICKa3bIBAaHMS HA aKaIEMHUYECKUE U
COBPEMEHHBIE npodeccHoHaNbHBIE TEMBI (TI0 COOTBETCTBYONINM pa3aeiaM JUCIUIIINHEI);

KOMMYHHUKATHBHBIE TEXHOJIOTHH
JUTS aKaZIeMUYEeCKOT0
B3aMMOJICUCTBHUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax)

3ananne. CobecefoBaHNe NPOBOAUTCS MO CJEAYIOIIMM TeMaM:

Computer Basics: What is a Computer? (Urto Takoe koMmbrotep?)

Types of Computers: Computers for Personal Use. (KoMmbroTeps 1151 TEPCOHATBLHOTO UCTIOIB30BAHMS)
Types of Computers: Computers for Organisations. (Kommbroteps! 1uisi Ou3Heca U paboThl)

Computer Hardware: Internal Components. (AnnapaTtHoe obecrieueHre: BHYyTPEHHEE YCTPOMUCTBO KOMIIBIOTEPA)
Computer Peripherals: Input Devices. (Ilepudepust koMIbroTepa: ycTpoicTBa BBOA)

Computer Peripherals: Output Devices. (Tleprdepust KOMIBIOTEPa: YCTPOHCTBA BEIBOIA)

Introduction to Computer Software. (ITporpaMMHoOe obecrieueHrne KOMITBIOTEPA)

System Software. (CucteMHOe IporpaMMHOe 00€eCIIeUeHHUE)

Application Software. (ITpuknagHoe mporpaMMHoOe 0OecreueHHe)

10. How the Internet works. (ITpuximnsr paboTel HTEpHETA)

11. Communications and Networks. (Cuctemsl CBS34 U KOMMYHHUKAIIMOHHBIE CETH)

12. World Wide Web. (Bcemupnas ITaytuna)

13. Cybersecurity. (Kubepbe3omacHOCTb)

14. Data protection. (3aumra uapopmannm)

15. Hackers and Cyberattacks. (Xakeps! u kubeparaku)
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16. Malware (BpemnoHocHoe nporpaMMHOe o0ecriedeHue)

IIpuMepsl BONPOCOB A1 cOOece0BAHMSA:
17. What is the most common way hackers get into computer systems?
18. What is social engineering?
19. What is the most common type of a social engineering attack?
20. Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?
21. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?
22. How do Trojans commonly penetrate into a computer system?
23. What is ransomware?
24. What is a brute force attack and how do modern systems defend against it?
25. If an attacker doesn't have physical access to a device, how can he hack it?
26. What kinds of hacking attacks are you aware of?
27.

YK-4.1: [Ipumenser | OOy4aromuiicst BiajeeT: HaBBIKAMH H3BJIEKaTh HEOOXOIUMYIO TEKCTOBYIO HH()OPMAIIHIO,
COBpEMEHHBIE aHAJIM3UPOBaTh M 0000maTh €e B LENAX aKaJeMHYECKOTO B3aUMOJCHCTBUS B YCTHOW M
KOMMYHUKATHBHBIC TEXHOJOTHH | MHCbMEHHOH (popmax

UL aKaleMHIECKOTO
B3aUMOIEUCTBHUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax)

Ipumepwl 3a0anuti
3az[alme. l'IepeBezmTe cnenymmm"d TeKCT 0e3 OImopbI Ha CJIOBApPb.
Microsoft blames U.S. spy agency for WannaCry

The technology company Microsoft is angry with America's National Security Agency (NSA). Microsoft said the WannaCry
ransomware cyber-attack happened because the NSA keeps lots of cyber-weapons on its computers. Ransomware is a type of
harmful software that blocks access to a computer until the owner of the computer pays money (a ransom) to the hackers. The
NSA is America's military intelligence organization. It helps to keep America's communications and information systems safe. It
is also responsible for stopping cyber-attacks against the USA. However, experts say the WannaCry ransomware used computer
spying tools originally designed by the NSA.

Microsoft President Brad Smith said governments needed to wake up to the problem of storing cyber-weapons that hackers can
steal. He said it was as big a problem as someone stealing missiles from the USA. When talking about the WannaCry attack, he
said: "This attack provides yet another example of why the stockpiling of [these things] by governments is such a problem." The
European police agency Europol said WannaCry has affected 200,000 computers in 150 countries. In the UK, WannaCry caused
many problems with the work of Britain's National Health Service. Many operations were cancelled. Experts warned people to
back up their files because a second wave of attacks could come.

Sanalme Ne 6.3. BoinoJiHuTE 3aJaHUS HA MOHUMAaHUE COACPKAHUA MPOYUTAHHOTO TEKCTA.

(a) Multiple Choice
1. What does the NSA keep a lot of on its computers?

a) names b) cyber-weapons ¢) dust d) photos
2. What must people pay hackers to get access to their computers back?

a) a salary b) respect C) costs d) a ransom
3. What does the NSA help to do to the USA's information systems?

a) update them b) systematise them ¢) keep them safe d) inform them
4. Who did experts say designed the spying tools used in WannaCry?

a) the military b) the FBI c) hackers d) the NSA
5. What did Brad Smith compare the stealing of cyber-weapons to?

a) stealing missiles b) storing ¢) stockpiling d) waking up
6. What was cancelled in Britain's National Health Service?

a) files b) operations c) back-ups d) holidays
7. What did experts say there could be a second wave of?

a) attacks b) surfing ) warnings d) problems

(b) True/ False

1. America's National Security Agency has cyber-weapons on its computers. T/F
2. Ransomware means people must pay hackers to access their files. T/F
3. The WannaCry hackers used spying tools first created by the NSA. T/F
4. Microsoft's president said governments needed to wake up. T/F
5. Brad Smith said governments storing cyber-weapons isn't dangerous. T/F
6. The WannaCry ransomware affected over 250,000 computers. T/F
7. Experts said the wave of attacks was now over. T/F

(c) Discussion
1. Did you like reading this article? Why/not?
2. What do you think of when you hear the word "agency'?
3.  What do you think about what you read?




How worried are you about cyber-attacks?

How much would you pay to get access to your computer files?

What damage can hackers do?

Are the hackers more intelligent than the computer security companies?
Can you live without a computer?

What would happen if hackers stopped the Internet?

10 What questions would you like to ask the boss of the NSA?

N O~

YK-4.2 [Ipumensier OOy4aromuiics yMeeT: CTPOUTh MOHOJIOTHYECKUE COOOIIEHHsI Ha TPO(EeCCHOHATBLHBIC TEMBI
COBPEMEHHBIE (110 COOTBETCTBYIOIIUM pa3jiesiaM JTUCIUITINHEI).

KOMMYHHUKATHBHBIE TEXHOJIOTUH
JUISL aKaJIeMA9eCKOTO
B3aUMOJICHCTBUS Ha
WHOCTPaHHOM(BIX) sI3bIKe(ax).

Ipumepor 3adanuii

3apanue. CodeceqoBaHue MPOBOAUTCS 10 OJHOM U3 CJIEAYIOLIHUX TEM:
— Computer Basics: What is a Computer? (Yo Takoe koMIibroTep?)
— Types of Computers: Computers for Personal Use. (KoMnbroTeps AJ1st IEPCOHATBHOTO UCITOIB30BAHH)
—  Types of Computers: Computers for Organisations. (Kommbroteps! aj1s1 Gu3Heca u paboThI)
- Computer Hardware: Internal Components. (AnmapatHoe oGecrieueHne: BHYTPEHHEE YCTPOMNCTBO KOMITBIOTEPA)
- Computer Peripherals: Input Devices. (ITepudeprs KOMIBIOTEpa: yCTPOHCTBA BBOAA)
- Computer Peripherals: Output Devices. (Ilepudepus KoMIbIOTEpa: yCTPOICTBA BHIBOAA)
— Introduction to Computer Software. (ITlporpaMMHOe obecrieueHre KOMITBIOTEPA)
—  System Software. (CuctemMHoe nporpaMMHoOe 0GecreueHme)
- Application Software. (IlpuknagHoe mporpaMMHOe oOecieyeHHe)
- How the Internet works. (ITpusimne: pabotsr MHTEpHETA)
- Communications and Networks. (Cructemsl CBSI31 1 KOMMYHHKAI[HOHHbBIE CETH)
- World Wide Web. (Bcemupnas ITayTrna)
- Cybersecurity. (KubepGe3omacHocTb)
— Data protection. (3amura uadopmaium)
— Hackers and Cyberattacks. (Xaxeps! u kubepaTakn)
— Malware (BpenoHocHoe mporpaMmHOe 00ecreyeHue)

IIpumepsl BONIPOCoB A1 cobece0BaHNA:

What is the most common way hackers get into computer systems?

What is social engineering?

What is the most commaon type of a social engineering attack?

Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?
The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?
How do Trojans commonly penetrate into a computer system?

What is ransomware?

What is a brute force attack and how do modern systems defend against it?

If an attacker doesn't have physical access to a device, how can he hack it?

10 What kinds of hacking attacks are you aware of?
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YK-4.2 [Ipumensier OOyuaronuiicst BiaJieeT: HaBBIKAMH W3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO HH(OpMAIIHIO,
COBPEMEHHBIE aHATM3MPOBATh M 0000IIATE €€ B LEJISIX MPO(ECCHOHAIBHOTO B3aNMOAEHCTBHUS B yCTHOM U
KOMMYHUKaTHBHBIC TEXHOJIOTUH | MHCBMEHHOU (opMmax.

JUISL aKaJJEMHYECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(aX).

IIpumepwl 3a0anuii
3ananue. [lepeBeanTe ciienyONIYI0 CTATHIO C ONMIOPOW HA CIOBAPb.

How to Avoid Spyware
By: Peter May

The brief history of personal computing is replete with advances in productivity, processing power and entertainment. From word
processing to e-mail to the World Wide Web, computer technology has forever changed the way we work and play. As with any
new technology, however, these advances have also provided new methods for criminals to separate us from our money. One of
those methods is spyware.

According to a number of sources, the first use of the term spyware occurred in a 1994 posting that made light of Microsoft's
business model. Later, the term was used to describe devices used for spying, such as small cameras and microphones. In 2000, a
press release from security software provider Zone Labs used the current meaning of spyware for the first time and it's been used
that way ever since.

Spyware is software that resides on a computer and sends information to its creator. That information may include surfing habits,
system details or, in its most dangerous form, passwords and login information for critical applications such as online banking.
Many spyware programs are more annoying than dangerous, serving up pop-up ads or gathering e-mail addresses for use in spam
campaigns. Even those programs, however, can cost you valuable time and computing resources.




Often, spyware comes along with a free software application, such as a game or a supposed productivity booster. Once it's
downloaded to your computer, the functional element of the software works exactly as promised, while the information-gathering
system sets up shop behind the scenes and begins feeding your personal data back to headquarters.

In many cases, the hidden activities of the software are clearly described in the end-user license agreement (EULA) that is
displayed during the installation process. This protects the developer from potential legal action because they can prove you knew
(or should have known) that the program included this functionality when you installed it. Most of us, however, don't read
EULAs because they are long, boring and written in hard-to-understand legalese. As further proof that there's a software
application for everything these days, you can now obtain software that will read EULAs for you and display a warning if
keywords or phrases indicate there's a spyware risk.

3ananue. BoInoJIHUTE 3aJaHUSA HA IOHMMaHUe COoACPKaAaHUA MPOYUTAHHOIO TEKCTA.

(d) True/ False
9. This story is great news for people struggling to learn a language. T/F
10. The research was conducted by researchers from a Swiss university. T/F
11. Researchers tested language translations while people were asleep. T/F
12. Our sleeping brain may be more aware of things than we thought. T/F
13. The hippocampus is the part of the brain used to forget things. T/F
14. In deep sleep, our brains are active for half-a-second atatime. T/F
15. A sleeping period called "up-state™ allows us to learn vocabulary. T/F
16. The researchers are 100% sure we can learn vocabulary while we sleep. T/F
(e) Multiple choice quiz
8.  When did researchers say we recall information learnt while we sleep?
a) just after breakfast b) in dreamland c) at 6am d) when we wake up

9. What did researchers say they tested besides new words?
a) sleep D) translations c) dreams d) grammar
10. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c) light d) phrasal verbs
11. What is the hippocampus?
a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
12. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c¢) two seconds d) half a second
13. What is the inactive state of our brain while we sleep called?
a) the "inter-state” b) the "up-state" c) the "down-state" d) the "dream-state"
14. What can we do in the "up-state" period of our sleep?
a) sleepwalk b) speak English c) see with our eyes shut d) learn new vocabulary
(f) Discussion
11. What did you think when you read the headline?
12. What images are in your mind when you hear the word 'learn'?
13. How important is sleeping?
14. What is the best way to learn vocabulary?
15. What do you think of learning vocabulary while sleeping?
16. Is sleeping only for sleeping?
17. Could there be any dangers to learning while asleep?
18. How happy are you with your vocabulary?
19. What are your three favourite English words?
20. What else could we learn while we are asleep?

VK-5.1: YuursiBaer OOyuaronuiicsi yMeeT: BECTH KOMMYHHKALIUIO B MUPE KyJbTYPHOI'O MHOTOO0pa3us
pasHoobpa3ue U 0COOCHHOCTH
Pa3IMYHBIX KYJIbTYp, UX

COOTHOIIEHUE U B3aUMOCBS3b

Ipumepwi sonpocos/3adanuil

3aganmue. [IoaroToBsTE YCTHOE COOOIIEHNE HIIH MPE3EHTALMIO HA CJIeYIOLHE TeMbI:
— Introduction to Computer Software
—  System Software
Application Software

VYK-5.1: YuntsiBaeT pazHooOpaszue | OOydarommiicsi BiajeeT HaBpIKaMi «HH(POPMAITMOHHON SKOHOMUWY, TOITYCKAIOMIeH TPH
1 0COOEHHOCTH PA3IHYHBIX 00CYKJEHUH CIIOKHBIX BOIPOCOB KaK Ha POJHOM, TaK U HA HHOCTPAHHOM SI3BIKE TOJIBKO
KYyJIBTYD, X COOTHOLICHUE U OJHY e€IUHUIly HH(OPMAUK Ha OJHO NPEATIOKeHUE N0 MPUHIMITY: «OIHO peIuIokKeHe
B3aUMOCBSI3b — OJIHA €MHUIIA HH()OPMALIIH»

Ipumepwr sonpocos/3adanuii
3ananue. [lepeBeanTe cieayOUIYI0 CTATHIO C ONIOPOi HA CI0Baph.

Microsoft's New Operating System Won't Let Users Change Default Browser
By: Jonathan Strickland




Microsoft launched Windows 10 S in May 2017, a slimmed-down version of its operating system. The new OS places strict
limitations on what users can do. For example, you can only run programs (now called "apps") that come from the Windows
Store. And by default, your web browser will always be Edge, the successor to Microsoft's Internet Explorer.

What's up with the changes? First, Windows 10 S isn't the universal replacement for Windows 10. Microsoft intends Windows
10 S for a specific audience; namely, people who want a more curated and, hypothetically, secure experience on their computers.
One of the company's big target consumer groups is schools.

By limiting the programs you can run on the device, Microsoft decreases the chance you'll encounter malware or other security
risks. It also helps prevent people from trying to install programs that their machines just aren't capable of running well.

But it's that default web browser that has many outlets talking, including The Verge. According to Microsoft, users will be able
to download any other web browser that's available in the Windows Store, but they will not be able to switch the default to that
new browser. Click on any .htm file and Edge will pop up automatically.

You also won't be able to change the default search engine from Bing to anything else, so if you want to Google something you'll
have to navigate over to Google.com first.

The Windows 10 S operating system isn't the new standard. And although you won't have many options on a Windows 10 S
machine, you can always choose to buy a different type of PC instead.

So, it's not an apples-to-apples comparison, but it is interesting to see Microsoft launch a product that explicitly follows a strategy
similar to the one that could have led to the U.S. government breaking up Microsoft into smaller companies.

VK-5.2: [lonaepxuBaet OOyuaromuiicss yMeer: IeMOHCTPUPOBATh B3aWMOIOHMMAaHHE MEXAY OOYJaIOMNUMHCT —
B3aNMOIIOHIMAaHHE MEXTY MIPEACTAaBUTENSIMHA PA3IMYHBIX KyJIbTYyp C COOJIIOZCHHEM STHUYECKHX M MEKKYIbTYpPHBIX
00yJaromuMucs- HOpM

NPEICTAaBUTEISIMU PA3THYHBIX
KyJIbTyp HAaBBIKH OOIIIEHUS B MHUpE
KYJIbTYpHOI'O MHOT000pa3us

Ipumepol 6onpocos/3adanuti
IIpuMepsl BONIPOCOB A1 codece10BAHMA:
14. s there a method to protect computer systems, networks, and data from cyber threats?
15. What questions does a lot of security boil down to?
16. Should access be given to the wrong people, but refused to the right people?
17. What method is used to differentiate between the right and wrong people?
18. How many types of authentication are there? Could you list these types?
19. What "what you know" authentication based on?
20. What can be done to prevent brute-force attacks?
21. What is "what you have" authentication based on?
22. What is "what you are" authentication based on?
23.  What are classic examples of the third type of authentication?
24. Which type of authentication is the easiest to implement?
25.  Which type of authentication do you consider the most reliable one?
26. Why do security experts suggest using multi-factor authentication for important accounts?

VYK-5.2: [lonnepxuBaer OOyuaromuiics BiaJieeT HaBbIKaMH 00BETMHEHHS OTACIBHBIX IPEIUIOKEHNH, UCTIONb3YS
B3aMMOIIOHUMAHUE MEXIY TIOJTHBIA HA0OP JIEKCHYECKHX, TPAMMATHUCCKUX, CHHTAKCHYECKUX M JIOTHUECKHUX CPE/ICTB,
00y4aroMMMHUCA-TIPE/ICTABUTEISAMH | B CBSI3HBIM TEKCT, 00BEM KOTOPOTO ONMPEAETIETCS HEOOXOANMOCTBIO OMMCAHNS TIPeIMeTa
Pa3INYHBIX KyJIbTYp HAaBBIKA MO3HAHMSA

o0ImeHns B MUpPE KyJIbTypHOTO

MHOTO00pa3ust

[Ipumepol 6onpocos/3adanuti
3ananue. [lepeBeanTe cIenyIONIYI0 CTATHIO C ONIOPOi HA CIOBAapb.

What is a Tablet?
By: Jonathan Strickland

When Steve Jobs ended years of speculation in 2010 by announcing the iPad tablet device, he helped launch a new era in
computer hardware. Though tablet PCs have been around for years, the iPad was the first device to use the form factor
successfully in the consumer market. And Apple's success benefitted other companies as well as tech enthusiasts looked for
alternatives to Apple's approach.

So what exactly is a tablet? At its most basic level, a tablet PC is a mobile computing device that's larger than a smartphone or
personal digital assistant. There's not a strict cutoff size for tablet devices -- the iPad line sports a screen size of just under 10
inches but other tablets can be larger or smaller. In general, if the computing device uses an on-screen interface and doesn't
include a phone, it's a tablet. To confuse matters, some manufacturers produce hybrid devices that are part tablet, part laptop
computer. The device might come with an attached keyboard -- the screen swivels or folds down to cover the keyboard and voila,
you have a tablet!

In 2010, Lenovo introduced a prototype device called the ldeaPad U1 at the Consumer Electronics Show in Las Vegas, Nev. At
first glance, it looked like a normal laptop computer. But if you detached the screen from the base, the laptop converted to a
tablet computer with its own, independent operating system. Lenovo rebranded the device, naming it the Lenovo LePad and
launching it in China in 2011.

Although tablets come in a variety of shapes, sizes and feature sets, they share many similar characteristics. Nearly all have a
touch-screen interface and an operating system capable of running small programs. They don't necessarily replace the need for a
more robust computer, but they create a new space for computing devices.




2.3. IlepeyeHb BONPOCOB AJIs1 MOATOTOBKH 00y4aKOIIUXCS K MPOMEKYTOYHOM aTTeCTAllUN
1 cemecmp
Jlekcuka:
- nekcuka (600 TeKCHYEeCKHMX €TUHMII)
—  TEPMHUHOJIOTHYECKas JIeKCUKa 110 mpoduito moarotoBku (600 seKCHUECKUX €AMHUIT)
I'pammaTuka:
- Infinitive (MaduauTus).
- ®opwmel uadunuTrba (Active / Passive; Simple / Continuous / Perfect). Bare Infinitive.
— Oynkuuu nHQUHUTHBA B ipeuioskeHuH. [IpaBuia nepeBoia Ha PyCCKUM SI3BIK.
— CemaHTHYecKas pa3HHIIA B UCIIOJIb30BAaHUM FepyHIUS U MHPUHUTHUBA.
- HMudunurusHas koHctpykius Complex Subject.
- UudunuruHas konctpykuus Complex Object.
— HVHpuHUTHBHAS KOHCTPYKIMS ¢ peyiorom for.

2 cemecmp

Jlekcuka:

— nekcuka (600 JIeKCHYECKUX eaMHUIY)

— TEepPMHUHOJIOTHYECcKas JIEKCHUKA 10 mpomtro moAroToBku (600 JIekCHUeCKUX €IMHUIY)
I'pammaTuka:

— Tlopsmok CIIOB B yTBEpAUTEIHHOM, BOIIPOCUTEIIEHOM U OTPULIATEIILHOM TPETIOKEHHSIX.

— T'naroser to be u to have. Ix oco6eHHOCTH U MHOTO(Q)YHKIIMOHAIBHOCTb.

— OcobeHHOCTH IEepeBo/Ia MPEIOKEHUI ¢ KOHCTpyKuuei there +to be.

- Bunospemennsie ¢hopmsl raaroia (Simple, Continuous, Perfect) B nefictBurenbHOM 3aj0re.

- Bunospemennsie hopmel riiaroina (Simple, Continuous, Perfect) B ctpagarensHoM 3aiiore.

— Tunsl BONPOCUTENBHBIX NMpeIokeHui. [1opsiiok ci1oB B 00IINX, allbTEPHATHBHBIX, CIICHUAIBHBIX,

pa3aeIuTeIbHBIX BOPOCAX.

— CrerneHu CpaBHEHUS MPUIATATEIBHBIX U HAPCUHIA.

— Mogpanehsie raarosst should, must, can, may.

- Monansubie KoHCTpYKIIUH have to, be to, be able to, be allowed to.

— T'epynamii: cuHTaKcuyeckue QyHKIMH U IPaBUiia IEpeBOa.

- Tlpuuactue |: cuaTakcuveckue QyHKIUY U TIpaBHiIa MEPEBO/IA.

— Ilpuuacrtue Il: cuHTaKCcHMUYecKre PYHKIMH U ITPaBUIIa TIEPEBOJIA.

— Wudunurtus.

- HMudunutusHas koHctpykius Complex Subject.

- UudunnruHas kouctpykuus Complex Object.

— VHbuHUTHBHAS KOHCTPYKIHMS C Ipeasorom for.

3. MeToanyeckue MaTepuaJibl, ONpeae/solue NPoue1ypy U KpUTepUH OLeHUBAHUS
c()OpMHPOBAHHOCTH KOMIIETEHMI NP NMPOBeIeHNUH NPOMEKYTOYHOM aTTecTaluu

KpnTepml d)OpMHpOBaHHH OLICHOK ITO 0OTBE€TAM Ha BOINIPOCHI, BLIMOJIHEHUIO TECTOBLIX 3aJaHui

- OIICHKa «OTJHMYHO» BBICTABISCTCS OOYydYaIOMIEMyCs, €CJIM KOJMYECTBO MPABHIBHBIX OTBETOB Ha
Borpockl coctaBisieT 100 — 90% ot obmiero o0bEMa 3aaHHBIX BOITPOCOB;

- OIIEHKAa «XOPOIIO0» BBICTABISICTCS OOYYaIOMIEMYCsl, €CIH KOJWUYECTBO MPABWIBHBIX OTBETOB Ha
Bompockl — 89 — 76% ot obmiero o0bEMa 3aJaHHBIX BOIIPOCOB;

- OIICHKA «Y/AOBJIETBOPHUTEJIBLHO» BBICTABIIACTCS OOYYAIOMIEMYCs, €CIH KOJMYECTBO IMPABUIHHBIX
OTBETOB Ha TECTOBBIE BOMPOCH —/5—60 % oT 00111er0 00BEMA 3aTaHHBIX BOIPOCOB,

- OIICHKA «HEYAOBJIETBOPHUTEIBLHO» BBICTABIISACTCS OOYJArOIIEMYCs, €CIM KOJUYECTBO IMPaBUIHHBIX
0TBETOB — MeHee 60% ot o011ero 0o0bEMa 3a1aHHBIX BOIPOCOB.

Kpurtepuu ¢popMupoBaHus OLIEHOK MO pPe3yJIbTATAM BbINOJHEHNUS 3aJaHUI
«OTIMYHO/324TEeH0» — CTABUTCS 32 pabOTY, BHIIOJIHEHHYIO MTOJHOCTBIO 0€3 OIMOO0K U HEJJOYETOB.

«Xo0po110/3a4TeH0» — CTAaBUTCS 32 PA0OTY, BHIMOJTHCHHYIO MTOJIHOCTHIO, HO ITPH HATMYIHMH B HEll He Ooee
OJTHOM HerpyOoi OMMOKHU ¥ OAHOTO HeJ0YeTa, He OoJiee TPeX HEI0UETOB.



«Y10BJIETBOPUTEJIBLHO/3aUTEHO» — CTABUTCA 32 pabOTy, €ciu 00ydarouuiics MpaBUIbHO BBIOJIHUI HE
MeHee 2/3 Bcel paboThl WK AOMyCTHI HEe OoJiee oaHON Tpy0oil ommOKH U IBYX HEJ0UYETOB, HE OoJiee OTHOM
rpyooit u ogHON HerpyOoil ommOku, He Ooiee Tpex HerpyObIX OIIMOOK, OJHON HErpyOOW OMIMOKU U JBYX
HE/I0YETOB.

«HeynoBJieTBOPUTEJbHO/HE 3a4YTEHO» — CTAaBUTCS 3a pabOTy, €COM YHMCIO OHMIMOOK W HEJ0YEeTOB
MIPEBBICHIIO HOPMY ISl OLIEHKH «yIOBJICTBOPHTEIHHOY WIIM IPABUIIHHO BBHITIOJHEHO MeHee 2/3 Bcell paboThl.

Buowl owuboxk:

- 2pybOvle OwuUbOKU: He3HAHUe OCHOBHbIX NOHAMUL, NPABUIL, HOPM, He3HAHUe NPUeMO8 peuleHus 3a0ay;
OWUOKU, NOKA3bLEAIOWUE HENPABUTILHOE NOHUMAHUE YCA08USL NPEOTIONCEHHO20 3A0AHUSL.

- HezpyOvle OWUOKU. HEMOYHOCMU (HOPMYIUPOBOK, ONpedeNeHull, HePAYUOHAIbHLIL B6blO0p X004
peueHus.

- Hedouemvl: HEPAYUOHANbHbIE NpUeMbl BbINOIHEHUS 3A0aHUs; OMOeNbHble NOSPEUHOCMU 8
Gopmynuposke 86160008, HebOpedCHOe 8bINOIHEHUE 3A0AHUSL.

Kputepun ¢popMupoBaHusi OLIEHOK 110 324€Ty C OLCHKOM

«OTAMYHO/32aUTEHO» — CTYIEHT MPHUOOpEsT HEOOXOAMMBICE YMEHHUS W HABBIKH, IMPOJIEMOHCTPUPOBAI
HaBBIK MPAKTHUYECKOTO NPUMEHEHHUS OJTYUYCHHBIX 3HAaHUN, HE JOMYCTHII JJOTHYECKUX U (PAKTUYECKUX OIIMOOK

«Xopoimo/3a4TeHo» — CTYAEHT NpuoOpesl HEOOXOAHWMbIE YMEHHS M HaBBIKH, IPOIAEMOHCTPUPOBAI
HABBIK MPAKTUYECKOTO TMPUMEHEHHUS TMONYYCHHBIX 3HAHW;, JOMYCTHJI HE3HAUUTENbHBIE OIIUOKU U
HETOYHOCTH.

«Y10BJIETBOPUTEJIBHO/32YTEHO» — CTYJICHT JJOITyCTUII CYIIECTBEHHBIE OLIMOKH.

«HeynoBiieTBopuTe/IbHO/HE 3aUTEHO» — CTYICHT JIEMOHCTPUPYET (PparMeHTapHble 3HAHUS U3Y4aeMOro
Kypca; OTCYTCTBYIOT HEOOXOIMMbIE YMEHHSI U HABBIKH, JIOMYIIEHbI IpyOble OLIHOKH.



