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OTIBITA JEATEIHLHOCTH, XapaKTEPU3YIOUIUX YPOBEHb C(HOPMUPOBAHHOCTH KOMITCTCHITHH.

Metoanyeckre MaTepraibl, ONpEeSIONNe IPoUeaypy U KPUTEPHH OLIEHUBAaHHUS C(OPMHUPOBAHHOCTH
KOMITETCHIIMI MPU MPOBEACHUHU TIPOMEKYTOUYHOMN aTTECTAIIHH.



1. llogcHuTEILHAA 3aIUCKA

HCJIB HpOMe)ICYTOqHOﬁ aTTeCTallul — ONCHUBAHUC NPOMCKYTOUYHBIX M OKOHYATCIIBHBLIX PE3YyJILTATOB

OoOy4eHHs] 10 JUCHUUIUIMHE, OOECIEeYNBAOIINX JOCTHKCHHE

00pazoBaTeNbHON MPOTPAMMBI.

IUTAHUPYEMBIX  PE3yJbTaTOB OCBOEHUS

@®opMBbI IPOMEKYTOUHOH arTecTaluu: 1 cemecTp - 3a4eT, 2 CEMECTpP — 3aUeT C OLEHKOMN

[Tepeuens KoMIETCHIINIA, (POPMUPYEMBIX B TIPOIECCE OCBOCHHUS TUCIIUTLINHBI

Kon 1 HanmeHOBaHNE KOMITETEHIINU Kon nnanKaTOpa TOCTHKEHUS
KOMITCTEHITHU
YK-4: CriocobeH IpuMeHATh COBpEeMEHHBIE KOMMYHHUKATHBHBIC TEXHOJIOTHH, B ToM unciie | YK-4.1
Ha HHOCTPaHHOM(BIX) SI3bIKe(aX), U aKaJIEMUIECKOTO U IPOPECCHOHAIEHOTO YK-4.2
B3aUMOJIEUCTBHS
YK-5: CniocoGeH aHaIn3upoBaTh M YYUTHIBATh pa3HOOOpa3ue KyJabTyp B Ipolecce YK-5.1
MEXKYJIBTYPHOTO B3aUMOJCHCTBHUS YK-5.2

Pe3ynbrarel 00yueHus MO AUCHUILTHHE, COOTHECEHHBIE C MNTAHUPYEMBIMU
pe3yJibTaTaMi OCBOEHHS 00pa30BaTEIbHON IPOrpPaMMBI

9KOHOMHUY, TOMYCKAOMIEH Tpu 00CYKIEHUH CIOKHBIX
BOIIPOCOB KaK Ha POJIHOM, TaK U Ha NHOCTPAHHOM SI3bIKE
TOJIBKO OJIHY €IMHUITY HH(GOPMAIIUU Ha OJTHO

Kon 1 HanMeHOBaHNe MHIUKATOPA Pe3ynbraTbl 00y4eHUs 10 AMCIMIUINHE O11eHOYHbIE
JOCTHKEHUsI KOMITETEHIINU Marepualbl
1 cemectp
VYK-4.1 [IpumeHsieT COBpEMEHHBIE OOyuaronuiics 3HaeT: akaJeMUIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKATUBHBIE TEXHOJIOTHH JIJIsI rpaMMaTH4YecKUe MOZEIN Ha MHOCTPaHHOM $I3bIKe (T10 rpaMMaTHYeCKHi
aKaJeMHUIeCKOTO B3aMO/ICHCTBHS Ha COOTBETCTBYIOIINM pa3jeiaM JUCIUTLTHHEI) TeCT
WHOCTpaHHOM(BIX) sI3bIKe(axX)
OOy4arontuiicss yMeeT: CTPOUTh JUAJOTHYSCKUE CobecenoBanne
BBICKa3bIBAHH HA aKaIEMHUUECKUC U (mepeueHs TeM H
npodeccroHaNbHBIC TEMBI (IT0 COOTBETCTBYIOIINM BOTIPOCOB)
pa3zenaM JUCIUTLTAHBI)
OO0yJatoniuiics BirajeeT HaBRIKAMHU H3BIICKATh 3amanus
HEOOXOIUMYIO TEKCTOBYIO MH(GOPMAIIHUIO,
aHATM3UPOBATH M 0000IIATE €€ B IEMIX
aKaJIEeMU4ECKOI0 B3aUMOJCICTBYS B YCTHOU U
MHUCbMEHHOH (hopmax;
YK-4.2 [IpuMeHsieT COBPEMEHHBIC OOGyuatoniuiicst 3HaeT: NPOQPEeCCHOHANBHYIO JIEKCUKY H Jlexcuxo-
KOMMYHHUKATHBHbBIE TEXHOJIOTHH JIJIsI TEPMHHOJIOTHIO, & TAK)KE I'PAMMaTHKy HHOCTPAHHOTO rpaMMaTHYeCKHi
npodeccroHaILHOTO B3aUMO/ICHCTBUS HAa | s13bIKa (110 COOTBETCTBYIOIINM pasJieNiaM JUCUUIUIMHBI). | TecT
WHOCTpaHHOM(BIX) sI3bIKe(axX).
OOyJaronuiicss yMeeT: CTPOUTh MOHOJIOTUIECKUE [penBapuTtensHO
coo0MIeHNs Ha TIPOoeCCHOHATBHEIC TEMBI (I10 ITOJITOTOBJICHHOE
COOTBETCTBYIOIINM pa3jieiaM AUCIUTLTHHEI). COOOIICHNE TITH
TIpe3CHTAIHS
OOyJaroniuiics Bi1ajieeT HaBpIKaMU U3BIIEKATh 3aganue
HEOOXOIUMYIO TEKCTOBYIO HH(OPMAIIHUIO,
aHAIM3UPOBATH U 0000IIATH €€ B IeNIIX
npodeccnoHaTLHOTO B3aUMOICHCTBUS B YCTHON 1
MUCBbMEHHOU (hopMax.
YK-5.1: VYuureiBaer pa3HooOpasue u | OOyuaromuiicss 3HaeT: rpammarudeckne mnpasuina u | Jlekcuko-
O0COOCHHOCTH Pa3IMYHBIX KYJIbTYp, WX | CTHIMCTHYECKHE HOPMBI PYCCKOTO M M3y4aeMOro si3bIKa rpaMMaTHIeCKUN
COOTHOIIEHHE 1 B3aUMOCBSI3b TecT
OOyyaronuiicst yMeeT: BECTH KOMMYHHKAIMIO B MUPE [penBaputensHO
KyJIBTYPHOT'O MHOTOO0pa3us MOJTOTOBIEHHOE
CcOO0IIEHNE NITH
Ipe3eHTanus
OOyuJatomniuiics BIazeeT HaBpIKaMU «MH(QOPMAIMOHHONH | 3amaHue




MpeUIoKeH e 10 TpuHIHITY: «OIHO MPeITOKEHIE —
0JTHa €MHHAIIA HH(OPMATTHI»

VK-5.2: MomnepxxuBaer | OOydaronIuiicst 3HA€T: KOMMYHHUKATUBHBIE CTPATETHH, Jlexcuko-
B3aMOIIOHNMAaHHUE MEXOY | MpUEMBI B3aUMOEHCTBYS, YIUTHIBAIOIIHC rpaMMaTHIECKUH
00yJaroINMHCA-TIPEICTaBUTEIIMHI MPOKCEMHYECKHE, KHHECUIECKHE, TPOCOANIECKUE U TecT
Pa3IMYHBIX KyJIbTYp HaBBIKM OOLICHUS B | MHBIC HEBEpOaAIbHBIE CPEACTBA
MHUpE KyJIbTYPHOTO MHOT000pa3us OO0yJatoniuiicsi yMeeT: JeMOHCTPHPOBATh IIpensapuTensHO
B3aUMOIIOHIMAaHNE MEXIY 00yJarOITIMHUCS — MIOJTOTOBIIEHHOE
MPEACTABUTEISIMU PA3IMYHBIX KYJIbTYp C COOJIIOICHHEM | COOOIIEHHE UK
STUYECKUX M MEXKKYJIBTYPHBIX HOPM Hpe3eHTalys
OOyuaronuiics BIajeeT criocodamMu 00beTMHEHHS 3ananue
OTZAEJBHBIX MPEITI0KEHUH, NCTI0NIB3YS OJHBINA HAOOp
JIEKCUYECKUX, IPAMMAaTHYEeCKUX, CHHTAKCHYECKHUX U
JIOTHYECKUX CPEJICTB, B CBA3HBII TEKCT, 00BEM KOTOPOTO
OTIpeIeIsIeTCsI HEOOXOANMOCTBIO OIMCAHMA IpeIMeTa
MO3HAHUS
Kon 1 HanmeHOBaHNE HHINKATOPA PesynpraTel 00yueHNS IO JUCIUIUIINHE OrneHOYHBIE
JOCTHXEHUSI KOMITCTEHIINU MaTepHasl
2 cemecTp
YK-4.1 [IpumeHsieT COBpEMECHHBIC OO0yJaronuiicst 3HaeT: aKaIEeMUIECKYIO JICKCUKY U Jlexcuko-
KOMMYHHUKATHUBHbBIC TEXHOJIOTHH JUIS rpaMMaTHYECKHE MOJIETIM Ha MHOCTPAHHOM SI3bIKE (T10 rpaMMaTHIECKUH
aKaJIEMU9IECKOTO B3aMOJICHCTBHS Ha COOTBETCTBYIOIINM pa3JieslaM AUCIUILUINHBI) TecT
MHOCTpaHHOM(BIX) sI3bIKe(ax)
OO6yyarouniicst yMeeT: CTPOUTh TUATIOTHYECKUE CobecenoBanue
BBICKA3bIBAaHHS HA aKaJIeMUYECKUE U (nmepeueHb TeM U
npodeccroHabHbIE TEMBI (TI0 COOTBETCTBYIOLIMM BOIIPOCOB)
pa3zenaM JUCLUILIMHBI)
OO6yyaroniuiics BlajieeT HaBbIKaMU U3BIEKATh 3ananus
HE0OXO0IUMYIO TEKCTOBYIO HH(OpMALHIO,
aHAJTM3UPOBATh U 0000IIATh €€ B LesIX
aKa/IEMUIECKOTO B3aMMOJICHCTBHS B YCTHOU H
ICbMEHHOH (hopMax;
VK-4.2 [IpuMeHseT COBpEMEHHBIE OOyJatontuiics: 3HaeT: MPOPECCHOHATBHYIO JICKCHKY U Jlexcuko-
KOMMYHHUKAaTHUBHbIC TEXHOJIOTHH JUIS TEpPMHHOJIOTHIO, a TAKXKE TPAaMMaTHKy HHOCTPAHHOTO rpaMMaTHIECKUH
npodeccHOHANIBHOTO B3aMMOAEHCTBUS HAa | S3BIKA (110 COOTBETCTBYIOIINM pa3/iesiaM JUCLUIUIMHBL). | TecT
WHOCTpaHHOM(BIX) sI3bIKe(ax).
OOy4aronuicst yMeeT: CTPOUTh MOHOJIOTHYECKHE [IpenBapuTensHO
coo0ImIeHUs Ha TPOdECCHOHAIBHBIC TEMBI (10 MOJITOTOBJICHHOE
COOTBETCTBYIOLIUM pa3jieiaM JUCLUILTHHEI). CooOIIeHNE WITN
pe3eHTanus
OO0yyatoniuiicst BajeeT HaBbIKaMyu U3BJIEKATH 3ananue
HEO0OX0MMYIO TEKCTOBYIO HH(OPMALHIO,
aHAJIM3MPOBATh ¥ 0000IIATh €€ B LEeIsIX
podeccCHOHAIBHOTO B3aMMOAEHCTBHUS B YCTHOM 1
MICbMEHHOH (popMax.
VYK-5.1: VuuteBaer paszHooOpasue u | OOywaromuiicss 3HaeT: rpammarmueckue npasuna u | JIekcHko-
O0COOEHHOCTH pAa3JIMYHBIX KYJIbTYp, HX | CTHIMCTHYECKHE HOPMBI PYCCKOTO M M3y4aeMoro si3bIKa rpaMMaTHYeCKHi
COOTHOILICHHE U B3aUMOCBSI3b TeCcT
OO0yudatonuiicss yMeeT: BECTH KOMMYHUKAITUIO B MUPE [penBaputensHO
KyJIBTypHOTO MHOTO00pa3us MOJTOTOBJIEHHOE
CcOoO0IIEHNE NITH
TIpe3eHTaIys
OO0yJaronmuiics BiajeeT HaBbIKaMH «HH()OPMAaIMOHHON 3amanue
9KOHOMUMY, JOIYCKafoLIel NP1 00CYKIESHUH CIIOMKHBIX
BOIIPOCOB KaK Ha POJHOM, TaK M Ha HHOCTPAHHOM SI3bIKE
TOJIBKO OJIHY €IMHUILY HH(POPMAIMH Ha OHO
npeIokeHue 1o npuHIumy: «OIHO IpeUIoKeHne —
0JIHA eIMHMIA HHpOpMaHu»
VK-5.2: [MonnepxuBaer | OOyuvaromuiics 3HaeT: KOMMYHHKaTHBHBIE CTPATETHH, Jlexcuko-
B3aUMOIIOHUMAaHHUE MEXAY | NpUEMBI B3aUMO/ICHCTBYSI, YIUTHIBAIOIIHE rpaMMaTHYeCKHi
00yJaroImUMHUCS-TIPEICTaBUTEIIIMU MPOKCEMHYECKHe, KHHECHIECKHE, TIPOCOANIECKAE 1 TECT
pa3MYHbIX KyJbTYp HaBBIKM OOILICHUS B | MHbIE HeBepOaAJIbHbBIE CPEICTBA
MHpE KyJIbTYPHOTO MHOT000pa3us OO0yJatonuiicss yMeeT: JeMOHCTPHPOBAThH [IpenBaputensHO
B3aUMOIIOHHMAHUE MEXY 00yUYarOIUMHUCS — MOJTOTOBJIEHHOE
MPEICTAaBUTEISIME PA3JIMYHBIX KYJBTYP C COONIOICHUEM | COOOIICHHE UTH
STUYECKUX M MEXKYJIBTYPHBIX HOPM MIpe3eHTaIys




OO0yyaroniuiics BIageeT crocodaMu o0beTHHEHUS 3amanue
OTIENBHBIX MPEUTOKEHIH, UCTIONB3YS TTOJTHBIA Habop
JIEKCMYECKUX, TPAMMATHYECKIX, CHHTAKCHIECKIX H
JIOTUYIECKUX CPEJICTB, B CBA3HBIN TEKCT, 00BEM KOTOPOTO
oTpenenseTcsi HeOOXOANMOCTEIO OTIMCaHUS PeaMeTa
MTO3HAHUS

[TpomexyTouHas aTTecTanus (3a4€T ¢ OLIEHKOH) IPOBOIUTCS B OJHON M3 CIACAYIOIIUX (HOopM:
1) oTBeT Ha OWJIET, COCTOSINUI M3 TEOPETHUECKUX BOMPOCOB U MPAKTUYCCKUX 3a/IaHU;
2) BeinoaHenue 3aaanuii B DMMOC CamI VIIC.

[TpomexxyTouHast aTTecTanus (3a4eT) MPOBOAUTCS B OJHOM U3 clieayromux Gopm:
1) cobecenoBanue;

2) seinonHenue 3aganuit B YM1OC Caml YIIC.

2. Tunosble! KOHTPOILHBIE 32IAHUS WM HHbIE MATEPHAJIBI /151 OLEHKH 3HAHMIA, yMeHHMIi,
HABBIKOB M (WJIN) ONBITA 1eATEJILHOCTH, XaPAKTEePU3YIOIIHUX YPOBEHb CPOPMUPOBAHHOCTH KOMIIETEHIM A

2.1 TunoBble BONPOCHI (TeCTOBBIE 3a/]aHMs1) /IJIsA OLEHKH 3HAHMEBOT0 00Pa30BaTEILHOI0
pe3yjabTara

[IpoBepsiemblii 0Opa3zoBaTenbHbIN pe3ynbTar (1 cemectp):

Ko 1 HanMeHoBaHMe UHIUKATOPA OO6pa3oBateiabHBIN pe3yabTaT
JIOCTHKCHUSI KOMITCTCHINN
VK-4.1: ITpumenser OOyuarommiics 3HaeT: akaJeMHYECKYIO JICKCHKY i TPaMMaTHIECKHEe MOJICTH Ha

COBPEMECHHBIC KOMMYHHUKATHBHBIC | MHOCTPAHHOM SI3bIKE (II0 COOTBETCTBYIOIIUM pa3/ieiiaM JAUCIUILIUHEI);
TEXHOJIOTHH JIJISl aKaJIEMHYECKOTO
B3aUMO/ICHCTBUSI HA
WHOCTpaHHOM(BIX) sI3bIKe(axX)
Ipumepul sonpocos/3adanuii

Test
1. The computer ___ data, i.e. performs specific mathematical and logical operations on the data.
a) processes b) stores c) calculates d) outputs
2. lIs software a set of application programs installed on the computer?
a) No, itisn't. b) Yes, theyare. c) Yes,itis. d) No, it doesn't.
3. Anerror code will be ___if any invalid information has been entered.
a) displayed b) determined c) deleted d) developed
4. According to Sun Microsystems' estimation, __ more than 700,000 developers using Java technology today.
a) thereare b) thereis c) there were d) there was

5. Iloobepume cnosa, nooxoosuue no KOHMEKCMY.
convert  attached determined access predictions accept
a) The copies of the documents are ___ to the e-mail.
b) lcant___ my Yahoo email because someone has changed my password.
¢) Todigitize meansto __ information into a digital form.
d) Itistoo early to make any precise __ about the results of the experiment.
e) Before installing the program, the user must ___ the terms of the license agreement.
f)  The programmer has quickly __ the cause of the system crash.

YK-4.2 [Ipumensier coBpeMenHble | OOyuaromuiicst 3HaeT: MpoQecCHOHANBHYIO JIEKCHKY ¥ TEPMHHOJIOTHIO, a TaKXKe
KOMMYHHUKATHBHBIE TEXHOJIOTHU rpaMMaTHKy HHOCTPAHHOTO SA3bIKa (I10 COOTBETCTBYIOLINM pa3/ieNiaM JUCIUIIINHBI).
JUIS IPO(heCCHOHATIBHOTO
B3aUMOJICHCTBUS HA
MHOCTpaHHOM(BIX) sI3BIKe(ax).
IIpumepwt 6onpocos/3adanuii

Test

1. Theterm "softcopy" refersto ___. (Choose all that apply)

! TlpupoasTcs TumNOBBIE BONpPOCHl M 3ajgaHus. OLEHOYHBIE CPEJICTBA, IIPEHA3HAYEHHBIE JUIS TMPOBEJEHUS ATTECTAIIMOHHOIO
MEpPOIPUATHS, XpaHIATCA Ha Kadeape B JOCTATOYHOM JUIA MPOBEACHUS OLIEHOYHBIX HPOUEAYpP KOJHMYECTBE BapHaHTOB. OLEHOYHEIE
CpEICTBa MOJUIEKAT aKTyaldM3allldd C YY4eTOM pa3BHTHS HAyKH, OOpa30BaHUS, KYJIbTYpPbI, SKOHOMHKH, TEXHHKH, TEXHOJOTHH WU
couunaiabHON cdeppl. OTBETCTBEHHOCTH 32 HEPACIPOCTPAHEHUE COIEPKaHMs OLICHOYHBIX CPEJCTB Cpey 00y4arommxcs yHUBEPCUTETa
HeCyT 3aBelyIolni Kadeapoil 1 npenojaBareli — pa3padoTYMK OLIEHOYHBIX CPE/ICTB.




a) information displayed on a monitor screen
b) sound produced by a speaker

c) text documents stored on the flash drive
d) handwritten reports and essays

2. The most important hardware component is a tiny integrated circuit called the .
3. Central Processing Unit  ¢) CRU
4. Central Processed Unit d) Center Process Unit
5. The physical parts of the computer system, which you can't see and touch, are called hardware.
a) TRUE b) FALSE
6. __ makes it easier for the user to control the computer.
a) advanced features C) proprietary operating system
b) rechargeable battery d) an operating system with a graphical user interface
7. Programmable computers differ greatly in their . (Choose all that apply)
a) processing power C) memory capacity
b) performance d) physical size
VK-5.1: YuursiBaet OOyuarommiicsi 3HAET: rpaMMaTHYECKUC MpaBHIa W CTHIMNCTHYECKHE HOPMBI PYCCKOTO U
pa3HooOpasue U 0COOCHHOCTH N3y4aeMoro SI3bIKa

Pa3IUYHBIX KYIbTYyp, UX
COOTHOILICHHE U B3aUMOCBSI3b

Ipumepwl 6onpocos/3adanuti

[ToxcTaBbTe ClIOBa U3 MPEUIOKEHHOTO CIMCcKa. a)aerospace b) ambitious c) controversy d) coordinating e) liaison f)
mission g) probe h) stepping-stone i) to foster j) venture

Dennis: What do you do for a living, Frank?

Frank: 1 am an (1) engineer. | have been working for NASA for over fifteen years.

Dennis: Wow, that sounds fascinating. What projects have you been involved in?

Frank: Well, until recently, | was heavily involved in the Cassini (2). I don't know if you're familiar with it or
not - it's one of NASA's most expensive and (3) projects. We are sending a (4) to explore Saturn and its
moons.

Dennis: That sounds really interesting. Are you in any way involved in the construction of the International Space
Station?

Frank: Actually, that's what I'm working on now. I'm currently a technical (5) between NASA and several
European space agencies. It's an interesting job, but it can be a bit too much at times. The International Space Station
is probably the largest international (6) ever attempted, and | am constantly dealing with technical difficulties,
budget problems, and delays. It's not easy (7) the efforts of all those countries. | have been to Europe three
times in the last month, and | have to go to Kazakhstan next week.

Dennis: | understand there's some (8) surrounding the space station. Don't some people worry that NASA is
spending too much money on the project?

Frank: Many experts have complained that the project has grown out of control and become far too expensive. But |
look at it as more than a space station; | believe it's helping (9) international scientific cooperation. It's nice to
see the scientists of the world working together to create a (10) to the future.

VK-5.2: [lonnepxxuaer OOyuarommiicss 3HACT: KOMMYHHKATHBHBIC  CTPATCTHH, IMPHUEMBI  B3aHMOICHCTBHS,
B3aMMOIIOHIMaHUE MEXKITY VYUTBHIBAIONIHE MPOKCEMHUYECKHE, KHHECHUYECKHE, MPOCOMUYSCKHE M WHBbIC HEBepOaTbHbIC
00yJarOIUMUCS-TIPEICTABUTEIIMU | CPEACTBA

Pa3IMYHBIX KyJIbTYP HABBIKH
OOIIeHUs B MUpPE KYJIBTYPHOTO
MHOT000pa3us

Ipumepul 6onpocos/3adanuti
3aganue. [lepeBeauTe caeayomuii TeKeT 6e3 0NOPHI HA CI0BAPb.

Learning Vocabulary

A new study shows that we could learn vocabulary while we are sleeping. This is great news for students struggling to learn a new
language. It is also good for anyone who is trying to expand their knowledge of words. Researchers from the University of Bern
in Switzerland have shown that it is possible to learn new information while we are sleeping deeply, and then recall this information
when we need it after we wake up. This new information includes foreign language vocabulary. The researchers conducted tests
on whether or not a person can remember new words and their translations while they were asleep. They said our sleeping brain is
much more aware of the outside world than we thought.

Researcher Marc Ziist said, "language areas of the brain and the hippocampus - the brain's essential memory hub - were activated"
after a person woke up. He said these areas of the brain allow us to remember vocabulary during deep sleep. The researchers said
that during deep sleep, our brain cells are active for a short period of time - about half a second. The cells then enter into a period
of inactivity - again, about half a second. The active state is called "up-state” and the inactive state is called "down-state." The "up-
state" period is the time when our brain could learn new vocabulary. The researchers say more research is needed to be 100 per
cent sure that we can learn vocabulary while asleep.




3ananue. BoinosHuTe 3a/1aHUSI HA IOHUMAaHKe CoIepKaAaHUA MPOYMTAHHOI0 TEKCTA.

(a) True/ False
This story is great news for people struggling to learn a language. T/F
The research was conducted by researchers from a Swiss university. T/F
Researchers tested language translations while people were asleep. T/F
Our sleeping brain may be more aware of things than we thought. T/F
The hippocampus is the part of the brain used to forget things. T/F
In deep sleep, our brains are active for half-a-second atatime. T/F
A sleeping period called "up-state” allows us to learn vocabulary. T/F
The researchers are 100% sure we can learn vocabulary while we sleep. T /F
ultlple choice quiz
When did researchers say we recall information learnt while we sleep?
a) just after breakfast b) in dreamland c) at 6am d) when we wake up
2. What did researchers say they tested besides new words?
a) sleep b) translations c¢) dreams d) grammar
3. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c¢) light d) phrasal verbs
4. What is the hippocampus?
a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
5. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c¢) two seconds d) half a second
6. What is the inactive state of our brain while we sleep called?
a) the "inter-state” b) the "up-state” c¢) the "down-state" d) the "dream-state"
7.  What can we do in the "up-state” period of our sleep?
a) sleepwalk b) speak English c¢) see with our eyes shut d) learn new vocabulary
(c) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word ‘learn'?
3. How important is sleeping?
4. What is the best way to learn vocabulary?
5. What do you think of learning vocabulary while sleeping?
6
7
8
9.
1

(b)

PZToNOORONE

Is sleeping only for sleeping?
Could there be any dangers to learning while asleep?
How happy are you with your vocabulary?
What are your three favourite English words?
0. What else could we learn while we are asleep?

[IpoBepsiemblii 00pazoBaTeNbHbBIN pe3ynbTat (2 ceMecTp):

Kon n HanMeHOBaHME MHIMKATOpA O06pazoBaTesbHBIA pe3yIbTaT
JIOCTHXKEHUSI KOMITETCHINN
VK-4.1: IIpumenser OOyuarommiics 3HaeT: aKaJAeMHUYECKYIO JICKCHKY U TpaMMaTHYECKHe MOJIEITH Ha

COBpPEMECHHBIC KOMMYHHKATHBHBIE | MHOCTPAHHOM SI3bIKE (110 COOTBETCTBYIOIIUM pasjeiaM AUCIUIUINHEI);
TEXHOJIOTHH ISl aKaJIEMUYECKOTO
B3aUMOJEICTBUS HA
MHOCTpaHHOM(BIX) sI3bIKe(ax)

IIpumepwt 6onpocos/3adanuil
Test

1. Alldatainthe RAM is___ when a computer is restarted or turned off.
a) rewritten b) deleted c) stored d) converted
2.  Hanuwume kpamxuii omeem Ha 00uwuil 80npoc.
Does the PSU receive direct current from an external source, and convert it into the alternating current?
3. All components of a computer ___electricity to operate.
a) replace b) prevent C) require d) respond
4.  RAM holds data while your PC ___it, but loses this data when the power is switched off.
a) isprocessing b) processes c¢) will process d) has processed
5. Hloobepume cnosa, nooxoosuue no KOHMeEKCMY .
respond  reliability assess capacity  considerable  generate
a) If your tablet has a frozen screen and doesn't __ to touch, you need to restart the device.
b) Semiconductor integrated circuits helped to improve the _ of electronic devices.
c) There are various utilities used to ___ the performance of the CPU.
d) In 1986, the most high-end hard disk drives had only 40 MB in




e) The overheating can cause ___ damage to the internal components of the computer.
f)  The faster disks consume more power, make more noise, and ___ more heat.

VYK-4.2 IIpumensier coBpeMennbie | OOydaronuiics 3HaeT: IpOPECCHOHANBHYIO JICKCHKY W TEPMHHOJIOTHIO, & TAKIKE
KOMMYHHKATHBHBIEC TEXHOJIOTHI TpaMMAaTHKy HHOCTPAHHOTO SA3bIKa (110 COOTBETCTBYIOIIMM Pa3JiesiaM IUCIUITIIHHEI).
JUISL IPO(hECCHOHATIBHOTO
B3aUMOJICICTBUA HA
MHOCTPaHHOM(BIX) sI3bIKe(aX).

Ipumepul 6onpocos/3adanuil
Test

13. Two main characteristics determine the performance of the processor: ___.
a) theclockrate  c) the number of cores
b) the form factor d) revolutions per minute

14. Which device allows several computers on a local network to share the Internet connection?
a) adapter b) amplifier c) router d) mail server

15. Conocmassme 0ge uacmu npednodicenus.

1) Low or high temperature in the computer system A. SSDs will most likely replace hard disks.
may cause
2) Motherboards usually contain a number of B. they don't contain any moving parts.
expansion slots
3) A video card can either be integrated into a C. the amount of heat generated by them has increased as
computer's motherboard, or well.
4) USB flash drives are more reliable than external D. unexpected malfunctions during the operation of
hard drives because computers.
5) Due to their advantages and constantly lowering E. plugged into one of the slots on the motherboard.
prices,
6) As internal components of the computer have F. used to attach additional components like video cards
increased in speed and power consumption, or sound cards.
16. You can change the ___ of the screen to make text and other items larger or smaller.
a) resolution  b) brightness c) capacity  d) surface
17. If the touchpad is not working properly, you cantry .
a) to update the drivers c) to press it harder
b) to reinstall the operating system d) to sell the laptop
VK-5.1: YuursiBaet OOyuarommiicsi 3HAET: rpaMMaTHYECKUC IMpaBHia W CTHIMNCTHYCCKAE HOPMBI PYCCKOTO U
p33H006paSI/IG 1 0COOEHHOCTH H3Yy4aceMOT'o sA3bIKa

Pa3IMYHBIX KYJIbTYp, UX
COOTHOIIICHHE U B3aMMOCBSI3b

Ipumepvl 3a0anuii
3ananue. [lepeBeaure cienyommii TeKcT 63 OMOPHI HA CJIOBAPb.

Online Learning

The year 2020 has been difficult for hundreds of thousands of teachers across the globe. They have had to learn to deliver their
lessons using online platforms. Millions of students have done their lessons via websites like Zoom. This has caused a major
transformation in education as technology has taken centre stage. The quality of education differs according to Internet speeds, and
the levels of teacher preparedness and teachers' competence in using technology. It also depends on the devices students have.
Many students had no lessons because they had no computer.

The Education Ministry in Malaysia has started a new initiative to help underprivileged children. Around 150,000 eligible pupils
will receive a device so they can participate in online lessons. Malaysia hopes to build on the success of this to expand the
programme. It wants to assist pupils and schools in need and find the best implementation method to expand it. There are plans to
enhance educational TV shows for students with no Internet access. Malaysia will also employ sign language interpreters to help
the hard of hearing. It wants to focus on students' needs.

3aganne. BoimosiHUTE 3aJaHUA HA MIOHMMAHUE COACPKAHUA IMTPOYUTAHHOIO TEKCTA.

(a) True/ False
. The article says millions of teachers got to grips with online platforms. T/F
The article says online lessons have transformed education. T/F
The article says the level of teacher competence in technology differs. T/F
Many students could not learn online because they had no computer. T /F
Malaysia will help up to 150,000 students to learn online. T/F
Malaysia said it wants to help students become pilots. T/F
Malaysia will use sign language interpreters online. T /F
. Ateacher said Malaysia was not considering the needs of students. T /F
(b) Multiple choice quiz

1. What kind of year does the article say teachers have had?

a) an educational one b) a crazy one c¢) a tumultuous one d) a good one
2. What did teachers have to get to grips with?
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a) online platforms b) their hands c) tests d) homework
3. Who has been stuck at home?
a) students b) an education minister c) engineers d) teachers
4. What has taken centre stage?
a) English  b) technology c) tests d) homework
5. Why were some students deprived of lessons?
a) not enough teachers b) power cuts
c) they had the wrong platform d) no computers, tablets and smartphones
6. What has Malaysia's Education Ministry rolled out?
a) a new curriculum  b) a new initiative  ¢) a homework plan  d) new tests
7. What will Malaysia's government enhance?
a) test security  b) software c) educational TV programming d) Internet speeds
(c) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word 'online'?
3. What do you think of online learning?
4. Would you prefer face-to-face or online learning?
5. What are the advantages of online learning?
6. What experiences do you have of online learning?
7. Why might teachers like teaching online?
8.  What is the best platform for online learning?
9. Who is online learning good for?
10. Should all students be learning online in the future?

VK-5.2: [lonnepxxuBaer OOyuarommiicss 3HACT: KOMMYHHKATHBHBIE  CTPATCTHH, MPHUEMBI  B3aMMOICHCTBHS,
B3aWMOIIOHIMaHUE MEXKITY YYUTBIBAIONINE MPOKCEMHYECKHE, KHHECHYECKHE, MPOCOMUYECKHe M WHbIC HEBepOalbHbBIC
00yJaroImUMHUCS-TIPEICTABUTEIIMU | CPEACTBA

Pa3IMYHBIX KyJIBTYP HABBIKH
0011IeHNs B MUpE KYJIBTYPHOTO
MHOT'000pasus

Ipumepol 6onpocos/3adanuti
3ananne. [lepeBeanTe ciaenyommii TeKcT 6e3 OMOPHI HA CJIIOBAPb.

Exam Security

Algeria has turned off its Internet all over the country to stop students cheating in high school exams. Algeria's government said it
wanted to do something to stop students secretly going online during nationwide school tests. All Internet service was stopped for
an hour after the start of each of the exams. The government will shut the Internet down during the whole exam season, between
June 20 and June 25. In addition, all electronic devices with Internet access have been banned from the country's 2,000 exam
centers. Even teachers cannot take phones into the exam halls. There were many problems in 2016 when test questions were leaked
online both before and during exams.

Algeria's Education Minister Nouria Benghabrit told the Algerian newspaper Annahar that Facebook would also be blocked across
the country for the six days the exams were taking place. She said she did not like doing this but she could not do nothing and give
opportunities to students to cheat in tests. As an added security measure, metal detectors will be placed in all exam halls, and
security cameras and mobile-phone blockers have been set up at the printing companies where the exams are printed. Many students
thought the government was doing the right thing. Rania Salim, 16, said it wasn't fair that students who didn't study could get help
in exams by using their mobile phone to cheat.

33}.’[3]-[]/]6. BoblinoiHuTE 3a]aHUsI HA TOHUMAaHHUE CoIepKaHUA MPOYUTAHHOIO TEKCTA.

(@) True/ False
Algeria has turned off the Internet in high schools but not universities. T/F
Algeria's Internet is being cut off for 24 hours on exam days. T/F
Students can take smartphones into exam halls but must turn them off. T /F
Many exam questions were leaked online in 2016. T/F
Algeria’s education minister has blocked Facebook for six days. T/F
The government has put metal detectors in all exam halls. T/F
The government has put security cameras in test-printing companies. T/F
A 16-year-old student disagreed with the government's actions. T /F
ultlple choice quiz
What exams did the government want to stop people cheating in?
a) IELTS b) university entrance exams c) high school exams d) law exams
2. How long will the Internet shut down for after each exam starts?
a) an hour b) 90 minutes c) 3 hours d) 12 hours
3. What did the education minister say would be blocked for six days?
a) school gates b) Facebook c) Twitter d) roads
4.  What will be put in all exam halls for extra security?
a) anti-cheating robots b) lasers c¢) guards d) metal detectors
5. Where has the government put security cameras?

(b)
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(c) Discussion
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a) student desks b) printing companies c¢) on school rooftops d) in libraries

Did you like reading this article? Why/not?

What do you think of when you hear the word 'security'?
What do you think about what you read?

Would you report someone you saw cheating?

Should all exams have metal detectors and security cameras?
Where else should mobile phone blockers be installed?

What else could the government have done?

What advice do you have for cheating students?

Is there a better way to assess students than exams?

O What questions would you like to ask the education minister?

2.2 TunoBwble 3aJaHuA 1JId OICHKH HABBIKOBOI'O 06pa30BaTeJ’IBHOF0 pe3yjabTarTra

[TpoBepsiemsIii 0Opa3oBaTenbHbIi pe3ynbTar (1 cemectp):

JJISL aKaJIEMHUYECKOTO
B3anMMOJICHCTBHUS Ha

KOMMYHUKATHBHBIC TCXHOJIOTUN

HMHOCTpaHHOM(BIX) sI3bIKe(ax)

Kon u HaumeHnoBanue O0pa3oBaTeNbHBIN pe3yNbTaT
WHIIUKATOpa JOCTHKECHHS
KOMIIETCHIIUU
VK-4.1: Ilpumenser OOyy4arouuiicst yMeeT: CTPOUTh AUAIOTMYECKHE BHICKAa3bIBAHUS HA aKaJIeMHUYECKUE U
COBpEMEHHBIE npodeccroHaNbHbIe TEMBI (TI0 COOTBETCTBYIOLIMM pa3zeiaM JTUCLIUILIHHBI);
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10.

11.

13.

14.

15.

12.

3ananue. CodeceoBanue MPOBOAUTCS O CAEAYIOIIUM TeMaM:

1. Which rules of email etiquette are relevant to your professional life?
2. What is the purpose of a partnership proposal?

3. What is a reference letter? What are the rules of writing it?

4. What is the purpose of a covering letter?

5. What are the rule of writing a covering letter for a grant proposal?

IIpumepbl BONPOCOB 1JIs1 COOECETOBAHMS

Have you ever written a summary?

Why do we write them?

How long should a summary be?

What is a topic sentence? Where do you find it in a paragraph?

How often do you write articles? What else do you have to write when you submit an article?

What is an abstract?

Have you ever applied for a grant? If yes, was it an international or an internal grant? If it was an
international grant, did you need any help to fill in the application forms? Have you ever had to write a
grant application or proposal in English? What do you think helps to get funding for an academic project?
What are the rules of writing an executive summary of a grant proposal in order to get funding?

What visuals are usually used by scientists in your field to present data? If you use visuals in research
papers, do you use them extensively or only for certain aspects? Why? / Why not?

In which fields of study do researchers need to describe trends or changes? What type of visual would
you choose if you had to describe trends and changes in your field?

What is the structure of an article?

When are you likely to write an abstract for an article: before you write your article, after you have
written it or at the same time you write it? Why? How long is an abstract in your field of research? What
does its length depend on? Which abstracts do you usually write: informative (they give the main results)
or indicative (they only indicate what kind of research has been conducted)?

Do you regularly read reviews of books in your field? In which ways might they be useful to you? Have
you ever written a book review? Was it positive or negative?

Where in a journal article can you often find references to other authors’ work? Where are they unlikely
to appear? Why?

Do you find writing the Introduction section of an academic article easy or difficult? Why? What is the
main purpose of the Introduction section? What kind of information do you always include in this
section?




16. How can the Method section of an article be helpful for researchers? What other names for this section
are used in journals from your field?

17. Do journals in your field of study allow a separate Discussion section? If not, is it combined with the
Results section or the Conclusion section? Which section of an article might be less objective, in your
opinion?

18. You have written an article for publication. How long does it usually take to get it published? What are
the steps towards this goal? Present your ideas in a diagram or a flow chart.

YK-4.1: [pumenser | OOy4aromuiics BiaJeeT: HABBIKAMH H3BIEKATh HEOOXOAMMYIO TEKCTOBYIO HH(OPMAIHIO,
COBpPEMEHHBbIE KOMMYHUKATHBHBIC | aHAIM3UPOBaTh M 0000IIATh €€ B IESIX aKaJAeMHUYECKOTO B3aHMMOJCHCTBHA B YCTHOW H
TEXHOJIOTHH /ISl aKaJJeMUYECKOTro | MUCbMEHHOH (opMax;

B3aUMO/ICHCTBUS Ha
MHOCTpPaHHOM(BIX) sI3bIKE(aX)

Tlpumepwl 3a0anuii
3ananmne. [lepeBeanTe CIeTyOUINA TEKCT 0€3 OMOPHI HA CJIOBAPD.
Online Lectures

A university professor in Singapore gave a two-hour online lecture but didn't realize he was on mute. Professor Wang, who
teaches Maths, was not aware that throughout his online presentation, the microphone on his computer was switched off. This
meant that none of the students attending his online class heard what professor Wang was talking about. His university switched
his classes online to help reduce the spread of COVID-19. His lecture started well but then it froze. The video came back but the
mic was off and professor Wang did not notice. One of his students says it might have been because the professor was using an
iPad and not a computer.

Students tried many times to contact professor Wang during the lesson but could not get through to him. They waved their arms
and even tried calling him on his personal phone. A video of the moment he understood his mic was off has gone viral on the
Internet. It has received more than 653,000 views. After realizing what happened, professor Wang appeared shocked and stressed.
He said he was upset at the thought of wasting two hours of his students' time. He has offered to redo the lecture at a different
time so his students do not miss that class. One of his students posted on social media about the professor's mishap. She wrote: "
took a class under him before and he teaches well. | feel bad for him."

33213![[/[6. BoinoHuTE 3aaHUsI HA TOHUMAaHHUE COICPKaHUA MPOYUTAHHOTO TEKCTA.

(@ True/ False
1. The professor in the article teaches computer coding. T/F
Not a single student heard what the professor was saying. T/F
The article said the professor froze. T/F
A student blamed the mishap onaniPad. T/F
Students waved their phones at the professor. T /F
A video of the professor has gone viral on the Internet. T /F
The professor is sad because he wasted his students' time. T/F
. The professor said he would not redo the lecture. T/F
omprehension questions
. Inwhich country was the professor teaching online?
What does the professor teach?
What did the university want to stop the spread of?
What happened to the professor's lecture after it started?
What did a student say the problem might have been?
. What did students wave?
Multiple choice quiz
. In which country was the professor teaching online?
a) South Africa b) Singapore c) Sierra Leone d) Slovakia
2. What does the professor teach?
a) coding b) English c) architecture d) maths
3. What did the university want to stop the spread of?
a) COVID-19 b) disinformation c) fake news d) gossip
4. What happened to the professor's lecture after it started?
a) it went viral b) it got lots of views c) it froze d) it was full
5. What did a student say the problem might have been?
a) aglitch b)aniPad c)avirus d)a power cut

2
3
4
5
6
7
8

(b) C
1
2
3
4
5
6

(©

1

9.
VYK-4.2: Ilpumenser OOyuarommiics yMmeeT: JeMOHCTPHPOBATH B3aUMOIIOHUMAaHHE MEXKIY O0yJIarOIIMHICS —
COBPEMEHHBIE MIPEICTaBUTEIIIMHU PA3IMIHBIX KYJIBTYpP C COONIOICHUEM 3THIECKUX U MEXKKYIbTYPHBIX HOPM

KOMMYHUKATHUBHBIC TCXHOJIOTUH
JUIs1 PO ECCHOHATBHOTO




B3aUMO/ICHCTBUSI HA PYCCKOM U
MHOCTPaHHOM(BIX) SI3BIKE(aX)

3aganne. CoGecenoBanue NPOBOAUTCS MO CASAYIOLIUM TeMaM:
- Cybersecurity (Kubepbe3zonacHocTb)
- Data protection (3amuunta nadopmarmm)
— Hackers and Cyberattacks (Xakeps! 1 knoepaTaxu)

IIpumepbl BONIPOCOB 1JIsl COOECEAOBAHMSA:
Is there a method to protect computer systems, networks, and data from cyber threats?
What questions does a lot of security boil down to?
Should access be given to the wrong people, but refused to the right people?
What method is used to differentiate between the right and wrong people?
How many types of authentication are there? Could you list these types?
What "what you know" authentication based on?
What can be done to prevent brute-force attacks?
What is "what you have" authentication based on?
9.  What is "what you are" authentication based on?
10. What are classic examples of the third type of authentication?
11. Which type of authentication is the easiest to implement?
12. Which type of authentication do you consider the most reliable one?
Why do security experts suggest using multi-factor authentication for important accounts?
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VK-4.2: [Tpumenser OO0yJatoniuiicsi BajeeT HaBpIKaMi OOBEAMHEHUS OTJCIBHBIX MPEIIOKEHHUI, UCTIONB3YS
COBpPEMCHHBIC TIOJTHEII HA0OP JTEKCHYCCKIX, TPaMMATHICCKUX, CHHTAKCHIECKHUX W JIOTHYECKHUX CPEIICTB, B
KOMMYHHUKATHBHBIC TEXHOJIOTHHA | CBSI3HBIA TEKCT, 00BEM KOTOPOTO OTpeAesieTCs] HeOOXOIMMOCTRIO OTMCaHUS MIPeMEeTa
JUTSL IPO(eCCHOHATBHOTO MO3HAHUS

B3aMMOJICHCTBHS HA

MHOCTpaHHOM(BIX) sI3bIKe(aX)

Ipumepul 3a0anuii
3ananue. [lepeBeanTe ciaenyommii TekcT 6e3 OMOPHI HA CJIIOBAPb.
Companies still fixing Heartbleed bug

Many companies are trying to make their websites safe from a new Internet bug called Heartbleed. It is like a hole in the security
of websites that hackers can use to get private information. The bug was in security software used by most Internet sites. Millions
of sites used the software after it became available on New Year's Eve, 2011. The bug was in it then but was only found last
week. The big sites, like Google, Yahoo, YouTube, Amazon, etc., quickly made a patch to fix the bug. However, many small

sites and thousands of apps are still at risk. It is still possible for hackers to access passwords and other confidential information.
Hackers already broke into Canada'’s tax system and stole 900 passwords.

Internet security experts say more than a third of people who use the Android Jelly Bean OS are still waiting for a patch. Google
has made all of its other services safe, such as Search, Gmail, YouTube and Play, but is working with its partners to create a fix for
Jelly Bean. BlackBerry is also working to release a patch to its users later this week. Meanwhile, the man who accidentally created
the bug spoke to reporters. He said: "'l am responsible for the error because | wrote the code.” He added: "Unfortunately, this mistake
also slipped through the review process and therefore made its way into the released version." He said it was a "simple programming
error".

BpinosnuTe 3a7aHusi HA IOHUMAaHHE COACPKAHUA MMPOIYUTAHHOIO TEKCTA.

(@) Multiple Choice
1. What did the article say HEARTBLEED was like?
a) a hurricane b)ahole c)amonster d)aheadache
2. What did many sites quickly make after HEARTBLEED had been identified?
a) money b)excuses c)apatch d) mistakes
3. Who is Google working with to create a patch?
a) the World Wide Web  b) the US Government  c) Facebook  d) its partners
4. When will BlackBerry's patch be available?
a) later this week  b) next month  c) tomorrow  d) when the manager comes back
5. Why does the man who created the bug say he is responsible?
a) he wrote the code ¢) he was the chief bug-spotter
b) he did not report it d) he knew it would be a problem
6. What kind of mistake did the man say he made?
a) a huge one b) an unforgivable one c) a simple one d) the kind anyone could make
(b) Comprehension questions
What did the article say Heartbleed was like?
How many sites used the infected software?
In what year did Heartbleed appear?
What did many sites quickly make?
How many passwords did hackers steal?
How many Jelly Bean users are waiting for a patch?
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7. Who is Google working with to create a patch?
8.  When will BlackBerry's patch be available?
9.  Why does the man who created the big say he is responsible?
10. What kind of mistake did the man say he made?
(c) True/ False

1. The Heartbleed bug is five years old. T/F
2. Hackers can use the bug to get private information from websites. T/F
3. Heartbleed first appeared on the Internet on New Year's Eve, 2011. T/F
4. Hackers stole 9,000 passwords from Britain's tax system. T/F
5. Over a third of Android users are waiting for a patch to fix the bug. T/F
6. Google said the bug is not a danger to all of its online services. T/F
7. BlackBerry has sent a patch to all of its users. T/F
8. The man whose mistake created the bug said it was not a simpleerror. T/F
VK-5.1: YuureiBaet OOyuarommiicsi yMeeT: BECTH KOMMYHUKAIHIO B MUpPE KyJIbTYPHOTO MHOTO00pa3us

pa3HooOpa3ue U 0COOCHHOCTH
Pa3INYHBIX KYJIBTYp, UX
COOTHOLICHHE U B3aUMOCBS3b

Ipumepwl 6onpocos/3adanuti

3aganmue. [loaroToBsTE yCTHOE COOOIIEHHE WIH MPE3EHTAIMIO HA CJIEAYIONINe TeMbI:
- How the Internet works
— Communications and Networks

- World Wide Web
YK-5.1: YunTtbiBaet pazHooOpasue | OOyuarolnuiicsi BiaseeT HaBbIKaMU «MH(POPMAIIOHHOW S5KOHOMHIY, IOy CKAIOIIEH Mpr
Y 0COOCHHOCTH Pa3IMYHBIX 00CY>XZIEHUH CJIOHBIX BOIIPOCOB KaK HA POJHOM, TaK ¥ HA NHOCTPAHHOM SI3bIKE TOJBKO
KyJIbTYP, UX COOTHOILICHHE U OJIHY €MHUIlY HH(OpPMALINKU Ha OJTHO MPEJIOKESHUE 10 NpUHIUIY: «OJHO MPeAIOKEHHEe
B3aUMOCBSI3b — OJIHa eAMHHIIA HHPOPMAIHNY

Ipumepol 6onpocos/3adanuti
3ananue. [lepeBeanTe ciieayoONIyIo CTATHIO C ONIOPOi HA CJIOBAPb.

Can the Internet Break From Overuse?
By: Nathan Chandler

The coronavirus pandemic (and its self-quarantine measures) is keeping adults and kids at home and on their computers and
smartphones for work, school or recreation, making unprecedented demands on the internet. In fact, Netflix and YouTube are
reducing streaming quality in Europe to prevent internet overload. The changes came after EU officials asked streaming services
and individual users to stop using high-definition video "to prevent the internet from breaking,” as CNN put it on March 20. This
news has a lot of us asking: With so many people at home using huge amounts of data, could the internet suddenly just stop
working?

You can rest easy. Outright internet failure is possible but unlikely, say experts who observe technology and internet usage around
the world. Cyberattacks or the physical cutting of cables under the sea that carry enormous amounts of internet traffic are more
likely to disrupt the internet than too much activity.

"Nothing, including the internet, is invulnerable to overload. But the internet has an enormous amount of redundancy and backup
in its systems," says Paul Levinson, professor of communications and media studies at Fordham University. "This means that
although one app or system can go down, it's unlikely that the whole system will collapse. Also, given that the people who work
on the internet are used to working from home, many of them are already in place to work [this way], even in this time of crisis."”

Ookla chief technology officer Luke Deryckx says the real concerns are not the internet infrastructure but rather the increased
numbers of end users all sharing the same WiFi system (such as family members). His company analyzes internet traffic patterns
and provides speed tests to people who want to understand how fast (or slow) their online connections really are.

YK-5.2: TlognepxuBaet OOyuarommiicss yMeeT: JAEMOHCTPUPOBATh B3aWMOIIOHMMAHHE MEXIY OOYJaroNUMHCST —
B3aMMOIIOHHMaHUE MEXTy MIPEICTaBUTEISIMU PA3NUYHBIX KYJIBTYP C COOJIONEHHEM ATHYECKMX M MEXKKYIbTYPHBIX
0o0yJarmuMucs- HOPM

MPEACTABUTEISAMUA PA3JIMIHBIX
KYJIBTYP HaBBIKH OOIICHUS B MHUPE
KYJIBTYPHOTO MHOT000pa3us

IIpumepwt 6onpocos/3adanuii

IIpuMeps! BONIPOCOB A1 cO0eceOBAHUSA:

Is there a method to protect computer systems, networks, and data from cyber threats?
What questions does a lot of security boil down to?

Should access be given to the wrong people, but refused to the right people?

What method is used to differentiate between the right and wrong people?

How many types of authentication are there? Could you list these types?

What "what you know" authentication based on?

What can be done to prevent brute-force attacks?

What is "what you have" authentication based on?
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9.  What is "what you are" authentication based on?

10. What are classic examples of the third type of authentication?

11. Which type of authentication is the easiest to implement?

12.  Which type of authentication do you consider the most reliable one?

13.  Why do security experts suggest using multi-factor authentication for important accounts?

YK-5.2: [lognepxusaet OOyyatomuiicst Bi1ajieeT HaBbIKaMH 00bEAMHEHNUS OTIENbHBIX IIPEUIOKECHUH, HCIIOTIb3YS

B3aUMOIIOHNMaHUE MEXKIY TIOJTHBIN HA0OP JIEKCHYECKUX, TPAMMATHYECKNUX, CHHTAKCHUECKHUX U JIOTHYECKHX CPE/CTB,
00y4alOMUMHCSA-TIPSICTABUTEISIMI | B CBSI3HBIH TEKCT, 00bEM KOTOPOTO OIpeAenseTcs He00X0IMMOCTBIO ONMCaHUs IpeaMeTa
Pa3NUYHBIX KYJIbTYP HaBBIKU TIO3HAHMS

00ILeHNsI B MUPE KYJIBTYPHOT'O

MHOT000pa3us

Ipumepul 6onpocos/3adanuti
3anganmue. [lepeBenuTe ciieAyOIIYI0 CTATHIO 0€3 OMOPHI HA CI0BAPh.

General Hacking Skills

When you build a house, you should have a strong base; it's the same if we are talking about hacking. You need a base in hacking
too so there are a few hacking skills that are basic skills and | am going to present them to you.

First of all, you should know how to program and if you don't know you should learn as fast as possible because that's in a hacker's
basic package. Programming is the main skill, if you are a beginner and you don't know what a computer language is about, then
start using Python. It's very good for beginners because everything in Python is so clear and it's very well documented. I'd personally
say it was designed 50% for beginners due to the simplicity you can work with. You can find helpful tutorials at Python web site
https://www.python.org/.

After learning some basic programming, you will progress and | recommend learning how to work with C, the core language of
UNIX. Furthermore, if you know to work with C, it would not be complicated to work with C++ because they are very close to
each other.

There are other programming languages that are important to hackers such as Perl or LISP. Perl is the best option if you love
practice work. Despite this, Perl is used a lot for system administration. LISP is harder to understand. But once you get it, you will
be very proud of yourself and experienced because it will definitely help you to be a better programmer.

Actually, only knowing the programming languages is not enough because you should exercise with yourself to think about
programming and solving the problems in a big way without a lot of time needed. Programming is not an easy skill so you have to
write and read codes and repeat them until you get a certain meaning.

HTML is the Web's markup language and it means Hypertext Markup Language. It's very important because you learn practically
how to build a web page from zero, and it's helping a lot if you are at the start of programming because it's codes will run your
mind. Writing in HTML definitely opens your horizons and makes you think even bigger than before. What | love about HTML is
that you are able to create anything, you can write, you can create images and forms as you like only by knowing the codes.

I[TpoBepsieMblIii 00pa30BaTENbHBIN Pe3yNbTAT (2 ceMecTp):

Kon u HaumeHnoBanue OO0pa3oBaTeNbHEINA Pe3yIbTAT
HMHAWKATOpa TOCTIKEHUS
KOMIIETCHIINU
VYK-4.1: Ilpumenser OOyuarommiicss yMeeT: CTPOUTD JUATIOTMYECKIE BEICKA3bIBAaHHS Ha aKaJIeMHUYECKUE U
COBpEMEHHBIE npodeccroHalbHBIE TEMBI (10 COOTBETCTBYIOLIMM pa3JieNiaM JUCIUILIHHBI);

KOMMYHHUKATHBHbBIE TEXHOJIOTHH
UL aKaJIeMUYECKOT0
B3aMMO/ICHCTBHSA Ha
MHOCTPaHHOM(BIX) sI3bIKE(aX)

3aganne. ColGeceqoBaHue NPOBOJUTCS MO CJACAYIOIMM TeMAM:

1. Computer Basics: What is a Computer? (Uro Takoe kommbroTep?)

2. Types of Computers: Computers for Personal Use. (KommbroTepsl 1Jisl IEPCOHATBHOTO UCTIOIb30BAHHS)
3. Types of Computers: Computers for Organisations. (Kommeroteps! mist OGu3Heca u paboThl)

4. Computer Hardware: Internal Components. (Anmapartaoe oGecrieueHne: BHyTPEHHEE YCTPOHCTBO KOMITBIOTEDPA)
5. Computer Peripherals: Input Devices. (ITepudepus KOMIBIOTEPA: YCTPOKCTBA BBOJIA)

6. Computer Peripherals: Output Devices. (Ilepudeprst KOMIBIOTEPA: YCTPOMCTBA BHIBOJIA)

7. Introduction to Computer Software. (ITlporpaMmMHoe o6ecrieueHre KOMITBIOTEPA)

8. System Software. (CucremHoe mporpaMMHOe 00eCeUeHHE)

9. Application Software. (ITpukiaaHoe nporpaMMHOE 0OeCTIEUEHHE)

10. How the Internet works. (ITpuxuunet padotsl MHTEpHETA)

11. Communications and Networks. (CucteMsl CBs34 U KOMMYHHKAILIMOHHBIC CETH)

12. World Wide Web. (Bcemupnas [Tayruna)

13. Cybersecurity. (Kubep6ezonacHocTb)

14. Data protection. (3aumra nabOpManum)




15. Hackers and Cyberattacks. (Xakeps n kubGepaTaku)
16. Malware (BpemoHocHOE IporpaMMHOE 00€eCTIEYEHHE)

IIpumepbI BONPOCOB JIsl cOOeCeTOBAHMS:
17. What is the most common way hackers get into computer systems?
18. What is social engineering?
19. What is the most common type of a social engineering attack?
20. Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?
21. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?
22. How do Trojans commonly penetrate into a computer system?
23. What is ransomware?
24. What is a brute force attack and how do modern systems defend against it?
25. If an attacker doesn't have physical access to a device, how can he hack it?
26. What kinds of hacking attacks are you aware of?
217.

YK-4.1: [Ipumenser | OOydJaromuiicss BIageeT: HABBIKAMH H3BIIEKATh HEOOXOIMMYIO TEKCTOBYIO HH(OPMAIHIO,
COBpPEMEHHBIE aHAIM3UPOBAaTh M 0000IIAaTh ee B LENIX aKaJeMHUYECKOro B3aMMOJCHUCTBHS B YCTHOH H
KOMMYHUKAaTHBHBIE TEXHOJIOTUM | MHUCBMEHHOH hopmax

ULt aKa/IeMHYECKOTO
B3aUMO/ICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax)

Tpumepwvl 3a0anuii
3ananue. [lepeBenure ciaeayrouuii TeKct 06e3 OOPbI HA CJI0OBaPb.
Microsoft blames U.S. spy agency for WannaCry

The technology company Microsoft is angry with America’s National Security Agency (NSA). Microsoft said the WannaCry
ransomware cyber-attack happened because the NSA keeps lots of cyber-weapons on its computers. Ransomware is a type of
harmful software that blocks access to a computer until the owner of the computer pays money (a ransom) to the hackers. The NSA
is America's military intelligence organization. It helps to keep America's communications and information systems safe. It is also
responsible for stopping cyber-attacks against the USA. However, experts say the WannaCry ransomware used computer spying
tools originally designed by the NSA.

Microsoft President Brad Smith said governments needed to wake up to the problem of storing cyber-weapons that hackers can
steal. He said it was as big a problem as someone stealing missiles from the USA. When talking about the WannaCry attack, he
said: "This attack provides yet another example of why the stockpiling of [these things] by governments is such a problem." The
European police agency Europol said WannaCry has affected 200,000 computers in 150 countries. In the UK, WannaCry caused
many problems with the work of Britain's National Health Service. Many operations were cancelled. Experts warned people to
back up their files because a second wave of attacks could come.

3aganne Ne 6.3. BoinmostHUTE 3a1aHUS HA IOHUMAaHHE COAEPKAHUS MPOYUTAHHOTO TEKCTA.

(a) Multiple Choice
1. What does the NSA keep a lot of on its computers?

a) names b) cyber-weapons c) dust d) photos
2. What must people pay hackers to get access to their computers back?

a) a salary b) respect C) costs d) a ransom
3. What does the NSA help to do to the USA's information systems?

a) update them b) systematise them c) keep them safe d) inform them
4. Who did experts say designed the spying tools used in WannaCry?

a) the military b) the FBI ¢) hackers d) the NSA
5.  What did Brad Smith compare the stealing of cyber-weapons to?

a) stealing missiles b) storing c) stockpiling d) waking up
6. What was cancelled in Britain's National Health Service?

a) files b) operations c) back-ups d) holidays
7. What did experts say there could be a second wave of?

a) attacks b) surfing c) warnings d) problems

(b) True/ False

1. America's National Security Agency has cyber-weapons on its computers. T/F
2. Ransomware means people must pay hackers to access their files. T/F
3. The WannaCry hackers used spying tools first created by the NSA. T/F
4. Microsoft's president said governments needed to wake up. T/F
5. Brad Smith said governments storing cyber-weapons isn't dangerous. T/F
6. The WannaCry ransomware affected over 250,000 computers. T/F
7. Experts said the wave of attacks was now over. T/F

(c) Discussion
1. Did you like reading this article? Why/not?
2. What do you think of when you hear the word 'agency'?




What do you think about what you read?

How worried are you about cyber-attacks?

How much would you pay to get access to your computer files?

What damage can hackers do?

Are the hackers more intelligent than the computer security companies?
Can you live without a computer?

What would happen if hackers stopped the Internet?

10 What questions would you like to ask the boss of the NSA?

© oo~ G AW

YK-4.2 [Ipumensier OOy4arouuiicss yMeeT: CTPOUTh MOHOJIOTHYCCKUE COOOIIEHHS Ha MPO(ECCHOHATBHBIC TEMBI
COBpPCMCHHBIC (110 COOTBETCTBYIOIIKMM pa3/ieliaM TUCIUATUIAHBI).

KOMMYHHUKATHBHBIC TEXHOJIOTHI
IUTS aKaJIeMUIeCKOTO
B3aHMOJIENCTBHUS HA
WHOCTpaHHOM(BIX) sI3BIKe(ax).

Ipumepuol 3a0anuti

3ananue. CodeceqoBaHne MPOBOIUTCS MO OXHOM U3 CJEAYIOIIHX TEM:
- Computer Basics: What is a Computer? (Uro Takoe KOMIbIOTEP?)
- Types of Computers: Computers for Personal Use. (KommbroTeps! Uist IEPCOHANTBHOTO UCIIOIb30BAHUS)
- Types of Computers: Computers for Organisations. (Kommbroteps! ajst Ou3Heca U paboThI)
- Computer Hardware: Internal Components. (Annaparaoe obecriedeHne: BHyTpEHHEE YCTPOMCTBO KOMIILIOTEPA)
—  Computer Peripherals: Input Devices. (ITeputepust KOMIbIOTEpPa: yCTPOWCTBA BBOIA)
—  Computer Peripherals: Output Devices. (ITepudepust KoMIbIOTEPa: YCTPOKCTBA BBIBOJIA)
- Introduction to Computer Software. (ITlporpaMMHOe obecrieueHre KOMIbIOTEPA)
—  System Software. (CucremHoe nmporpaMMHO€e 00eCIeYeHHE)
- Application Software. (IIpuknagHoe mporpaMMHOe 0OecIeueHune)
- How the Internet works. (ITpuauune: padotst MaTEpHETA)
— Communications and Networks. (CucteMb CBSI3H 1 KOMMYHHUKAIIMOHHBIE CETH)
- World Wide Web. (Bcemupnas ITayruna)
—  Cybersecurity. (KubepbezonacHocTb)
— Data protection. (3amura uapopmarmm)
— Hackers and Cyberattacks. (Xakeps! u kubepaTaku)
- Malware (BpenoHocHoe nporpaMMHOE 00ecredeHre)

IIpumepsbl BOPOCOB /ISl cOOece0BAHUA:

1. What is the most common way hackers get into computer systems?

2. What is social engineering?

3. What is the most common type of a social engineering attack?

4. s the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?

5. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?

6. How do Trojans commonly penetrate into a computer system?

7.  What is ransomware?

8. What is a brute force attack and how do modern systems defend against it?

9. If an attacker doesn't have physical access to a device, how can he hack it?

10. What kinds of hacking attacks are you aware of?
YK-4.2 IIpumensier OOyJaronuiics BIaaeeT: HaBBIKAMHU M3BJICKATh HEOOXOIMMYIO TEKCTOBYIO HH(OPMAIIHIO,
COBPEMEHHBIE aHaJIM3MPOBATh U 0000LIATH ¢ B LEJsX MPO(HEeCCHOHATILHOTO B3aUMOACHCTBUS B YCTHOM U

KOMMYHHUKATHBHbBIE TEXHOJIOTUH | IIMCHbMEHHOI (hopmax.
JUTS aKaJIeMUYeCKOTo
B3aUMOJEICTBUS HA
MHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepwl 3a0anuii
3ananmue. IlepeBenure ciieAyOIIYIO CTATHIO C ONOPONi HA CJI0BAPb.

How to Avoid Spyware
By: Peter May

The brief history of personal computing is replete with advances in productivity, processing power and entertainment. From word
processing to e-mail to the World Wide Web, computer technology has forever changed the way we work and play. As with any
new technology, however, these advances have also provided new methods for criminals to separate us from our money. One of
those methods is spyware.

According to a number of sources, the first use of the term spyware occurred in a 1994 posting that made light of Microsoft's
business model. Later, the term was used to describe devices used for spying, such as small cameras and microphones. In 2000, a
press release from security software provider Zone Labs used the current meaning of spyware for the first time and it's been used
that way ever since.

Spyware is software that resides on a computer and sends information to its creator. That information may include surfing habits,
system details or, in its most dangerous form, passwords and login information for critical applications such as online banking.




Many spyware programs are more annoying than dangerous, serving up pop-up ads or gathering e-mail addresses for use in spam
campaigns. Even those programs, however, can cost you valuable time and computing resources.

Often, spyware comes along with a free software application, such as a game or a supposed productivity booster. Once it's
downloaded to your computer, the functional element of the software works exactly as promised, while the information-gathering
system sets up shop behind the scenes and begins feeding your personal data back to headquarters.

In many cases, the hidden activities of the software are clearly described in the end-user license agreement (EULA) that is displayed
during the installation process. This protects the developer from potential legal action because they can prove you knew (or should
have known) that the program included this functionality when you installed it. Most of us, however, don't read EULAS because
they are long, boring and written in hard-to-understand legalese. As further proof that there's a software application for everything
these days, you can now obtain software that will read EULAS for you and display a warning if keywords or phrases indicate there's
a spyware risk.

33}13]—[“6. BpinosHuTe 3a1aHUsI HA MOHUMAaHUE CoACpKaHMs NPOYUTAHHOIO TEKCTA.

(d) True/ False
9. This story is great news for people struggling to learn a language. T/F
10. The research was conducted by researchers from a Swiss university. T/F
11. Researchers tested language translations while people were asleep. T/F
12. Our sleeping brain may be more aware of things than we thought. T/F
13. The hippocampus is the part of the brain used to forget things. T/F
14. In deep sleep, our brains are active for half-a-second atatime. T/F
15. Assleeping period called "up-state” allows us to learn vocabulary. T /F
16. The researchers are 100% sure we can learn vocabulary while we sleep. T /F
(e) Multiple choice quiz
8.  When did researchers say we recall information learnt while we sleep?
a) just after breakfast b) in dreamland c) at 6am d) when we wake up

9. What did researchers say they tested besides new words?
a) sleep D) translations c) dreams d) grammar
10. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c¢) light d) phrasal verbs
11. What is the hippocampus?
a) the brain's essential memory hub b) an animal c¢) a grammar term d) a place where hippos study
12. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c¢) two seconds d) half a second
13. What is the inactive state of our brain while we sleep called?
a) the "inter-state™ b) the "up-state” c) the "down-state™ d) the "dream-state"
14. What can we do in the "up-state” period of our sleep?
a) sleepwalk b) speak English c¢) see with our eyes shut d) learn new vocabulary
(f) Discussion
11. What did you think when you read the headline?
12. What images are in your mind when you hear the word 'learn'?
13. How important is sleeping?
14. What is the best way to learn vocabulary?
15. What do you think of learning vocabulary while sleeping?
16. Is sleeping only for sleeping?
17. Could there be any dangers to learning while asleep?
18. How happy are you with your vocabulary?
19. What are your three favourite English words?
20. What else could we learn while we are asleep?

VK-5.1: YuureiBaer OOyuarommiicsi yMeeT: BECTH KOMMYHHUKAIIHIO B MUpPE KyJIbTYPHOTO MHOTO0Opa3us
pa3HooOpa3re U 0COOCHHOCTH
Pa3NUYHBIX KyJIBTYp, UX

COOTHOIIICHHE M B3aMMOCBSI3b

IIpumepwt 6onpocos/3adanui

3az[alme. IloaroroBbTeE YCTHOC cooﬁme}me WM NMPE3CHTALUIO HA CJIEAYIOIIUEe TEMbI:
- Introduction to Computer Software
- System Software
Application Software

YK-5.1: YuutsiBaeT pazHooOpasue | OOyuarommiics BiageeT HaBbIKaMH «HH()OPMAITHOHHON SKOHOMUMY, TOMTYCKAIOIIEH MpH
¥ 0COOCHHOCTH Pa3IMYHBIX 00CYXIEHUH CIIOHBIX BOIPOCOB KaK Ha POJJHOM, TaK U HAa MHOCTPAHHOM SI3bIKE TOJBKO
KyJIbTYP, UX COOTHOIICHHE U OJIHY €IMHHIly HH(OPMaUH Ha OJTHO NPEUIOKEHUE 110 NPUHIMITY: «OHO MpeaIoKeHne
B3aMOCBSI3b — O/lHa eAMHMIA HH(POPMAIUN)

IIpumepwr 6onpocoe/3adanuii
3aganue. [lepeBeaure ciaeayrOnIyIo cCTaTbIO C ONOPOI HA CJI0OBaPb.

Microsoft's New Operating System Won't Let Users Change Default Browser




By: Jonathan Strickland

Microsoft launched Windows 10 S in May 2017, a slimmed-down version of its operating system. The new OS places strict
limitations on what users can do. For example, you can only run programs (now called "apps") that come from the Windows Store.
And by default, your web browser will always be Edge, the successor to Microsoft's Internet Explorer.

What's up with the changes? First, Windows 10 S isn't the universal replacement for Windows 10. Microsoft intends Windows 10
S for a specific audience; namely, people who want a more curated and, hypothetically, secure experience on their computers. One
of the company's big target consumer groups is schools.

By limiting the programs you can run on the device, Microsoft decreases the chance you'll encounter malware or other security
risks. It also helps prevent people from trying to install programs that their machines just aren't capable of running well.

But it's that default web browser that has many outlets talking, including The Verge. According to Microsoft, users will be able to
download any other web browser that's available in the Windows Store, but they will not be able to switch the default to that new
browser. Click on any .htm file and Edge will pop up automatically.

You also won't be able to change the default search engine from Bing to anything else, so if you want to Google something you'll
have to navigate over to Google.com first.

The Windows 10 S operating system isn't the new standard. And although you won't have many options on a Windows 10 S
machine, you can always choose to buy a different type of PC instead.

So, it's not an apples-to-apples comparison, but it is interesting to see Microsoft launch a product that explicitly follows a strategy
similar to the one that could have led to the U.S. government breaking up Microsoft into smaller companies.

VK-5.2: [logaepxuBaer OOyyaromuiicst yMeer: JeMOHCTPUPOBaTh B3aUMOIIOHMMAaHUE MEXAY OOYYaloIIUMHCST —
B3aUMOIIOHHMaHUE MEXKIY MIPEACTABUTEISIMUA PA3JIMUHBIX KYJIBTYp C COOJIIOJIGHHMEM STHYECKMX M MEXKKYJbTYPHBIX
o0yyaromumucs- HOpM

MpCACTABUTEIIIMUA PA3JIMIHBIX
KyJIbTYp HaBBIKU OOLICHUS B MHUpPE
KYJIBTYPHOT'O MHOT000pa3us

Ipumepol 6onpocos/3adanuii
IIpumepsbl BOPOCOB 1JIs1 cOOece0BAHUA:
14. s there a method to protect computer systems, networks, and data from cyber threats?
15. What questions does a lot of security boil down to?
16. Should access be given to the wrong people, but refused to the right people?
17. What method is used to differentiate between the right and wrong people?
18. How many types of authentication are there? Could you list these types?
19. What "what you know" authentication based on?
20. What can be done to prevent brute-force attacks?
21. What is "what you have" authentication based on?
22. What is "what you are" authentication based on?
23. What are classic examples of the third type of authentication?
24.  Which type of authentication is the easiest to implement?
25.  Which type of authentication do you consider the most reliable one?
26.  Why do security experts suggest using multi-factor authentication for important accounts?

VK-5.2: [lonnepxuBaet OOyuarommiics BiageeT HaBEIKaMH 0ObEAMHEHUS OT/ICIBHBIX MPEI0KESHUH, UCTIONB3YS

B3aMMOITOHMAHHUE MEXTY TIOJTHBINM HA0OP JIEKCUYECKUX, TPAMMATHIECKIX, CAHTAKCHUECKHUX 1 JIOTHYECKUX CPEJNICTB,
00y4JaIOIUMUC-TIPEICTABUTENISIMUA | B CBSI3HBIN TEKCT, 00BEM KOTOPOTO OMPEAEISETCs] HEOOXOIUMOCTBIO OTUCAHUS TIpeaMeTa
Pa3IMYHBIX KYJBTYpP HAaBBIKU MMO3HAHUS

001IeHNs B MUpE KYJIBTYPHOTO

MHOT000pa3ust

Ipumepol 6onpocos/3adanuii
3ananue. [lepeBeanTe ciieqyIoONmyIo CTaThHIO C ONMIOPOI Ha CJIOBAPh.

What is a Tablet?
By: Jonathan Strickland

When Steve Jobs ended years of speculation in 2010 by announcing the iPad tablet device, he helped launch a new era in computer
hardware. Though tablet PCs have been around for years, the iPad was the first device to use the form factor successfully in the
consumer market. And Apple's success benefitted other companies as well as tech enthusiasts looked for alternatives to Apple's
approach.

So what exactly is a tablet? At its most basic level, a tablet PC is a mobile computing device that's larger than a smartphone or
personal digital assistant. There's not a strict cutoff size for tablet devices -- the iPad line sports a screen size of just under 10 inches
but other tablets can be larger or smaller. In general, if the computing device uses an on-screen interface and doesn't include a
phone, it's a tablet. To confuse matters, some manufacturers produce hybrid devices that are part tablet, part laptop computer. The
device might come with an attached keyboard -- the screen swivels or folds down to cover the keyboard and voila, you have a
tablet!

In 2010, Lenovo introduced a prototype device called the ldeaPad U1 at the Consumer Electronics Show in Las Vegas, Nev. At
first glance, it looked like a normal laptop computer. But if you detached the screen from the base, the laptop converted to a tablet
computer with its own, independent operating system. Lenovo rebranded the device, naming it the Lenovo LePad and launching it
in China in 2011.




Although tablets come in a variety of shapes, sizes and feature sets, they share many similar characteristics. Nearly all have a touch-
screen interface and an operating system capable of running small programs. They don't necessarily replace the need for a more
robust computer, but they create a new space for computing devices.

2.3. IlepedeHs BOIPOCOB Uil HOATOTOBKH 00YYAIOMIUXCSI K TPOMEKYTOYHOM aTTeCTalluu
1 cemecmp
Jlekcuka:
- nekcuka (600 JeKCHYECKUX €IUHHII)
—  TEPMHUHOJIOTHYECKas JCKCHKa 10 mpoduiro moarotoBku (600 JeKCHUECKUX €IUHUIT)
I'pammartuka:
- Infinitive (MuaduauTUB).
- ®opwmel nadunuTrba (Active / Passive; Simple / Continuous / Perfect). Bare Infinitive.
— Oynknuu nHGUHUTHBA B TipeuioskeHun. [IpaBuia nepeBoia Ha PYCCKUH SI3BIK.
— CemanTuyeckas pa3HHIIA B HCIIOJIb30BAaHUH TePYHIANS U MHPUHUTHBA.
- HWudunutusuas kouctpykius Complex Subject.
- UWudunurusHas kouctpykius Complex Object.
— HVupuHUTHBHAS KOHCTPYKIHS ¢ Ipeyiorom for.

2 cemecmp

Jlekcuka:

-  Jekcuka (600 neKCUYeCKUX eIMHHII)

— TEPMHHOJIOTHYECKAs JIEKCHKa 1o poduitto moaroroBku (600 mekcHUecKuX eIuHUIT)
I'pammartuka:

— ITlopsok ClIOB B yTBEpAUTEIHHOM, BOIIPOCUTEIIEHOM U OTPULATEIILHOM MPEITIOKCHUSIX.

— T'marossr to be u to have. Ix oco6eHHOCTH U MHOTO(QYHKITHOHATBHOCTb.

— OcobeHHOCTH MepeBoia MPEIOKESHNH ¢ KOHCTpyKuueit there +to be.

- Bunospemennsie ¢popmsal riiaroina (Simple, Continuous, Perfect) B nefictBuTensHOM 3ajo0re.

- Bupgospemennsie ¢popmesl riaroia (Simple, Continuous, Perfect) B ctpagarensHom 3aiore.

— Twurbl BONPOCHTENBHBIX MPEATI0XKeHUN. [10psIIOK CII0B B 00IINX, AIbTEPHATHBHBIX, CIICIUAIBHBIX,

pa3eNuTeIbHBIX BOMPOCaX.

— CreneHu CpaBHEHUS NMPHUJIAraTebHBIX U HAPEUHH.

- Mogansnsie raaroast should, must, can, may.

- Mopnansable KOHCTpYKIMK have to, be to, be able to, be allowed to.

— Tepynamii: cuaTakcn4eckue QyHKIMU U TIpaBHiIa MEPEBO/IA.

— Ilpuuacrtue |: cuHTaKcHYeckue GyHKIMU U TIpaBHiIa NepeBOIa.

— Ilpuuacrue ll: cunTakcuueckue pyHKINM U TpaBUiia MEPEBO/A.

— UWndunurtus.

— HWudunurusnas koncrpykuus Complex Subject.

- HWudunurusnas konctpykuus Complex Object.

— HWH}uHUTHBHAA KOHCTPYKLHUA ¢ IpeioroM for.

3. MeToauyeckne MaTepuaJibl, ONpeAesiolue NPouelypy U KPUTEePUH OLleHUBAHUS
c¢opMHPOBAHHOCTH KOMIIETEHIMI NIPH NIPOBEACHUHU MPOMEKYTOYHOM ATTECTALUN

Kpurtepun popmMupoBaHus OLIEHOK 110 0TBETAM HA BONIPOCHI, BHINOJHEHHIO TECTOBBIX 3aaHUI

- OIICHKA «OTJIMYHO» BBICTABISCTCS OOYYArOIIEMYCs, €CJIM KOJMYECTBO MPABUJIBHBIX OTBETOB Ha
Bornpockl coctaiser 100 — 90% ot obriero o0bEMa 3a1aHHBIX BOIIPOCOB;

- OIIEHKA «XOPOII0» BBICTABISETCS 00YJarOIIEMYCsl, €CJIM KOJIMUYECTBO MPABIIIFHBIX OTBETOB Ha BOIIPOCHI
— 89 — 76% ot obmero o0bEMa 3a1aHHBIX BOMIPOCOB;

- OICHKa «YyIOBJIETBOPHUTEIbHO» BBHICTABISIETCS OOyYarOMIEMyCs, €CJIM KOJIMYECTBO MPaBUIIBHBIX
OTBETOB Ha TECTOBBIE BOIPOCHl —/5—60 % 0T 0011ero oobEMa 3alaHHBIX BOIIPOCOB,;

- OIICHKa «HEYI0BJIETBOPHUTEJIbHO» BBICTABISCTCS OOYJarOMEMYCsl, €CIIH KOJIMYECTBO TPaBUIBHBIX
oTBeTOB — MeHee 60% oT o01iero o0bEMa 3a1aHHBIX BOIIPOCOB.



Kpurepun ¢popMupoBaHusi OLIEHOK N0 pe3yJbTaTaM BBINOJHEHHUSA 3aJaHUI

«OTANYHO/324TEHO» — CTABUTCS 32 pabdOTY, BBHITIOIHEHHYIO IMOJTHOCTHIO 0€3 OTMOOK U HEJ0YETOB.

«Xopo11o/3a4TeH0» — CTABUTCS 32 Pa0OTY, BBITIOJIHEHHYIO ITOJIHOCTHIO, HO TP HATMYUK B HEW He Oolee
OJHOH Herpy0oil OIMOKN U OTHOTO HeloueTa, He 0oJiee TPEeX HEJJOYETOB.

«Y10BJIETBOPHUTEIBHO/3aUTEHO» — CTABUTCS 33 PadOTy, €ClIM 00yYalOUIHiiCs MPaBUIBHO BBITIOJTHHI HE
MeHee 2/3 Bceid paboThl WK AOMYCTUI HE OoJiee OAHON Tpy0oil ommOKH U JABYX HEJ0YETOB, HE Ooyiee OTHOM
rpyooii U ogHOW HerpyOoi omuOku, He 0oyiee TpeX HETrpyObIX OMIMOOK, OJHOW HETrpyOOi OMUOKH M JIBYX
HE/I0UETOB.

«HeynoBJIeTBOPUTE/ILHO/HE 3a4YTE€HO» — CTAaBUTCS 3a PadOTy, €CIM YHCIO OMHMOOK U HEI0YETOB
MIPEBBICUIIO HOPMY JIJIsl OLIEHKH «yJOBJICTBOPUTEIBHOY WM MPABUIIBHO BBHITIOJIHEHO MeHee 2/3 Bceil paboThl.

Buowr owuboxk:

- 2pyOble OwuUbKU: He3HaAHUe OCHOBHLIX NOHAMUU, NPABUN, HOPM, He3HAHUEe NPUEMO8 peuleHuUs 3a0ad,
OWUOKU, NOKA3bLEAIOWUE HENPABUTILHOE NOHUMAHUE YCI08UsL NPEOTIOHCEHHO20 3A0AHUSL.

- He2pyOble OWUOKU. HeMOYHOCMU POPMYTUPOBOK, ONpedeneHUll; HePAYUOHATIbHBIL 8b100D X00A peuleHUsl.

- He0ouemvl.: HepayYUOHAIbHbLE NPUEMbL BLINOIHEHUS 3A0AHUsL, OMOETbHbLE NOZPEULHOCTU 8 DOPMYIUPOBKE
8b160008, HEOPEHCHOE BLINOTHEHUE 3A0AHU.

Kpurepun ¢popMupoBaHus 011eHOK 110 324eTy € OLEHKOI

«OTJIMYHO/32a4TEH0» — CTYAEHT NPHOOpen HeoOXOAUMBbIE YMEHMsS U HaBBIKH, MPOJEMOHCTPHPOBAI
HaBBIK MPAKTHYECKOTO MPUMEHEHHUS TIOJTYICHHBIX 3HAHUN, HE JOMYCTHII JJOTHYECKUX M (PAKTHYECKUX OLTHOOK

«Xopouo/3a4TeHo» — CTyJIeHT IPUoOpes1 He0OOXOAUMbIE YMEHHSI M HABBIKH, IIPOJIEMOHCTPUPOBAJ HABBIK
MPAKTUYECKOTO IPUMEHEHUS TIOIYYEHHBIX 3HAHUH; TOMYCTUI HE3HAYNTEIIbHBIE OIMOKU U HETOYHOCTH.

«Y10BJIETBOPHUTEIBbHO/3aUTEHO» — CTYJIEHT JOMYCTUJ CYLIECTBEHHBIE OLINOKH.

«Heyn0BJ1IeTBOPUTEJILHO/HE 32a4TE€H0» — CTYACHT IEMOHCTPUPYET (hparMeHTapHbIC 3HAHUS U3y4aeMOTro
Kypca; OTCYTCTBYIOT HEOOXOIMMbIE YMEHMSI U HABBIKHU, IOMYILEHbI IPyOble OLIMOKH.






